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EXECUTIVE SUMMARY

This report provides a summary of tle AML/CFT measures in place in The Bahamas atthe date of

the on-site visit (November 30 to December 11, 2015)It analyses the level of compliance with the
FATF 40 Recommendations andhe level of effectiveness of The BahamaaML/CFT system, and
provides recommendations on how the system could be strengthened.

Key Findings

1

The Bahamas is still completing 8L/TF National Risk AssessmertiRA) and has yet to develd
documented national AML/CFT policieShere is a reasonablmderstanding of ML/TF risks amor
competent authorities in the Bahanmas account of the NRA exercisthere is a need for thi
understandingp be placed within the conteat The Bahamas as an international financial centre|
for it to be sharewith relevant stakeholderdMeasures also need to be taken to mitigate ML/TF ri
A good foundation for national coordination andaperation at national level has been establig
through the Task Force

The Financial Intelligence UnitKIU) is a weltstructured and resourced unihile the fnancial
intelligence disseminated by the FIlsnerally of good qualitghelaw enforcement authority. EA)

indicated that some of it required additional workhe furtherance of ML investigationd he focus
of investigations and prosecutions on predicate offences has resulted in no ML convititimg
last four years and one ML case that was before the court at the time ofdibe anit.

The Bahamas has assessed its TF risks as low. There have [@deinnestigationsprosecutions
confiscations or convictions. The legislative frameworktérgetedfinancing sanctionsTFS) and
proliferation financing is deficient.

Financial institution@-1s) and designated ncfinancial businesses and professigpNFBP9 are
overallwell aware of theiregulatory AML/CFTobligations. As a result of if) theyapplyquitestrong
customer due diligenc€DD) proceduresis well aothermitigating measuresm a highly rulebased
manner However, darge numbebpf unwerified facilitiesn the domestic banking sectstill exists.

Fls thatarenot part of darge nternational groumlid notdemonstrateufficient awareness of the
specific inherent ML/TF risksThey had not performed an institutional ML/TF risk assessme
define the specific risks with regard to thejerations, environment, products etc It is essentia
thatsuch institutionsas well agheir supervisorspay more attention toonducting pgodic ML/TF
risk assessments

The number obuspicious transactions repor&I'R9 filed by financial institutionds limited, taking
into consideration the substantial size of the financial sector in The Bahamas and the su
presence in The Balmas of inherent higher risk activities such as private banking andMors.
emphasis should be put gnidanceeportingand on the feedbagicovidedto reported STRs.

The FIs and DNFBPssupervisory regime are comprehensive and wetleveloped. Supervisor
powers arén generakdequate and eordination among supervisory regulatarerks well TheFls
and DNFBPsupervisorgienerallypromote clear understanding of AML/CFbligations However
the aplication of sanctions isoo limited. A risk-based approach for the credihions and the




securities industry should be implementédso, the proactive outreaches to the sectors coul
enhanced.

1 A variety of legal persons can be created in The Bahamas. The Registrar Generahsniai
national company registeBeneficiary ownershipBO) informationis required to be maintained [
Fls and registered agents. No sanctions have been imposed on legal persons.

I The Bahamas has a wdlinctioning system for international -@peraton which provideg
constructivemutual legal assistanc®A) and extradition. International emperation is facilitateg
through agreementsjemoranda of understanding©QUs) and assesharing protocols. The time {
respond to requests can be improved.

Risks and General Situation

1. The Bahamas is exposed to a wide range of money laundering and térmanisingthreats and
vulnerabilities. As an international financial cexithe Bahamas is vulnerable to financial flows associated

with foreign threats. Dosstic threats include fraud, drug trafficking originating from South America, armed
robbery, firearm offences, burglary and murder. Vulnerabilities are in the products and services offered in
the financial sector in particular private banking, client retesthips with legal persorendtrust services.
Additionally, specific sectors are attractive either for the nature of the transactions or the limited nature of
regulation. These include the international securities sector, dealers in precious metedsiand ptones,

money transmission services and attorneys. The risk of TF appears low since The Bahamas has no history
of terrorist activity. The country is also stable and homogenous with no alienated or oppressed groups.

Overall Level of Effectiveness ard Technical Compliance

2. The Bahamasd6 main strengths with regard to te
co-operation, preventive measures for Fls and DNFBPs and criminalization of money laundering and
terrorist financing. The legislativedmework for the supervisory regime is well developed although there is

need to improve sanctions. The main deficiencies in technical compliance are in targeted financial sanctions
for terrorist financing and financing of proliferation, understanding asdssing nation®ML/TF risks and
developing AML/CFT national strategies and transparency and beneficial ownership of legas patdson
arrangements.

3. The Bahamas is most effective in supervision and preventive measures reflecting the robust
AML/CFT supervisory regime and the level of compliance of Fls and DNFBPs. Significant weaknesses in
effectiveness are in the areas of ML/TF confiscations, invegtigatprosecutions and convictions, the
identification of nationaML/TF risks and development of appropriate AML/CFT strategies and proliferation
financing financial sanctions

Assessment of Risks, coordination and policy setting (Chaptd21; R.1R.2, R.33)

4, The draft NRA has not adequately identified and assessed the ML/TF risks, and has limited utility
in its current form for setting national AML/CFT policy. Given that the NRA process is yet to be concluded,
identified ML/TF risks are yet to baddressed by national policies and activities. Furthermore, the draft
NRA report does not contain an action plan that would indicate the necessary measures to mitigate ML/TF



risks. The results of the draft NRA are not yet known to FIs and DNFBPs. WHiisft AML/CFT strategy
document was developed in 2008 there is no formal documented national AML/CFT strategy at present.

5. Competent authorities develop policies and cooperate through a long established Tasls Force
noted in the 2007 MER of The Bahambie. supporting evidence regarding the designation of this body was
provided to the assessordVhile the names of other bodies were given, suchNasnal AntitMoney
Laundering Steering CommitteldAMLC ) andthe National AntiMoney Laundering GrougpNAMLG), the
authorities indicated that NAMLG was subsumed into the Task Force, making it one policy making body.
The separation between policy level and operational level of cooperation was unclear. At the operational
level, there is clear cooperation and mheation among the relevant agencies involved in border protection

as well as among financial supervisors through @reup of Financial Services RegulatoiGFSR
However, outside of the NRA exercise, there is little evidence of broader coordinaticoapatation in
matters related tonitigation of identifiedML/TF risks

Financial Intelligence, Money Laundering and Confiscation (Chapterd@s 68; R.3, R.4, R.29
32)

6. The Bahamas FIU appears to be a swg#llictured and resourced unit. Whilst th& Ftdicated

that it uses operational and strategic analysis it also advised that it was developing a new policy on such.
The financial intelligence disseminated by the FIU to the LEA seems of limited use in the furtherance of
ML investigations. The FIU hasy-operated domestically with other competent authorities in The Bahamas
and internationally with foreign FIUs.

7. The LEA enjoys a favorable working relationship with the FIU andaffiee of theDirector of

Public Prosecution®QDPP. The ODPP plays a\gital role in matters being pursued by the LEA and is
relied upon heavily by the LEA. The Bahamas in practice places emphasis on investigating predicate
offences rather than ML. This has evolved due to advice from the ODPP to theeh&wling the best
possible prosecutorial outcontiring the investigative phase of matters. Recently, as a result of a parallel
ML investigation theBusiness and Technology Crimes SectiB@CS) has the only ML case currently
before the court. The LEA lack the capacity teeefively pursue ML. The staff roster doest have the
specialised human resources necessary to properly conduct ML investigations nor are current staff
adequately trained in ML investigation

8. The authorities prefer the confiscation/forfeiture of crimimaidceeds from predicate offences as
opposed to ML There have been no ML convictions in The Bahdorasy the four years prior to the

onsite visitand thus no confiscation of ML proceesimilarly there has been no prosecution for TF and

thus noconfiscaton of terrorist property and or funds. In the absence of a completed NRA or formally
documented national AML/CFT policies the asessors are unable to evaluate whether the confiscation results
are consistent with t healimitedecrossborged declakhtioh Jystemrinipkde,s .
there has beesomeconfiscation of cash and bearer negotiable instruments (BNIs)

Terrorist Financing and Financing Proliferation (Chapter-4Os 911; R.58)

9. The Bahamas hamssesseils TF risksthrough its draft NRA and the draft National Strategy for

the prevention of Money Laundering and Financing of Terrorism. Howdvere is noformal updated
national policy regarding CFT. Other than the submission of two STRs to the FIU there has been no
indication of TF in The Bahamas. There have been no TF investigations or convictions in The Bihemas.



LEA is adequately trained in CFAnd hasufficient human resource or skills necessary for investigating TF
noting that The Bahamas has a low risk of Tlfhe Bahamas is unable to demonstrate an effective system
to address and mitigate TF risks.

10. Whil e the authoriti es 6ThaBabamasslonethetjurisdi€tiondobse r i s |

not have an effective system for TFS due to deficiencies itegiglative framework. Deficiencies noted
include lack of a mechanism and unclear procedures for designation domestically; lack of a timely freezing
mechanism and delisting proceduuesierthe International Obligations (Economic and Ancillary Measures)

Act (IOEAMA) legislation There have been no cases of freezing terrorist property or deprivation of assets
and instrumentalities related to TF activities. The Bahamas is unable to show effective implementation of
United Nations Security Council Resolutioy NSCR9 applicable to TFS. While there is legislation for the
registration and regulation afonprofit organisations NPO9 the supervision regime of the Registrar
Gener al 0s QPCsidamt have a dear sumderstanding of their vulnesabdifTF and no
guidance has been provided for the sector.

11. The Bahamas does not have an effective system for targeted financial sanctions related to
proliferation financing Deficiencies in the legislative framework include freezing not occurring without
delay and no procedure for -tisting. There have been no identification of assets and funds held by
designated persons and prohibitions relating to proliferation. Many interviewed Fls and DNFBPs were not
aware or had minimal knowledge of proliferation &mel vast majority did not understand their obligations

in relation to proliferation. Neither guidance nor training has been made available to FIs and DNFBPs
regarding proliferation financing. Monitoring for compliance in relation to proliferation by etanp
authorities is generic.

Preventive Measures (Chapter-504; R.923)

12. The Bahamas exhibits some characteristics of an effective sybigmaneralFlsin The Bahamas

have extensive AML/CFTPolicies and procedures in place. Thegmonstrate@d strong commitment to
implementthese policies and procedures. Specific requirements syitically exposed person®EPS3,

new technologiescorrespondent bankingpping off and record keepireye adequately implemented and
adhered toAlso, theFls demonstrated a sufficient general awareness of their role as gatek€pers
carried out typically in a robust way. This includes the identification and verification of beneficial owners,
orngoing monitoring andcenhanced due diligenc&DD) for higher risk customers such as PEPkis
altogether seriously limits the possibilities for criminals and terrorists to trt®ahamian financial system
through these financial institutions.

13. Flsthatarenot part of a large international group did demamstratesufficient awareness of their
specific inherent ML/THKisks. They had not performed an institutional ML/TF risk assessment to define the
specific risks with regard to theiperations, environment, products etcAlso,there was uncertainty over

the dstinction between inherent risks and contrdlsis limits their effectivenessriswho arepart of a large
international groupdemonstratedsuffucuent knowledgef their specific inherent ML/TFisks. Typically,
specific ML/TF risks assessment wéreing conducted by these FWith regard to TFS, Fls are not aware

of thecourse of actioto be takerwhen designated persons or entities on TFS lists are detébe. is a
largenumber of unverified facilities the domestic banking sectiat stillexistfrom prior to the enactment

of AML/CFT obligations

14. DNFBPs in The Bahamas have extensive AML/CFT poligied procedures in plac&lost
DNFBPs have a good understanding of the ML/TF risks that their clients pose, but less of an understanding



of othe areas of risk, such as those associated with country/geography, products, services, transactions and
delivery channels. However, their understanding is in the absence of updated national ML/TF risks identified

by the jurisdiction that are yettobecoonm i cat ed. DNFBPsO wunderstandi ng
be low. Overall, there is the need for training with respect to the updated FATF standards and the obligations
they impose; and for the application of group wide internal controls and prosediDd measures appear

to be fairly robust for DNFBRs

Supervision (Chapter 6103; R.2&28, R. 3435)

15. The Bahamas exhibits some characteristics of an effective sysieemsing and registration
requirements implemented by The Bahamaslaoyge extat adequately limits the possibility feriminals

and their associatesofin entering the financial sector. Also, the financial supervisors collaborate together
well on AML/CFTissues, for example by exchanging relevant information and conducting jdiet\osis.

However, the CC faces challenges in the registration of lawyers, accountants and real estate agents, and
would greatly benefit from additional resources and the imposition of administrative penalties -for non
compliance with registration requiment.

16. The financial supervisonssea riskbasedapproach, based on a comprehensive assessment of all
types of different risks, including ML/TFsk for the majority of the financial sectorgth the exception of

the credit unions, the securities indysatnd Gaming Boar@B) licensees where a rubmsed approach is

still the common practice. However, more emphasis should be put on the M&KTIR the existing risk
assessmentHNFBP supervisors need to incorporate updated ML/TF risk informatiguitance and
provide information on ways to mitigate those risks.

17. Onsite exanmations by financial and DNFBP supervisors include ML/TF issues, but need to be
more risksensitive, and with a view to mitigating AML/CFT riskheCentral Bank of The Bahamé&SBB)

onsite inspections as mentioned are thorough, with typically a supervisory team on the ground for several
weeks and with enough time available to inspect(also AML/@BTies. Additionally, the conclusions to

onsites are clearly communicated to #is. Furthermore, the financial supervisors appear to be well
respected by their licensees and the supervisory findings and concerns are in general considered by them to
be relevant and pertinertypically, Fls carry outproper followup on the findingsand improvements are
achievedand effeatd because of supervisooyersight In general a clear understanding of the AML/CFT
obligations is communicated by the financial supervisors through for examulielines, websites and

annual meetings. However, tpeoactive outreach to the financial seston AML/CFT issues could be
enhancedT he remedi al actions taken by the financial s
all 6 appr de ofanctichhimpogdm fimancial and DNFBRBupeavisorsis low; administraive

fines for AML/CFT breacheare rarely used.

Transparency of Legal Persons and Arrangements (ChaptelQ5; R. 245)

18. The Bahamas is able tocorporatecompanies, partnerships, foundations and executive entities.
There s certain information required upon the formation of these and in some instances updates required to
ensure transparency, the number of inactive entities indicates that there is some level of ML/TF risk with



legal persons and arrangements within The BabkarBasic and beneficial ownership information is
maintained by the Registrar General in The Bahaiitisough there have been sanctions applied to legal
persons The Bahamas is unable to demonsittagther sanctions aeffective, proportionate ardissuasive
Generally there is a good level of exchange and cooperation domestically and internationally with the
competent authoritiesCompetent authoritiewithin The Bahamas understane thulnerability posed with

legal persons/arrangements being méxlifor ML/TE

International Cooperation (Chapter 8102; R. 3&40)

19. The Bahamas cooperates with international counterparts and is also able to provide MLA but not
withoutsomedelay. The Bahamas is able to demonstrate that the jurisdiction is usaxiytuition process

in place by extraditing both nationals and fr@tionals. The extradition is, at times, with major delay as a
result of due processd at times other constitutional challeng&se Bahamas is able to effectively provide

and seek intmational cooperation with other jurisdictions through agreements, MOUs and asset sharing
protocols with other jurisdictions.

Priority Actions

A The Bahamas should complete the NRA process, analysing the threats and vulnerabilities within the
context ofthe jurisdiction as an international financial cerarel identify priority actions and
allocate resources to mitigate ML/TF risks, based on the NRA

A The ODPP and the LEAs should actively seek to conduct ML investigations

A The authorities need to purstiee confiscation/forfeiture of criminal proceeds from ML offences
equally as with predicate offences

A During its review process the FIU should continue to seek to improve the afatisyproduct to
ensure that it remains relevant and meets the ndete bEA, in furtheringts investigations. An
analysis of the responses provided in the feedback form, which is sent along with the STR may help
in this regard.

A There should be greater emphasis placed on identifying TF. Further, Slooulsl be placedn
ensuring the capacity and framework is present should the need arise to investigate and prosecute
TF

A Establish in legislation, mechanisms for domestic designation, freezing without delay, delisting and
unfreezing procedures in accordance with UNSCR7126d UNSCR 1373 and successor
resolutions

A Financial and DNFBP supervisors should have availablenaore oftenapply a wide range of
sanctions including administrative fines

A The Registrar General should analyse, monitor and verify basic informatibmitted for
registrationof legal persons.



A The Bahamas should put in place measures commensurate with the risk to identify and pursue the
proceeds of foreign tax evasion.

Effectiveness & Technical Canpliance Ratings

Effectiveness Ratings

10.1 10.2 10.3 10.4 10.5 10.6
Risk, mlicy and International Supervision Preventive Legal persons and Financial
coordination cooperation measures arrangements intelligence
Low. Mod. Mod. Mod. Mod. Mod.
10.7 10.8 10.9 10.10 10.11

ML investigation & Confiscation TF investigation & TF preventive PF financial

prosecution prosecution measures & sanctions

financial sanctions

Low. Low. Low. Low. Low.

Technical Compliance Ratings

AML/CFT Policies and coordination

R.1 R.2

PC PC
Money laundering and confiscation

R.3 R.4

C C

Terrorist financing and financing of proliferation
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R.5 R.6 R.7 R.8

LC NC PC PC

Preventive measures

R.9 R.10 R.11 R.12 R.13 R.14
C PC LC PC C C
R.15 R.16 R.17 R.18 R.19 R.20
PC LC PC PC PC C
R.21 R.22 R.23

C PC PC

Transparency andbeneficial ownership of legal persons and arrangements

R.24 R.25

PC PC

Powers and responsibilities of competent authorities and other institutional measures

R.26 R.27 R.28 R.29 R.30 R.31
PC PC PC C PC LC
R.32 R.33 R.34 R.35

PC PC LC PC

International cooperation

R.36 R.37 R.38 R.39 R.40

LC LC LC LC LC



MUTUAL EVALUATION REPRT

Preface

This report summarises the AML/CFT measures in plada The Bahamasas at the date of the orsite
visit. It analyses the level of compliance with the FATF 40 Recommendations and the level of
effectiveness otheAML/CFT system, and recommends how the system could be strengthened.

This evaluation was based on the 2012 FATRecommendations, and was prepared using the 2013
Methodology. The evaluation was based on information provided bthe country, and information
obtained by the evaluation team during its ossite visit to the country from November 30 to December
11, 2015

The evaluation was conducted by an assessment team consistinghdf. Roger Hernandez, Mission
Leader, (CFATF Secretariat); Ms. Ana Folgar;I@ission Leader/Observer (CFATF Secretariat); Ms. Erica
Edwards, Legal Expert (Anguilla); Mr. David Specker, FinahExpert (Kingdom of the Netherlands); Mr.
Francis Arana, Financial Expert (Cayman Islands) and Mr. Wendell Lucas, Law Enforcement Expert
(Trinidad and Tobago).Support from the CFATF Secretariatvas provided byMs. Dawne Spicer, Mrs.
Diana Firth,andMr. Jefferson ClarkeThe report was reviewed byMs. Alicia Williams (Guyana)Ms.

Allene Gumbs (Virgin Islands)yls. Kellie Bailey (Belize) Mr. Lindsay Chan of the APG Secretaraatd

the FATF Secretariat.

The Bahamagreviously underwent a FATF Mutual kaluation in 2006, conducted according to the
2004 FATF Methodology. Th007 evaluation and follow-up reports to November 2015have been
published andare available at cfatf@cfatf.org

That Mutual Evaluation concluded that the country was compliant with thirteen (13)
Recommendations; largely compliant withnine (9); partially compliant with twenty-four (24) and
non-compliant with three (3). The Bahamaswas rated compliant or largely compliart with eight (8)
of the sixteen (16) Core and Key Recommendationsl he Bahamas exited at the November 2015 Plenary

on the basis of having achieved a | evel of compl i

Recommendations that were rafe@/NC.
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CHAPTERL. ML/TF RISKS AND CONEXT

1. The Bahamas is an archipelago consisting of more than 70ilogvislands, cays, and islets in

the northwestern Atlantic Ocean. It extends 50 miles east of Florida to 50 miles northeast ofOthdya.
immediate neighbours include the Turks and Caicos Islands and Haiti. The Bahamas encompasses roughly
5,380 square miles of land sprawled over 100,000 square miles of ocean. Tyeambpulation was
estimated at 368,390 in 2013, with roughly #qgent of the population living in New Providence, where

the capital, Nassau, is located. Another 15 percent of the population lives on Grand Bahama.

2. The total nominagross domestic producdGpDP) for The Bahamas in 2013 was US$8.43 billion,

with per cajta GDP at US$23,671. The official currency is Bahamian dollars and is exchanged at par with
the US dollar. US dollars is widely accepiedThe Bahamas, which is heavily dependent on tourism and
offshore financial services. Tourism accounts for approvein®0 percentof GDP while financial services

for aboutl5 percentThe Bahamas has no income tax, corporate tax, or capital gains tax; and roughly half of
government 6s revenue is derived from customs and

3. The Bahamas gained independence from the United Kingdom in 1973. Queen Elizabeth Il is the
nominal head of state and is represented by an appointed Governor General. The Bahamas has a bicameral
Parliamentwhich consists of the Senate with 16 seats aedHbuse of Assembly witB8 seats. Members

of Parliament serve-$ear terms. The general control and direction of government is vested in the Cabinet,
which is headed by an elected Prime Minister as the chief executive officer. Cabinet is made wgsbf at le
eight other members of Parliament, including the Attorney General.

4, The Bahamian legal system is based on English common law, with a judiciary that is independent
of executive control. It consists of a magistracy, the Supreme Court and the CopptealiA Final appeals
can be made to the Privy Council in the United Kingdom

ML/TF Risks and Scoping of Higher-Risk Issues
Overview of ML Risks

5. The Bahamas is exposed to a wide range of money laundering and terrorist financing threats and
vulnerabilities. Its archipelagic nature and geographic location makes it vulnerable to drug trafficking
originating from South America and human smugglings af international financial centre, The Bahamas

is vulnerable to financial flows associated with foreign threats, including tax evasion.

6. At the time of the orsite The Bahamas was conducting its first NRA using the World Bank model.
Preliminary resultfrom the ML/TF NRA indicate thatlomestic threats includigaud drug trafficking
originating from South Americarms trafficking originating from North Americhuman trafficking,
armed robbery, firearm offences, burglary, and murder. Money launddrfogemn origin is dominated

by fraud. The major threatare fraud and drug trafficking as follows

9 Fraud: Poses a threat to the jurisdiction in particular internet fraud. ltisnotefithat aud i n gen
is the most prevaler¥iL predicate offence committed in The Bahamaesmestic fraud cases
investigated by the Royal Bahamas Police FRBPF) have included fraud by false pretences,
stealing by reason of employment, possession of forged documents, counterfeit currency, and
forgeries. Transnational fraud activities are also impacting The Bahamas; these include phishing



7.

schemes, mystery shopper fraud, credit card skimming, and fake identification and credit card usage.
TheAuthorities acknowledged the inherdfit threat from foeign fraud, mainly through the private
banking, trust companies, and securities sectors (mainly investment. funds)

Drug trafficking : Due to its geographical make, the jurisdiction is a transit point for the
trafficking of drugs. In its draft NRA, # Authorities noted(as referenced in a 2014 US
International Narcotics Control Strategy Report) #hatr ug traf fi ckers take a
number ofinternational business companiéB{s) and offshore banks registered in The Bahamas

to laundersignificant sums of money, despite the strict knawr-custome(KYC) and transaction
reporting requirement s-:1®significantdrugweafiicking@rgadizationsh at t
currently operating in The Bahamas.

Nationally, enforcement agencies appear to work closely with each other, particularly those

involved in border protection. Interagency cooperation and coordination among supervisors appear to be less
robust and is reflected in the varying degree to whielr respective guidance notes are updated. Sectoral
assessmentin the draft NRArevealed the following areas BIL/TF vulnerabilities:

1
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Private banking: The area of private banking is characterized by the personalised management of

a wide variety of fiancial services and productshigh networth individuals Given The Ba
architecture, large size of assets, high volume of drosder transactions, presencéfh riskand

PEP clients and complexity in managing such wealth, the area isiskgor ML/TF..

Client relationships with legal personsTrust, Asset Management and Corporate Service Pmsvide

are important in The Bahamasd economy as finat
Flsand customers. The use of legal persowklagal arrangements more vulnerable, thus making

this area within the international offshore banks at highfoskL/TF.

Trust services Trust companies are required to be licensed in The Bahamtbare regulated by

the CBB. The integration of trust and corporate services with private banking and wealth
management services offered to high net worth clients coupled with the high volume -dforess
transactions and the use of Alaceto-face product delivery channels makasst services a high

risk for ML/TF.

Securities While the domestic securities sector risk is low, the international sector is characterized
by high volumes of large cross border transactions. The majority of transactions in the securities
market invole the use of international intermediaries and the layering of illicit funds already within
the international marketshich makes the risk to ML/TF relatively high.

Dealers in precious metals and precious stondgis sectorwhich is highly cash intensivean

attract criminals to launder moneye to he high value items solhich canprovide a way for
criminak to place large amounts of illicit funds into the financial syst&riminals can also have

an avenue to disguise the origin of fundBhere wa no supervision of this sector at the time of the
onsite however, the Authorities are in the process of developing a supervisory framework to regulate
this sectorand have assigned supervisory responsibilities to the Inspecknaricial Corporate
Senices (IFCS) The inherent risks for ML remains higlonly after the supervisory framework is

in place and data is collected can a thorough assessfrtaetrisksbe conducted.

Money transmission service providers Thereareonly two money transmission licensees, with
twelve agents. Inward and outward remittances totd¥l &#hnually. The cash intensive nature of



the money transmission sector, and the indust.
cheaply and sgedily attracts potential money launest This sectorhas a large number of
customers, particularly foreign Funds are remitted overseas through banks, licensstey

transfer businesseM{Bs) and their agentsThere is a slight risk that informalerseas networks

receiving these fundsiay not have adequate AML/CFT measures in plabe.draft ML/TF NRA

noted thatcommon control weaknesses inclua®ney transmission service providers Ugglto

conduct comprehensive CDD and to establish the safriiends from customerglowever, the

draft NRA report also noted that service providers do not have a large proportion of clients from
high-risk groups, such as PEPs, and that transaction values tended to be small.

9 Attorneys: Attorneys are keygatekeeprs for international financial services in The Bahamas.
Products and services they offer include those that are regulated und@naheial Corporate
Service Providers ActHCSPA and the Banks and Trust Companies Regulation Act (BCTRA\)
well as coneyancing, maritime and aviation mattersreal estate transactions, attorneys receive,
hold and transfer client fund€©nly attorneys that provide services under section 3(1)(k) of the
Financial Transactions Reporting AEtTIRA) that receive funds to settle real estate transactions are
required to register with the Compliance Commission (CC), comply with provisions of the FTRA
and other AML/CFT legislationHe other activities that attorneys can carry out which categorise
them adDNFBPsare supervised iyelnspector of Financial Corporate ServicdsdS). There are
a number of attorneys not registered with tl@ Bowever, the larger law firms are among the 178
firms (398 individuals ) registered with the CC.

Overview of TF Rks

8. The threat of terrorism ifihe Bahamas is low. While the thredfTF is also low, there are some
vulnerabilities to The Bahamas as a major international financial centre, given deficiencies in the regulatory
and supervisory frameworks, particuladfth respect tofFS for TF. There is also the need for greater
coordination among relevant competent authorities in this area, and for communicatioflsaéthd
DNFBPs.
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9. In 2014NAMLG was establishedndthe Inspector of the Compliance Commissadrthat time
was appointed as coordinatdor the purpose of conducting the national ML/TF NRFe NAMLG
comprised of representativebsupervisors, the FIU, legal, and ettlrelevant govement agencieas well
as representatives from relevant private sector associatitise time of the ossite visit the NRA was still
in processhowever greliminary report was provided to the assesabthe end of the esite visit.

10. In determining which risks to prioritisthe assessment team reviewed materials submitted by The
Bahamas, as well as open source documents. The assessment team also took into consideration the fact that
The Bahamas had not completed its NRA exercise.aBsessment team determined the following to be
relevant to The Bahamas:



Threats

i.  Criminal Activities: Due to its geographical characteristjche Bahamas is a major transit country
for illegal drugs particularly shipments to the US and Europe. The Bahamas is also used for illicit
trafficking of armsfrom North Americasmuggling oftobacco productsand smuggling of illegal
migrants into the US. The latter is mitigated by the fact that The Baharoassislered a Tier 1
Country regardindhumantrafficking, which means that they fully comply with the Trafficking
Victims Protection Act Minimum Standard&urther, according to the United States Department of
St a tN8@RSwhich was published in March025, drug smuggling in The Bahamas is enabled
and accompanied by organized crime and gang actiMitg.FIU has determined the top predicate
offences to be fraud, illegal gambling, drug related offences, corrupingd stealing which could
also suggesbreakins and robberyas main predicate offenc®dith respect to corruption, a
Commission of the AmCorruption Mechanism of the Organization of American Stapert was
completedas a result of an onsite visit undertaken in September 2014. Witid repdllegal
gambling and web shops, it is important to note that the activity was regulated by the enactment of
new legislation in November 2014. However, given the recent passage, implementation will have to

See:https://www.cia.gov/library/publications/theorld-factbook/geos/bf.htmiconsulted Septembei,32015.

2 See:  http://caribbeannewsnow.com/topstddghamasracksdownon-tobaccesmuggling14248.html
http://www.caribbeannewsnow.com/headliheébaccesmugglinglinked-to-organiseecrime -Bahamasvorkshop
told-16810.html , http://www.thenassauguardian.com/bahaimasiness/4dahamasusiness/4485hternationa
tobaccefirms-call-for-equaltreatment http://www.tribune242.com/news/2014/jul/09/manufactudeniesuntoward
behaviouscigarettes/, consulted October'7 2015.

3 http://www.state.qgov/j/tip/rIs/tiprpt/2015/index.htm

4 http//www.state.gov/document/organization/239560. pdf

5 See Private SectoAssessment of The Bahamas, Private Sector Report, OctoBer2a04, InterAmerican
Development Bank.

Shttp://www.cruiselawnews.en/2015/05/articles/crime/8thiolent-crime-warningfor-thebahamasn-16-
months, consulted September 1,(2015.
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be assessed. The quantum of small arms amdumition confiscationsndicate that the level of
firearms trafficking and its associated proceeds is an increasing threat in The Bahamas.

Vulnerabilities

i. DNFBPs: As indicatedby the Authorities lawyers, real estate brokers and developers haveean low
level of complianceén comparision with accountants with regaodinderstanding the®ML/CFT
obligationsand registration with th€ C which suggestsomevulnerability in the AML/CFT regime.

i.  IBCs: Thepossibilityof IBCs and offshore banks register@dThe Bahamabeing usedo launder
money in spite of strict KYC and transaction reporting requirements suggests vulnetability.

iii. Free Trade Zone:The existence of a Free Trade ZdRd 2), as indicated by 1T
government websites, coupled with lack of information regarding regulation or supervision of the
FTZ raisa initial concern about measures in place to prevent AML/CFT particularly given the
vulnerabilities ofFTZ for misus@ However, during the onsite visit, the assessment team learned
that theFTZ serves mainly as a transhipment facility for goaad that vergtringent measures are
in place for the screening of containers, particularly for biological, chemical and nhalsads.
BahanianCustomsagents work very closely with US Customs and Border Protection onsite. There
are also some manufacturers in & mainly manufacturing pharmaceuticals, medical and dental
equipment, as well as Styrofoam.

iv.  ProsecutionsThe policy to prosecute predicate offences rather than the offeMde af indicated
by the Authoritesmay hi nder The Bah aAWd gudispradbnicd, indlugingt o d €
investigative capabilitieggausesub-optimal use of existing legislation, and teglity of theCourts
to deal with these cases. This may also have
proceeds and instrumentalities of crime. This is an area that will require further attention

Materiality

11. The Bahamas 6 e crotouesmand financial aesvieedT hedfinancial sector provides

all the financial services of FIs as defined by the FATF and all types of DNFBPs are repre&erded.
percentage of total GDP, financial services represent roughly 15.0 percent and emetd;$00 persons,

or about four percent of the employed labour forceTotal assets of the banking industry amounted to
BSD$279.2 billioni n 2014 , or r oughl ywithd36.9 percemeos asdeth affshor@anch t r y
3.4 percentonshore. The international bankseld 69.1 percent of baikg assetswith an asset base of

7 See: Guns seized in The Bahamas 2013
http://www.thenassauguardian.com/index.php?option=com_content&view=article&id=439998atygunsseized
this-yearpolice-say&catid=3:news&ltemid=27consulted September 2nd, 2015.

Guns seized in The Bahamas 2012 (405 seized 99% of which originated in Florida)

Importation of illegal firearms is a major challenge for the Bahamas
http://www.tribune242.com/news/2013/apr/18msrcheckswould-havehelpedbahamastonsultedseptember 2nd,
2015.

8 http://www.state.gov/j/inl/rls/nrcrpt/2015/vol2/239056.htm consulted November 9, 2015
®See FATFoOs report on Money Launderi ng htpy/wwefatt bi | i ti

gafi.org/media/fatf/documents/reports/ML%20vulnerabilities%200f%20Free%20Trade%20Zones.pdf
consulted Septembel¥32015.
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BSD$192.8 billion. Offshore banking activities are carried out mainly by subsidiaries and branches of
international banks; and include group treasury activities, trustesrand wealth management. Domestic
banking is segmented from international banking due to exchange controls. Investment fund administration
represent another major component of t BSDS1B46r i sdi
billion under administratiarThe economy is still substantially cash.bageslan international business and

financial centre with an open economy, The Bahamas is exposed to risks of regional and international
ML/TF.

Structural Elements

12. Most structural elemés are in place for an effective AML/CFT system. The Bahamas is politically
stable and has demonstrated a H@lel commitment in addressing ML/FT issues. The country has stable
institutions which are accountable and operate with inte§ihjle rule oflaw is effective and the judiciary
is capable and independent, there is a backlog of cases which has resulted in extended trial periods.

Background and other Contextual Factors

13. The AML/CFT regime for the banks, securities and insurance sectasésle\eloped than those

for the DNFBPs. The legal and institutional framework is comprehensi¥s. an international financial
centre off-shore banks account for a significant portion of the financial sadterBahamas is the 24east

corrupt nation out of 175 countries according to the 2014 Corruption Perceptions Index reported by
Transparecy International.

Overview of AML/CFT strategy

14. There is no formal documented AML/CFT strategiiefunctions of theTask Force (AML/CFT

Policy body headed by the Attorney Geners) up to coordinate ML/TF activities includenong other
thingsprotecting the reputation of The Bahamas as a reputable international financial centre, preventing the
criminal misuse of the banking systeamtidpating and implementing effective counter measures to
new/emerging trergdin ML/TF and assisting rebant authorities in other countries in implementing their
ML/TF obligations.

Overview of the legal & institutional framework

15. The responsibility for the iplementation of AML/CFT policy in The Bahamas is divided between
several Ministries and agencies as outlined below:

1 Ministry of Finance: responsible for oversight of the financial services industry.

9 Office of Attorney General (OAG): responsible for thinternational Legal Cooperation Unit
(ILCU) which deals with mutual legal assistance and internationabpeaation the
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Department otheDirector of Public Prosecutionghich undertakes criminal prosecutiarmsl
the Registrar Generalhich among otheruinctions registers and certifies legal entities.

9 Financial Intelligence Unit: an independent and autonomous bdtys responsiblgor
receiving analyzing obtaining and disseminatirigformationas itrelatesto or may relate to
offencesunder thePraceeds of crime Act (PO@nd theAnti_Terrorism Act ATA).

1 The Royal Bahamas Police ForceThe primarylaw enforcement authority for ML/TF
investigations.It has powers to access all necessary documents and information for use in
investigations, prosecutig and related actions.

1 Central Bank of The Bahamas (CBB) supervises banks, trust companies,-bank money
transmission businesses and credit unions for compliance with ML/TF requirements. CBB
employs a riskbased supervisory framework in executinglit$ies.

1 Securities Commissiorof The BahamagqSCB):. responsible foregulations of thesecurities
industry andhefinancial anccorporateserviceproviders (FCSPSs).

1 Insurance Commission of The Bahama@CB): responsible for the regulation of ttiemestic

and external insurance industry.

Compliance Commission(CC): responsible for regulating DNFBPs.

Gaming Board (GB) : responsible for licensing casino operators, casino employees, gaming

house operators and gaming house employees. The Gamirgyi8oader the purview of the

Ministry of Tourism

=a =

Overview of the financial sector and DNFBPs

16. The Bahamas comprises both onshore and offshierevhich includes banks, trust companies,
money service businesses, credit unions, insurance companies, securities firms and investment fund
administratorsForeign exchange activities may only be conducted by authorized bahkstypes and
numbers of finacial institutions authorized to conduct financial activities and operations in The Bahamas
are

Table 1: Types and numbers of financial institutions in The Bahamas

Type Number

Banks 252

Life Insurers 16 (12 domestic, 4 external)
Securities firms 146

Investment fund administrators | 67

Investment funds 849
Money remitters (non-bank) 2
17. The size of the financial system in The Bahamas is approximnB&i$281.2 billion about 32.1

times the GDP. The banking sector represB@B$279.2 billion, with 95.9 percent of the assets offshore
and 4.1 percent onshore. International banks, in the aggregate, hold 69.1 percent of bank assets and



collectively had an asset base BED$192.8 billion. The onshore banking sector is comprised8of
commercial banks, all licensed by the CBB. Five of these commercial banks are-tweignt of which

four are subsidiaries of Canadian banks and one a branch of a U.S. bank, with the remaining domestically
owned.The size of the investment funds indyss BSD$ 134.6 billion (net asset value per 31 December
2014). The securities industry ssnall, domestic, and relatively illiquid; with an aggregate valuBSiD

$ 108 billion.

18. The Bahamas has an advanced intermediary insurance market which is made up approximately of
800 agents, suagents, brokers, salespersons and external insurance managers and brokers. Gross premiums
tallied BSD$425 million for life insurers anBSD$347.5 milion as at year end December 2014. External
i nsurers6é r epor tBem1395 nilkos for pthe samé pemod. The fdomestic and external
insurance sector operate alongside each other but are not allowed to mix due to the foreign exchasge control
External insurers presently dominate the captive insurance business.

19. The DNFBP sector is comprised of 3 casinos catering to foreign visitors, 8 gaming houses catering
to residents, 1,160 lawyers, 441 accountants, 46 dealers of precious metals asd3@@meal estate
brokers, 10%rivatetrustcompanieand 310inancial corporate service providelSqSP3.

Overview of preventive measures

20. The main legal basis of AML/CFT obligations for tl#s and DNFBPsand enforceable
instruments through which they are applied, as€ollows

1 The Proceeds of Crime Act, 2000, Ch. 93, (as amended);

The Anti-Terrorism Act, 2004, Act No. 25 of 2004, (as amended);

The Financial Transactions Reporting Act, 2000, Ch. 368, @mended);

The Financial Transactions Reporting Regulations, 2000, Ch. 368, (as amended);

The Financial Transactions Reporting (Wire Transfers) Regulations, 26;

The Financial Intelligence Unit Act, 2000, Ch. 367, (as amended);

The Financial Intelligence(Transactions Reporting) Regulations, 2001, Ch. 367, (as amended);
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The Central Bank of The Bahamas Guidelines for Licensees on the prevention of money
laundering & countering the financing of terrorism (as revised);

9 The Insurance Commission of The BahamadL/CFT-Guidelines for insurance companies (as
revised);

The Securities Industry (AML/CFT) Rules, 2015.

The Anti Money Laundering & AntiTerrorism Financing Handbookand Code of Practice each
for lawyers, accountants, real estate broketd~CSPand credit unions (as revised)

Overview of legal persons and arrangements

21. A variety of legal persons can be formed and incorporated in The Bahamas. A breakdown of
the types and the numbers is presented in the table below:
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Table 2: Types and numbers of legal persons in The Bahamas

Types of legal persons No registered | No active

International business company 173,907 34,977
Regular (local) company 57,060 38,705
Executive entity 53 48
Exempted limited partnership 312 209
Foundations 694 384
Investment Condominium 5 0
Limited duration company 212 72
Nonprofit company 1,212 1,092
Segregated accounts company 131 112

22. As can be seen in the table above the most common form of legal person in The Bahamas is the

IBC with 173,907 registered and 34,977 being active.fhisf | ect s The Bahamasd rep
formation centreFls and lawyers can provide trust formation and management services including express
trusts etc.

Overview of supervisory arrangements

23. The Bahamas has three financial sector supervigwm BB which licenses and supervises banks
nonbank money transmission businessrsst companiesandcredit unionsthe SCB which regulates the
securities and investment funds indusényd FCSPs and the ICB which regulates and supervises the
insurance industryDNFBPs are supervised by the CC andGiz:

24. The CBB operates under the Central Bank of The Bahamas Act, CBEIBA) which provides it

with the powers, financing and other resources nacgse carry out its duties assigned by this legislation.
Prudential supervision of banks and trust compaaniesijit unionsnonbank money transmission businesses
and the requisite powers to doare elaborated inthe BTCRA. The CBB also superviseg 2015, credit
unions. Under the BTCRAhe CBB can conduct onsite and offsite inspection ohees and also impose

a variety of sanctions for relevant breaches. The CBBqaired under the BTCRA to conduct onsite and
offsite inspections of licenss to ensure their compliance with the provisions of the BTCRA and the FTRA.

25. The powers and functions of the SCB are set out in the Securities Industry Act (SIA). The SCB is
responsible for formulating principles for regulation, maintajrsurveillance over industry participants and
providing for the growth of the investment fund, securities and capital markets. Specific provisions relating
to the regulation of the investment funds industry are found in the Investment Funds ActTtheACB

was appointedFCS on ' January 2008 with the responsibility for administeringFSPA AML/CFT
responsibilities, previously outsourced to the CC, were transferred to the SCB in April of B@Idnctions

and duties of the Inspectare set outri section 11 othe FCSPAUnder the SIA the SCB has the power to
conduct orsite and offsite inspections and is responsible for the AML/CFT supervision of its licensees and
registrants.

26. The ICB is the primary prudential and market conduct regulztatl insurance activity in and
through The Bahamas. The ICB operateslan the Insurance Act 2005 (IA)and provides ongoing
monitoring and control of all insurers, agents, brokers, salespersons, underwriting managers and external
insurers.ts purpose isatensure a sound and stable insurance marketplace and consumer confidence in the
insurance industry. The mandate of 8 includes compliance with FTRA and AML/CHg&gislation.The

ICB has the power to conduct-site and offsite inspections and canpwse sanctions for relevant breaches.



27. The CC is responsible for supervisiblFBPsnat otherwise supervised ka/financial regulator,
with the exception otasinos and other licensees of the &Rl dealers of precious metals and precious
stones which are supervised by the IEC&ntities supervised by the CC include lawyatsountants, real
estate brokeranddesignatedjovernment agencieg he powers and responsibilities of the CC ardired

in the FTRA and include ensuring compliance of its supervised entities with theenegpiis of the FTRA
and other AML/CFT obligations. The licensing or registration of the DNFBPengsed by the CC is
handled bytherelevantprofessional bodies.

28. The GB supervises casinos and gaming holdesGB operates under tl@aming legislations of

The Bahamas namellgeGaming Act 2014 (GA), Gaming Regulations 2014 (GR), Gaming House Operator
Regulations 2014 (GHOR) and GamiRgles 2015 (GRUanNd is responsible for ensuring compliance of
casnosand gamindouses with AML/CFT requirementEhe GBhas the power to conduct-site and off

site inspections and can impose sanctions for relevant beeache
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CHAPTER2. NATIONAL AML/CFT POLICIES AND COORNATION

Key Findings and Recommended Actions

Key Findings

The draft NRA has not adequately identified and assessed the ML/TF risks, and has limited utility|in
its current form for setting national AML/CFT policy. Given that the NRA process is yet to be
concluded, identified ML/TF risks are yet to be addressed hyational policies and activities. Whilst a
draft AML/CFT strategy document was developed in 2008 there is no formal documented nationgl
AML/CFT strategy at present.

The Bahamas has established a good foundation for national coordination at the policyééthrough
the Task Force. Cooperation and coordination could be strengthened through the formalisation |of
this body, such as through legislation. While the authorities indicated that there was a NAMLC)|to
coordinate the NRA, there seem to be no cleaeparation between the policymaking body (Task
Force) and the body responsible for domestic cooperation and coordination at the operational level
(NAMLC).

Recommended Actions

I The Bahamas should complete the NRA process, analysing the threats and vulnditas within
the context of the jurisdiction as an international financial centre.

9 Results of the NRA should be made available to FIs and DNFBPs so that they may be aware of the
ML/TF risks.

9 The Bahamas should identify priority actions and allocate ources to mitigate ML/TF risks,
based on the NRA.

i The Bahamas shouldmprove cooperation and coordination by:

c:

formally designating a body responsible for national ML/TF policy; and

U having mechanisms in place for the relevant authorities to cooperate armbordinate with each
other , particularly at the operational level

The relevant Immediate Outcome considered and assessed in this chapter is [01. The
recommendations relevant for the assessment of effectiveness under this section are-R1

Immediate Outcome 1 (Risk, Policy and Coordination)
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29. The first ML/TF NRA was launched in late 2014 by NAMLC under the ambit of the Task Force,
using the World Bank Methodology that contained the following modules: National t§hidational
Vulnerabilities, Banking Sector Vulnerabilities, Securities Sector Vulnerabilities, Insurance Sector
Vulnerabilities, Other Financial Institutions Vulnerabilities, Designated-RNoancial Businesses and
Professions Sector Vulnerabilities,daRinancial Inclusion. The Task force decided not to complete the
Financial Inclusion module, but instead focus on the ML/TF threats and vulnerabilities.



30. Working groups were formed with participation of relevant enforcement and supervisory agencies,
andinput was sought from experts within the private sector. Also, questionnaires were sent to FIs and
DNFBPs to collect additional information and statistics to complement existing &dsponses to the
guestionnaires were poor, and there were significhatlenges in the collection and compilation of data
from the relevant competent authoritidsdraft copy of the ML/TF NRA was provided to the assessment
team on the last day of the-gite visit.

31. Major domestic threats identified included fraud andgdirafficking. The NRA failed to fully
discuss the inherent external threats that the jurisdiction faces as an international financial centre, such as tax
evasion, the layering and/or integration of external funds derived from drug trafficking oveisdas,
securities fraud. The draft report indicated that the ditlieceivein the last fifteen years, twbF related
STRsthat were found to be unsubtantigtadd that there was no evidence of any-pafit organisations

or charities being used for terist activitiesThere was no discussion wittspect to national vulnerabilities.

No indications of the overall vulnerabilities were given for or within the financial and DNFBP sectors for
comparative purposeblowever, the banking and securities secepgear to be more vulnerable, based on

the number of foreign ML information requests received by the FIU. The draft NRA report also
acknowledged the inherent vulnerabilities of trust companies and FCSPs, particularly given their use of IBCs
and the chaéinges of establishing beneficial ownership within a rjuitisdictional context.

32. Competent authorities have a reasonable understanding of ML/TF risk as a result of the NRA
process. However,this understanding needs to be placed within the comtieXdthe Bahamas as an
international financial centre and shared with relevant stakehplubatgularly FIs and DNFBPs

National policiesand activitiesto addressdentified ML/TF risks

33. The Bahamas provided to the assessment team a draft of itAMESCFT Strategy document
(2007) which was completed by the FIU. The draft strategy outlined the followiegl lmutcomes, which
the authorities hoped to achieve:

9 Better coordination of activities by financial services regulators and other agenciescehtiz
government;

9 Conservation of scarce resources namely time, equipment and personnel in both public and private
sectors;

Enhanced supervision and regulatory oversight of the financial services industry;
Safeguarding of jurisdictional reputation; and

Better communication between regulators and th
needs/concerns.

34. The authorities indicated that the draft AML/CFT strategy had never been finalised and needed to
be revised and updatddo formal documeted national AML/CFT strategy currently exists.

Exemptions, enhanced and simplified measures

35. No exemptions, or enhanced or simplified measures have been instituted as a result of the draft
ML/TF NRA.
36. Low risk clients are specified in guidance as : Hoaernment agency (national or local), 2) a

Bahamian resident whose transactions are fully serviced by salary deductions or a financing arrangement
through a prudentially regulated BahamHls, 3) a regulate&l in The Bahamas, 4) a foreidgH from a

24



jurisdiction appearing in the First Schedule of the FTRA, 5) a forElginom any jurisdiction that is
regulated and subject to a licencing process similar to that of Financial and DNFBP regulators in the
Bahamas, 6) a publicly traded company or mutual fisted on The Bahamas Stock Exchange or any stock
exchange listed in the schedule to Eieancial Transactions Reporting RegulatioR§RR), 7) regulated
investment funds located in a country specified in in the First Schedule to the FTRA, and 8)yataditit

of a Bahamian dollar facility. Low risk transactions generally include transactions at or below the
BSD$15,000.00 threshold, but guidance provides warnings for Fls and DNFBPs to guard against those who
may be structuring.  Simplified due didigce means that the obligation to obtain the full complement of
documentary evidence is relaxed.

37. High risk clients are described in guidance to include 1) financial intermediaries that are not subject
to regulation that include licencing requirementsn®rmediary arrangements where the real or beneficial
owner of the funds is not the facility holder, 3) persons not ordinarily resident in The Bahamas, 4) persons
resident or maintaining trading operations in locations known for organised crime, S)spersilent or
maintaining trading operations in locations knoasdrug producing/transhipment locations, 6) persons
resident or maintaining trading operations in locations experiencing political instability, 7) persons resident
or maintaining trading operations in locations designated by their relevant national teasttesi high
intensity financial crime areas, 8) persons from jurisdictions where the AML regulatory framework does not
meet the standards provided for under Bahamian law, and 9) politically exposed persons (PEPsisk High
products or transactions inde a) cash transactions above $15,000-faceto-face transactions, b)
products that allow customers to easily receive cash back, and c) products or services which easily allow
customergo move high value items from one jurisdiction to another. ghHisk clients require a higher
degree of CDD, including the establishment of an approvals hierarchy when establishing the relationship,
developing a profile and ascertaining expected activity by the client, and a higher degregoaigon
monitoring.

Obgctives and activities of competent authorities

38. During the 3rd round CFATF Mutual Evaluation Report for the Bahamas (Nove&2@b@rit was

noted that the AML/CFT strategy involved the GFSR, which met on a monthly basis to coordinate policy
regulation for e financial sector. Its main objective was to facilitate the sharing of information between
domestic and foreign regulators. The Bahamas established a National ML/TF Task Force (Task Force)
shortly thereafter to coordinate IMTF activities and implemerthe provisions of international ML/TF
standards. The main objectives of the Task Force are as follows:

U protect the reputation of The Bahamas as both a responsible and reputable international
financial centre;

U prevent the use of the banking systemdidminal purposes;

U prevent destabilization of the domestic economy while promoting legitimate economic
activity;

U anticipate and implement effective counter measures to new/emerging trends in money
laundering, terrorism financing and related activitieg} an

U assist relevant authorities in other countries in implementing their ML/TF obligations.

39. The following are the main ministries, agencies, and authorities responsible for formulating and
i mpl ementing The Bahamasdé AML/CTF policies:

i. Office of the Attorney General (OAG) and Ministry of Legal Affairs 7 has overall policy
responsibility for AML/CFT. Falling under this ministry is tkifice of the Director of Public



ProsecutioODPP)which has responsibility for the prosecution of criminal offen&ls® under he

OAG is thelLCUwhich deals with mutual legal assistance and international coperation. The
Registrar Gener al 6s Depart ment (Compani es Re
responsibilities for the registration of companies.

ii.  Group of Financial Services Regulators (GFSR) includes the Central Bank of The Bahamas
(CBB), the Insurance Commission of The Bahamas (ICB), the Securities Commission of The
Bahamas $CB); and the Compliance Commission (CC); all of which fall under the responsibility
of the Ministry of Finance.

iii. Gaming Board (GB) - has the responsibility for licensing casino operators, casino employees,
gaming house operators and gaming house empl@yels under the purview of the Ministry of
Tourism.

iv.  Financial Intelligence Unit (FIU) - responsible for the receipt, analysis and dissemination of
Suspicious Transaction Reports (STRs), and falls under the Ministry of Finance.

v. Royal Bahamas Police Force (RBPF) includes the Drug Enforcement Unit (DEU), whistthe
main unit responsibleof investigating STRs and is comprised of the Tracing and Forfeiture/Money
Laundering Investigation Section (TF/MLIS) and the Commercial Crime Section (CCS). The RBPF
falls under the Ministry of National Security.

Vi. Royal Bahamas Defence Force (RBDF) is the naval force of the Bahamas which works with
other agencies in support of border protection. The RBDF falls under the Ministry of National
Security.

Vii. Customs Department (Customs) falls under the Ministry of Finance with responsibility for all
imports into and exports out of 32 ports of entry within the archipelagic jurisdiction.

Viii. Immigration Department (Immigration) - falls under the Ministry of Foreign Affairs and
Immigration; and has the following border protection responsibilities of immigration, emigration,
naturalization, citizenship, and work and residency permits

40. Competent authorities have not had the opportunity to calibrate their objectives and activities in
line with national AML/CFT policies and with ML/TF risks identified. The objectives and activities of some
competent authorities are aligned with the known ML/TF risks. This is particularly true for the relevant
enforcement agencies involved in drug interdictimial border protection. However, competent authorities
should focus more on external ML/TF threats. When conducting risk profiles for its licensees and registrants,
financial supervisors could focus more on assessing ML/TF risks in isolation insteadiofloay ML/TF

risks with prudential risks. Mechanisms also need to be in place to counter the risks related to TF and PF.

National coordination and cooperation

41. The Bahamas has established a good foundation for national coordination at the policy level
through the Task Force. Cooperation and coordination could be strengthened through the formalisation of
this body, such as through legislation. In so doingfuithetions and the composition of that body would be
known to all relevant agencies, FIs and DNFBPs. Furthermore, while the authorities indicated that there was
a NAMLC to coordinate the ML/TF NRA, theseento benoclear separation between polmakingbody

(Task Force) and the body responsible for domestic cooperation and coordination at the operational level
(NAMLC). Another group referenced by the Authorities was NAMLGTIhe appointment of the
Coordinator of NAMLG was formally approved by Cabime2013. Accordingly NAMLG was given formal
sanction as the policy body responsible for domestic cooperation and coordination of AML/CFT strategy
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and began in 2014 to update the draft AML/CFT strategy document of [SROOML G6s r el ati on t
Force ad NAMLC was not madeclear. However, the authorities indicated that January, 2015, the
NAMLG Coordinator resigned his pastdthe responsibility for NAMLG fell to the Office of the Attorney
General. The Attornegeneral collapsed NAMLG into the TaBkrce making it one policy making body

for national AML/CFT cooperation and coordinatidrhere are various MOUs and protocols that exist to
facilitate the interagency cooperation and coordination among local regulators. The Joint Protocol between
CBB andSCB, for examination of joint licensees and the GFSR forum are examples of such cooperation
and coordination. These have been in place for the past several years.

Private sectorbdés awareness of ri sks

42. While the ML/TF NRA process involved select membgmn the private sector, the broader
private sector is not yet aware of the results of the NRA. Up to the time of the onsite visit, there were no
briefings, guidance, or consultation. However, financial institutions and DNiBRsawaref the NRA

process as they were sent survey questionnaires during thgatatingohaseThere has been outreach to

the private sector over the years, particularly by financial supervisors, focussed primarily on technical
compliance and regulatory expectations rathan awareness of indentified ML/TF risks.

Overall Conclusion on Immediate Outcome 1

43. The draft NRA has not adequately identified and assessed the ML/TF risks, and has limited utility

in its current form for setting national AML/CFT policy. Given thatltiRA process is yet to be concluded,
identified ML/TF risks are yet to be addressed by national policies and activitiedraft NRA report does

not fully discuss inherent external threats or national vulnerabiligshermore, the draft NRA reporbvels

not contain an action plan that would indicate the necessary measures to mitigate ML/TF risks. The results
of the draft NRA are not yet known to Fls and DNFBPs. Whilst a draft AML/CFT strategy document was
developed in 2008 there is no formal docutednnational AML/CFT strategy at presefitinancial
supervisors comingle prudenti al ri sks wi t h ML/ T
understanding of ML/TF risks needs to be placed within the context of the jurisdiction as an international
financial centre and shared with relevant stakeholders, particularly Fls and DBFBPs.

44, Competent authorities develop policies and cooperate through a long established Tasls Force
noted in the 2007 MER for The Bahamam supporting evidence regarding ttesignation of this body

was provided to the assessors. While the names of other bodies were given, such as NAMLC and NAMLG,
the authorities indicated that NAMLG was subsumed into the Task Force, making it one policy making
body. The separation betwegrplicy level and operational level of cooperation was unclear. At the
operational level, there is clear cooperation and coordination among the relevant agencies involved in border
protectionas well as among financial supervisors through the GF&Rwe\er, there is little evidence of
broader coordination and cooperation in matters relatdtbtmitigation of identifiedL/TF risks.

45, The Bahamas has dow level of effectiveness for 10.1.



CHAPTER3. LEGAL SYSTEM AND OFRATIONAL ISSUES

Key Findings and Recommended Actions

Key Findings

The Bahamas FIU appears to be a wallructured and resourced unit. The FlUcarries out operational
and strategic analysisWhile tthe financial intelligence disseminated by the Flls generally of good
quality, the LEA indicated that some of it required additional work in the furtherance of ML
investigations. The FIU has coperated domestically with other competent authorities in The
Bahamas and internationally with foreign FI$.

The Bahamas in practice places emphé&son investigating predicate offences rather than ML. This has
evolved due to advice from the ODPP to the LEAgarding the best possible prosecutorial outcome
during the investigative phase of matters. . The LEAlack the capacity to effectively pursue &id do
not havethe specialised human resources necessary to properly conduct ML investigatiorSurrent
staff is not adequately trained in ML investigation

The authorities prefer the confiscation/forfeiture of criminal proceeds from predicate offences &
opposed to ML There have been no ML convictions in The Bahamas and thus no confiscation of ML
proceeds nor have there been any confiscation of terrorist property and or funds. In the absence of a
completed NRA or formally documented national AML/CFT policies the ssssors are unable to
AOGAT OAOA xEAOEAO OEA AT 1 £EEOAAOQEIT OAOOI OO AOA ATI1d
cross-border declaration system in place, there has been no confiscation of cash and BNIs due to false

declaration.

Recommended Actions
10. 6

9 During its review processThe FIU shouldcontinue to seek to improve the quality ofits product to
ensure that itremains relevant and meets the need of the LEA, in furthering its investigationfn
analysisof the responses provided in thefeedbad form, which is sent along with the STR may hel
in this regard.

T

9 The continued development ofpolicies to treat with operational and strategic analysis is required.
4EEO x1 O A AAEEAOA A OATCA 1T &£ OAlI OA Odits&padityl&) 58 O
in the process. A lot more focus has to be concentrated on the/TF risk.

(=}

9 1t is suggested that workshops be conducted between the FlWCustoms, LEAs and other local
authorities with a view to strengthening the relationship between the entites. This would also assis|
in the development of a framework forthose entitiesto send and the FIU to receive feedback on the
quality of the intelligence reports disseminated tahose entities The resulting factor being that the
LEAand other local authaities are able to use the product in the furtherance ofheir investigations
into ML and TF.
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9 The FIU should provide more feedback to FIs and DNFBPs
9 Also a diligent look at TF is required, from an FIU perspective. Training in this area would be useful.
9 Efforts should be made talevelop othersecure means of exchange of information with the LEA
10. 7

9 The LEAswith advice from the ODPRshould actively seek to conduct ML investigations

9 Staff of the LEAs should be provided with continuing traiimg to conduct ML investigations

1 Members of the judiciary and the ODPP should be trained in AML law and prosecutions

9 The LEAs should be provided with t&ff with relevant expertise to conduct M. investigations i.e
forensic accountans, financial analyss, ertified investigators etc.

9 Consideration should be given towards amending the POCA in order to make it less onerous [for
matters to be successfully prosecuted.

9 The Bahamas should put in place measures commensurate with the risk to identify and pursue the
proceeds of foreign tax evasion.

10.8

The authorities need to pursuethe confiscation/forfeiture of criminal proceeds from ML offences
eqgually as with predicate offences

(%]

The T&F/MLIS needs to aggressively identify and trace the proceeds and instrunesndélitime or asset
of equivalent value in fulfilment of its remit

A national policy on AML/CFT confiscation measuresnsistent with national ML/TF risks should pe
developedo ensurecompliance with the FATF standard.

The relevant Immediate Outcomes considered and assessed in this chapter are K36 The
recommendations relevant for the assessment of effectiveness under this section are R.3, R4 &-R29
32.

Immediate Outcome 6 (Financial intelligence ML/TF)

Use of financial intelligence andther information

46. The FIU of the Bahamas was established by legislafiarsuantto section 3 of the Financial
Intelligence Unit Act Chapter 3§FIUA). The unithasmade considerable strides as an organization in
building its capacity. The FIU is presentyaffed by a compliment of (23) twenty three staff member
inclusive of nine (9) Analyst four (4) IT officers, a Legal Counsel and an Accountant, ate@appointed

by the Minister of Financelhe office was well equipped and had an up to date IT sysitmadequate

storage space and filing system to secure its intelligence reports. Access to certain areas in the FIU was
controlled through the use of an access card. The servers were secured in a specific area to which access was
controlled. At the FIU busers are issued their own credentials which are required to log into their respective
PCs. All PCs and servers are protected by primeewéll and antivirus software, there is also a secondary
machine that provided additional firewall and proxy peota. All servers are backed up regularly on



magnetitape. All electronic data is stored on servers in the server room. The server room is secured by a
double lock door and security bars. This room is accessed only by the IT Manager and/or his dasignate i
his absence.

47. The FIU is an independent and autonomous body and is considered to be-gogeasiental
agency with responsibility to the Ministry of Finance. The Minister of Finance derives his authority from
section 5 of the FIUA, which empowerarhio give the FIU directionsf a general naturie writing as to

the policies to be followed by the FIU in the performance of its functasrisappears to be requisite in the
public interestThe Mini sterds power i s howaithehe opératiomalt e d
independencand autonomyf the FIU. TheFIU has asserted that there has been no interference by the
Minister, and that the Director is responsible for the overall operation of the FIU.

48. The main sources of information used in thmalgtical processs are the STRs, United States
Customs declaration forms, CBB information regarding foreign currency, investigations of the ICB and the
LEA. Analysts are required to gather supporting documentation, check various public and privatesjatabase
such as the Customs, National Insurance Board, the Companies Registry and request additionatsdocume
and information as appropriate. ThdJ/dan also access relevant information through production orders to
governmental agenciesuch agencies being:

1. Office of the Attorney General

2. Immigration Department

3. National Insurance Board

4. Business Licence Department

5. Port Department

6. Supervsory Authorities (CBB, SCB, ICB, CC and theBj

7. Regi strar Gener aRedisttyy Depart ment (Ci vi l

8. Passport Office

9. Auditor General
49, The Bahamas has indicated that significant efforts have been made to improve the analytical
capacity of t he FI U t o Fla Amlysg are reqhifedRtd gathér rsupportimge p o r
documentation, clo& various public and private databases, and request additional documents and
information as appropriate. It also indicated that the FIU employs the use of operational and strategic
analysis. In its policy and procedure manual, amended September 2%hmeéntionis madeof the fact
that during the analytical process a determination is made using a risk based approach on the need to conduct
operational and or strategic analysisrther to this the assessors were advised that a new policy to improve
operdional and strategic analysis was being developed by the R&UFTU indicated that based on the

operationalanalysis done on STRs received from Fls and DNFBPs the FIU has identified and listed the
following AML/CFT predicate offences during the period 220D13::

1. Fraud
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Drug Trafficking
Money Laundering
lllegal Gambling
Corruption
Regulatory Matters
Revenue Fraud
Suspected Proceeds of Crime
. Insider Dealing

10. Stealing

11. Human Trafficking
12. Terrorism

©CoNoOr~WN

50. The major consumer of the FIU product is the RBPF. Within the RBPF intelligence reports are
disseminated to two major departments namely the Tracing Forfeiture and Money Laundering Investigations
Squadand the Business and Technology Unlie LEA haindicated thawnhile for the most part the quality

of theintelligence reportseceived from the Flls good, sometimes the information received is inaccurate
This does not directlpreclude the furtherance of investigations into ML and other associated predicate
offences.The LEA often has to return to the FIU for more information, which is readily provided in most
instances save for circumstances outside the control of the Hiliere is no mechanism for the FIU to
evaluate its producexceptfor correspondence which is sent to the LHAe FIU has however indicated

that it has regular meetiagvith the LEA in an effort to aid the investigative process. Based on the draft
NRA the authorities identified TF as a low risk, accordingbre is litte emphasis being placed on TF. The
FIU indicated thttwo reportsconcerning TF were receivau 2011, they were analyzed and closé&dither
theFIU hasnot seen any evidence of THowever the assessors are of the view timaintial intelligence
shaild play a greater role in identifyingF for investigationsotwithstanding the low risk.

51. During the period under revie2d11 to 2014theLEA had direct access to a wide range of financial
intelligence which were obtained from various sources, nammiplic databases (Business Licence
Department, Road Traffic Department, Department of Inland Revenue, Registrar General Department,
etc),nonpublic databases (Insurance companies, Trusts, securities, real estates, Web Shops, etc), Bahamas
Customs, FIU, assts, complaints filed bifls, corporate entities, private citizens and regulated sources.
Section 35(1)of the Proceeds of Crime APQCA) permitsthe LEA to apply for a production order which

is served on Bldirecting them to provide the requestedimfiation. As such the BTCS used the financial
intelligence in its investigation to trace the criminal proceeds derived from fraud and other financial crime
offences.From 2011 to 2014he financial intelligence received was used in the furtherance ofnedimi
charges relative to the predicate offence of fraud and not ML

52. Generally there seems to be an ineffective application of financial intelligence and other relevant
information in the development of evidence with regardsitooffences, and other associated predicate
offences, and TBy the LEA This may be symptomatic of an investigative deficiency, or a deficiency in the
financial intelligence During the period under review a total of two hundred and twenty STRs were
dissenmnated to the LEA, notwithstanding this only a total of fefitye production orders were applied for

by the LEA, and an even more negligible number of fifteen search waitaatancertain as to whether
those investigative tools were used in relatio the investigations into ML and other associated predicated
offences. As regards TF the Fldicatedthat there vasno merit in STRs filed on TF and thus they were
both closed Effectiveness is not being demonstrated with respect to the analysissaathithation of
financial intelligence. The intelligence is not being ubgdhe LEAto further investigations in ML .



53. The assessors are of the view that law enforcement places major emphasis on drug trafficking
nvestigations, while little emphasis placed on ML and TF. The assessors are of the view that greater
emphasis by the LEA is needed to ensure that financial intelligence is used to target ML and TF
investigations,

54, The FIU receives all $STRs from FIs and DNFBR. No reports are receivedylihe FIU on
currency and bearer negotiable instruments. The FIU however indicated that the quality of the STRs are
sometimes not satisfactory and believes that some Fls can provide a better quality product. fde FIU
provided guidance to FIs and DNFBBs this issue at relevant industry seminars and conferenhbiss.

should be coupled with the fact that the majority of interviewed reporting entities indicated that there was
nominal feedback from the FIU on STRs fileglve for an acknowledgement of ret¢eipthe STRs. There

is an apparenack of enthusiasm by reporting entities to file STRs as they are unaware of the outcome and
therefore may question the utility of the exercise. This mago small measure be contributing ttee
fluctuation in STRs regived by the FIU during the period 262014.1t may also be contributing to the

small number of STRs which are being filedline Bahamas.

STRs received and requesteg competent authorities

Table3:No of STR6és cl osed and @14 seminated by

2011 2012 2013 2014 Total
Open 0 11 40 71 122
Closed 86 110 164 105 465
Sent to Police | 97 46 66 29 238
Total 183 167 270 205 825
55. TheFIU indicated that the time frame for the dissemination of information may take at-Best 1

months. In soménstances it has taken longer. The figures provided by the FIU demodstraéeline in
disseminated reports to the LEA, while a consistently high number of STRs are closed. No reason was
advanced for thid-urther the figures supplied at table 3 is @tance with table 4 belowjncethe number

of STR6és to be analysed do not reconcil &hewiUt h t he
attributes this to table 3 and 4 being provided to the assessors at different points Thérfiguresmay

suggest that the quality of STRs being filed by Fls are less than adequate, a factor previously explored or
that the FIU is short on analytical staff and therefore employs a more stringent method of sifting of the filed
STRs..Presently there is a bdog of STRs at the FIU. There is sometimes a delay in the analysis of STRs
dueto the quality of STRsent by some FlIs. The FIU believes the quality can be improved; and in particular
the insurance and securities sectors can do batteording to the U these Flgeport the least number of
STRs.The FIU has sent guidelinesid public noticeso Fls and DNFBPs

56. Theassessors were informed that i has usethothoperational and strategimalysisto assist

the CBB and other regulatory bodidacluding SCB and ICBDuring the orsite, the FIU provided
informationto support this initiative. In addition, the FIU has also provided information to other supervisory
authorities to assist in their fithess and propriety tdstirther through its angdis it looked at general
criminality and the number of reports received to make a determination as to the number one threat.
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Table 4: Nature of Criminality suspected by the FIU

2011 2012 2013 2014 Total
Terrorism 0
Revenue Fraud 0
InsiderDealing 0
Shop Breaking 0
Human Trafficking 0
Extortion 0
Regulatory Matters 1 1
Arms Trafficking 1 1
Corruption 2 1 3
lllegal Gambling 13 13
Drugs 2 4 5 4 15
Unknown/Undetermined 26 14 8 3 51
Fraud 28 14 6 8 56
Other 36 16 8 1 61
No Criminality Suspected | 53 54 58 53 218
Being Analyzed 37 65 169 135 406
Total 183 167 270 205 825
57. As indicated in the above table, fraud is the most prevalent predicate offence reported through

STRs and this provides a bafis considering it a high AML/CFT risk at a national level. The following
offences in descending order are dragd illegal gambling.

Cooperation and exchange of informatidimancial intelligence

58. Theassessor found that there was a commitment by théd-¢d-operate with other competent
authorities and exchanges information and financial intelligence. The FIU has formal arrangemestys
MOUs with The Bahamas Customs dating back to 2009, allowing for it to access the Custolvasdata
There is also coperation with the RBPF; this is facilitated through members of the RBPF being seconded
to the FIU. This no doubt greatly enhances intelligence sharing and develoginenarrangement is
based on section 3 (2) of the FIUA which provides for the Fitbtast of police officers appointed

by the Commissioner of Police on the recommendation of the Direttbe FIU

59. The FIU ceoperated with the banking sector with regard to an online fraud hacking of the banking
sector. This information was used by thelkmto strengthen their security system and publish notices to
their customers.

60. The exchange of information between the FIU and the isefnestrictly through a hand delivery
system.The Bahamas FIU has been a member of the Egmont Group of FIUs @iricar&l has been using
the Egmont secure website to share information with foreign FIUs. During the period 2014 the FIU
requested information from and received requests from foreignrelaling to AML/CFT as indicated in
the table below.



Table 5: Information requests sent and received by the FIUrbm 2011- 2014

Year Requests sent | Requests receivec
2011 104 89
2012 69 67
2013 56 77
2014 58 47
61. During the listed period the FIU signed MOUs with other countries for the sharinipiohation,

namely; Republic of Macedonia, Republic of South Africa and Russia.

Overall Conclusion on Immediate Outcome 6

62. The Bahamas FIU appears to be a wallictured and resourced unithe FIU can make
arrangements for information exchange withmistic competent authorities and foreign counterparts. The
FIU is an independent body and has its own distinct structure and core functions. The FIU has its own
operational resources, including financial budget and can enter into contractual arrangekeepisg with

its core functions as outline in Section 4 of the FIUFhe FlUconductsoperational and strategic analysis

it also advised that it was developing a new policy on sitile the financial intelligence disseminated

by the FIUis generally of good quality,the LEAindicated that some of it required additional work in

the furtherance of ML investigation Figures provided by the FIU shdhatthere has been a decline in the
dissemination of reports to the LEAs fr@Win 2011 to29in 2014. The FIU also indicated during the onsite

that there was a backlog of STRs. This is also evident frerfigiwres provided by the FIU which shows

that there was double the amount of STRs being analysed than disseminated. This may be attributed to
insufficient analytic staffThe FIU has caperated domestically with other competent authorities in The
Bahamasand internationally with foreign FIUs.

63. Overall, The Bahamas has achieved moderate level of effectiveness$or 10.6.

Immediate Outcome 7 (ML investigation and prosecution)

ML identification and investigation

64. The Bahamas predicatedvt investigatios andprosecutios on a coordinated approach between
the LEA and theODPRP The T&FMLS and the BTCS are the agencies with responsibility for the
investigation and prosecution of ML

65. The T&FMLS was established under the authority of the Commissioner igieRoidbecame
operationain June 1993lts major goal was the identification of money based offendersngrtwir ill-

gotten gain and apglyg the law with the aim to seize and forfeit valuable assets, thereby taking the profit
out of criminal conductlt is responsible for targeting individuals concerned in criminal conduct or money
laundering.The BTCS has as its remit the responsibility for the investigation of all financial crimes. These
crimes are inclusive of fraud, stealing by reason of emplaynstealing by reason of service, counterfeit
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currency and forged documenBase on the RBPF Standing Orders, (Section G5) thé=-Wi&S has the

responsibility for the investigation of ML. While the BTCS does not have this as its remit it is the unit
responsible for the lone ML case presently before the cboet matter resulted in a convictipost onsite.

66.

the period under revieWwrwo of theofficers have soméimited exposure to financial crime investigations.
Additionally therearealsolegislative and institutional challenges whiatilectively contribute to what can

While theunits are staffé collectively by thirteen officerthere has beeno ML convictionfor

be considered an extremely low degreeftéctiveness

67.

any specialized human resources, any financial analyst, accotdiotensjc accoutnt attorney or certified
financial investigators to properly analyaad investigatentelligence reports. This makes it extremely
difficult to identify and investigate ML promptly and effectiveljhe authorities have indicated that thes

The LEA lacks the capacity to effectively pursue ML. The LEA does not have on its staff roster

skill sets are sourced when required and legal advice is obtained from the ODPP.

68.

a pivotal role in the advancement of matters being pursued by the LEA both iavékggative and
prosecutiorstagesand is relied upon heavily by the LEAt the investigative phase the ODPP provides

The LEA enjog a favarrable working relationship with the FIU and t6®PP. TheODPP plays

advice as to the type of charge with the best possible prosecutorial outcome that can be laid based on the
details of individual caseThe FIU relationship has been fostered by the fact that merobtre FIU are
also police officers. There still remain challenges, such aquélty of the financial intelligencproduct
being disseminatelly the FIUto the LEA.(see 10.6)

69.

The ODPP and the LEA cooperate during investigations and prosecutiboriminal predicate

offences however very little emphasis gaced onML cases.The authorites are of the view tHaROCA

provides a tool for the LEA tobtainthe proceeds of crinandit wasmore prudent to proceed with forfeiture
than to charge for MLThe view seempremised on the assumption thatfeiture and confiscation is a far

greaer deterrent than prosecution of ML. &aboveview influences investigations conducted by the LEA.
advice

This

toget her

wi t h

t he

ODPPOGs

as

t o

t he

being placed on ML case3here were ten specialized prosecutors deal with financial crime ML
investigations are not being pursued by théhatities and therefore the need to apply other criminal justice

measures dan O t

Table 6: Investigations conducted by LEA from 2011 2014

ari se.

Types of matters 2011 2012 2013 2014 Total
Corruption 3 2 5 2 12
Fraud 4 10 15 17 46
Drugs 24 0 7 4 35
Money Laundering 0 0 9 1 10
lllegal Gambling 25 12 7 6 50
Undetermined 44 13 21 10 88
Proceeds of Crime 3 8 15 16 42
Total 103 45 79 56 283
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70. As is evident fom the above tablé there hae been only ten ML investigatiorduring the period
2013 to2014. The only specified offence with less investigations is corruption. This refledimitieel
priority given tothe investigation oML as opposed to other predicate crimes.

Consistencyf ML investigations and prosecutionsith threats and risk profle, and national
AML policies

71. The Bahamas does not have anational AML/CFT policy, which is informed by their assessed
ML/TF risks. During the onsiteThe Bahamas indicated thdttec ount r yés f i r st NRA
completed.While theLEA personnelassertedthat they were aware of thdL risk and understood the
implication to the country; this was not manifested in investigations and prosecutions for ML. Focus is placed
on the predicate crimes suah dug trafficking andfraud whichare considered éhhighestisk rather than
ML. LEA officials listed the following concerns, which negated pursuing:ML

1 Inadequate staffing to effectively investigate and prosecute ML

1 Current work volumes encourathe investigation of predicate offences rather than
the laundering of criminal proceeds

1 Investigators lack adequate trainingMi. investigations
1 Emerging technology
1 Criminal proceeds in fraud matters are laundered out of the jurisdiction

1 No effort ismade to pursue MLniinstances where fraud matters are terminated
when the accused opts to .pay the victim.

1 The average length of time before a criminal matter is adjudicated in the court is 3
5 years.

72. Parallel ML investigations were not considereefore as the focus is on prosecution of the
predicate offences onliHowever,parallel investigations are now being conducted by the BTCS as part of a
new police initiative to combat ML. This clearly is a step in the right direction, as the BTCS EAhhat
presently hagie only ML case before the courtsTdie Bahamas. Thiarose out of anajor fraud offence.

Types of ML cases pursued

73. As previously inécated the policy to focus on investigating predicdtences rather than ML has
resulted in onlyone ML case being presently before the court. This case resulted from a major fraud offence.
Given that The Bahamas is a substantifdshore financial centraith a large number of international
business companies this is inadequate.

74. With regard to taxcrimes The Bahamas has not specifically, by way of nomenclature, identified
foreign direct tax evasion aspredicate offence for MIThis was attributed to the country not having any

direct tax regimeThis raises the question as to how The Bahamas wé#hlforeign tax evasionHowever

the authorities concluded that such offences were considered as fraud and thus were covered under the
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countryos | e gi adl settoutvirethefPO@AN the Rewoal Rode andQhiminal Justice
(International Coopetmn) Act (CJICA).

75. . While the legislative framework is technically compliant, there has been no instance of ML
investigations, prosecutions or convictions involving the predicate offence of foreign tax elrasion.
context of the high risk of foreigiax evasion for The Bahamas as identified in the draft NRAjritlisates

a lack of effective implementatiott. is recommended that The Bahamas put in place measures
commensurate with the risk to identify and pursue the proceeds of foreign tax evasion.

Effectiveness, proportionality and dissuasiveness of sanctions

76. There have been no ML convictions in The Bahamas fomptieeious fouryears. Hence
there is no evidence to assess the effectiveness proportionality and dissuasiveness of sanctions.

Overall Conclusion on Immediate Outcome 7

7. The LEA enjo a favarrable working relationship with the FIU and tB®PP. TheODPP plays

a pivotal role in matters being pursued by the LEA and is relied upon heavily by thd bEABahamam
practiceplaces emphasis on investigating predicate offences rather thaifM& has evolved due

to advice from the ODPP to the LEAs during the investigative phase of matters. Recently, as a
result of a parallel ML investigation the BTCS has the only ML case curiegitbye the courThe

LEAs lack the capacity to effectively pursue ML. Tseff roster doesiot possesshe specialised human
resources necessary to propatynduct ML investigations nor are current staff adequately trained in ML
investigation.While the LEA indicated that they recognised that training was critical and important, they
also openly admitted that there had been a lull in training at the depariiher@ahamas has not displayed
characteristics of an effective system.

78. The Bahamas has achieved law level of effectivenes$or 10.7.

Immediate Outcome 8 (Confiscation)

Confiscationof proceeds, instrumentalities and property of equivalent valgea policy objective

79. The Bahamas has a robust legislative framework that deals with confiscation, and has successfully
been able to undertake confiscation action in relation to matters under POCA.

Table 7: Number of confiscations for period 201+ 2014

Type of matters | 2011 | 2012 | 2013|2014 | Total | Total
Confiscated
BSD
Proceeds of crim¢ 3 8 15 16 42 $2,077,403.00




| Cash | | 1 ] 1 | $348,928.00 |

80. Notwithstanding the above table, in 2014 the BTCS which is responsible for fraud and other
financial investigations reported thatéceived a total of 379 complaints from victims who reported total
losses of $5.1 million. Forty fivpercent(45%) of the sum which amounted to $2.2 million was related to
fraud. This was a decrease from the previous year which saw fifpesbent56%)or $4.5 million related

to fraud.Despite the significant amount related to fraud the LEA advised that approximately 60 percent of
this sum relates to fraud committed by foreign perpetrators and the proceeds laundered to other jurisdictions.
According tothe LEA measures were taken to trace and seize proceeds laundered to other jurisdictions
through Interpol. During the period under review the BTCS has had numerous successes in apprehending
and charging criminal offenders with domestic cases of fraudtteoperiod 2012013, 508 domestic
criminal matters were prosecuted, however 176 was discharged due to nonappearance of complainants, 50
were withdrawn by complainants who were compensated by the accused, 139 are pending outcome of trial,
112 matters restdd in convictions, where the convicted was fined and ordered to pay restitution.

81. Prior to 2015 the policy imhe Bahamas was that upon conviction the accused were ordered to pay
a fine and or restitution. As a result of policy changes enumerated igra@ina®, a fraud matter was
completed in the Supreme Court which resulted in $53000.00BDS being confiscated to the crown. The
precedent paved the way forward fbe LEA to conducta parallel ML case before the court.

82. There has been no freezing and ceedtion cases of terrorist property. The Bahamas has reported
that there is no evidence of terrorgtivity in the countryTwo STRs on terrorism were filed with the FIU
but wereclosed followinganalysis.

83. The AntiTerrorism Unit of the RBPF is mandatexinvestigate all forms of threats of terrorism
in The Bahamas. The T&F/MLIS and the BTCS are responsible for investigating financial crime including
TF.. Notwithstanding legislatiodealing withterrorist financinghere have beemoreported cases ofish.

84. The Bahamas in practice prefers ttanfiscation/forfeiture of criminal proceeft®m predicate
offencesas opposed to ML. The authorities are of the view that prosectitengffender forpredicate
offences and seeking to confiscate their procéetise most effective approacrhe Authorities indicated

that a further 1%roceeds of crimematters from previous years were completed during the period under
review and the sum BSD $881,086.00 was forfeited.

Confiscation of falsely or undeclaremossborder transaction of currency/BN

85. . At the time of the onsite The Bahamas had a declaration system for passengers departing to the
United States under the Preclearance Agreement Acingpthe period 2011 to 2014 there were fevtyp
(42) breachesf the Preclearance Agreement Act where a total of BSD $949, 378 was confiscated.

Consistency of confiscation results with ML/TF risks and national AML/CTF policies and
priorities.

86. The draft NRA identifiedraud anddrugtr af f i ¢ ki ng highestricke Baged enriher y 6 s
information gleaned during the onsite the assessors formed the opinion that the value of confiscation is not
commensurate with the countrydés risk. Some effort
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authorities adiged that the victims refuse to give evidence in these matters once they have been compensated
for their loss and as such the matters are discontinued. Statistics provided by the DEU indicated that a total
of BSD$5,244,109.8f cash and instrumentaliti@xcluding vehicles and vessels were seized arising out of

drug ®izures however no statistics were provided in respect to how much if any was confiscated. During the
onsite the assessors formed the opinion that the value of confiscation is not commensurate t he coun
risk.

Overall Conclusion on Immediate Outcome 8

87. The authorities prefer the confiscation/forfeiture of criminal proceeds from predicate offences as
opposed to ML There have been no ML convictions in The Bahamas and thesnfscation of ML

proceeds nor have there been any confiscation of terrorist property and or funds. In the absence of a
completed NRA or formally documented national AML/CFT policies tlsessors are unable to evaluate
whetherthe confiscation resultser consi st ent with t hwth admitadicrosg 6 s ML |
border declaration system in place, there has been confiscation of cash and bearer negotiable instruments
(BNIs). Howeverbased on an analysis of the information providedassessofsrmed the opinion that the

value of confiscation was not commensurate with the risk. Going forward it is anticipated that there would

be greater frequency of confiscation of the proceeds of crifikérBahamas, given the change in policy.

88. The Bahamashas achieved dow level of effectiveness for 10.8



CHAPTER4. TERRORIST FINANCIN@ND FINANCING OF PROFERATION

Key Findings and Recommended Actions

Key Findings

The Bahamas has assessed its TF mskise draft NRA and the draNational Strategy for the Preventic
of Money Laundering and the Financing of Terrorism 20IRere have been no TF investigations
convictions in The Bahamas. The Bahamas is unable to demonstrate an effective system to ad
mitigate TF risks

The Bahamas does not have an effective system for TFS due to deficiencies in the legislative fra|
There have been no cases of freezing terrorist property or deprivation of assets and instrumentaliti
to TF activities. As such The Bahamas imahble to show effective implementation of UNSCRs applics
to TFS. While there is legislation for the registration and regulation of NPOs the measures are not
for preventing the abuse of NPOs by terrorists.

The Bahamas does not have an effecystem for targeted financial sanctions related to prolifers
financing Deficiercies in the legislative framework include freezing not occurring without delay an
procedure for ddisting. There have been no identification of assets and fundbhealesignated persor
and prohibitions relating to proliferation. Many interviewed Fls and DNFBPs were not aware or had 1
knowledge of proliferation and the vast majority did not understand their obligations in relat
proliferation. Monitoring for compliance in relation to proliferation by competent authorities is generi

Recommended Actions
10.9

9 The Bahamas shouldinalise its draft NRA andnational AML/CFT policies and strategies in line with
the NRA should be developed

9 There should be greater emphasiplaced on identifying TF Further, focus on ensuring the capacity
and framework is present should the need arise to investigate and prosecute TF.

9 More training should be provided to the staff of the LEAs
0. 10

i Establishin legislation, mechanisms for domestic designation, freezing without delaylelisting and
unfreezing procedures in accordance withHUNSCR 1267 and UNSCR 1373 and successor resolutig

9 Implement measures for the timely dissemination of UN lists to Fls andNFBPs

9 Guidelines on obligations relating to UNSCR 1267 and 1373 should be issued to FIs and DNFBP,
1

10.11
1 All aspects of UNSCR 1718/2006 and UNSCR 1737/208Bould be implemented.
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1 Legislative provisions should be put in place to require freezingithout delay for TFS in relation to
proliferation financing and delisting procedures pursuant to UNSCR 1730

1 Measures for monitoring and ensuring compliance of all DNFBPs with proliferation financing
obligations should be put in place.

9 Guidelinesshould be developed and training extended so that FIs and DNFBPs are aware of their
obligations regarding TFS in relation to proliferation financing

9 FIs and DNFBPS need to be monitored more stringently ensure compliance with obligations for
TFS in relationto proliferation financing.

The relevant Immediate Outcomes considered and assessed in this chapter are 419 The
recommendations relevant for the assessment of effectiveness under this section are .5

Immediate Outcome 9 (TF investigation and prosecu tion)
Prosecution/conviction otypes ofTF activityconsistenx EOE OE A Aprofid OOUBJ O OE (

89. The draft National Strategy for the Prevention of Money Laundering and the Financing of
Terrorismwhi ch contains anal ys i swasdifstformmblaeddy BID m 2088red ML/ T |
updated in201Q The document was not formalizéthe draft NRA does not give a full analysis on risks

and vulnerabilities related to TF. Instead, TF is briefly mentioned in eaetasedpory in the draft NRA.

The offshore bnking sector is rated at a moderate level of risk for TF. While the authorities indicate that
there are stringent measures in plorenonitoring the banking institutions, the assessors view the offshore
banking system as vulnerable™& in particularin the creation of legal persons such as IBCs which are a
significant part of the services offered by company service providers in The BaHdR1@s.have not been

given a rating in relation to TFFIs that were interviewed understand their obligationelation to TF risk.
DNFBPs do not understand the obligation; there has been limited outreach to DNFBPs in relation to this.
The Bahamas has not assessed DNFBPs risk in this area and guidance has not been issued.

90. The Bahamas has a legislative framgwéor criminalizing TF. The only reported terrorist
indication was the filing of tw&TRs on TFwith the FIU. The reports were closed once analgssessed
them as not meriting further investigation. To dhtre have been no investigations or protens in TE
Effectiveness of implementation of the legal framewials not beedemonstrated by The Bahamasnho
information was provided in relation to the procedures the LEA have in place should TF cases arise.

TF identification and investigation

91. The AntiTerrorism Unit of the RBPF is mandated to collect, collate, analyse and disseminate all
information relevant to terrorism and investigate all forms of threats of terrorism in The Bafamasit

is also responsible for responding to explosieiated incidents and bomb thredféhen formed in June

2007 originally as Explosives Technicians Unit, the unit comprised of an Assistant Superintendent, 8
officers, 2 technicians and 6 investigators. The staffing for the unit currently is th& bam&F/MLIS

and the BTCS are responsible for investigating financial crime includin@tiffently there is onperson

in the BTCS trained in TFhe LEA haindicated that to date no reports of TF have been received by them
from the FIU, Fls or public reflectitheir assessment of the low risk of TF in The Bahamas. As such there
have been no TF investigations, prosecutions or convictions in The Bahamas.



92. No evidence was provided to show anymal policy, procedure or mechanismitentify and
investigatel F casesT he authorities advise that whilé€- is not prioritized by the LEAsany occurrence will

be dealt with accordingly.The departments responsible for TF investigations are also responsible for
investigating other crimes and their normal dutiesting that the TF risk in The Bahamas is low, the
assessors are of the view that staffing for the departments responsible for TF investigations is adequate.

93. TheLEA lacks experience in relation to TF investigatidgtoweverthe LEA responsible for Ths
knowledgeable. Officers of the Antierrorism Unit have attended a number of workshops and seminars
relating to terrorism. The T&F/MLIS has received training in TF investigation and interviewing. The
authorities have also indicated that the lead investigatBTCS has received training in Asitierrorism
Assistance Interdicting Terrorist Activity. The investigative procedures of th&F/MLIS appear to be
reactive upon the receipt of a SAR of same nature and not independent of same. At the timesidkthe
no TF cases had bea&tentifiedand no investigations undertaken

94. The FIU indicated that there were two reports received in relation to TF. Whesealiaily reports

were unfounded and were closed. Furthermore, FIU indicated that two interhegprests were received

in relation to TF and information was providefihese requests were as a result of assistance from foreign
FIUs. The Bahamas indicates that all tools available were used in providing information for these requests,
including dathases of foreign and local LEAs.

95. The DPP is mandated to conduct prosecutions pertaining to TF charges. However, there have been
no prosecutions in relation to terrorist financing F has been an area cover e
departmental training s&®ns.

TF investigation integratedwvith -and supportve of national strategies

96. The Bahamas has rformal updatednational strategy in relation to counterrorismas the
National Strategy for Prevention of Money Laundering and the Financing of Terrorism origuinally drafted
in 2008 was last updated in 2010~urthermoreno TF investigations have occurred. Consequently the
assessors are unable to evaluate whethesiigations are integrated or supportive of national strategies.

Effectiveness, proportionalityand dissuasiveess okanctions

97. Section 5(1) of thé\nti-Terrrorism Act ATA) establishes that a person guilty of committing an
offence criminalized under the ATA, is liable on conviction on information to imprisonment for a term of
25 years. Under Section 6 of the ATA, legal entities are liable on conviction on informatiomt ¢ fi
$2,000,000.

98. There have been no prosecutions in relation to TF. As such the effectiveness, proportionality and
dissuasiveness of the sanctions have not been tested.

Alternative measuresused where TF conviction is not possible (e.g. disruption)

99. There are no other criminal justice measures used in The Bahamas to disrupt the terrorist financing
activities.
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Overall Conclusion on Immediate Outcome 9

100. The Bahamas has assessed its TF tiakaigh its draft NRA and the draft National Strategy for

the Prevention of Money Laundering and Financing of Terrorism. Howekiere is noformal updated
national policy regarding CFDther than the submission of two STRs to the FIU, the authorities submitted
that there has been no indication of TF in the Balsaififeere have been no TF investigations or convictions

in The Bahamas. The LE&adequately trained in CRAnd hasufficient human resource or skills necessary

for investigating THoting that The Bahamas has a low risk of The Bahamas did nprovide information

that would lead the Assessor to determine the capacity of LEAs and the judiciary in responding to terrorism
or TF if the need aros&he Bahamabas notdemonstratan effective system to address and mitigate TF
risks.

101. The Bahamas ha achieved dow level of effectiveness for |0

Immediate Outcome 10 (TF preventive measures and financial sanctions)

Implementation of targeted financial sanctions for Twithout delay

102.  The Bahamas implements TFS through the IOEMA and ATA legislatiBased on the legislation

the jurisdictionés | egal f ramewodedd with®S. |ITheneiatee d i n
deficiencies noted in the legislatiomcluding lack of a mechanism and unclear procedures for designation
domestically;and lack of a timely freezing mechanism and delisting procedures. As a result of these
deficiencies The Bahamas does not have an effective system. There have been no cases of freezing terrorist
property and as such The Bahamas is unable to show effective impdéoreinf UNSCRs applicable to

TFS.

103.  The Assessor refers to paragragh af the report for an analysis tife implementation of FSby
Fis.

104. TheOAG s responsible for updating and disseminating UN sanctions lists to competent authorities
who in turn are responsible for disseminating same to FIs and DNFBPs. The dissemination and updating of
information is not timely and there is no standard setlatiom to competent authorities informing Fls and
DNFBPs. Most competent authorities notify via a notice posted on their webBigparting entities are

not notified proactively of any changésperusal of some of the websites for competent authoiriiiksates

that they are not user friendly. Most of the competent authorities have not issued guidelines in relation to
their reporting entities obligations to UNSCR 1267 and 1373.

105.  There is no specific mechanism provided for unfreezing and delistingiorsd¢9) of the ATA
provides a mechanism where the AG reviews if the criteria for designation remains valid and where the AG
can revoke designationsThe authoritiedave indicated that the Ministry of Foreign Affairs is responsible

for communicating wth the UN. The AG being the Focal Point will petition to Court and once the Order is
granted, communicate with the Ministry of Foreign Affairs who will then notify the UN. Once the UN has
agreed to the request, the Order would then become effed&iditionally the IOEMA legislation has no
procedures for delisting.



Targeted approach, outreach and oversight of-ask non-profit organisations

106. NPOs, as of 2014, are regulated through the CompaniesKhdit Organisations) Regulations
2014(C(NPO)R) Asat the date of the onsite, the authorities had not registered all NPOs and those registered
were not fully regulated by the competent authority. To date, there are 1,122 NPOs registered with the
Registrar Gener al 6 s Undédrfthe CANPDIRn tThhee RBeaghi asmarsa.r Gene
responsible for supervision of NPOs. At the time of thesibmthe supervisory regime as implemented by
theRegi str ar Geongsted mainky ofletkingregErements necessary for initial registration

of NPGs and requirements to satisfy requestsémtificates of good standing (COGE&OGSare required

to maintain a bank account, for requesting a business licence and basically for transacting any business within
the countryThe number of COGS requested by ®k from 2014 to December 2015 could not be provided

and only nine NPOs were registered after 2014.

107. To combat the vulnerabilities within the NPO sector to TF, The Bahamas is currently revising its
legislation to impose greater penalties forvompliarce with theC(NPO)R. Furthermore, the authorities
have indicated that there is domestic cooperation aratdination between the RGD, regulators (CBB,
SCB, and RBPF/FIU) and NPOs for sharing of information relative to any NPO.

108. In the draft NRA, the Authorities indicated that they intend on meeting with relevant NPO
stakeholders to coordinate TF examinations, follow ups and reporting of same to the Registrar General.

109. NPOs do not have a clear understanding of their vulnerability to TF. There has been no guidance
provided for this sector. There is evidence that the CBB has published guidelines on its website for Licensees
when dealing with NPOs. The authorities inticénat the risk of TF to NPOs is limited because of exchange
controls within the financial sector in The Bahamas, however, the lack of an effective system in place to
regulate NPOs makeksose NPOs with activities abroatihigh risk for TF

Deprivationof TF assets and instrumentalities

110. The Bahamas hasstablisheda legislative frameworkwith the ATA and the IOBEMA for
depriving terrorists, terrorist organisations and terrorist finanwfeassets and instrumentalities related to
TF activities.As alreag noted in the first sectiorjeficiencies in the framework ¥aresulted in The
Bahamas not having an effective systaivthile there has been confiscation in relation to ML in The
Bahamas, there have been no instances relating to TF and as such effectiaamet be measured

Consistency of measures with overall TF risk profile

111. The Bahama# its draft NRA has a lowisk of TF. The measurefor TFS are basic. There are

some aspects of t he UNSCRs that have ionoimiteth een i
regulation of the NPOs makes this seatolinerable to TFGiven the defi@rcies in the legal framework

and the limited regulation of the NPOs measures at present are not consistent with overall ThReisks.
Authorities have informed thattoo mbat and t o heighten the awarenes:
Office intends on organising a symposim for NPOs.

Overall Conclusion on Immediate Outcome 10
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112. The Bahamas has assessed its TF asksoted in its draffiRA. The Bahamas doe®t have an

effective system for TFS due to deficiencies in the legislative framewsdficiencies noted include lack

of a mechanism and unclear procedures for designation domest@atlyfack of a timely freezing
mechanism and delisting procedurester IOEAMA legislation There have been no cases of freezing
terrorist propertyor deprivation of assets and instrumentalities related to TF activithes Bahamas is

unable to show effective implementation of UNSCRs applicable to W8e there is legigtion for the

registration and regulation of NPQees uper vi si on regi me of theNPRgi st a
do not have a clear understanding of their vulnerability to TF and no guidance has been provided for the
sector.

113. The Bahamas hasichieved alow level of effectiveness for IOLO

Immediate Outcome 11 (PF financial sanctions)

Implementation of targeted financial sanctions related to proliferation financingithout delay

114. The Bahamas implements targeted financial sanctieteted to proliferationthrough the
framework of IOEAMA. Only some aspects of UNSCR 1718/2006 and UNSCR 1737/2006 are covered
under IOEAMA. The Orders, issued by the Governor General apply freezing and other measures to funds,
assets and economic resoes held in Bahamiakls by the persons or entities listed in the Orders or
designation by the UN Sanctions Committee or any person acting on their behalf. Deficiencies noted include
freezingnot occurring without delay and no procedure foilistéing. There have been no cases under this
legislation relating to proliferation and as such The Bahamas is unable to demonstrate effective
implementation.

Identification of assets and funds held by designated persons/entiied prohibitions

115. Due in partto theminimal knowledge among Fls and DNFBPs regarding proliferation
financing obligations no grsons and entities designated under the relevant UN resolutions have
been identified within The Bahama® assets frozeandno sanctions applied

&) O AT A urlerstafdingdBand compliance with obligations

116. Many of the interviewed Fls and DNFBPs in The Bahasgidwer had ndknowledge or minimal
knowledge of proliferation. The vast majority did not understand their obligations in relation to proliferation.
Thereis no evidence provided to indicate that FIs and DNFBPs have been provided with guidance or have
received training in this area. There is no evidence to indicate that Fls and DNFPBs comply with their
obligationsin relationto proliferation.

Competent athorities ensuring and monitoring compliance

117. Designations are made lepmpetent authoritieprimarily through notices issued @ompetent
authoritie®websites. These notices are not issued in a timely manner. Furthermore, there ibetweky



when cesignations are made and when FIs and DNFBPs receive the notification via websibenpkeent
authoritiesmonitor FIs and DNFBPs in relation to obligations on ML/TF. The monitoring specific to
proliferation appears to be generié/ith regard to DNFBPnly theGB has measures and procedures in
place to monitor compliance with proliferation obligatioMost institutions in The Bahamas implement
mechanisms to monitor customer relationg.(eWorld Check, Office of Foreign Assets ContraDEAC),

UN and HM Treasury) which in turn is monitored by tmnpetent authoritiess a means of dealing with
proliferation

Overall Conclusion on Immediate Outcome 11

118. The Bahamas does not have an effective system for targeted financial sanctions related to
proliferation financing Deficiercies in the legislative framework include freezing not occurring without
delay and no procedure for-tisting. There habeen nadentification of assets and funds held by designated
persons and prohibitiomslating toproliferation.Many interviewed FIs and DNFBPs were not aware or had
minimal knowledge of proliferation and the vast majority did not understand their obligations in relation to
proliferation. Neither guidanceor training has been made available to Bel DNFBPs regarding
proliferation financing. Monitoring for compliance in relation to proliferation by competent authorities is
generic

119. The Bahamas has achieved law level of effectiveness for IQL1
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CHAPTERS5. PREVENTIVEMEASURES

Key Findings and Recommended Actions

Key Findings

FI s 6 andundentaridliRgsod ML/TF risks is CDidcussed in the absence of a completed NRA

process or a common understanding of national threats and vulnerabilities. Institutional risks (products,
services, transactions or delivery channels) are less well undeestabése are not required in AML/CET
Guidelines, except for those issued by the CBB in December 2015. Interviewégblkeally those that
are not part of a large international group demonstrated limited understanding of their specific
inherent ML/TF risks. FIsthat were part of a large international group showed a better awareness (¢
ML/TF risks and conducted periodic ML/TFrisk assessments to (re)define these risks.

=h

Fls and DNFBPsare overall well aware of their regulatory AML/CFT obligationsas outined in
legislations and AML/CFT GuidelinesAs a result of tits, they apply quitestrong CDDprocedures as
well as othermitigating measuresin a highly rule-based mannerHowever, a number deficiencies were
noted. Assessment and mitigation of risks emastrained by th@bsence of enhanced procedures in
AML/CFT Guidelines issued by the CC relating to new technologies, targeted financial sanctions |relating
to TF, and higherisk countries identified by the FATFhere is less of an understanding amonDNFBPs
on TFSrelating to TF. Furthermore DNFBPs do not apply grouwide programmes against ML/TF.

There is still alarge number of unverified facilities of banks inthe domestic banking sector inThe
Bahamas, although the number is decreasingls and DNMBPs rely on thesmall sizeof the society in
identifying domestic PEPsThis general way of determining domestic PE&is vulnerable There is some
confusion among Bahamian Fls and DNFBPs regarding applicable procedures after identifying
designated persons or entities on TFS listaWire transfer requirements in The Bahamas have only recgntly
been broughtargely in line with the current FATFtandards with the Financial Transactions Reporting
(Wire Transfers) Regulations, 2015 together with the upida®B AML/CFT Guidelines of 11 December
2015

The overall amount of STRs filed by Bahamiarls and DNFBPSss low, taking into consideration the
substantial size of the financial sector in The Bahamas and the substantial presence of inherent higher
risk activities such as private banking and trust.

Recommended Actions

BahamianFls and DNFBP<ghat have not done so asyet, should start conducting periodic ML/TFrisk
assessments that focus on establishing thespecific inherent ML/TF risksj A8 C8 AT OEQUS6 O
environment, products) or run the risk of their existing risk assessmentsbeing challenged by the
supervisors. Supervisors should give guidance and discusthe importance and quality of ML/TF risk
assessmentst an institutional levelin their supervisory contacts with the FIls and DNFBPs.

The Bahamas shouldregularly provide enhanced feedback and guidance (e.g. typologies, good
practices) to theFlsand DNFBPwwith regard to reporting STRsand the quality and usefulness of the
filed STRs




Financial supervisors should communicateegularly with FIs and DNFBPsegarding the applicable
procedures for theOADT OOET C | FESIBE Thid® @ enbure thatEl8 and DNFBPsact in
accordance with these procedures.

Fls that still have unverified facilities, should prioritize the authentication of these facilities. Supervisors

should put emphasis on this and enforce compliance, taking into consideration that this was already brought
to the attention of th&ls since 2004

The relevant Immediate Outcome considered and assessed in this chapter is 104. The
recommendations relevant for the assessment of effectiveness under this section are-R®

Immediate Outcome 4 (Preventive Measures)

Understanding of ML/TF risks and AMCTF obligationsand application of risk mitigation
measures

i Financial Inditutions

120. Fls that are part of a large international group demonstrated sufficient knowledge regarding their
specific inherent ML/TF risks. These institutions account for approximately 69 percent of total bank assets
in The Bahamas. Typically, specific ML/TF riskssessments were being conducted by these FlIs. The rest
of the interviewed-Is typically those that are not part of a large international groigmonstratetimited
understanding of their specific inherent MLATIBks When queried about their inheravit/TF risks (e.g.

AT OEOUB8O 1T PAOAOGEIT 1 Oty thddsessddntitdard, thésk insbt@ibna t@nii€d @ dpcus on
the risk assessments condudteadscertaithe ML/TFrisks of individual customer@nainly done to divide
customers into differet at egor i es such as Ohi gh/ | comrélsinsteaslRs) or
a result, suclfrls demonstrated only a generic knowledge of the inherent MLiSKS and found it difficult
environment, products), as well as to explain subsequently their-bislsedapproach that should have been
buitonthisDNFBPs 6 understanding of ML/ TF, | 1 ktwtiomal s e ,
risks. Discussions with DNFBPs confirmed this, but this is also observed in AML/CFT guidelines as well
as examination forms used by the CC or accountants that carry-sitik @amspections on behalf of the CC.

121. Smalllocal Fls(e.qg.credit unbns and domestic bank#)dicatedthat theirML/TF risks were
limited as a result of the following factors {igir focus is on the domestic side of the mar@tBahamian
society is very small an€B) criminals are not interested in the local currensp. documentedisk
assessment or any other evaluation that could substantiate such statemsedtmeThe issue of fraud
appeared not to baf significant concern to modgkls. This contrasts with the fact that at a national lesel
indicated in the dfa NRA, fraud is deemed to be one of the more important inherent MIiSKS
recognized.

122. With regard to conducting an institutional ML/TISk assessmenthére appears to be a lack of
understandindpy Fls as tovhat such an assessment should entail amgthis should be considered as a
valuable and necessary first step to identifyrtigecific inherenML/FT risks. Current requirements do not
oblige financial institutions to conduct any sort of periodic assessment of their inherent Ntk Except
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for the licensees of the CBBThis obligation was only introducedfor the licensees of the CBB in the
amended CBB AML/CFTGuidelines of 11 December 2005 the last day of the onsite visilso, the
interviews conducted and documentation provi¢ed. lettersregardingonsite visits)made clear to the
assessment team that the assessing ofgheificinherent ML/TFrisks is not an issue that is typically
discussed by the financial supervisors with their licensees and registrants.

123. . Typically FlIs thatwerepart of a large international groulemonstrated a sufficient awareness
of their specific inhereIL/TF risks They alsotend to have a requirement in their group policies to conduct
a periodic assessment of their inherent MLfigks ataninstitutonal level. Also, during the onsite one of
the MSBs showed sufficientunderstanding of thiespecificinherentML/TF risks.

124. The BahamiarFls are aware of theegulatory AML/CFT-obligationsterms of controlgeg.
regardingCDD, training of staffand tiping off). This appears to be the case for both large and sitsall
andirrespective of the financial sector in which they operBtany financial institutions explicitly and
convincingly expressetheir commitment tatheir AML/CFT responsibilities They also could give clear
examples to substantiate that statement; a strong culture of compliance seems to be established and ongoing
within The Bahamiakls. For that matter, specific reference was made by &dste the lack of compliance

with the AML/CFT standards in The Bahamas in the beginning of this decade and the significant positive
changes that have occurred since that timgeneral, AML/CFTiraining programmes are in plaséh the

Fls (ontline and/or faceo-face) and staff members arelighted to participed in these. In many cases, the
training programmes were concluded with some kind of mandatonygest

125. In addition to the abovementioned, with regards to the different financial sectors the assessment
team specifically concludes the lfmling.

126. Banks:As indicatedabove, typically Bnksthat donot form part of a largeinternational group
demonstrated limited awareness of thegecificinherent ML/TFrisks during the onsiteRisks that were
mentionedby themweretypically generic and mainhabout customers from certain foreign jurisdictions
and large transaction®neBahamian bank that foceson the domestic market pointed out that the risks
are with international customer&notherbank specifically mentioned the-sdled webshops as being a
concern, although this bank did not conduct business with such shops anirfeseof thesebanksalso
confused at least during the onsiteheir specificinherent risks with their AML/CFTontrols.Banks that
typically form pat of a large international financial gro(with adomestic or offshoréocug were better in
explaining theirinherentML/TF risks and expressddr exampletheir specific concerns regardifignds
derived fromdrug trafficking combined with the Bahamiaastibased societgnd/or the ML/TFisksthat
derived frontheir specificportfolio. TF and fraud weri generatonsidered to be of less concédtmwever,
with regard tdraud the assessment tefound this conspicuous, since fragdletermined at a national level
as one of the important risks the country is facklijBahamian banks seem to have a strong commitment
to their controls and procedures in place to limit MLfigks and fulfil such obligations (sudws CDD and
training) quite well

127. Trust companiesthe trust companies in The Bahamas overall showed sufficient understanding of
their role as gatekeepers. They acknowledge the highigkLthat may be attached with conducting trust
activities. Trust companies take their AML/CTFesponsibility seriolg andarestrongly commitedto their
AML/CFT controls and procedureés a result, customerre sufficiently scrutinized before eboarding

and different mitigating measures are applied during the relationship. AMLgGli€Tes and procedures are
elaborate anihcluderelevant requirements/onitoring systems are in place to detect suspi activities

of customers. Institutional ML/THsk assessmentseaperformed by trust companies tlaepart of alarge
international grop as required in group policiesAs already indicated other trust compangdmwed



insufficient awareness during the onsite of tispecificinherent ML/TF risksand the potential
ML/TF-scenarios

128. Insurance companie3:heinsurance compani@sterviewedduring the onsitedeenedthe ML/TF

risks to be limited in their sector. Annuity products would face the highest Mtigk& according to the
insurance secton terms of awarenes$)d assessment tearotedthat the potential Mlrisksrelated tdive
insurance policies was nexplicity brought forward since it isinternationally @knowledged asne ofthe
highest MLrisk product in the ingance industry The domestic market and the fact thadst insurance
companies have establishddesholds for caspayment of premiums are considered to be strong risk
mitigating circumstancesML/TF measures appeared to be consistently applied on all customers and
altogether the insurance companies made a risk averse impression on the assemsnidotvever and
further to the abovementionedhet awareass of the insuraeccompanies for the ML/TFKisks could be
enhanced.

129. Securities firmsAlthough the securities firms showed a general awareness of the ML/TF risks in
their industry, they found it ficult to explain their specific inherent ML/TF risks and the risks related to

the different types of securities transactiofise securities firminterviewed,consideredhe ML/TF risks

in the Bahamian financial sector to be mainly with the banking sector rather than with the securities sector.
This view contrasts with the fathat at a national leveéhe international parmf the securities busass is
according to The Bahamabaacterized by high volumes of large cross border transactionasasuich is
vulnerable for ML.The majority of transactions in the securities market inwllie use of international
intermediaries This together witlthe risk ofthe layering of illicit Linds already within the international
marketsmakes according to The Bahamathe risk of ML relatively high. The assessment team noticed
during the onsit¢hat securities firms that also hold a banking liceéresgoint licensees focus highly on the
banking side when it comes to ML/TiBks. The absence of cash transactions andstarying relationships

with customers is deemed to be critical for the conclusion that the Miigk§ in the securities sector are
limited. The AML/CFT controls appear tbe wellestablished and compliance with the requirements is
consistently monitored by the securities firffibe substantial size of the sector does not give the assessment
team primafacie confidence that the Mtisks are as limited as perceived by theusities firms not only
because of the sectoral assessrgnthe Bahamaas mentioned above The institutionsd
assumption that longtanding relationships limit the risk of ML/Td®uld result in complacency with regard

to to the changindpehaviour of welknown customerand hence lead to a higher rigktead.

130. Credit unions:Overall, the credit unionsinterviewedbelieved that due tahe domestic focus of

their activities, their MLTFrisks are negligible. Risk assessmentayieally not performed andiscussion

of potential MLITF riskswas minimalalthough reference was made one occasion to customers that are
selfemployed as being considered higher righe credit unions are of the view that their ML/TF risks are
limited due to he nature of their business and the fact that the majority of their clients are salaried workers.
Further the ML/TF risks are not as significant as other financial settoese assumptiorto notgive the
assessment team confidence that the credit umiansufficiently aware and panoughattention to their
specific ML/TFrisks The domestic focus and the lack of international components are minimizing the risks
indeed, but nevertheless further assessment is needed to make sure tlhkt/TiHRerisks are not
underestimated.

131. Money remittersThere are currently two independent money remitters registered in The Bahamas.
They havea good knowledge of the relevanstitution specificML risks and scenariggarticularly with
respecto humanrafficking from Haiti to The Bahamas. Also, tieavassufficientawarenessf TF risks,
although there have been no suspiciansg/or relatedSTRs filedso far. The risks appear to be well
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controlled and different mitigating measures are in place, suathasncedransaction monitoring and lower
thresholds for certain corridors.

ii. DNFBPs

132. DNFBPs have a good understanding of ML/TF risks that customers/clients pose, but less of an
understanding of other areas of risk (country or geographic; and products, servisastivas or delivery
channels).Guidance provided to DNFBPs, most of which were last updated in 2009, also point to an
emphasis on high risk clients. In some instances, such as in the case of lawyers, guidance deske high
products and services a3 large cash transactions over $15,000, b)}faoato-face transactions, c)
products which allow customers to easily receive cash back, and d) products and services that easily allow
customers to move cash from one jurisdiction to the othd@he O 3 Ccdd Hransactions Guidelines

2AT AGET ¢ O OEA O0OAOGATOEIT T A& -11 AigsuedyGieKIBOET ¢ Al
19t March of 2007, provides some typologies and sanitised cases regarding suspicious activities
applicable to DNFBPsThe ML/TF NRA was still in draft form at the time of the onsite visit, and there was

not a common understanding of national ML/TF threats and vulnerabilities ddiFBPSs It is important

to note the absence of enhanced procedures in AML/CFT Guidelines isstieel B relating taew
technologies, targeted financial sanctions relating to TF, and kigkerountries identified by the FATF.
These i mpact both DNFBPs® under st a Ridks asgociavetl withi s k s
TF appear not to beell understood. Awareness of ML/TF risks by some DNFBPs is also influenced by
how recent they have been brought under AML/CFT supervision. Overall, however, there will be the need
for training, in line with the revised FATF standards, in the area diflkisk once the results of the ML/TF

NRA are released.

133. The following additional observations were made with respect to DNFBPs:

A Casinos: The three casinos catering to tourists are generally aware of the higher risk they pose
from a crosshorder contextThey have strict CDD requirements andds are channelled through the

banking system thereby adding a layer of protection. Casinos in The Bahamas cater mainly to the North
American market, where banks also have strict CDD requirements, particularegdsdrom winners.

Casinos have also been under AML/CFT supervision byGBeor jn excess of forty (40years |,
compared to gaming houses (also referred to as I
were only brought into supervisiam provisional licenses with the passage of revised legislation in
Novemberof 2014. Both casinos and gaming houses are of the view that their AML/CFT risks are
minimal on account of strict CDD measures.

A Lawyers: Although a majority of attorneys dwt comply with AML/CFT measuresince they do

not perform the designated activites and hasecerns regarding legal professional privilege, they are
aware of their obligations as outlined in the Handbook and Code of Practice for Lawyers, issued by the
CCin July 2009. They are of the general vithat they are naat high riskof ML/TF since very few
members of the Bar Association accept funds. For those that do accept funds, they are of the view that
sufficient safeguards exist. Banks through whiahd&iare channelled also conduct CDD, and funds
remitted out of the country are subject to exchange controls.

A Accountants: Accountans appear to have a greater understanding of AML/CFT in general as
compared to other DNFBPs. This includes a generdénstanding of AML/CFT risks, which is

attributed to the fact that accountants conduct AML/CFBitminspections on behalf of the CC. The

AiBig 40 audit firms ar e awabasdapdroachMEehealy iowsvera nd a |



understandingfaisk continue to focus on customer/client risks, as outlined in the Handbook & Code of
Practice for Accountants.

A Dealers of Precious Metals and Precious Stondsaving only recently been brought under
AML/CFT regulationwith the passage of an amergimhto the FTRA in November 2014, dealers
precious metals arateciousstones are not fully aware of their AML/CFT risks effective supervision

has not been institutedHowever, companies that operate in multiple jurisdictions are more aware of
AML/CFT risks, particularly protocols for the responsible souraihgold and diamondsThis sector

does not appear to pose any significant AML/CFT risks.

A Real Estate Brokers:Real estate brokers were generally of the view that ML/TF risks within this
sector is low, owing to the fact that there are robust CDD requirements, strict exchange control reporting
requirements to the CBB, and annual audit requirements that they are subject to. Some comfort is taken
that funds are channelled through local barthswever, the relative inherent vulnerability of the
segment of the real estate sector catering to high net worth foreign individuals compared with the
segment catering to locals through mortgages, needs to be recognised.

A FCSPs:FCSPs are aware of tHdL/TF obligations under the relevanAML/CFT laws and
regulations, and adhere to very strict CDD requirements as laid out in the Handbook and Code of Practice
for Financial and Corporate Services Providers, issued by the CC in 2009. Their understnding o
ML/TF risk is focussed on clients. FCSPs reported that tax evasion is a threat, and despite knowing
their clients fairly wel,og oi ng moni toring is a challenge in t1l
activities or business.

Application ofenhanced or specific CD&nd record keeping requirements

134. In general, the Bahamidfisand DNFBPs apply quite strong CBidocedures on their customers.
However, thee are still soméechnical deficienciethat need to be addressed by The Bahamas to become
more effectiveBeneficial ownershipequirements are being implementediffierentsectors, particularly in

the higher risk offshore company formation and casino sedimtsanced due diligence is performed on
high-risk customersDuring the interviews may Fls indicatedthey hadreview cycks in placewherefiles

of highrisk customers are reviewed more often in many cases on an annual basis as opfitsedfto

lower risk customers being reviewéat exampleonly once every few years. Comprehensived eglevant
procedures, in accordance with the applicable legislation, are sufficiently incorporated in the policies and
procedures othe-ls.

135. Fls and DNFBPsare well aware of the requirements with regard to identifying and verifying
beneficial owners and do so in the manner prescribed byHewn the discussions with the Fls and the
DNFBPs it was clear that the identification and verification of beneficiatens is typically dondoy
requiring supportive documentation from the customer (such as shareholders registers and a valid identity
document such as a passport). If the information appears to be insufficient, the facility is not opened and
services are naendered. Also, the financial institutions are sufficiently aware of the specific requirements

for PEPs, such as senior management approval and enhanced due diRgd#teare typically considered

to be high risk by the institutions and EDD is thepleggl in practice through more frequent reviews and
objective background investigations performed by independent specialised Iiensifying foreign PEPs

is mainly done by the use of sophisticated screenings systbmdCB specifically indicated that
encourageinsurance companies to introduged usesuch systems. Falomesticlocal PEPs, institutions
heavily rely on their knowledge of the relatively small community of The Bahamas, which makes it easy for
them to determine newomesticPEPs.The asessment team considers this latter way of determining
domestic PEPs as vulnerable.
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136. There is a large number of unverified accounts in the domestic banking sector. These are Bahamian
dollar accounts valued under BSD$15,000. A significant amount of ditesents are post 2000 accounts
which have been verified but for which CDD documents need to be updated, such as Government issued
identification. The banks have been asked to identify those accounts which merely require updating and
report this number tthe CBB.The issue of authorization of these facilities should be addressed with priority

by the banks (and the responsible supervisor). As indicated in the table below the value of unverified facilities
in 2014 totalleSD$183.9 millionwhich accounteddr approximately 0.06 percent of banksegtorassets

of BSD®79.2 billion. It is noted however, thatithough the number is decreasiAf banks havenotbeen

able to verify the identity of all customeBy Noticeof 17 February 2004, the CBB requdriés licensees

to submit a list of details regarding all unverified accounts and implement a risk rating framework. According
to the interviewed bankshe highrisk customers files tend to be updated, while the rest of the files are
updated only when their nesurrent status is discoveretihere was not strong dedication or sense of
urgency to address this issue on the part of the involved banks.

Table 8: Report on Unverified Facilities

Report on Unverified Facilities'

o . Value of Unverified Facilities
Mo. of Unverified Facilities

($000s)

2012 40,279 155,501
2013 39,648 155,270
*2014 21,777 183,082

* Data includes both active and inactive {dormant) facilities

* Doto includes additional 2 reporting entities than originally reported

137. Record keeping appears to ddequately applieth The Bahamaby both Fls and DNFBR#Is

and DNFBPsare aware of the requirements on recordkeeping and the prescribed period of five years.
Relevant procedures amauind in the policies and procedures of e and DNFBPSIn the case of casinos

and gaming houses, these are prescribed in regul&ioneFIs indicated they apply a higher standard by
having extended the retention period to seven years

138. CDD and enhanekdue diligence procedures performed by DNFBPs, particularly with respect to

the onboarding of clients, appear to be fairly robust. DNFBPs appear to follow guidelines issued by their
supervisors, and supervisors confirmed a high degree of compliandg®itlrequirements, including PEP

handling and recordkeeping processes and procedures. . It appears that DNFBPs adhere to the requirement
to keep records for at least five years.

Application ofother measures

139. Fls indicated they are typically operatimg a respondent institution for other, mostly large US
banks rather thaproviding correspondent banking services themsel¥esa respondent institution, they
are often scrutinized by these other banks, particularly on their customer acceptance prdecethees.
circumstance bamshave a correspondent bank abroad, the requirements appear to beambadhered to.



140. Increasedmeasures fomew technologieshas only recently been adopted in CBB ML/TF
Guidelines of December 2015, and are not yet in place for other Fls and DNABBad DNFBPsare

generally aware of the obligation that new technologies need to be scrutiniAdd/Tdr risks before they

can be safely introduced. Despite the deficiencies in technical compksaad DNFBPs generally appear

to be cautios in adopting new technologies. Also, senior management approval or approval from
headquarters abroad is tygily required. A bankhatis part of a largeiternational groupadvised that

before introducing debit cards, a year was spent on drafting a risk assessment and discussing the potential
risks, including the ML/THisks and the specific risk of fraudgarding debit card3.he parentcompany

abroad required suchrisk assessment before signioff at headquarterdor the introduction of the debit

cards.

141. From a technical point of view, wire transfer requirements in The Bahamas have only recently been
brought in line with the current FAT$tandardsvith theFinancial Transactions Reporting (Wiregahsfers)
Regulations, 205 together withithe updated CBB AML/CFTuidelines of 11 December 2018owever,

banks indicated that they already include all #levant information on the originator and beneficiary with
wire transfes. Consequently, they have acted in compliance with the FAdiklards before the introduction

of the amended CBB AML/CFTGuidelines particularly branches and subsidiaries of larderirational

banks. Furthermore, correspondent banks are reluctant to accept wire transfers with incomplete imformatio

142. For TFS, Fls heavily rely on automated checks performed by using digital screening systems.
During the onsite it became clear to the assessment teanthdrat appears to be somecertaintyon the

partof Flson how t o pr oceed wh eFisindicated lthey wiuldiosly fikk art STR.t e d .
Representatives of the CBB indicated tha EHU was responsible for further actions following reported

0 hi t s gFSbsts. Howeeer, the AML/ICFIGu i del i nes states that Ohitso
CBB and the FIU. Oné&l advised it would also most likely terminate the relationshigh wie customer

directly. While this is understandable, it may not be the way forward in specific circumstances. More and
active communication from the financial supervisors is needed regarding this, to make skledbtin
accordance withthe applikd e procedures when a O6hitdé on the tar
which can be a crucial moment in the prevention of ML/TF.

143. Flsinclude high risk countries in their risk assessment of individual custoReliance is placed

on the FATHist, as well as some other public sources. Nidstompile from these sources their own list,
which they use to determine which counttiiesy should avoid doingusiness with or those which require
EDD.. DNFBPs could improve their understanding and aapiibn of measures with respect to targeted
financial sanctions related to TF, and higher risk countries identified by the FATF if these were incorporated
into guidance.

144. The assessment team was advised that in the last year, the CBB had filed five SiltRs R®iU

as a result of owmite examinations of the suspicious reporting systems of licensees. Given the
abovementioned findings and context, the assessment team deems it necessary that more guidance should be
provided to theFls, with regard towhat calld be potential suspicious transactions to report as an STR
(typologies, good practices). The Bahamian FIU is of the opinion that the quality of the STRs filed is in
general adequate, with the banks filing the highest quality of STRs. However, thed-ikadatedhat the

guality of the STRs are sometimes not gatiory and believes that some [Een provide a better quality
product. The majority of thEls indicated that they do not get any feedback on their STRs from the FIU,
besides a general confiation that the STR had been received. The assessment team is of the opinion that
giving such feedback is essential to motivateRtsto report better quality STRs, as well as endliteto

better understand the relevance of the STRs they filed.

54



Reporting obligationsand tipping off

145. There is some concern about the effectiveness of STR reportifigy apd DNFBPsThe overall

number of STRs filed b¥ls and DNFBPs idow given the substantial size of the financial sector in The
Bahamas as well as the substantial presence of higher risk activities such as private banking, trust, company
service providers and real estate owned by foreigners. The banking sector appeaesporsble for the

majority of STRs filed. The reporting by oth&ils and the DNFBFsector however is very limite@Vhile

statistics provided by the FIU indicated that no STRs were filed by licensees of the Gaming Board between
2013 and 2014, a casinguarted filing an STR with the FIU and the Gaming Board in 2014. The low level

of STR reporting by licensees of the Gaming Board is partly due to the fact that AML/CFT obligations have
only recently been applied to gaming houses. While casinos cont@nthéy follow very strict CDD
requirements, it must be noted that CDD thresholds for occasional cash transactions in casinos range from
BSD$5,000 (single wager) tBSD$15,000 in the Financial Transactions Reporting (Gaming) Regulations,
2014(FTR(G)R. These are in excess of the USD/EUR $3,000 required for casitiues FATF standards.

Table 9: Breakdown of STRs submitted to the FIU for the period 20132014

Type of Institution 2013 2014

Company Service Providers 1 4
Credit Unions 1 1
DomesticBanks 13 23
Domestic/offshore Banks 182 103
Offshore banks 45 56
Fund managers 1 1
Lawyers 2 1
Real Estate Agents/Brokers 0 1
Stockbrokers 5 5
Trust Companies 7 10
Financial Advisor 1 0
Local Regulator 5 0
Money Remittance Service 2 0

Totals 270 205




146. With regard to tippingpff, the interviewed=Is and DNFBPslemonstrated sufficient awareness of
their obligations as well as theelatedoffences and penalties under the FTRA and POU% FIU also
provides instruction on fAtipping offo in its tra

Internal controls andlegal/regulatory requirements impending implementation

147. Fls are aware of the requirements regarding having internal AML/@Jitrols in place. They

have established adequate AML/Gpiograms and policies and procedurels and DNFBPs are also

subject to internal and external audits that look at internal AML/G#fifrals. Banks that form part of an
international financial group, tend to have minimum AML/C§Dup standards which they also have to
adhere to. Such standards are according to these institutions quite similar to the Bahamian requirements in
terms of stictness.

148. DNFBPs have internal policies, procedures and controls in place to ensure compliance with
AML/CFT requirements, except for dealers of precious metalpaatiousstones that are yet to be brought
under supervision. DNFBPs are also suljeexternal audit/inspection through which internal AML/CFT
controls are verified. However, DNFBPs do not apply greige programmes againstlWyrF.

149. No Bahamian legislation impedes implementing or obeying group AML/GEndards.
Compliance functions have &e adequately established withiis. Independent audits are generally
conducted as well, including audits on AML/CFahd audit departments and annual audit plans are typically
in place. Banks that form part of an international financial group tend wbasionally visited by auditors
from their parent company, as part of the larger group audit proghérh offers another layer of AML/CFT
guality assurance.

Overall conclusions on Immediate Outcome 4

150. The Bahamas exhibits some characteristics offantve systemin generalFIsin The Bahamas

have extensive AML/CFPolicies and procedures in place. Thdgmonstrated strong commitment to
implementthese policies and procedures. Specific requirements such &Dior correspondent banking

tipping off, record keepingand internal controlare adequately implemented and adhere@BD is carried

out typically in a robust way. This includes the identification and verification of beneficial owners, ongoing
monitoring and EDD for higher rislustomers such as PER$so, theFls demonstrated a sufficient general
awareness of their role as gatekeepers. This altogether seriously limits the possibilities for criminals and
terrorists to entethe Bahamian financial system through thiekse

151. Flsthat arenot part of a large international group did demonstratsufficient awareness of their
specific inherent ML/THisk. They had not performed an institutioddL/TF risk assessment to define the
specificrisks with regard to theperations, environment, productsetc. Also,there was uncertainty over

the distinction betweeimherent risks and control€onsequentlythere is arisk that the measures/controls

in place are not necessarilyltaied towards theei n s t i spedifi¢ imharen®IL/TF risks but rather are

based on a highly ruteasedapproachThislimits their effectiveness-Isthatarepart of a largénternational

group demonstratedsufficient knowledge regardineir specific inherent ML/TFisks. These institutions
account for approximately 69 percent of total bank assets in The Bahamas. Typically, specific ML/TF risks
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assessments were being conducted by thes®&AM6F BPs 6 under st anding of ML/ TF
and not the institutiodaisks.FlIsand DNFBPs hat h a v e ra0ML/TFcriskrasbessntergeddio do

so. Supervisors should guide amwnitor themthrough onsite inspectiongurthermore given the low

number of STRgIs and DNFBPs should be provideith clear guidance ah preferably, typologies and
goodreportingpractices This also includes the FIU giving clear feedbaakheFls and DNFBP®nN the

STRs to ensurethat FIs and DNFBPsare aware of thepecific follow-up andrelevance of their STRs.
Additionally, more gidance appears to be needed on the course of &ti@amd DNFBPshould take when
designated persons or entities TFS lists are detected. Furthermore, it is necessary that the number of
unverified facilities that still exisshouldbe authenticated a&®on as possible to reduite ML/TFrisks.

152. Most DNFBPs have a good understanding of the ML/TF risks that their clients pose, but less of an
understanding of other areas of risk, such as tremeiated with country/geography; and products, services,
transactions and delivery channelBheir understanding is in the absence of updated ML/TF risks identified

at the national level DNFBPs® understanding of TF risks appe
training with respect to the updated FAStandards and the obligations they impose; and for the application

of group wide internal controls and procedures. CDD measures appear to be fairly robust for DNFBPs,
however understanding of beneficial ownership appear to be inclined toward naturas peitboequity

interest, and less toward persons who control the customer.

153. The Bahamas has achieved moderatelevel of effectiveness for |4



CHAPTER6. SUPERVISION

Key Findings and Recommended Actions

Key Findings

Licensingand registration requirements implemented by The Bahamas adequately prevent criminals
and their associates from entering the financial sector.

The number of revant persons not registered with the CiGr the purpose of AML/CFT supervisign
weakens hat DNFBP supervisoros ability to efleadest i vel
of precious metals & stones and gaming houses have only recent been brought under the regulatory

framework, with supervision still to be implemented.

The CBB aul ICB have established a rilased approach for most of their licensees. These comprehensive
risk-based approaches are mainly driven by prudential/systemic issues rather than byssliés§FFor the
credit unions (CBB) and the securities industry (SCB)skbasedapproach has yet to be developed.
Financial supervisors analyse ML/Trisks at an institutional level (products, services, transactions or
delivery channels). The CC and GB hasgsessed andentified the ML/TF risks of DNFBPs through the
draft NRA. First steps in analysing sectoral and group MLfEks have been made recently in traft
NRA.

—
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typically consisting ofallowing the Fl a cetain timetable to address breaches. The number of sanction
imposed by the CBB, ICB and SCB is l@ther forms of sanctions such as administrative penalties ar,

not available

D n

Coordination between the financial supervisors appears to function adequately.

The financial supervisors in general have positive effect on the compliance of tRésthat are regularly
inspected. However, there is no indication of the effect that financial supervisors have on the
institutions that are not (regularly) inspected, nor the effect of imposing sanctions.

The financial supervisors promote a clear understanding of the AML/CFabligations by publishing
guidelines. Besides tis activity, the proactive outreaches to the financial sector on ML/TIssues are
quite limited. AML/CFT Guidelines for the CBB licensees were recently updated to require Fls to asses
their institutional risks (products, services, transactions and delivery channels). This is absent from
other financial and DNFBP supervisorsGuidelines issued by theGZdo not contain requirements fto
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new technologies, targeted financial sanctions relating to TF, and fnigkeountries identified by th
FATF

RecommendedActions

9 The NRA should be completed so financial and DNFBP supervisors can identify anderstand the
ML/TF risks of the types of theFlsand DNFBPsnd of the financial and DNFBP sectors as a whol
All supervisors should build further on the initial work done in the draftNRAon group and sectoral
ML/TF risks as part of their respective spervisory regime. This will allow for a more effective
allocation of resources and attention to relevantls and DNFBPsgroups and sectors.

112

9 Both the SCB and CBB should make sure that an AML/CFT +issed approach is introduced as soon
as possible forthe licensees of the SCB and the credit unions respectively

1 The aurrent risk profiling of FIs and DNFBPS by supervisors should B&ML/CFT focussed and not
co-mingled with orudential risks.

9 Financial and DNFBP supervisors should have available and apply a wide rangé&aofal measures
(both remedial and punitive), including administrative fines. The imposition of sanctiors should
become an essential part of the supervisory toolkitSanctionsshould be more often considered and
imposed with a view to specific and general deterrence

9 Financial and DNFBP supervisors should consider and apply different remedial actions |in
proportion to the severity of AML/CFT breaches as part of their practicalupervisory toolkit.

9 AML/CFT guidelines should be developed for dealers of precious metals amdecious stones.
Existing Guidelines for DNFBPs supervised by the CC should be updated to include requirments| for
new technologies, targeted financial sanctionsalating to TF, and highesrisk countries identified by
the FATF.

9 Administrative penalties should be considered for failure to register with the CCrhe CC could
benefit from additional resources in order to enforce DNFBP registration obligations.

T

9 The financial and DNFBP supervisorshould enhance their promotion of a clear understanding of
AML/CFT obligations and ML/TF risks by proactively establishing other forms of communication
that specifically focus on AML/CFTopics (such as the sharing of typologidgood and bad practices
and organizing AML/CFTseminars).

The relevant Immediate Outcome considered and assessed in this chapter is 103. The
recommendations relevant for the assessment of effectiveness under this section are RZHand R.34
and 35.

Immediate Outcome 3 (Supervision)

Licensing, registration and controlgreventing criminals and associates from entering the
market



154. Licensing and registration requirements implemented by The Bahamas to a large extent adequately
prevent criminals and theftssociates from entering the financial sedts in The Bahamas are all subject

to some form of licensing or registratiohicensing or registration procedures are thorough and entail a fit

and proper test of management, direct and indirect sharehdlignsthresholds varying from 5 to 10
percent) and senior management. Such tests on fitness and propriety include, for example, the production by
the applicant of a notarized confidential statement abhouesty, integrity and reputation, two original
chaacter references to assess the applisdranesty, integrity and reputatianda police certificateThey

also involve a searatbnducted by the supervisor relevant information in digital databanks and using search
engines on the internet. The requirenseappear to be consistently applied in practice by the financial
supervisors. In relevant cases, contact has been sought by the supervisors with other Bahamian and foreign
authorities, for example in a situation where the parent company of the apidacated in another
country. Subsequent changes in significant shareholding, directors and management of FIs are subject to
similar procedures by the relevant supervisors to assess fit and proper Bésides the licensing or
registration of financiainstitutions, the CBB also approvemoney laundering reporting officersILROSs)

and the SCB approves both MLROs and compliance offigighdit and proper test Over the last five years,

no licenses or registrations have been denied or revoked by dahg Gihancial supervisors because of
ML/TF issues Two rejections of banks and trust applications were mbadene instancéhis wason the

basis that individuals did not possess adequate financial resources to fund thal profiessecond instance

this wasbecause the proposed business activity did not fall within the scope of the banking and trust
regulation.

155. TheCBBrejead2 9 applicati ons faoindicaMd iRtbedtableselomce 2011

Table 10: Breakdown of MLRO Applications Processedoy the CBB for the period 2011 to

2015
MLRO Applications | 2011 2012 2013 2014 2015 Totals
Approvals 21 31 45 33 7 137
Rejections 7 6 5 0 11 29
Totals 28 37 50 33 18 166
% Rejections 25% 16% 10% 0% 61% 17%

156. The abovalemonstrates a framework that limits the possibility for criminals and associates from
entering the financial sectof.he financial supervisors th€BB, ICB and SCB approve shareholders,
directors and senior management of bahkst companigsinsurane companies and securities firasd

can remove them if found to be unfit

157. There appears to bless emphasis put by th&ls supervisors on detecting and preventing
unauthorized busines3.hree cases were presented to the assessment eanwo occasiongentities
conducted money remittance without being licensedther to thatgease and desist orders where issued by
the CBB.In one case an investment fund operated without a licenéerédulted in a settlement
agreement in the amount dSD$250,0000n the basis of the institutiG failure to be licensed
while operating in The Bahamas.terms of informing and warning the public, the CBRBt issued a
warning letter to the publion October 201 Andrenewedt on 21 October 2015, stipulating thatides need

to be licensed or registered in order to lawfully operatena@raey remitteor as an agent ofraoney remitter
and advising that members of the public should inform the CBB regarding suspicions of any
unlicensed money remitter.
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158. TheCCregstration procedure requires both factiyv
the CC. I ndividuals register as sole practition
business relevant to a DNFBPM oceat engootr.y wlhhd er eagni siit
individuals has proven a challenging task as the majority determine that there is no need to register since
they do not perform the activities to be chgassi fi
with the Bahamas Chartered Accountants and the Bahamas Real Estate Association both industry groups
confirmed that only a small number of their licensees conduct the business to be classified as DNFBPs. The
largest sector that engages in activitieg thguire onsite examinations is the lawyers. An informal survey
conducted during the NRA determined that a small group of law firms conduct most of the business. The
bulk of these firms are registered and meet their obligations with the CC. An assestifirens to

determine further information regarding which firms transact the majority of businesbeddtme. For
unregistered DNFBPs the CC is uncertain about the number that carry out relevant business.

Table 11 DNFBPG&6s RegiCompiance Gommissiom as ativiay 2015

1) (2) (3) D+@B) | D+(2)+(3)
Activeé® | Inactive | Unregistered Total Total in

1 12 Constituents| Category

Accountants Individuals 18 264 159 177 441
Firms 6 218 n/a 6 224

Attorneys Individuals 398 173 589 987 1,160
Firms 178 135 n/a 178 313

Real Estate Individuals 64 179 186 250 429
Brokers/Developers Firms 35 175 n/a 35 210
Grand Total Individuals 480 616 934 1,414 2,030
Firms 219 528 n/a 219 747

159. At the beginning of each calendagar the CC liaises with the relevant professional bodies to secure

the names of all new licensees of these bodies. However registration of accountants, attorneys and real
estate brokers/developers by the CC for AML/CFT purposes continues to be agehdispite 1) training

and other outreach initiatives by the CC, 2) publ
3) published AML/CFT guidelinesTable 11 above reveals the number of unregistered DNFBPs in

1o Ot AOEOASG OA cdoidthuenisi tiatOverd lizdnsed byitheir respective licensing bodies and have
submitted an active registration form to the CCconfirming that they provide the services indicated in
section 3 of the FTRA

an inactive registration form to the CC confirminghat they do not provide the services named in Section
3 of the FTRA



comparison to total constitutsnthat would potentially be subject to onsite inspection as a result of their
activities.  Unregistered individuals as a percentage of Total Constituents were as follows: accountants
(89.8%), attorneys (59.7%), and real estate brokers/developers §74.4%

160. On account of a court challenge in 2003, the CC was dskdtle OAGto suspend ogite
examinations ofaw firms andthe financial and corporate service activities of law firmJhis policy
decision was reversed in August of 2006, when the Od&ad that theuspension of mandatory-gite
examination of lawyers was withdrawiThe CC subsequently launched a training and awareness campaign
for lawyers. However, the campaign resulted in only a modest increase in registrations. Consideration
should be given to imposing administrative penalties for failure to register with the CC. The CC conducted
15 training programmes for industry groups in the last three.years

161. The number of wunregistered indivi druse DNFBRge ak en
fo AML/CFT purposes. Consideration should be given to explicitly require registration with the CC with
dissuasive penalties for failure to comply.

162. DNFBPs are generally subject to adequate fit and proper controls by relevant statutory fipmbers
bodies such as the Bahamas Bar Association, the Bahamas Institute of Chartered Accountants, and the
Bahamas Real Estate Association accreditation. There is no measure for assessing the ownership or
management of the firms operating in the redpedields. The presumption is that the ownership and
management of these firms will be accredited members themselves and as such already subjected to fit and
proper assessment. However, the lack of this requirement is a vulnerability that should seddirakers

of precious metals and precious stones (added to the FTRA in July 2014) have no such statutory membership
grouping. With the recent oversight gdminghouses, the Gaming Board recently issaigght provisional

licenses, and disqualified onpmicant who was then ordered by court to cease and desist.

Risk identification and mitigating risks through supervision or monitoring compliance

163. As from 2011, the CBB adopted a comprehensive supervisorpaiséd approach for banks and

trust companie$o determine relevant risks at an institutional leWdle ML/TF risk is considered in this
framework as one of the O&6businessod risks. Accor d
accurateevaluationo f i ndi vi dual |l icenseesd risks, control s,
an ongoing basis, in order to facilitate a timely response to emerging problems. Each risk is scored on both
inherent and control factors by the offsite unit of @&B. To collect the necessary input, the CBB heavily

relies on the internal seffssessments of the institution (internal audit and compliance reviews), as well as
results of previous onsite inspections and periodic meetings wit.tBeoring is on a fie-point scale and

both the inherent risks and controls are scored separately. On the basis of this scoring a prioritization can be
made for potential follovup actions. The selection of the banks and trust companies for a risk assessment is
determined bythe impact, basedon four proxy metrics: (1) number of Bahamian dollar deposits; (2)
employees; (3) expendituresnd(4) fiduciary assetsSince the introduction of the ridkased approach in

2010, all domestic systematically important banks have gooeghrsuch a risk assessment, as well as
significant internationabff-shorebanks and trust companieBhe potentialrisk of theactivities of aFlI

whereby from an AML/CFPperspective for example the fact th&tldocuses on wealth management and/or
high-networth individuals and/or offshore activities may be relewlmot determineprioritization In total

65% of banks and trust companibas been assessed. The CiBBicatedthat all other banks and trust
companies went throughsmplified version of he risk assessmerilitigation plars aredrafted for the
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supervision of thél further to the risk assessment. The risk assessment schedule for licensees is between
18 months and 2 yeaiSls considered to be high risk get a full risk assessment duriegybie, whileFIS

that are low risk will get a baseline monitoring of the statutory supervisory requirements. As to date, the
CBB rated the ML/TFnherent risks of the 66 asses$dd as follows: 2 as low, 7 as medium low, 44

medium and 16 as high. Regling the ML/TFcontrols in place, the CBB assessed 13 financial institutions

as deficient, 33 as needing improvements and 20 where the controls were considered to be sufficient.

164. Based on the risk assessments conducted, onsite inspections or otheufobations may be
conducted by the CBB. The AML/CFansite inspections are typically included as a part of a full scope
inspection &lso including prudential issues), or, in some cases, as -sianeé inspections. ML/TF
inspections will entail the reviewf client files and the AML/CFTpolicies and procedures, as well as
interviewing staff members. The onsite inspections of the CBB are conductedeeth of multiple persons
(up to 8), who will baypically onsite for a period of-B weeks.

Table 12: CBB Onsite I nspections from 2009 to 2014

Year CBB onsite inspections | CBB onsite inspectio ns
(banks and trust only focusing on AML/CFT
companies) (banks and trust
companies)
2009 44 12
2010 26 22
2011 37 24
2012 29 16
2013 30 9
2014 33 14
TOTAL 199 97
165. Conclusions of an onsite inspection will be communicated t&khen a f or mal repor f
Examinationo, i n which t he arcealghighijghted Statistiessomthea nd d

ML/TF breaches detected could not beviled by the CBB. However, during the onsite, a few examples
of sanitizedfireports of examinatianwere provided to the assessment team in which breaches of the
AML/CFT requirements were mentioned, such as insufficient evidence of the confirmation adrtbe of
wealth of clients.

166. Although the CBB riskbased framework altogether makes a solid impression, the emphasis in the
risk-basedframework lies ormany different types of risks, of which ML/Ti#isk is just one.ML/TF risk

may be dwarfed or overwhetd bytheother risks that are taken into consideratime higherisk activities

from a ML/TFpoint of view such awealth management do not deterntime prioritization in the risbased
framework. Furthermore, the CBB does not establish ML/Mifks between the sectors and groups
supervised. For example, the difference in MLfIgk betweerfIs focusing on onshore activities versus
offshore activities forms no part of a risk assessment at a higher than institutional level, although in the draft
NRA there appears to be a good stagstablishing such a differentiation. No Fsised approach has been
introduced yet by the CBB for credit unionader the supervision of the CBB since June 204bich are
currently inspected by the CBB in a ridlased ranner on an annual basis.



167. The SCB is currently in the process of creating a supervisorspaiskd approach, which should

be implemented in the second quarter of 2016. Until that date, supervision consists of principal institutions
being inspected onsiwvery five to seven years irrespective of the ri¥ihile the focusof inspectionds
prudential, AML/CFTissues are included&xaminers verify that the appointed MLRO of the registrant is
consistent with the SCBGO s.AMLGFbmadusls aserrayiewecagd randoenr e d
transactions may be assessed to ensure compliance with the AMp&G€i€s and procedures. From 2011

to 2014, a total number of 74 onsite inspections were conducted during which some time was spent on
ML/TF. During these inspections 1Breaches ofML/TF requirements were detected in 2012, 4 in 2013
aand 5 in 2014The Securities Industry (AnMoney Laundering and Countering the Financing of
Terrorism) Rules, 2015 (made effective on 4th December 2015) is likelytoenea t he SCBo6s cap
identify and maintain an understanding of risks as well as conduct meseriskive AML/CFT monitoring

in the securities sector.

168. The ICB has incorporated a supervisory {tiglsedapproach which is both applicableitsurers

and intermediariesAccording to the ICB, thesk-based approadh based on the proportionality principle,

taking into account the nature, size and complexity of the insfirdsk rating and direction for rating is

assigned to licensees acdogito their risk profileThe supervisory approach focuses on prudential issues

but there is also attention paid to AML/ICFT.he | atter i s taken into accoul
regulatoryodo risk. | nput f derivedflom easlier puparvisorysactiong suéhr a me
as onsite inspections and foremost a mandatory annual audit of the insurer conducted by an external auditor
approved by the ICB. ML/TIisk has to be taken into consideration by the external auditor as pihe of

6l egal and regulatoryd r i s kincludesML/3F reldvanttapiasrsach ase d r €
the riskbased customer verification procedures and records, the suspicious transaction reporting and training
and staff awareness procedur8sbsequently, the risk is determined by the ICB using a risk matrix. The

ICB does not establish ML/Tisks between different groups of insurers.

169. Following onthe risk assessment, the ICB may decide to take further actions such as conducting
an onsite inspection. The numberAdIL/CFT onsite inspectionsonducted byhe ICB are:

Table 13: ICB Onsite I nspections from 2A2to 2014

Year AML/CFT onsite inspec tion s

2012 10

2013 10

2014 9
170. As a result of these onsite inspections in 20
in terms of compliance with AML/ICFT equi r ement s, 2 were considered i
these figureswerex act |l y t he same, while in 2014, 7 insurer
1 Apoord and 1 fAvery pooro. However these rating

informed the assessment team that no AML/®Fdaches were detieed in the period 2012015.
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171. Coordination between the financial supervisors appears to function adequately. Such coordination

is done through bilateral contaets well as through the multilatet@FSR There are no impediments to the

financial superviss sharing information among each other and different MOUs between the financial
supervisors are in place. The abowentionedGFSRme et s i nfr equently and t her
during the last year. However, other initiatives to collaborate haven tpleee in 2015, such as joint
inspections performed by the CBB and SCB and the establishment of an information sharing platform
between CBB, ICB and SCB regardiagarticularFl. Coordination between the financial supervisors and

law enforcement agencias still limited. There is a need to increase this to potentially benefit from
possibilities here, for example with an eye to mutual investigations, the fopjoof severe AML/CFT

breaches b¥l and pursuing unauthorized business

Table 14: Compliance Commission Examination Statistics for 2014

Type of Examination | Accountant | Law Firms | Real Estate Grand Total
Brokers / # Firms # of
Developers | Required to | Examinations

Submit

Number of Firms 6 178 35 219 n/a

required to Submit

On-site Examinations 3 22 1 26

(Conducted by

Accountants)

Off-site examinations - 1 - 1

Follow-up Onsite - - - -

Follow-up Oftsite 1 6 2 9

Total 4 29 3 36

172. DNFBPs supervised by the CC and financial supervisors are required to have ieiaas

testing and auditing of AML/CFT policies, procedures and contrdBNFBP supervisoralsorely on on

site and offsite inspections. In the case of the CC, routinsitimnexaminations are carried out by accounting

firms duly authorised by th€C. These oite inspections cover a review of documented policies and
procedures; the extent to which these are in line with the relevant laws, regulations and guidelines; and the
extent to which these policies and procedures are implemented ic@ra@pecific areas of focus include

CDD & ongoing monitoring, recorleeping, MLRO and compliance function requirementsternal
reporting procedures, suspicious activity reporting, and staff education & training.

173. Of the 26 orsite examinations of DNABs on behalf of the CC, roughly ettérd of the results
were considered by the CC to be acceptable or good, whilthivds were considered to be poor or very
poor. The main areas for improvement identified in those inspections were 1) docurisreded
policies and procedures 2) suspicious activity reporting, and 3) staff training and awareness.

174. The GB has the powers to inspect the premises of its licensees at any time and obtain data or
information related to gaming. In practice, the @Barted that its inspectors have dedicated office spaces
at the casinos, while gaming houses are monitored



on the internal movement of money, as well as the interaction between licensees aratrthresr prhe
operations of casinos is subject to an annual audit by the GB, which includes a review of AML/CFT
requirements. GB licensees are requiretirplement procedures that are designed to detect and prevent
transactions that may be associated withney laundering, fraud and other criminal activitieghis is
assessed by the GB in three phases. Firstly, the GB assesses proposed internal controls prior to the issuance
of a license to commence any gaming operations. Thereafter, once approvadéid grarCasino or Gaming

House Operator, there can be no amendment, implementation of new or revised policies, standards or
procedures without the prior written approval of the Board as per Section 83(2) dAti&e€ondly, after
licensing there is osite and remote supervision to ensure that licensees are operating within the approved
internal control procedures and the onus is also placed on the licensee in accordance with Section 83(5) of
the GA to conduct its operations in accordance with its apmtowernal controls and to monitor compliance

by its employees of the said processes. Thirdly, as already indicated annual audits are carried out along with
periodic audits that are done by the GB throughout the Jdese measures allow for the GBteg the
approved internal controls for any procedural or technical weaknesses

175. The IFCS at the SCB was assigned responsibility for supervising dealers of precious metals and
preciousstones in 2014. However, the supervisory framework for this sectoriWaader developmentta
the time of the ossite visit.

176. Of the 311 FCSPs licensed by tR&Cat the end of 2014, a total of 179-site examinations were
carried out during the course of that yedith 172 conducted bpublic accountants duly authoriseg the
Inspector andevenconducted by the Inspectoihis compares with 49 examination conducted by public
accountants in 2013, along with one folloyy examination conducted by the Inspector. Onsite examinations
are focussed on CDD, recekeéeping, sapicious transactions reporting, MLRO assignment, and internal
procedures for staff training and the prevention & detection of money laundering.

177. Given that the ML/TF NRA process is still underway, supervision of DNFBPs has not been geared
toward fully identifying and maintaining an understanding of ML/TF risks as a whole, or between the
different DNFBP sectors. While there are generally stringent measures in place for monitoring DNFBPs,
throughonsite inspections by audit firms on behalf of the CC,dl@® not undertaken with a view to
mitigating risks or on a riskensitive basis.

Remedial actions and effective, proportionate, and dissuasive sanctions

178. The remedi al actions taken by the financi al
approach irrespective of the severity of the identified breach. In almost all cases, the financial supervisors
address detected AML/CHiareaches by reportinthese in a formal report to tid. The Fl is given a
timetable to remedy the detected breaches. In the case the timetable is actaoehd timetable issually
established without any further consequences. According to the financial supevisoesd to comply

within the set timetable. Other remedial actions taken were limited to two directives imposed by the CBB in
2011 and one in 2012 also for breaches of AML/@E&quirements, as well as a supervisory intervention by

the CBB in 2014 and 2015 thacluded a freeze on new business based on both prudential acmhigkrns.

There is need for the financial and DNFBP supervisorsottsiderthe application of remedial actions
proportionate to the severity of the AML/CFT breach part of their pratigadrvisory toolkit.

179. The number of sanctions imposed by the financial and DNFBP supervisors is low. This is

conspicuous in the context of the numbeFtsfand DNFBPs under supervisiothe number of breaches
detected and théevel of compliance withite AML/CFT requirementss indicated in the ratings from-on
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site inspections noted aboveAdministrativepenaltiesand other nortriminal sanctions are rarely used.

Over the last five years, the CBB did not impose any civil or administrative sanctioorf@ompliance

with the AML/CFT legislation and guidelines. It is noted that the possibilities for the CBB to take
administrative actions are sometimes limited, as well as that the maximum penalty in some cases does not
exceedBSD$ 2,000 which at first giht can hardly be considered a dissuasive penalty in the banking and
trust sector. In 2015 a new penalties regime was introduced with the enactment of the Banks and Trust
Companies Regulation (Amendment) Act, 2015. The finalization and publiaaftitre Banks and Trust
Companies (Administrative Monetary Penalties) Regulatiaas brought into effect on 5 September 2016

As a resultthe CBB is empowered to impose administrative monetary penalties for any breaches of the
BTCRA and regulations made under it, as well as any failure to comply with a Direction or an Order of the
CBB. The SCB imposed over the last four years two sanctions both in 2015 that wérge idlated
forfailure to file prescribed documents, for a total ania@iBSD$5,200. One administrative penalty for the
amount oBSD$50,000 was imposed by the SCB for the failure to obtain a license. The ICB iighost
anyML/TF sanction on its licensees nor referred any MLiSgtie to the law enforcement agenciesriiy

the onsite, the ICB indicated that over the last year their focus was not on sanctioning and that they aim to
change that for the coming years. No civil or administrative sanctions were imposed on DNFBPs over the
last four years for AML/CFT breaches.

180. The CC reported that numerous registrants ba&es issued notices of breaches and have received
remedial action plansHowever, no information was provided regardihg number of breaches identified,
remedial actionsnandated, osanctionsapplied. Neither was information regarding beaches and sanctions
provided by the Inspector, in the case of FESFhe GB reportethat, while therehadbeen sanctions and
fines for violations in the past, no sanctions have been dpplihe past four years ncaccount of strict
adherence to relevant laws and regulatmmshe part of licensees

181. In summary, although breaches are detected by the financial supervisors, during the onsite it
became clear to the assessment team that sanctions are hardly si@redrand imposed by the financial
supervisors. . In some cadhe reason for not imposing sanctions was not appaFemtexample, a sanitized

report of an inspection was provided to the assessment team in which the CBB in September 20E# gave a
for the third time an extension of a deadline for resolving serious breaches of the legislative AML/CFT
requirements, dating back to 20@ five different occasions, &l did not report suspicious transactions.
These transactions were later reported byBB further to an onsite inspectiohhe CBB indicated that in

all these cases they did not consider sanctioning. The sanctions that were imposed by the financial
supervisors over the last few yeavere notdissuasive, as the total amountB8D$6,200was imposed by

the SCB for two MLbreaches. The assessment team is of the view that imposing sanctions does not seem to
be a part of the culture and practical toolkit of the financial superviddesce, the deterrence of applied
sanctions is not achievelhe assessment team is not convinced that effective, proportionate and dissuasive
sanctions are applied in practice by the Bahamian financial supervisors.

Impact of supervisory actions on compliance

182. Licensees and registrants considered the inspections by the financial supervisors that included
ML/TF components idepth and competent. The findings were considered precise and relevant. Most of the
Fls that the assessment team interviewed were sultjegh bnsite inspection recentlyls asserted their
willingness to ceoperate in providing proper followp to the findings of the financial supervisors. Taking

this into consideration, the assessment team has the impression that the supervisors iate thffect
compliance of these financial institutions. However, and as explained above, no effect has been demonstrated
by imposing sanctiong.he low number of sanctions imposed even for cases e€ompliance that would



seem to warrant a sanction, is a ondjmitation to the impacon theF | Gospliance.Furthermore, the
financial supervisors did not demonstrate to the assessment team their effect on the comfistbatof
are not regularly inspected

183. The Bahamas has had one of the widest coverag@N&iBP supervision withirthe region,

particularly with the CC being established in 2001. However, the challenge of registering the relevant
DNFBPs remain, and is impeding the CCb6s ability
Furthernore he lack of administrative penalties s | i kel y i mpeding supervi s
appropriate action on compliance. The CC could benefit from additional human resources for reviewing
onsite inspectiongonductedoy accountarst for prescribiig remedial action by registramnd ensuring
follow-through,as well ador enforcement action should administrative penalties be prescribed.

Promoting a clear understanding of AML/CTF obéitions and ML/TF risks

184. Financial and DNFBP supervisogenerally promote clear understanding of the AML/CFT
obligations by publishing guidelines. These guidelineglatailedbo ut , wi th t he exceptio
in need of updating to place greater emphases on ML/TF wd&s, additional relevant infonation is
provided online on the websites of the financial supervisors. However, no guidelines have been published
for GB licensees or for dealers of precious metals and precious st@oesmunication between Find
DNFBPsandthe supervisoris openandallows fordiscussing matters and questions. The SCB does outreach

to the sector by annual industry briefings, during which AML/G@$Sies may be discussed. Besides these
activities, proactive outreach to the financial and DNFBP sectors on MisSLEs isquite limited. For
example, naupdatedtypologies on ML/TFrisks or good and bad practices are shared with the financial
sectors to create a better awareness of their MLSKS. The quarterly letter of the CBRalt withML/ TF

relevant issues for thedatime in December 2013. The CBB has periodic meetings with its licensees or
registrants and organized in the past on an ad h
issues could be discussed, but these meeting no longer takeTplaceCBhas annual industry briefings

which may also include AML/CFTopics.During seminars organized by other organizations such as The
Bahamas Association of Compliance Officers at which AML/CIBues were also discussed,
representatives of the financ&lpervisors may be present, but do not have an initiating role. Typically, the
financial and DNFBP supervisors could enhance their promotion of a clear understanding of AML/CFT
obligations and ML/TRisks. This for example, could be accomplishedrimeting that specifically focus

on AML/CFT topics such as the sharing of typologies and good praciicdse recently conductedRA,

the CBB has indicated it will fstart the abovementioned round table meetings with the banking and trust
sector to discuss MIF issues, to ensure that they better align their risk management processes to mitigate
AML/CFT risks. This appears to be a good example of how to enhance the abovementioned promotion.

Overall conclusions on Immediate Outcome 3

185. The Bahamas exhibits sombéacacteristics of an effective systehicensing and registration
requirements implemented by The Bahamasltrge extent adequately limits the possibility éoiminals

and their associatesofin entering the financial sector. Also, the financial sugersi collaborate together

well on AML/CFT issues, for example by exchanging relevant information and conducting joint onsite visits.
However, the CC faces challenges in the registration of lawyers, accountants and real estate agents, and
would greatly berféd from additional resources and the imposition of administrative penalties fer non
compliance with registration requirements.
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186. The financial supervisorgsea riskbasedapproach, based on a comprehensive assessment of all
types of different risks, inctling ML/TF risk for the majority of the financial sectonath the exception of

the credit unions, the securities industry arglli6ensees where a rutesed approach is still the common
practice. However, more emphasis should be put on the MigKnthe existing risk assessmeritsNFBP
supervisors need to incorporate updated ML/TF risk information in guidance and provide information on
ways to mitigate those risks.

187. Onsitesexaminations by financial and DNFBP supervisors include ML/TF issues edttade

more risksensitive, and with aview to mitigating AML/CFT riskshe CBBonsite inspections as mentioned

are thorough, with typically a supervisory team on the ground for several weeks and with enough time
available to inspect also AML/CH$suesAdditionally, the conclusions to onsites are clearly communicated

to theFlIs. Furthermore, the financial supervisors appear to beregtiected by their licensees and the
supervisory findings and concerns are in general considered by them to be relevant and pertinent. Typically,
Fls carry outproper followup on the findings andmprovements are achieved and eféebecause of
supervisoryoversight In general a clear understanding of the AML/Célligations is communicated by

the financial supervisors through for exampigiidelines, websites and annual meetings. However, the
proactive outreach to the financial sectors on AML/0B3ues could be enhanced. The remedial actions
taken by the financial supervisors are highly cha

188. The number of sanctions impodegfinancial and DNFBP supdsorsis low; administrative fines
for AML/CFT breaches are rarely used.

189. The Bahamas has achieved moderatelevel of effectiveness for 103



CHAPTER7. LEGAL PERSONS AND ARANGEMENTS

Key Findings and Recommended Actions

Key Findings

The Bahamas is able to createange of legal entitie®asicinformationis required upon formatioand
updatesin some instances fdransparency Basic ownership information is maintained by the Registrar
General in The BahamaBeneficial ownership information is maintained by FIs and DNFBPs and is easily
and timely accessibl@.here have been no sanctions applied to legal persons and as such The Bahamas is
unable to demonstratehethersanctions areffective, proportionate andissuasive.

Generally there is a good level of exchange and cooperation domestically and internationatiynpigtent;
authorities.There are someompetent authoritiesithin The Bahamas that understané tulnerability
posedby legal persons/arrangents being misused for ML/TH he Bahamas has identified and assessed

some risks associated with trusts and IBCs in the draft NRA. The assessment was limited and focused on
risks posed to relevant Fls dealing with these entities

Recommended Actions

9 Conpetent authorities should continue to monitor Fls and DNFBPscompliance with the
requirements for beneficial ownership of account holders.

—

9 Competent authorities should ensure that trustees and trust companies comply with trug
information requirements.

9 The Registrar General should apply appropriate sanctions for breachesf the relevant company
formation legislation .

9 The Registrar General should analyse, monitor and verify basic information submitted for
registration of legal persons.

The relevant Immediae Outcome considered and assessed in this chapter is 105. The
recommendations relevant for the assessment of effectiveness under this section are R24 &%25.

Immediate Outcome 5 (Legal Persons and Arrangements)
Public availability of information on thecreation and types of legal persons and arrangements
190. Companies, partnerships, foundations and executive entities may be created in The Bahamas. A

breakdown of the types and numbers of legal persons is provided in the table below

Table 15: Breakdown of typesand number of companiesin The Bahamas

13 The availability of accurate and upto-date basic and beneficial ownership information is also assessed by the
OECD Global Forum on Transparency and Exchange of Information for Tax Pwg® In some cases, the findings

i AU AEEEAO AOA O1 AEAEZAOAT AAO ET OEA &!'4& AT A '"11AAI
the standards.
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191.

returns

Type of legal person

active
of

Total
companies as
December 8 2015

Total Companies
on Register as of
December 8, 2015

B 1 International Busines 35,700 175,400
Company

Ci Regular (Local) Compan 39,190 57,577
EET1 Executive Entity 67 71
ELP 7 Exempted Limited 213 317
Partnership

Fi Foundations 395 722
IC T Investment 22 22
Condominium

LDC i1 Limited Duration 69 212
Companies

NPT Non Profit Company 1,093 1,122
SAC 1 Segregated Account 123 143
Company

BN 7 Business Names 51,262 51,524
Totals 128,134 287,110

Generalcompaniesunder theCompanies Act @A) must file basic information on the name,
address of registered office, copies of Memorandum and Articles of Assodidttoiiie Registrar Annual

det ai l

t he

names,

addr es s

and

occupation

stipulation as to whether 60% of shares Bathamianowned Up-to-date registers of shareholders are

required

192.

193.

194.

shareholders is required be kept at the registered office.

to be

k e pred office.

t he

companyaos

regi st

Foreign companies are to be registered with the Registrar and a notice is gazetted and a statement
filed with the Registrar detailing certain information. These companies are required to have a registered
office in The Bahamas which muse filed with the Registras a requirement for registration.

Authorities indicated that the Compliance section ofRE&D which was established in October

2015 has responsibility for ensuring that all legal persons created in The Bahamas comply with their
respective legislation, inclusive of monitoring and supervising same. Furthermore, the authorities indicated
that steps are being taken to evaluate the valiegal persons with a view to striking tffosecompanies

as required by legislatidinom the register.

IBCs governed by thinternational Business Corporations ABCA) are required to file basic
information on name, name of registered agent and the address of its registered office, a copy of
Memorandumand Articles, a register of its directors and officanéth the Registrar A register of its

The disparity with the number of active

companies and registered companieduis to the fact that IBCs must remain on the register for at least 5
years after being struck off as they can apply to the Court torstated in accordance with section 166(4)
IBC Amendment Act 2010.



195. Ordinary and authorized purpose trusts are allowed in The Bal{@nssee Act chapter 176 and
Purpose Trust Act, chapter 176A)rusts are not required to be registered in The Bahamast cbmpanies

are required to obtain information in relation to beneficial ownership of legal arrangements. Individuals
acting as trustees are required to conduct CDD on all trusts. Fls are required to obtain and retain information
on trustees, settlsrand beneficiaries of trusts, which is accessible to competent authdritiss companies

are subject to onsite examinations and risk assessments wherein compliance with the statutaheKYC

are tested and verified. Gaps are noted and are lisfechial recommendations for the licensees to address

and resolvelt was noted that in 2014 and 2015 respectively, 12 and 9 examinations focused on ML/TF were
conducted on trust company licensees by the onsite examination unit of the CB. The cometéttsut

noted that there has been a very high level of compliance across the onsite examinations.

196. The Bahamas allows the use of nominee shareholders through a licensed bank or trust company or
licensed=CSP The nominees are required to obtain and keeptity verification information in relation

to the customers. In relation to Aoesidents, Regulation 14 of the Exchange Control Regulations 1956
provides guidelines oidentity verification The CBB ensures compliance with the requirement at thgzons
examinationand the IFCS does the same for FCIPRg SCB indicates that wh&CSPs provide nominee
shareholder services, the FCSP is required to register with the Registrar and file a statement containing basic
information on the entityDuring the ansite inspection thénspector will review supporting documents to
ensure that nominee shareholder information is duly filed with the appropriate autkoritinee directors

are prohibited in The Bahamas.

197. Foundationsinder the Foundations Act, chapt&9® are required to register with the Registrar
General and file basic information in relation to the name, purpose and objects, name and address of
secretary/ agent, address of registered office an
officers. As of 8th December 2015, there were 395 active foundations out of a total 722 redisietive.
foundationshave been struck from the register.

198. Executive Entitiesinder the Executive Entities Act 20&de required to register with the Retgar

and file a statement containing basic information on the entity. This information includes name, purpose,
name and address of executive entity agent. It is not required that the Registrar be provided with the identity
of founders, members of theawutive council or officers. The entity has the discretion to file a copy of the
Charter of Articles Executiveentity agents are required to maintain custody of the Charter and Articles,
along with all amendments, which must be readily available forustimh to the Rgistrarupon notice to

do ©.

199. Basic information on ownership of legal persons is maintained in a centralized registration system
by the Registrar General. The information is publicly available. The Registrar General maintains basic
information for the following: companies, segregated accounts companies, foundations, executive entities,
limited liability partnershipgLLP), and exempted limited partnershigdP). LLPs must register with the

RGD and file a memorandum of-partnershigcontaining, inter alia, name of firm under which partnership

business wil/l be conduct ed, | ocation of fir m, gen
partners of the firm, and their respective places of residence and the amaypitadfstock contributed by
each partner. ELPs must register with the RGD ar

of its business, the address of the registered office, the names and addresses of its general partners. A
Certificate ofRegistration is issued by the RGD. Only licensed bank or trust company or a licensed FCSP
may act as a registered office for an ELP and provide partners for anGdeberal partnerships are not
required to be registered in The Bahamas.
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200. The informatio maintained by the Registrar General is limited to information on legal owners and
not ultimate BO of the legal person8.uthorities have informed that in addition to the duties mentioned in
paragraphl88 above, the Compliance sectiohthe RGDwhile manitoring and supervising those active

legal persons will impose more stringent sanctions as provided for in the legislation governing the various
legal persons.

201. The Bahamas has no public registry of beneficial owners. Registered agents are teduiegd
information in relation to beneficial owners which are accessible to competent authorities through various
forms. The IFCS can immediately access information from registered agents. In the case of requests for
information for individual trusteeshe CBB would send a direct inquiry to all their licensees to locate the
trustee. Foreign requests for trust information would go through the OAG as laid out und&a§22l on
interviews with registered agents and the RGD, it was notedrdiggdtered gents comply with the
requirements to compile beneficial ownership informati@ompetent authorities carry out onsite
examinations to verify and test compliance with the KYC Rules of the FTRA and FTRR which mandate that
licensees and registrants verifynigéicial ownership of all clients.

Identification, assessment anchderstanding ofMIL/TF risks and vulnerabilitiesof legal entities

202. The Bahamas has identified and assessed some risks associated with trusts and IBCs in the draft
NRA. The assessment waited and focused on risks posed tevalntFls dealing with these entities.

Timely access to adequate, accurate and current basic aaddficial ownership informatioron
legal persons

203. There is exchange dieneficial ownershipnformation betweercompetent authorities in The
Bahamas.Additionally, there is exchange of information and@ueration with the competent authorities
and international counterparts.

204. The competent authorities can access basic owneirdloipnation on companies, partnergisi
foundations and executive entities incorporated and registered in The Badhamm#ise Registrar General.

The information is available onlin&eneficial ownership can be accessed from licensees and registrants
pursuant to the International Tax Cooperation Act, The Evidence (Proceedings in other Jurisdictions) Act
2000, andCJICA LEAs can access beneficial ownership information through thefyseduction ordes

or warrants to registrants and licensees. The FIU has access to beneficial ownership information through
production orders issuathder the FI.

205. The OAG and regulatofsave direct accesstoh e Regi st ryb6s comppovudeder sys
access if required for a particular matter and FIU can only access the system through the OAG. While the
above measures allow for accefie information need not be adequadecurate or current since as
previously noted above there is littleadysis or monitoring and no verification inlagon to the basic
information kept by the Registrar General.

Timely access to adequate, accurate and current basic aeddsicial ownership informatioron
legal arrangements



206. Basic and beneficial ownershipformation on all types of legal persons created or registered by
The Bahamas is available to competent authorities in a timely manner through a combimagohasfisms
createdby The Bahamas' legal persons formation laws, AML/CFT laws and its lawktieg Fls. As

already indicated trusts are not required to be registered in The Bahamas. However, trust companies are
required to obtain information in relation to beneficial ownership of legal arrangements.  FIs and DNFBPs
are required to obtain dnretain information on trustees, settlors and beneficiaries of trusts, which is
accessible to competent authorities under AML/CFT legislation.  As, suchpetent authoiis in
particular supervisory bodidsave access to information maintained by thelevant supervised gties.

The LEA and the FIU can also access information on legal arrangements from the Fls and DXGtEfPs

a production order undéne appropriate authorityThe LEA and FIU advised that there were no problems

in accessing infanation requested under appropriate authority from Fls and DNFBRs.response to
information requests can occur on the same day or a few days later.

207. In relation to the FIU, théuthorities indicated that the FIU has never experience difficulty in
obtaining such information which routinely accompanies STRs received from the reporting entity. Due to
the response dflsand DNFBPs the FIU has never had to avail itself of discipfinations. Based on the
information provided and the interviews, tiesic and beneficial ownershigormationobtaineds accurate,
current and provided in a timely manner. See paragrapim22lation to internatical cooperation of FIU,

which nots thatthere has been no complaints from other jurisdictions relating to the international
cooperation provided by The Bahamdahe Authorities have indicated that LEAs are able to access basic
and beneficial ownership of legal arrangemer&anilarly tothe FIU the LEAs have not experienced any
problems in accessing basic and beneficial ownership information held by Fls and DNFBPs.

Effectiveness,pportionality and dissuasieness of sanctions

208. There are a range of sanctions available in relation topere/ho do not comply with the
information requirementé) nder section 286 of the CA, contraven:
recordkeeping obligations may be subject to a civil penalty of $20 for each day or part thereof during which
the contavention continues. Any natural person acting on behalf of the company can also be subject to the
same penalty. Section 180 of the IBCA imposes a penalty of $10,000 or imprisonment for two years for
failure to keep a share register. Failure to submitiredunformation on time can result in the IBC being

struck off the register. FIs and DNFBPs can be fined for breaches of identification obligations regarding
legal entities in guidelines or codes of pracdacemaximum fine of $10,000 on summary convictaom on
conviction on information for the first offence, a maximum fine of $50,000 or for a second or subsequent
offence, a maximum fine of $100,000The CBB has indicated that it has levied various sanctions including
cease and desist orders, directivaandating operational reviews at licensee cost and revocations. The SCB
has indicated that sanctions have been levied while the ICB has indicated that there was no need to issue
sanctions as there is full compliance by licenseksshould be noted h regard to the RGD that if a
company fails to file its basic information the company cannot obtain a certificate of good standing (COGS)
from the RGD. The COGS is a requirment for conducting financial business and the annual rettesval of

¢ 0 mp a lougnéss icence.Consequently, this acts as an incentive for legal persons to comply with the
requirments in the CA to update their basic informatiéithough there has been sanctions levied, the
assessors are unable to determine if the sanctions weréveffecoportional and dissuasive.

#1 i PAOAT O AOOET OEOEAOG AAEI EOU O1T EAAT OEAUK
which legal persons created in country can be, or are being misused for ML/TF
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2009. Competent authorities in The Bahamasnderstand the vulnerabilities of legal
persons/arrangements being misused for ML/Tie draft NRA has assessed the vulnerabilities of legal
persons and legal arrangemeni$e FIU has conducted a risk analysisSTRs received in relationrtthe
misuseof legal persons/arrangements

210. The CC has indicated that guidance and measures regarding ML/TF risks for legal persons/legal
arrangements is documented in the Codes of Practice. Paragraph 14.6.2 of the Codes of Practice indicate that
typologies have siwn that trusts are a popular vehicle for money laundering. Furthermore, the Codes
provide guidance for FIs on high and low risk customers and the procedures that should be in place to
mitigate risk

211. The B has recognized the vulnerability with legakgens who are license holders or DNFBPs
misusing same for ML/TF. As such, licenses issued undé& Ahare contingent on the ongoing suitability

for licensing of persons to whom or which they are issued as per Section 22(2poffhleeGB6 s | i cens i 1
and relicensing process follows a three year cycle. In theehr of licensing, a full probity investigation is
conduct ed. I n the following 2 consecutive year s;

ongoing suitability for rdicensing. Thereafter, a full probity investigation is performed in respect of the
application for renewal of the license after every three years. The ICB conducts onsite examinations which
allow them to test compliance of licensees against the FTRA and FTRR il&s. The ICB has indicated

that beneficial ownership information is accessible because there is ongoing supervision and monitoring of
all licensees and reporting requirements by licensees.

212. The SCB has drafted AML/CFT Rules as a method of mitigatislg in relation to legal
persons/arrangements being used for ML/Tie CBB has implemented measures to mitigate the risks in
relation to legal persons being used for ML/TF. These measures include AML/CFT Guidelines specific to
CDD which Fls must obserwghen engaging with legal persoithese measure are checked duramesite
examinations.

Overall conclusions on Immediate Outcome 5

213. The Bahamas is able tocorporatecompanies, partnerships, foundations and executive entities.
There is certainnformation required upon the formation of these and in some instances updates required to
ensure transparencgome lasic ownership information is maintained by the Registrar General in The
BahamasBeneficial ownership information is maintained by FIs &dFBPs and is easily and timely
accessible.Although here have been sanctions applied to legal persons The Bahamas is unable to
demonstrat&vhether sanctions asdfective, proportionate and dissuasi@enerally there is a good level of
exchange and cperation domestically and internationally with tbempetent authorities.Competent
authoritieswithin The Bahamas understana thulnerability posed with legal persons/arrangements being
misused for ML/TE

214. The Bahamas has achieved moderatelevel of dfectiveness for 10. 5



CHAPTERS. INTERNATIONAL COOPERTION

Key Findings and Recommended Actions

Key Findings

The Bahamas cooperates with international counterparts and is also able to provide mutual legal assistance
(MLA) but not without delay. The Bahamaseshe extradition proceds extraditeboth nationals and ner
nationals.Extradition requests are ngenerally fulfilled in a timely manner because of due procése
Bahamas is able to effectively provide and seek international cooperation with other jurisdictions through
agreements, MOUs and asset sharing protocols

Recommended Actions

Processe for the timely prioritisation and execution of mutual legal assistance requests should be
implemented.

The case management system for extradition should be formadid and clear processes for timely
execution of extradition developed.

The case managemergystem for extradition and MLA should be improved to capture (i) number of
requests; (ii) nature of requests; (iii) whether requests wre granted or refused; (iv) type of crime tg
which the requests relate; and (v) how much time was required to respond tihe requests.

The relevant Immediate Outcome considered and assessed in this chapter is 102. The
recommendations relevant for the assessment of effectiveness under this section are RZ&b

Immediate Outcome 2 (International Cooperation)

Providing consructive and timelyMLAand extradition

215. The ILCU formed in 2000 in the OAG, is responsible for providing MLA to foreign jurisdictions.

The ILCU is made up dfeverattorneys and three administrative staff. The ILCU has a system in place for
matters redting to MLA. The request is received and recorded in a manual. Upon receipt of the request, an
acknowledgement is sent to the requesting country. Once the documents are prepared by the legal officer
assigned, the request is then submitted througlslsestant Director of Legal Affairs, to the Director of

Legal Affairsand then oo the Attorney General to approve. Once approved, the documents are processed
and an ex parte application is made beforeShpremeCourt. Once an order is received, it is served on
relevant parties. Financial institutiogenerallycomply with the order within 2 weeks of receipktensions

may be grantedpon request.

216. As of 2009, The Bahamas had not refused MLA to another countryAlthough, in some
circumstances requests may appear to be not timely, The Authorities have indicated that the delay is usually
due to the different set of circumstances presented by esttdr lof Request. In some cases the requests
made by the Requesting country are deficient and require further and more detailed particulars to prepare
documents for court. Furthermore, the requesting jurisdiction may in certain circumstances make
supplematal requests during which time the request remains open. Dialogue between the requesting country
and The Bahamas is continuous until the request is satisfied so the file can beldleseit no indication
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that priority is given to requests from higisk countries or requestnvolving highrisk offences. The
prioritization of requests by The Bahamas appears to be one made by the requesting country.

Example of A Mutual Legal Assistance Requesfrom Canada

In 2012 the OAG ILCU received a letter téquest from Canada to obtain banking and comme|
documents from a financial institution. The matter emanated from a fraudulent scheme, and i
breach of trust, forgery and money laundering. The court documents were filed in the Suprentle]
application was heard and the Order grantethe financial institution requested an extensiériwo
weeks for the production of the document at
names was missing from the Ordadnich had beesought from the Supreme Court.

In March 2013 a Second Supplemental Request was received by the ILCU from the DOJ
requesting registration ofrastraint Orderto execute and serve a restraint oyéed personal service
a restraintorder on financial instituions and individuals. Thestraintorders were served and tl
respectiveaffidavits of service were prepared and forwarded to DOJ Canada.

In May 5, 20B OAG received amurgentamended Third Supplemental Request from the DOJaGa|
requestig production of documents from a company in The Bahamas. Application was made by
the Supreme Coueindthe same were produced by the company and transmitted to DOJ Canada.

In December 2013 the ILCU received a Fourth Supplemental Letter of Réoprasthe DOJ Canad
seeking to have a Canadiesstraintorder served, registered and executed for enforcement within
Bahamas. An amended Fourth Supplemental Letter of Request was submitted by DOJ Canada i
2015 seeking eestraintorder.

In October 2014, the ILCU received a Fifth Supplemental Letter of Request in this matter frof
Canada, seeking mestraintorder for accounts located at a financial institution in The Bahamas
production of documentation. Application was made by QdGhe Supreme Court, the respect
accounts were restrained and the documentation was produced and transmitted to DOJ Canada

The matter is currently ongoing.

217. The Bahamas has no issue wigepinginformationconfidentialin relation to MLA. Documents

are kept in a secure location within the ILCU. Further, once documents are filed in the Court, these
documents are kept sealed and the applications and related filings in such matters are kxvaarteted

that here was an instance where information from a requesting country was obtained by the press in The
Bahamas, however, the matter was dealt with by the requesting country as the matter had become publicly
known in the requesting country.

218. The table below shws the MLA requests received by The Bahamas for the period 2018 from
Canada, UK and USAreaty partners with The Bahamas.



Table 16: MLA requests received by The Bahamas for the period 2012015 from Canada,

UK and USA.

Year | Canada UK USA
2011 |1 0 4

(1 closed) (4 closed)
2012 |5 0 1

(2 open) (3 closed (1 closed)
2013 |1 0 3

(1 open) (1 open) (2 closed
2014 | O 0 0
2015 |1 1 1

(1 closed) (1 open) | (1 open)

219. While there are still open MLA requests, the authorities have indicated that in most instances where
the requests are still open it would be at the behest of the requesting country that the file remains open.

220. No requesting jurisdiction complained about the timeliness of cooperation rendered by The
BahamasMost of the requests for assistance relate to the investigation into more than one ofterege,
laundering and fraud being the most prevalent offenBestable 17 for a breakdown of the nature of
offences for requests received from USA, Canada and UK during the relevant gér@oBahamas hawmot
refused any of the requests for MLA received during this time period

Table 17: Type/Nature of Offences oMLA Requests Received from USA, Canada and U.K.

TYPE OF OFF201/201201201201

Money Laund|3 5 2 0 1
Fraud 4 5 3 0 0
Drug Traffi|l 1 1 0 3

Mutual Legal Assistance from USA

In 2012 the OAG ILCU received a letter of request from the US Department of Justice (USDOJ) reg
bank records from two financial institutions within The Bahamas. The matter involved conspir
commit fraud, ML and tax evasion. The relevant coatuments were filed in the Supreme Court,
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matter was heard and the Order granted. The ILCU received the documents from the first f
institution and forwarded them via courier to the USDOJ. The second financial insititution reque
extersion for production of the doucments; the extension was agreed to. Subsequently the dg
were received from the financial institution and forwarded via courier to the USDOJ. The USDOJ
that the assistance granted by The Bahamas was benigfitialconviction of subjects in the US.

221. . Extraditions are dealt with by tHeDPP within the OAG in The Bahamas. There is a case
management system but this system is not a formalldreecase management sysseems to be an ad hoc
one and imot very effectiveRequests can be prioritized once urgency is determined. Generally there is
collaboration with theODPP, Ministry of Foreign Affairs andhe police to ensure that the extiion
requests are fulfilledExtradition requests are ngeneally fulfilled in a timely manner.

222. The Bahamas is able to prosecute nationals in instances where extradition is unavailaéte.

have been instances where persons have waived the extradition committal proceedings and have voluntarily
returned tohie country requesting extradition to face trial. There were no statistics provided to demonstrate
timeliness in relation to this category of personbere are vulnerabilities with the present system as
extradition is not always executed expeditiouslyresperson being extradited at times may use the judicial
system to his/her advantagexamples of this are as follows:

The Superintendent of Her Majestyds Foxhild]l
v. Victor Kozeny[2012] UKPC 10:judgement delivered in 2012 by Privy Council for a request in 2

Gordon Newbold et al v. The Commissioner of Police £2@l14] UKPC 12: judgment delivered in 20
by Privy Council for an extradition request that occurred 9 years prior.

Seding timely legal assistancé pursue domestic ML, associated predicate and TF cases with
transnational elements

223. The Bahamas has made a number of MLA reguesither jurisdictions,all of which were ML

cases.For example, the DEU in 2014 seriberequests for coperation to the UShere is no evidence to

indicate that these requests were made in a timely manner. As such, The Bahamas has not demonstrated
effectiveness in relation to MLA requests made.

Sekingand providingother forms of international cooperatiorior AML/CTF purposes

224, The Bahamas is able to effectively provide and seek international cooperation with other
jurisdictions. The FIU is a member of Egmont and the financial services regulators have enter&llsto M
with foreign counterparts to facilitate the exchange of information.

225. In addition to the various MOUgshe CBB has established supervisory contacts with the home
regulators of its foreigivased licensees such as Prudential Regulation AuthoritysWiss Federal Banking
Commission, The Bank of Spain, The Federal Reserve Bank, among others. During the perio20A®] 1



the CBB received 84 requests for information and 15 requests from foreign regulators for onsite
examinations. None of these reqsesere deniedl'he CBB providedstatistics in relation to international
cooperation specific in relation to the offshore banking sedtor.the relevant period all requests received
were completed.

226. Although the statistics provided by the jurisdiction dot indicate details such as timeliness and
quality of feedback provided and the number of times supervisors sought assistance from foreign
counterpartsthe jurisdiction has indicated that the CBB has not requested nor has been asked to provide
feedbackn relation to assistance providedthough heassessor notes that there have been instances where
requests have taken weeks so that timeliness is an issue in some ingtarjoesdiction has indicated that

these instances have been where the CBBh&d to request the information from other regulators or entitites
Where however, the information is accessible from the CBB, the responses are provided within a few days.
No adverse information was provided in relation to quality of feedback protwigddte jurisdiction in

relation to requests.

227. The SCB has a system in place to deal with foreign requests from the request being acknowledged
to providing the information immediately or as soon as practicable upon receipt of same from relevant
registrants. There are methods in place to deal with urgent requests. Within the last 4 years, 92 requests
were received by the SCB with 6 being unable to be facilitated by the SCB because of legal challenges.

228. To date the FIU has signed 18 MOUs with foreigly$-to assist with information sharing and
cooperation for AML/CFT purposes. During the period 2011 to 2014, the FIU sent a total of 287 requests
to foreign FIUs for information on AML/CFT. The majority of requests were sent to the US who The
Bahamas work closely with. The FIU also seeks information from Interpol in relation to analyzing STRs.
During the period 2011 to 2014, 85 requests were made to Interpol. The BaRdhssable to provide
information through use of spontaneous disclosure/repdrese the information relates to offences for
AML/CFT purposes. These requests are only denied if the information requested does not relate to a
predicate offence related to ML/TF.

Example of spontaneous disclosure by the FIU:

On June 4th 2015, tHdU received a STR from a Fl in The Bahamas which resulted in the FIU m
a spontaneous report to a foreign FIU in the Americas region. During the analysis of the repo
discovered that the subject of the report was indicted in his jurisdiétie di st r i ct q
involvement in the FIFA football scandal. In addition to the spontaneous report made by FIU B
the foreign jurisdiction was advised to proceed by MLAT in order to obtain additional fing
information and certifid r ecor ds about the subjectbs ac
judicial proceedings.

229. The Bahamas has a number of agreements with jurisdictions, regionally and internationally. As
such, The Bahamas is able to provide and seek dthers of international cooperation with these
jurisdictions. An example of such agreement in place is with Turks and Caicos. Operation Bahamas, Turks
and Caicos (BBAT) is a combined Coast Guarfiurk and Caicos Island2olice the Drug Enforcement
Administration DEA) and Government of he Bahamas partnership to combat drug smuggdlimgugh
interception at sea and conducting investigations.
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230. The ILCU of the OAG is able to provide other forms of international cooperation to countries
through the Crinmal Justice (International Cooperation) Adthe ILCU of OAG has provided international
cooperation to several ndreaty countries over the relevant period. Some of the countries include Cayman
Islands, Italy, Switzerland, Spain, Russia, Peru, Arganfiortugal, Tunisia and The Netherlands.

231. The table below shows the number of regaesteived from various jurisdictions, the number of

active requests and the number of closed requdsts.requests were all dealt with through the CJICA in
The Bahams.

Table 18: Number of requests received, active and closed for the period 2011 to 2015

Year | Received | Open | Closed
2011 | 46 5 41
2012 | 17 3 14
2013 |12 7 5

2014 |19 10 9

2015 |13 12 1

232. The assessors note that during the period under review, tharethmesen a year that The Bahamas

has fulfilled requests receivetihe Bahamas has indicated that this is as a result of due process challenges
andother constitutional challenges or other matters relating to the request by the requesting Thantry.
Bahamas is able to share assets with foreign counterparts. There have been a number of successful cases
where the jurisdiction has shared assets held in The Bahamas, mainly with their US countithattgh

there is no formal agreement with the US andbiaskbaring is determined on a cdisecase basis, to date

there has been no refusals in relation to asset sharing.

International exchange of basic and beneficial ownership informatiofh legal persons and
arrangements

233. Although there is no public registry of beneficial owners or trust within The Bahamas, the
jurisdiction is able to provide basic and beneficial ownership information in relation to legal
persons/arrangements to its international counterpiis.table belw shows the annual breakdown of
requests made to the SCB and the FIU concerning beneficial own¥rship.

Table 19: Annual breakdown of requests made concerning beneficial ownershipom 2011

to 2014
Competent | 2011 | 2012 | 2013 | 2014
Authority
FIU 104 |69 56 58

14 Statistics do not include beneficial ownership where the beneficial owners are knowB, tarS@ot regulated or the relevant
due diligence /KYCinformation has been received and the fit and proper test has been completed



SCB 14 S 11 17
TOTAL 118 74 67 75

234. The FIU has received requests for and provided information on basic beneficial ownership of legal
persons and arrangements to foreign FIUs through spontaneous reports. The CBB has not received foreign
requestsn relation to beneficial ownership.

Overall conclusions on Immediate Outcome 2

235. The Bahamas cooperates with international counterparts and is also able to provide mutual legal
assistance (MLA) but not withosomedelay. The Bahamas is abledemonstrate that the jurisdiction is

using the extradition process in place by extraditing both nationals angationals.The extradition is, at

times, with major delay as a result of due proegskat times other constitutional challeng&he Baharas

is able to effectively provide and seek international cooperation with other jurisdictions through agreements,
MOUs and asset sharing protocols with other jurisdictions.

236. The Bahamas has achieved moderatelevel of effectiveness for 10. 2
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TECHNICAL COMPLIANCENNEX

1. This annex provides detailed analysis of the level of compliance with the FATF 40
Recommendationis their numerologicabrder. It does not include descriptive text on the country situation

or risks, and is limited to the analysis of technical criteria for each Recommendation. It should be read in
conjunction with the Mutual Evaluation Report.

2. Where both the FATF requirementsdamational laws or regulations remain the same, this report
refers to analysis conducted as part of the previous Mutual Evaluatidoviember 2007 This repot is
available fromcfatf@cfatf.org

Recommendation 1 - Assessing Risks and applying aRisk-Based Approach

3. This recommendatiowas issued in February 2012 and is being evaluated for the first time during
this mutual evaluatio

4, Criterion 1.17 The Bahamas began its first NRA in October 2014 with an anticipated completion
date of Septembel025. This NRA has not been completed yet, although a first draft was presented to the
assessment team. The NRA process is based on the World Bank Methodology. Fraud and drug trafficking
were identified as the significant threats. However, the scopeatysisrregarding national threats and
vulnerabilities was limited, particularly within the context of The Bahamas as an international financial
centre.There were significant challenges in the collection and analysis of relevant staftsticsaft repdr

did not contain information on the comparative levels of vulnerability among the financial and DNFBP
sectors.Neither was there an analysis of the national vulnerabiltiespr evi ous dr aft ANat.
the Prevention of Money Laundering afdé Fi nanci ng of Terrorismo, pr
contained summary discussion of the threats/vulnerabilities at theTtheeStrategy lacked focus on The
Bahamas as an international financial center, as well as any analysis on the nationdliltibseparelative

levels of sector vulnerabilities. It also lacked comprehensive data and information to assess ML/TF risks.

5. Criterion 1,27 In 2014the Task Force (AML/CFT Policy body headed by the Attorney General)
authorised the establishment thfe NAMLG and appointed a national coordinator for the purpose of
conducting the national ML/TF NRA. NAMLG is comprised of representatives of NAMLC (which is
comprised of supervisors, the FIU, legal, and other relevant government agencies) asapatsastatives
from relevant private sector associations.  NABADet every two weeks over the period and was joined
by private sector representatives on occasions that required their inpbé national coordinator for
NAMLG resigned in January of 28, and NAMLG was subsumed into the Task Force as a single body for
national AML/CFT cooperation and coordinatidihile the Attorney General is thke factofocal point for
AML/CFT issues in the Bahamas, mmcumentedevidence was provided with respect ttee clear
designation of an authority or mechanism to assess risk.

6. Criterion 137 The ML/TF NRA is yet to be completett.is the intention of The Bahamas to
conduct risk assessment on a regular basis every two to three years to ensure continuiagceoriNo
comprehensive risk assessmers been completed to date showing national vulnerabilities or the relative
vulnerabilities of the sectors.

7. Criterion 147 The members of the NAMLC in addressing the NRA will have access to the results.

The membersnclude all domestic regulatory authorities in the financial services sector together with the
Attorney General és Office, the Ministry of Financ
Additionall vy, me mber s of ceawhieh ingltide a numigey of Befaregoirgl 6 s



agencies in monitoring the NRA have similar access. There is no indication as to if and how information on
the results of the risk assessment will be provided tersgiilatory bodies (SRBs), financial institut®
(FIs) and DNFBPs.

8. Criterion 1.5i Since the process of identifying and assessing risk is still underway, The Bahamas has
not yet applied the riskased approach to allocating resources or to implementing measures to prevent or
mitigate ML/TF.Noevi dence was provided that the draft @nNa
Laundering and the Financing of Terrorismo, prod
resourcing among competent authorities.

9. Criterion 1.67 The Bahamabkas not applied any exemptions from the AKIET frameworkwith
respect to financial and DNFBP activities as defined in the FATF standards.

10. Criterion 1.77 Higherrisks have not been clearly identified by the Bahamas in the current NRA
process As a result, financial institutions and DNFBPs have not been required to take enhanced measures
or to incorporate the information in their own risk assessments.

11. Criterion 1.8 Simplified CDD measures are permitted in the relevant guidelines, codes of practice
and rules for identified low risk situations on the basis of the 2003 FATF Recommendations. These low risk
situations are not based on a national assessment of risk.

12. Criterion 1.97 The CBB, the S8, the I(B, the CC and the GB are the competent authorities for
AML/CFT supervision for Fls and DNFBPs. They have inspection and monitoring powers as well as
sanctioning capabilities. Howevewjth the exception of the new CBRuiiglelines there is no requirement

for other FIs and DNFBPs to comply with criteria 1.10 and 1.&@d ,mechanisms fomonitoring such
requirements. Overall supervision will not ensure compliance of Fls and DNFBPs with R. 1.

13. Criterion 1.107 This criterbn is met for licensees of theB8 through sections 24.1 and 24.2 of

the Guidelines. Othdfls and DNFBPs are required throubh FCSP Handbookhe Sl Rules the Insurance
Commission of The Bahamas A#ioney Laundering and Combatting the Financing ofrdrsm
Guidelines (IC AML/CFT Guidelines) and the CC Codes of Practiceiuelop a riskating framework to

assess potential risk on the basis of customer type, relationship, product and/or transaction for customer
acceptance and egoing monitoring plicies and procedures. The focus of the above requirements is the
development of procedures for assessing the potential risk of individual customers and not on other risks
(namely countries and geographic areas; and products services, transactiongmy cdwinnels). There is

no explicit requirement for FIs and DNFBPs to identify, assess and understand their overall ML/TF risks to
include the obligations of this criterion. Furthermore, there are no mechanisms for financial institutions and
DNFBPs to proide risk assessment information to competent authorities and SRBs.

14. Criterion 1.117 CBB AML/CFT Guidelines (section 28) requires that licensees a) have AML/CFT
policies, controls and procedures, which are approved by senior management, to enable them to manage and
mitigate the risks identified; b) to monitor the implementation of controls enhance them if necessary;

but not to manage and mitigate the risks where higher risks are identified. For other Fls and FCSPs, the
Credit Union Code of PracticaJCOB, the Sl Rules, the IC AML/CFT Guidelines and the FCSP
Handbook require senior magement to approve the riskting framework designed to assess potential
customer risk. With regard to DNFBPs other than FCSPs, senior management approvaba$eaibk
policies, controls and procedures is not covered in the relevant Codes of Praksipesyviously indicated

the focus of the framework is the individual customer. There is no requirement for other Fls or DNFBPs to
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have policies, controls and procedures which are approved by senior management to manage and mitigate
risks identified by theountry, the FIs or DNFBPs.

15. Criterion 1.127 As already indicated in criterion 1.8 simplified CDD measures are permitted in
the relevant guidelines, codes of practice and rules for identified low risk situations on the basis of the 2003
FATF Recommendatis. Criterion 1.9 is not met while 1.10 and 1.11 have been partially met as noted
above.

Weighting and Conclusion

16. The main criterion to identify and assess ML/TF risks of the country is awaiting the completion of
a NRA. The assessment of risk in the driiRA report is not within the context of The Bahamas as an
international financial center and national vulnerabilities have not been idenifiete there are basic
requirements for FIs and DNFBPs to implement a-bigked approach this is at the custoevel and is

unable to take into account AML/CFT risk at a national level. Additionally there are no requirements for
risk assessments at an institutional level and the supervisory AML/CFT regime is unable to monitor such.
Recommendation 1 is rated paially compliant.

Recommendation 2 - National Cooperation and Coordination

17. This Recommendation (pr evi §MERI RecoRmeddhtjon2 wa s
has new specific requirements to have national policies which are informed by risks and the element of
cooperation, exchange of information and domestic cooperation with regard to financing of proliferation.
The 2007 MER indicated #¢ih a Task Force was established to facilitate operational cooperation between the
respective regulatory and law enforcement agencies and in the development of AML/CFT policies. The task
force was comprised of relevant ministers and the governor of theaCBank. The task force was also
comprised of senior officials from the relevant government ministries and departments, FI and DNFBP
supervisors, and the FIU

18. Criterion2.1zThe FI U produced a draft ANatylLaumderdng St r at
and the Financing of Terrorismd document in 2008
with drug trafficking and corruption. Priority goals were identified at that time. At the time of thiteon

visit, the authorities ackwledged the need for an update. The Task Force, which has commissioned the
NRA, has outlined five broad AML/CFT objectives. However, national AML/CFT policies have not yet
been informed by risks identified as the NRA process is still underway. Neithervidesnce provided of
AML/CFT policies being reviewed.

19. Criterion 2.2z The country indicated that all domestic regulatory authorities (as described under 1.4
above) are represented in the NAMLC and that all AML/CFT matters including the development of a NRA
are monitored by this Task Force. However, there is need for oldtityrespect to the various groupings,
namely NAMLC, NAMLG and the Task Force. Furthermore, Authorities need to provide a copy of the
formal designation of the relevant body, or any statutory document available where it has been designated
as the mechanisnesponsible for AML/CFT issues.

20. Criterion 2.3z The NAMLC provides for national cooperation and coordination from a policy and
operational point of viewHowever, as previously indicated, there is need for a) clarity with respect to the
composition and roles of the various national bodies (namely Task force, NAMLC, and NAMLG) and b) a



distinction between policymaking and operational roles of these grdsipse 2002, domestic regulators

such as CBB, the & the 1@, the IFCS and the CC, have bgmarties to an MOU and meet regularly

under the ambit of the GFSR to discuss matters of mutual interest, such as cross regulatory boundaries and
policy issues. Additionally, each of these regulators has the ability to cooperate and exchange information
donestically under the CBBA, SIA, IA, FCSPA, and FTRA. The GA also contains provisions for the Gaming
Board to cooperate with local regulatory authorities, together with the FIUA which would cover other
DNFBPs (Casinos) antboperation with law enforcementtharities generally. The FIU may participate in

GFSR Meetings and Task Force Meetings, where concerns about issues relative to the AML/CFT framework
are also discussed. Through this medium the FIU is able to cooperate with other authorities. There appear
to be good coordination among relevant agencies involved in border protection. However, for AML/CFT
purposes, no information was presented on sharing agreements, or mechanisms for the Police or Customs to
share information Mechanisms for cooperation derrorism financing, particularly targeted financial
sanctions, are not well developed.

21. Criterion 2.4.z There arecurrently no provisions to cooperate and coordinate domestically,
specifically with regard to the financing or proliferation of weaponsaés destruction. Authorities made
reference to the IOEAMA, however these measures do not refer to cooperation and coordination in the
combating of proliferation financing.

Weighting and Conclusion

22. While The Bahamas has mechanisms for its Authorities to cooperate and coordinate domestically,
national policies are not informed by risk. The Bahamas also has no policies or mechanisms in place to
cooperate and coordinate with regard to combating thading of the proliferation of weapons of mass
destructionRecommendation 2 is rated partially compliant

Recommendation 3 - Money laundering offence

23. R. 3 was formerly R.1and 2 These recommendationser e pr evi ousl|lColr at ec
respectively, witithe main deficiencies being the partial coverage of chemical precursors and the fact that

the predicate offences for ML were limited and did not cover the range of offences in the designated category

of offences. These were solved through numerous amensineeseveral pieces of legislation including the

Penal Code (see paragraph 9BFUR). The main change for this Recommendation affects countries which
follow the list approach to predicate offences, due to the addition of tax crimes to the lisigohties

categories of offences. The Bahamas follows a list approach.

24, Criterion 3.17. ML has been criminalized based on Art. 3(1)(bJ& of the Vienna Convention

and Art. 6(1) of the Palermo Convention through the Precursor Chemicals Act, in conjunction with section
29(d) of the Dangerous Drugs Act (DDA), as well as sections 40, 41 and 42 of the POCA. Section 83 of the
Penal Code makgsrovisions for attempting to commit an offence. Section 86 of émalPCodemakes
provisions for abetting and conspiring to commit an offence.

25. Criterion 3.2z Predicate offences for ML are contained in section 3 of the POCA and cover (1)
offences uder the Prevention of Bribery Act (PBA), (2) any of the ML offences under POCA, an offence
under the AntiTerrorism Act (ATA), (3) an offence which may be tried ioformationin The Bahamas

other than a drug trafficking offence, (4) an offence committadviaere that, if it had occurred in The
Bahamas, would constitute an offence in The Bahamas, as set out in the POCA Schedule, (5) an offence
under the GA, 2014 and (6) an offence under the Travellers Currency Declaration Bill. With regard to
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numbers (3) ash  ( 4) , a Atriabled offence is a serious of
Commonwealth of The Bahamas (see paragraph 13Rdind MER). The Bahamian law contained
equivalent offences to most of FATF designated category of offencesptefar human trafficking,
participation in an organized criminal group and racketeering. It was also noted at the time, that some of the
offences available in existing legislation such as the Firearmgi.Actillicit arms trafficking)would not

comply with the criterion of being a triable offence, to be a predicate offence. The first deficiency was solved

by the issuance of the Trafficking in Persons (Prevention and Suppression) Act, 2008 (Act no. 27 of 2008 to
address the issue of human smuggling andehtrafficking), also by the Penal Code (Amendment) Act

2014, which included participation in an organized amah group and racketeerings offence The
deficiency with regard to the Firearms Act was resolved with treafis (Amendment) Act of 201With

regard to tax crimed he Bahamas hasvalue added tax regime with specified offences for not complying

with payment obligations. There are penal provisions under the Customs Management Act, National
Insurance Act and the Penal Coderioncompliance with due payments and frathile there is no direct

tax except for real property tax the authorities have asserted that foreign direct tax evasion is a predicate
offence for money laundering since it will be treated as fraud under se848rend 17 of the Penal Code.
Section 348 of the Penal Code states that whoever defrauds any person by any false pretence shall be liable
to imprisonment for five years. Section 17 defines an intent to defraud as an intent to cause, by means of
such forgey, falsification or other unlawful act, any gain capable of being measured in money, or the
possibility of any such gain, to any person at the expense or to the loss of any other person. The broad nature
of the definition of intent to defraud will includeehavior encompassed under direct tax evasion and the
definition of person includes both natural persons and corporate entities or governments. The sanction in
section 348 makes fraud an offence triable on information and therefore a predicate offencedypr
laundering according to section 3 of the POCA. Additionally as indicated under R.37 the CJICA provides
for mutual legal assistance with tax matters. There is no restriction to provide assistance in fiscal matters by
virtue of the deletion of subg#en (8) of section 6 of the CJICA by the 2009 amendment of the Act.

26. Criterion 3.37 The Bahamas does not use a threshold approach, but ratherlstsaepgiroach as
detailed under <criterion 3.2, wh i offences nroér nadiona a | |
law.

27. Criterion 3.47 The ML offence extends to all assets that represent proceeds of a criminal conduct

through section 3 of the POCA.

28. Criterion 3.51 Sections 40 42 of POCA refers to property being that of criminal condddese
sections do not require a pergoie convicted of a predicate offence before proving propetitgiproceeds
of criminal conduct.

29. Criterion 3.67 This criterion is addressed in the list of offences covered at section 3 of the POCA
as explined under 3.2 above.

30. Criterion3.7TBased on The Bahamasés definition of t
the predicate offence will also be captured once the person engages in activities noted in seclidrg 40
the POCA.

31. Criterion 3.81 Pursuant to section 40 (2) of the POCA, the ML offences requinméms reaof
6knows or has reasonable grounds to believebd whi
factual circumstances.



32. Criterion 3.91 Sections40-45 of the POCA inelde ML penalties ranging frolSD$50,000 to
BSD$100,000 or an unlimited finkhat is at the discretion of the judgend three (3), five (5), ten (10) to
twenty (20) years of imprisonment for the various offences. Penalties appear proportionate tcspenaltie
provided for in the POCA and other legislation. The amounts can also be considered dissuasive for
individuals and given the possibility of an unlimited fine, even for legal persons, since this allows the court
which would set the fine, to consider thesbeption applicable or the most dissuasive option for each case.

33. Criterion 3.10i Secti on 54 of the POCA states that a n
offence and these are punished under the POCA by a fine as set out in section 45(1). Section 45(3) allows
for assets to be forfeited to the Crown. There is also a specificsfmovin the International Business
Companies Act (I BCA) which enables the Registrar
was incorporated for criminal purposeSanctions applicable to body corporate are proportionate and
dissuasive.

34. Criterion 3.117 Authorities indicated that appropriate ancillary offences are provided for under

the POCA at section 41(1) in conjunction with the Penal Code and common law. Section 41(1) deals with
entering into or otherwise being involved in arrangementshwaicilitate proceeds of crime being retained

or controlled by or on behalf of a person who has committed criminal conduct. It also criminalizes
arrangements, which are used to ensure that funds are placed at the disposal of the person who committed
the giminal conduct or which are used to acquire property for the benefit of such persons. These provisions
would therefore cover the facilitating, aiding, abetting and conspiring to commit money laundering. Section
86 of Penal Code makes provisions for abatenand conspiracy to commit an offence. Section 83 of the
Penal Code makes provisions relating to attempt to commit offences.

Weighting and Conclusion

35. Recommendation 3 is rated compnt.

Recommendation 4 - Confiscation and provisional measures

36. Criterion 4.17 (a) Sections 9 and 10 of the POCA inherently provide measures which allow for

the mandatory confiscation, at the time of sentencing for a conviction for drug trafficking or any relevant

of fence, of any pr oper edyfrom drpgrtrafficieng oripropgrty abtamedfreno n 6 s
the commission of a relevant offence once the Court determines that such a person has benefited from the
drug trafficking or relevant offenc®elevant offence as defined in POCA comprise offences listdte

schedule attached to the Act and include all predicate offefiijeSection 33(1)(a) & 33(2)(a) of the DDA
collectively enables a Court to forfeit any property which has been used in the commission of, or in
connection with, an offence under thédsBDA. The POCA, at sectiarl0(2)- 10(5)(b), provides for the

forfeiture of any money, aircraft or vessel or other thing including premises used in the commission of or in
connection with an offence under the said POSdéctionD(5)(b) also includesay money or other property

received or possessed by any person as a result of an offence under the POCA. The Section provides for the
confiscation of instrumentalities in relation to money laundedng,d al so Ar e(c)dtsectioh of f e
47 of thePOCA, casland any other personalpropertshi ch r epr esents any per soni(
conduct or intended to be used in any criminal conduct may be forfeited. Criminal conduct includes offences
under the ATA. Section 10 of the ATA provides fohe forfeiture of funds of any person convicted of
terrorism or terrorist financing under the ATA. Funds have been defined to include assets of every kind.
Under the Interpretation argeneral Clauses Act person is defined to include any public body sitdwn
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of persons, corporate or uni ncorporated and wil/
provision creating or relating to an offence or recovery of any fine or compengétisrprovision allows

for section 10 of the ATA to be appdible to terrorist organisation®l) Section 3 of the POCA Amendment

2014 provides for such persons to redeem the forfeited property on conditions, including payment of value
or a portion of the value.

37. Criterion 4.27 (a) Section 35 of the POCA provelenformation gathering powers by permitting
production orders to be obtained in relation to material which can help determine whether a person has
benefited from criminal conduct or the whereabouts of any criminal proceeds. (b) Section 26 of the POCA
provides for the Court to issue a restraint order in relation to all realizable property held by a defendant. Such
an order has the effect of preventing such a person from dealing with any realisable property. At section
26(4)(b) an application for a restraorder shall be made garte to a Judge in chambers. At section(4}2)

of the FIU Act provisions are available for the f
five days if such a request relates to ML or an offence under the Billg trafficking offences are not
captured and the provision precludes all property except bank accounts. The measures at séctioh 4(2)

the FIU Act are however not applicable to property subject to confisc&emtion 4(2)(b) of the FIU Act
providesfor the FIU on receipt of a STR or disclosure from a foreign FIU to order a person to refrain from
completing a transaction for three dafg.Provisions for the voiding of contracts are found at section 13 of

the POCA. Here the court, before which aethefant was convicted, may set aside any conveyance or transfer

of property, that occurred after the seizure of such property or the service of notice on the persons affected,
by an order, under section 26(4) of the POCA, which is concerned with restdirg.dd) Outside of what
obtains in POCA and other pieces of legislation Section 5 of the Listening Devices Act also provides some
investigative measures.

38. Criterion 4.37 Measures providing protection for the rights of bona fide third parties ard &aun
section 15 of the POCA. Here a person may apply to the Courts if that person asserts any interest in property
that is subject to confiscation. The Court is then required to make an order declaring the nature, extent and
value of sucht a personds intere

39. Criterion 4.41 (a) The measures for managing and disposing of property frozen, seized or
confiscated are centred on sections 26 and 52 of the POCA. At 26(6)(a) measures enable the appointment of
a receiver to take possession of realizgptgperty and also to manage or otherwise deal with any property

that is the subject of a restraint order. At section 26(8) of the POCA realizable property which is seized
pursuant to a restraint order can be dealt with as the Court directs. It is notradaer the action available

under section 26 of the POCA allows for the disposal of frozen and seized realizable property. Section 52 of
the POCA creates a confiscated assets fund out of which the Minister of Finance may authorise payments
for several prposes. This enables the disposal of confiscated property but no measures detailing the
mechanism for managing this fund has been articulated. Sectafritfe8POCA provides some guidance in
respect of the financial administration of the fund.

Weightingand Conclusion

40. Recommendation 4 is rated compliant



Recommendation 5 - Terrorist financing offence

41. During the 3rd Round, R. 5 (formerly SR I1) w
offence of TF did not extend to all of the offenceselisin the Annex to the UN Convention on the Financing

of Terrorism and the other was that the TF offence did not cover all the types of conduct set out in Art.
2(5)(c) of the indicated Convention. The changes to Rec. 5 are limited to introducing an exglience

to the Terrorist Financing Convention in the text of the Recommendation.

42. Criterion 5.1 17 Section 5 of the ATA criminalises TF on the basis of Article 2 (1) (a) and (b) of

the International Convention for the Suppression of the Financing of the Terrorist. Section 2 (a) and (b) of
ATA incorporates the i nt er [Aof¢he Betrarish Gonvertion.iSectionB3 0 a c
of the Renal Codemakes provisions for attempting to commit an offence.

43. Criterion 5.2.7 Section 5 (1) (a) and (b) (i) (ii) and 5 (2) of the ATA extends the TF offences
according to this criterion and Artd the Terrorist Financing Convention, to the commission of a terrorist

act and to the offences defined in the Treaties listed in the First Schedule ofSad#on 5 of the ATA
refers to a fipersono. Under t heisdtefineddaineliude anppublio n an
body and any body of persons, corporate or uninco
occurs in a pvision creating or relating to an offence or recovery of any fine or compensation. The provision
allows for section 5 of the ATA to be applicable to terrorist organisations.

44, Criterion5.3.1Secti on 2 (a) and ( bjoindude assbeteavarykind def i n
whether tangible or intangible, movable or immovdtderever acquired and legddcuments or instruments

in any form; including electronic or digital, evidencing title to or interest in such a3setsource of the

funds is irrelevant since all funds however acquaegincluded.

45, Criterion 5.4 7 Pursuant to section 5(2) of tAd A it is not necessary to prove that the funds or
financial services were used to carry out the TF offence or be linkespicific terrorist act.

46. Criterion 5.5 T There does not appear to be an express provision in the ATA which requires the
intenional element and knowledge of the offence of TF to be inferred from objective factual circumstances.
As noted at paragraph 169 of the 3rd round MER, the mental elements of the TF offence relate to the intention
that the funds are to be used or the knoggethat they are to be used in full or in part to carry out a terrorist
acto, although it does not include that it might
the Authorities noted at t h an Coutt, it wes expeotedtthatwhie Cdureé i t
would make inferences relating to the mental state of the accused based on inferences, which consider the
objective circumstances of t hheAutharities havesadviddha e b e e n
Penal Code which is applicable to all persons who commit summary or indictable offences as per sections 8
and 9 provides for intentional inferences for these offenndsr section 12.

47. Criterion 5.6.7 Sectiors 3(1) and5(1) of the ATAincludes offences carried out by a terrorist
organisation. Section 5(1) of the ATestablishes that a person guilty of committing an offence criminalized
under the ATA, is liable on conviction émformationto imprisonment for a term of 25 years. Thiscianm

of imprisonment is dissuasive and proportionate with the penalty for ML on convictiimioomationto
imprisonment for twenty year$here is no fine for Tkor a natural persoander the ATAHowever, section
119(2) of the Penal Code gives the rtaiiscretion to impose an unlimited fine for an indictable offence , in
addition to any other punishment to which the person is lidbis.is proportionate with the penalty for ML

of an unlimited fine or both (fine and imprisonment) or on summary ctiorito imprisonment for five
years or a fine dBSD$100,000.
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48. Criterion 5.7.1 Only one criminal penalty of a fine of BSD$2,000,000 is applicable on conviction
on indictment to legal persons for Thder section 6 of the ATAThis does not preclude amyiminal

liability that may have been incurred in the commission of the offence or any civil or administrative sanction
imposed. Any civil or administrative sanction can been imposed under Sectioof@HB)ATA It is noted

that the penalty for legal pgons for ML offences is an unlimited fine to be determined adlifezetion of

the court. While th&@F penalty can be considered dissuasive it is not proportionate

49, Criterion 5.8 - Under section 3 of the ATA as amended, a person or a terrorist wht: (a)
commits the offence by any means, directly or indirectly, unlawfully and wilfully; (b) participates as an
accomplice in the offence of terrorism or the financing of terrorism; (c) organizes or directs others to commit
the offence of terrorisror the financing of the terrorism; (d) contributes to the commission of the offence
of terrorism or the financing of terrorism by a group of persons acting with a common purpose where the
contribution is made intentionally and with the aim of furtherivegterrorist acts or the financing of terrorism

with the knowledge of the intention of the group to commit the terrorist acts or financing of terrorism
commits an offenceSection 83 of thedhal Codemakes provisions for attempting to commit an offence.

50. Criterion 5.9.7 This criterion is met under section 3 of POCA and its schedule.

51. Criterion 5.10.7 Sections 3 (1) and 5 (1) of the ATA as amended set out the offence of terrorism
as an offence constituted by a person or a terrorist entity inside or outside The Bahamas. Section 5 (1) also
sets out not only that an offence occurred, but also an ach#tyabccur.

Weighting and Conclusion

52. The ATA criminalizes THn accordance with the International Convention for Suppression of
Financing of Terrorist and funds in accordance with the Terrorist ConvefitienTF offence covers both
legitimate and illegitimate sources of fund§he conduct of attempting to commit the offence is covered
through thePenal Code It is not necessary to prove that funds were used to carry out the TF offence. The
intentional elenent and knowledge of the offence of TF can be inferred from objectivefaatcumstance.

The sanctions for TF for legal persons are not proportionate, compared with sanctions for ML
Recommendation 5 is rated largely compliant

Recommendation 6 - Targeted financial sanctions related to terrorism and terrorist
financing

53. R. 6 (formerly SR. I11) was rated 6PCd in the
has two major statutory instruments that are used in the fight against terrorigim, aind IOEAMA and the

ATA. The primary legislation dealing witime freezing of terrorist funds is acknowledged to be the ATA.

The main deficiencies were the lack of coverage of provisions contained in UNSCR 1267, the inability to
freeze 0 wiandhthe fadt thad any raguedts from foreign jurisdictions were subject to a reciprocity
requirement. There was also a need to extend the maximum period in which the Court can grant a freezing
order, and to insert a new grounds for refusal of extradititime reciprocity requirement was removed in

the ATA (See paragraph 33 of the 1st/2nd FUR) and the extension of freezing periods was included in the
Anti-Terrorism (Amendment) Act, (No. 1 of 2014). Other items remained outstanding (see 6th FUR; seems
UNSCR 267 not fully met although other matters were addressed as per 7th FUR).



54, Criterion 6.17 (a) The Authorities referenced section 3 of IOEAMA, howewes does not

identify a competent authority as having responsibility over UNSCR 1267/1989 or 1988 ttnmi
designations. IOEAMA just makes references to the Governor General being the authority to execute Orders
under IOEAMA. Section 4 of the ATA was also cited, and this section enables the Attorney General to make
an application to a Judge of the Supre@oart, for an order to be issued in respect of entities included in the
UNSCR lists, as well as those entities which the Attorney General has reasonable grounds to believe have
knowingly committed or participated in the commission of a terrorism offemads, kmowingly acting on

behalf of, at the direction of, or in association with such entity. However, there is no indication that
designations are made to or how communication is established with the relevant UN Committee. (b) Targets
for designation care identified through the Attorney General, following section 4 of the ATA. (c)
Designations made under section 4 of the ATA are made using evidentiary standard of proof of reasonable
grounds. (d) No information was presented on the procedure andrstémuias of listing being used for
designations. (e) There are no measures that allow for the proposed names, or a statement of case, with
regard to proposing names to the 1267/1989 Committee.

55. Criterion 6.2i (a) As noted previously, the Attorney Gealés the designated authority for making

an application to a Judge to designate an entity which would result in eventual freezing and can give effect

to both requests of its own, and from other countries, through section 6 of the CJICA. Sections 8fand 17

the ATA also allow the receipt of requests from appropriate authorities from another State. (b) Targets from
designation can be identified through the Attorney General following section 4 of the ATA. (c) Requests
from other countries would be tredtaender the same criteria of evidentiary standards of proof indicated
under 6. 1(c), 6reasonabl e grounds®o. (d) As indic
and is not dependent on a criminal proceeding. Section 4 of the ATA onlya®that entities are listed,

are charged or are about to be charged of a TF offence. (e)

56. Criterion 6.371 (a) The sole mechanism to collect or solicit information to identify persons and
entities that based on reasonable grounds or a reasonable Basijsdct, do meet the criteria for designation,

is through the Attorney General, pursuant to section 4(2) of the ATA. This section indicates that the Attorney
General shall make such investigations as he considers necessary before applications. foyridye A
General as competent authority can operate ex parte with regard to designations.

57. Criterion 6.41 Timeliness of designations is not discussed in any of the mechanisms described
under IOEAMA or under the ATA. Specifically there is no indicatbbrett f r eezi ng occur s
which following R.6 means within hours after a designation is made.

58. Criterion 6.57 (a) Section 9 of the ATA allows a freezing order to be made for all (natural and
legal persons) to freeze funds or other assets afred entities through the ATA. However there is no
indication this occurs without delay as required
ATA is in keeping with the TF Convention. Additionally, section 9(1) of the ATA refers teexifig order
freezing the funds Ain the possession or under t&h
refer to the concept of funds or assets more cl ea
Orders under IOEAMA meeto a certain extent the requirement of R.6, in that they contain general
prohibitionsagainst makindunds and other assets available to designated persons and entities. (d) There

is no mechanism to communicate or to provide guidance to Fls or DNRBfRliately on designations and
obligations relating to freezing mechanisms. The CBB noatifies its licenseits wiabsite but there is no
indication of timeliness of notifying Fls. (e) Authorities indicate that guidance as to reporting of any assets

or funds identified in accordance with the Order are included in the Orders. A check of the Orders online
have indicated that there is a section of the Order that requests information from Fls. (f) The rights of third
parties are protected to a certain aextesince they have an opportunity or a right to a hearing in Court
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pursuant to section 9(3) and 9(7) of the ATA, where it is indicated that a freezing order granted by the Court
shall not prejudice the rights of any third party acting in good faith.

59. Criterion 6.61 (a) The ATA does not provide any specific procedures for the submission of de
listing requests to the relevant UN Sanctions Committees. There is a mechanism (section 4(9) of the ATA)
by which the Attorney General reviews if the criteria fosigeation remains valid and can revoke
designations, however there is no indication of how petitions to-bigtde would be informed to the relevant

UN CommitteesThere are a measures for revocation or-lilting procedures under IOEAMA Orders and
accading to paras. 240 and 241 of the 3rd MER they do not seem to provide foffr@ezing mechanism.

(b) Procedures are as similarly notdabve (c) As indicated under 6.6 (a), there is a possibility for an order

to be reviewed and revoked however, thi®s not occur upon request. Ripcedures to facilitate review

by the 1988 Committee including those of the Focal Point mechanism under UNSCR 1730 have not been
established(e) There are no procedures with regard tdistng petitions throughthebfi ce of t he |
Ombudsman nor are designated entities or persons informed of the possibility of accessing the Ombudsman.
(f) There are ngublicly knownmechanisms to deal with false positives. Tggre are no mechanisms to
communicate ddistings to Hs and DNFBPs.

60. Criterion 6.7 Section 9(4) of the ATA provides for the payment of debts incurred in good faith
prior to the making of the freezing order; payment of monies for reasonable subsistence (this concept is not
defined) of the person and his fdynior the payments of costs regarding criminal proceedings. It however
does not refer to due notification being given to the UN Security Council 1267 Committee as required
(UNSCR 1452 1(a)), nor does it provide for Extraordinary Expenses. IOEAMA oréteside, do not

comply with UNSCR requirements.

Weighting and Conclusion

61. Measures which allow The Bahamas to propose designations of persons or entities to the 1267/1989
Committee or the 1988 Committee of the UN are limited. There are elements of the procedures for
designation, access to funds andligiéng that are not preae The freezing of funds or other assets as
specified by criterion 6.5, is deficient and there is no indication in any instance, that freezing occurs without
delay.Recommendation 6 is ratechon compliant.

Recommendation 7 z Targeted financial sanctions related to proliferation

62. This Recommendation is entirely new, so there is no previous rating or country information to
include.

63. Criterion 7.1 7 Two Orders were issued under the IOEMA implementing targeted financial
sanctions (TFS) with regard to Iran and North Korea. Ti@gskers were the International Obligations
(Economic and Ancillary Measures) (Democr atn c Pec
amendment in 2010 (DPRK Order) and the International Obligations (Economic and Ancillary
Measures)(Iran) Order 2008 with an amendment in 2010 (Iran Order). Dheees were to implement in

the case of the DPRK OrdddNSCRs 1718(2006) and 1874(2009danith regard to the Iran Order

UNSCRs 1737(2006), 1747(2007), 1803(2008) and 1929(2010). Both require that no funds, other financial
assets and economic resources in banks and FIs licensed in The Bahamas should be made available to a
person or entitydesgnated by the UNas listed in attached schedules to the ord&sssuch the above
prohibition is only applicable to banks and Fls alags not include afpersons in The Bahamas and any



Bahamian outside The Bahamas as required in the UNSCRs. Additioe&ier order specifices that
sanctions must b e . Hopgvér the arder8 becambé applitabla as Isaory a& they were
gazetted.

64. Criterion 7.2.1 (a) Specific equirements to freezs set out iparagraph 3 dbothOrdersare only
applicalbe to banks and Fls and do not extend to all natural and legal persons within The Badheagased

by criterion 7.1. Additionally there is narequirement that freezing action take place without delay and
without prior notice. (b) The freezing obligadn only coversfunds, other financial assets and economic
resources owned or controlled directly or indirectly by persons or entities designated by the UN or any
persons or entity acting on behalf of, or at the direction of a person or entity designttedJb. Funds or

other assets jointly owned or controlled or derived or generated by funds or other assets are not covered as
required. (c) As indicated only banks and Fls are prohibited from providing funds, other financial assets and
economic resouss to designated persons. The requirement does not extend to all nationals or residents in
The Bahamas. There are no mechanisms to ensure that all nationals or any person or entity within The
Bahamas comply with the Orders under the IOEAN®).Only the BB notifies its licenseFls with regard

to Orders under IOEAMA through its websifEhe communication through CBB not immediate since

notices on the Orders were issued at least one month after the Orders were ga@stidee CBB required

its licensees to report positive findings regarding any assets frozen botteOrdess. There are no
provisions forotherFls or DNFBPs to report on freezing actions. N8ither the IOEAMA nor the Orders

have measures to protect the rights of bona fide thitiepaacting in good faith

65. Criterion7.3.7 Apart from the notices issued by the CBB there are no specific measures in place
for monitoring compliance by Fls and DNFBPs with the provisions of the Ordlersuant to section 6 of

the IOEMA failure tocomply with an order under the IOEMA is an offence liable on summary conviction

to a fine not exceeding BSD$10,000 or a term of imprisonment not exceeding more than one year or to both.

66. Criterion 7.4 1 (a) There are nmeasures to enable listed persond antities to submit a de

listing request pursuant to UNSCR 1786). There are noublicly known proceduret unfreeze funds or

other assetsfopersons or entities with theame or similar names as designated persons or entities
inadvertently affectetly a freezing mechanism(c) Paragraph 4 of both Orders allows for accessing funds,
other financial assets and economic resources on the basis of satisfying paragraph 13 of UNSCR 1737(2006)
for the Iran Order and paragraph 9 of UNSCR 1718(2006) for BRRKDOrder. (d) There areno specific
mechanisms for communicating-igtings andunfreezingto FIs or DNFBPs.

67. Criterion 7.51 (a) There are no measures in the IOEAMAboth Orders providing for the
requirements of this sutriterion. (b) Paragraph 4f the Iran Order provides for making payments due
under contract enter into prior to the listing of any person or entity by the UN after notifying the relevant UN
Committee pursuant to paragraph 15 of the UNSCR 1737(20@6)equirements of thsub-criterion are

met

Weighting and Conclusion

68. The Bahamas has opted primarily for the general framework within IOEAMAOrders derived

from the Act, for enforcing targeted financial sanctions as required by Recommendation 7 and for combating
the financing of the proliferation of weapons of mass destruction, however this does not calwer all
requirements of thet NS CRs . Clarity an aediarydctf raeredifmyi totbd i g
with a definition of furds, extent of freezing obligationgrotection of the rights of bona fides third parties
measures regarding DNFBRsddelisting procedurs. Recommendation 7 is rated partially comghnt.
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Recommendation 8 z Non-profit organisations

69. This Recommendati on which was formerly SR. VI
deficiencies being the lack of information on the size and types of NPO activity in The Bahamas; no evidence
of adequacy of the laws, and guidance not being esddre for FIs and DNFBPs when related to this and

other matters. Specific regulations were introduced for NPOs as per the 7th FUR, addressing the majority of
the deficiencies. No substantial changes have been introduced to the revised SR. VIII now R.8.

70. Criterion 8.1.7 The Bahamas conducted a review of its NPO sector and issued the Companies
(Non-Profit Organisations) Regulations 2014 (NPO Regulatiohbe Registrar Geneials Depar t mer
(RGD) was made the registration, supervision and enforcement aytfmriNPOs with responsibility for

the administration of the NPO RegulatioRegulation3(1)(d) of the NPO Regulations states that one of the
functions of thdRGD is toundertake periodic reviews of the nprofit organizations sector in The Bahamas

for the purpose of identifying the features and types ofprofit organizations that are at risk of being used

for terrorist financingThis complies with sugriteria (b) and (c)

71. Criterion 8.2.7 Regulation 3(1)(e) of the said NPO Regulations estabéisithe obligation of
undertaking outreacto NPOs

72. Criterion 8.3.1 Regulation 8)(b) requires thdRGD to have measures to promdtansparency,
accountability, integrity and public confidence in the administration and management of NP@= and
raisingof awareness.

73. Criterion 8.4 7 The Bahamas applies the same standards to all NPOs, no thresholds or
differentiationon the basis of significandeetween NPOsre applied(a) Regulation 4(2) of the NPO
Regulations requires tHRGD to obtain information othe name and address in The Bahamas of the NPO,

the purpose, objectives and activities of the NPO and the identity of the persons who own, control, or direct
the NPO. Names of the senior officers, directors and trustees are required to be recordéPy uhder
regulation 12(1). The information maintained by the RGD is available to the public on payment of a nominal
fee.Under regulation 13he RGD may, by written notice, require a registered NPO to produce the records
that the NPO is required by law keep This subcriterion is met. (b) Regulations 12(1)(b) of the NPO
Regulations requires NPOs to keep financial records that show and explain their transactions. There is no
requirement for NPOs to issue financial statements that provide detailed dweskdf income and
expenditureThis subcriterion is not met.(c) There is no requirement to establish maintain and implement
specific controls that guarantee that funds are being accounted for and aracgpeding toa NPO&%

purpose and objectivedidugh as seen in (b) above, financial records arewbjoh have to be detailed
enough to show that funds are being used consistent with purposes, objectives and adivigiesib

criterion is partly met. (d) NPOs are required to be registerathddRGD by Regulation 5 of the NPO
Regulations. Thissubr i t eri on i s met. (e) NPOs do not foll o
NP Os 0 r ul-eiterioitnotsmets (f) KPOs are required by Regulation 12 of the NPO Regulations,

to keep recorsl of the items detailed under Gdabove, at least for five year&s noted for 8.4(b) there is

no requirement for annual financial statemerR&gulation 12(1)(i) requires keeping records of all
transactions within and outside The Bahamas, thus covedtigdomestic and international transactions.
There is no stipulated requirement that the above records should be available to competent authorities upon
appropriate authority, however, section 13 of the NPO Regulations does indicate that the Registrar ma



written notice, require a registered NPO to produce the records that the NPO is required by law to keep. This
sub-criterion is partly met.

74. Criterion 8.51 TheRGD monitors compliance with registration requirements and effectiveness of
Regulationdollowing regulation 1 of the NPO RegulatiofheRGD may also require under regulatid®

that the NPO produces recondsjuired to be kept under the NPO Regulatidrigere are sanctions which
vary from a finewhich cannot exceedSD$10,000 or the revadion of the registration as an NPO; hence,
there are two types of sanctioi$e fine is also applicable to any officer or employee of the NR@ile
therevocation of registrationan be considered dissuasive, the fine of up to $10,000 may not blarfige a
NPO.

75. Criterion 8.61 Criteria (a), (b) and (c) are not m&egulations 1 and 13 of the NPO Regulations

allow the NPO Registrar to act as supervisory authority and compel NPOs to produce records. However,
there is no indication of domestic coop@at coordination and information sharing among authorities or
organizations that hold relevant information on NPOs, nor are there mechanisms to ensure relevant
information is promptly shared with competent authorities to take preventive actions agalsbsiRg

used as a front for fundraising for a terrorist organization or being exploited as a conduit for TF. This is also
applicable for escaping asset freezing measures, concealing or obscuring the clandestine diversion of funds
intended for legitimateyrposes but redirected for terrorists to terrorist organizations.

76. Criterion 8.7i Under the Mutual Legal Assistance (Criminal Matters) Act, Chapter 98 (MACMA)

the Competent Authority is defined as the Attorney Genenadialso underthe CJICA Chapter 16.
Authorities indicate therefore that any international requests regarding NPOs would be communicated to the
Registrar through the Attorney General. For such requests a Procedures Manual is available. Specific
provisions within the regulations that allovetRegistrar to share information and a point of contact are still
required.

Weighting and Conclusion

77. The Bahamas has established a legal base for registering and obtaining information with regard to
NPOs. Further development of relevant regulations and guidance, the establishment of appropriate point of
contact for international cooperation, and other suees are still needed. Sanctiare not sufficiently
dissuasiveRecommendation 8 is rated partially compliant.

Recommendation 9 z Financial institution secrecy laws

78. This Recommendation formerly R. 4 Bwathaimgat ed 6
the power to access information records and documents for purposes other than investigations under the SIA
and the CBB not being able to share information with the CC and the TR€Se deficiences were addressed

by amendments to the Skid provisios in the BTCRA and the CBBA.

79. Criterion 9.11 As indicated in the 3rd MER (paras. 55889) the supervisory authorities and the

FIU have powers under their individual governing statutes to access information necessary for their functions
and to also sharinformation with domestic and foreign regulators except for the deficiencies identified
above.These deficiencies were addresseddstions 45 to 47 of the SIA 20«hich empowers the SEto

access information and records of entities under the SlAster@in compliance with the FTRA.
Additionally, section 19(6) of the BTCRA and section 38(9) of the CBBA authorize the CBB to share
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information with local regulatory bodies. With regard to the sharing of information between Fls as required
by Recs. 13, 16r 17 there are effective gateways as noted in paragraph 562 of the 3rd MER.

Weighting and Conclusion

80. Recommendation 9 is rated compliant.

Recommendation 10 z Customer due diligence

81. This Recommendation (for mer | y eflackbrequiranentr at ed
for CDD measures for wire transfers, no requirement for Fls to determine beneficial owners or to consider
making a STR when CDD cannot be completed, verification requirements for legal persons and legal
arrangements were disci@tary, requirements to understand the ownership and control structures of legal
persons and legal arrangements and ensure that CDD documents, data or informatimrdesteiand

perform EDD for high risk customers were only applicable to banks andtmginies. These deficiencies

were addressed by enactment of the Financial Transactions Reporting (Wire Transfers) Regulations 2009
(FTR(WT)R 2009) in 2009, amendments to the Financial Transactions Reporting Regulations (FTRR) in
2009 and the FTRAandressi ons in the CBB AML/CFT Guidelines
main changes to this Recommendatioivehbeen clarification in the requirement to verify beneficial
ownership and specific measures for beneficiaries of life insurance policies.

82. Criterion 10.1i While there is no specific prohibition against anonymous accounts or accounts in
fictitious names, sections 6(1) to (3) of the FTRA require Fls to verify the identity of each and every customer
seeking to establish a business relationship.

83. Criterion 10.2i Criterion 10.2 (a) is met by sections 6(1) and (2) of the FTBYSection 7(1) of

the FTRA requires CDD measures for those occasion
the transaction exceeds the pr BSHF1500 ea req hofuhet O . |
FTRR. The section limits CDD meassronly to occasional cash transactions d88D$15,000 (including

linked transactions) rather than to any occasional transaci@sBSD$15,000With regard to criterion

10.2 (c) the requirements of the FTR(WT2BL5 provides for obtainindoth originator and besficiary

information . See Rec. 1@d) Section 10A(1) of the FTRA requires CDD of any transaction where there is
suspicion that the proceeds of criminal conduct is involved. Proceeds of criminal conduct as defined includes
ML/TF. Section 6(4) bthe FTRArequires CDD measures when there are doubts about the veracity of
previously obtained customer identification data theimiplying with criterion 10.2(e).

84. Criterion 10.3i Section 11(1) ofthe FTRA equi res Fl s to identify and
using reliable, independent source documents, data or information.

85. Criterion 10.47 The requirement for Fls to verify any person purporting to act on behalf of the
customer is so authorised amtkmtify and verify the identity of that persamne set out in reg. 4(1)(b) and
(c), reg. 5(1)(c) and (d) and reg. 6(2) of the FTRR

86. Criterion 10.57 Reg. 7 of the FTRR requires Fls to verify the identities of the BOs of their
facilities. In the case ofarporate entities, the obligation is limited to BOs who have a controlling interest.
BOs are not defined in the FTRR and it appears to limit the obligation for verification to BOs with controlling
interest whereas the FATF definition refers to naturalgrerghat ultimately own or control a customer.



Reg. 4(3) of the FTRR requires the identification of the natural persons who either possess a controlling
interest or control the management of a corporate entity. Reg 5(a) of the FTRR requires the igentificat
all partners or beneficial owners of a partnership or other unincorporated business.

87. Paragraph 77 (iv) of the CBB AML/CFT Guidelines details requirements with regard to corporate
entities including defining controlling interest to be 10% and ntbet meet the criterion. Similar
requirements are set out in rule 10 of ®ecurities Industry (AML/CFT) RulesS( Rule3. Paragraph
16.1.3(f) of the AML/ATF Handbook and Code of Practice for Credit Unions (CUCOP) stipulates the
identification of benefi@l owners with 10% controlling interest for credit union&dditionally paragraph

16.3.3 requires credit unions to determine the natural persons who control the management of the corporate
entity and its ownership structure. The same requirements ipudated in paragrapti4.7 of the ICB
AML/CFT Guidelines.

88. Criterion 10.67 FlIs are required to obtain information on the purpose and nature of a business
relationshipwith individuals under reg. 3(1)(d) of the FTRR. However, similar obligations witlrdeiga
corporate entities, partnerships and other unincorporated businesses as set out in regs. 4(2)(d) and (e) and
regs. 5(2)(a) and (b) of the FTRR are discretionary rather than mandatory as required. However it is noted
that paragraph 41 of the CBB AMCFT Guidelines requires licensees before commencing a business
relationship to record the purpose and reason of the relationship. Rules 6 and 7 of the SI Rules have similar
obligations forentitiesregulated under the SI. Paragraphs 16.3.1(g) and 1f§ df 1file CUCOP stipulate
mandatory requirements for credit unions to obtain information on the purpose and nature of business
relationships with corporate entities, partnerships and other unincorporated businesses. For insurance
companies, the abovememad requirement can be found in paragraph 14.7.1(g) of tReAIGL/CFT
Guidelines.

89. Criterion 10.71 Reg. 9(2) of the FTRR requires Fls to monitor facilities for consistency with stated
account purposes. While the above provision is general, detaitsths type of monitoring is set out in
paragraphs 17384 of the CBB AML/CFT Guidelines and include monitoring to note significant changes

or inconsistencies against the original stated purposes of the account. The areas listed for monitoring would
cover lusiness and risk profile and source of funds. Paragraph 45 of the CBB AML/CFT Guidelines requires
that descriptive due diligence information be keptaydate as opportunities arise. Paragraphs 35 and 36 of

the CBB AML/CFT Guidelines provides for incredseeviews for higher risk categories. Requirements of

the criterion are set out in paragraphs 17.1 and 17.4 of the CUCOP for credit unions. The requirements for
institutions in the securities industryeaset out in Regs. 67(3) and 69 of the Semsglhdustry Regulations

(SIR) and rules 57, 20and 28 of the S| Rule§ heserules do not includeall the specifics of the criterion

such asupdating CDD information by reviews of existing records particularly for higher risk categories of
customersRegarding insurance companies, paragraph 16.4 of BBeAML/CFT Guidelines states that

having regard to the size, volume of financial services business and complexity of such business, insurance
companies should ensure that documents, data or inforn@til@eted under the due diligence process is

kept upto-date and relevant, through periodic reviews of existing records, particularly for high risk clients.
However, therds norequirement that transactions need to be scrutinized throughout the cotlhge of
relationship to ensure that the transactions bei
knowledge of the customer, business and risk profile (although it is noted thgiapdrE6.3 includes the
requirement to examine large and/augual patterns of transactions).

90. Criterion 10.81 Regs. 4(2)(d) and 5(2)(a) of the FTRR require information on the nature of the
businesses of corporate entities, partnerships and unincorporated customers. Additionally, reg. 4(2)(g) of
the FTRR requie information on the structure of corporate entities. However, these requirements are
discretionary rather mandatory. Paragraphs 81 and 82 of the CBB AML/CFT Guidelines require
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understanding of the ownership and control structure of companies, whilegmpr@§ requirginformation

on the generalnature and purposand identification of persons who exercise effective control and
beneficiarieof legal structureand fiduciary arrangement&ule 6 of the SI Rules requires that information
onthenaturecdh cust omer 6 s b Rdes W0amddl régaire mforinadion wretiekure of the
business andcontrol and ownership structure of corporate entitigartnerships and unincorporated
businessedWith regard to other legal structures and fiduciamangements rule 13 requires information on

the general nature and purpose, all persons in control, all persons providing funds or assets and all
beneficiaries. Paragraphs 14.7.1, 14.7.3 and 14.8 of th® KBML/CFT Guidelines require license¢s
obtainfrom corporate entities all incorporation documents including the company structure, as a part of the
verification process. Corporate entities must state the purpose and intended nature of the business
relationship. With regard to partnerships amthincaporated entities insurance licensees gequired to

obtain information on nature and purposerify partners and beneficiary owneasd obtain relevant
establishing agreementa.relation to trusts, the functions of the trustee must be ascertairextifiacccopy

of an extract of the trust deed setting out the powers and duties of the trustee and the iderniytisfsaib

the trust including the settlor and any beneficiari€sr credit unions, section 16.3.1 CUCOP states that it

is a mandatoryequirement to verify the purpose and intended nature of the business relationship. In addition
credit unions should also take reasonable measures to determine the natural persons who control the
management of a corporate entity and its ownership steicWith regard to partnerships and
unincorporated entities credit unions are required to obtain information on nature and purpose and verify
partners and beneficiary owners and obtain relevant establishing agreements. There are no requirements for
legal arangements

91. Criterion 10.97 The criterion requirements of 10.9(a) for corporate entitiesretaded in reg.

4(1)(a) and (d) of the FTRR and for partnerships and unincorporated businesses in reg. 5(1)(b) of the FTRR.
With regard to subcriterion 10.9(b), obtaining this information corporate entitieds not mandatory
pursuantto reg (4)(2) of the FTRR.For partnerships and other unincorporated businesses, there is no
requirement in the FTRR regarding senior managenteformation regarding the powers that regulate and

bind are required tbe obtairedpursuant taeg.(5)(1) of the FTRRWith regard tasubcriterion 10.9(c), the
requirementgor information on location of registered office and principal place of kssinthe FTRR are
discretionaryThese requirements are also fistrongly recom
Guidelines. For insurance companies there are references made to the relevant infoofnditoeriterion

in paragraph 14.7.2 of thH€B AML/CFT -guidelines. Howevers statedhe insurance company may also
rely on this information to support verification of a corporate entity and hieisceot mandatory. The same
is the case for the credit unions in the CUCOP. Regarding the sexgattorules 1011,13,14 and 16 of
the Sl Rulegleal with legal persons and legal arrangemaffith regard to 10.9(a) and (bply corporate
customers, partnerships and unincorporated businesses and foundations are required tocuieTits
ascertiing theserequiremers There are no requirements for 10{jth regard to legal arrangemettisre
are no specific measurescept for the Sl Rulesor the requirements of 10.9.

92. Criterion 10.10i The requirement of criterion 10.10(a) with regard to corporate entities is set out

in reg. 4(3) of the FTRR. A requirement for the verification of BOs for partnerships and unincorporated
businesses is also set out in reg. 5(1)(a) of the FTRR. BO defined in the FTRR and the existence of

the above separate measures raises concern as to the specific meaning of the term in the FTRR. Similar
requirements are stipulated in rule 10 of the Sl Rules. Further details on the above measures are provided in
paragraph 77(v) of the CBB AML/CFT Guidelines with regard to corporate entitiesedpyiring the
identification of each natural persbaolding an interest aen percenbr more.Similarly rule 10(d) of the Si
Rulesand paragraph 14.7.1(f) of the ICB AML/CFKJuidelinesrequire information on all natural persons

with a beneficial interest of 10 percent or more oogporate entityAdditionally, the measures outlined in

criteria 10.10(b) and (c) with regard to corporate entities are set out in FTRR regh#&3yequires-Isto



verify the identity of natural persons who not only possess a controlling interest in the corporate entity but
who also control its managemeiithese are further detailed in accordance with 10.10(b) and (c) in paragraph
77(iv) of theCBB AML/CFT Guidelines.

93. Criterion 10.117 In addition to a general requirement to verify the identities of the BOs of all
customers (reg. 7A of the FTRR) Fls are required to identify the settlor and the person exercising effective
control over a trust (reg. 6(2) of the FTRR). There are no@k{@gislative requirements to identify trustees

or protectors if any or for other types of legal arrangem&astion 10(axnd (b)of the FTRA creates an
exemption from the verification of the identity of a beneficiary of a winst does not have asted interest

in the trust Paragraphs 95 to 102 of the CBBAL/CFT Guidelines outline requirements for trusts in
accordance with reg. 7A and reg. 6(2) of the FTRR together with identification of trasebesy other
person exercising ultimate effectigeentrol details on ways of exercising effective control over a trust and
guidance on identification of beneficiariexluding verification of the identity of beneficiaries prior to
making a payment or when a beneficiary exercises a vested interestust &imilar requirements are
outlined in rule 13 of the Sl Rules. Paragraph 14.12 of tBeGGidelinesalso sets out similar requirements

on the verification requirements in case of truflene of the requirements include identification of
protectors Vith regard to other types of legal arrangements there is a general requirement to identify all
persons on whose behalf the account applicant is acting.

94, Criterion 10.127 Paragraph 13.1 of the ICB AML/CFT Guidelines requirés insurance
companies to obin sufficient information concerning the beneficiary to be able to establish the identity of
the beneficiary at the time of payout or when the beneficiary intends to exercise vested rights. Verification
procedures of the identity of the beneficiary ordfariaries should be followed as soon as the beneficiary is
identified or designated, and at the time of payout

95. Criterion 10137 Determining the risk profile of a beneficiary of a life insurance policy is included

in thelCB AML/CFT Guidelines(13.5.32). However, no reference is made to EDD and no requirement is
imposed for enhanced measures to identify and verify the identity of the beneficial owner of the beneficiary
which is a legal person or a legatangement at the time of the payout.

96. Criterion 10.14i Section 6(2) of the FTRA requires the verification of the identity of a customer
before the opening of any account facility. A similar requirement is set out for occasional transactions in
section 7 of the FTRA while also allowing foenfication of identity to be conducted as soon as practicable

in instances of discovered structuring.

97. Criterion 10.157 Customers are not permitted to open accounts until verification of identity
(section 6(2) of the FTRA). This criterion is not apalie.

98. Criterion 10.16i Section 6(6) of the FTRA requires Fls to verify the identity of any facility holder

in existence prior to December 2000 and where any facility had not been verified by 1st April 2004 to notify
their supervisory authorities which@lid issue directions regarding determination of such facililibs.

provision in being prescriptive with regard to all customers is more stringent that the criterion requirement
which stipulates implementation on the basis of materiality and Rskagaph 171 of the CBB AML/CFT
Guidelines required licensees to complete the above exercise by June 30, 2006 and terminate or suspend
those business relationships for which they could not complete verification of identification.

99. Criterion 10.17 Paragrapi36 of the CBB AML/CFT Guidelines, paragraph 15.5.6 of the CUCOP

andrule 25(1) of the Sl Rulesequire their respective entities to perform EDD where the ML/TF risks are
higher. Riragraphs 13.tb 13.5.3 and 14.4 of the ICB AML/CFT Guidelines set ouk migtigation measures
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basedon assessmentf dhe ML/TF risks These measures aebedocumentedina o mpani es 6 enhé
due diligence procedures for high risk clients.

100. Criterion 10.18i Simplified CDD measures are only applicable in specific siinatiwhere the
customer is a Fl or a foreign Fl located in a jurisdiction subject to equivalent or higher AML/CFT obligations
and regulated by a body with equivalent regulatory and supervisory responsibilities to supervisory bodies in
The Bahamas. Reg. 5A the FTRR exempts the obtaining of documentary evidence for verification of the
identity of a list of customers mirroring the FATF list of low risk customers from the previous methodology.
Section 10A of the FTRA requires Fls to verify the identity of payson performing any transaction or
proposed transaction where there is a suspicion that funds involved are proceeds of criminal conduct. The
above measures only allow for simplified CDD measure on a prescriptive basis rather than on a risk
assessment bad on analysis of risk by the country and the FlI. .

101. Criterion 10.197 There are penalties for failure of Fls to comply with CDD measures. Paragraph
171 of the CBB AML/CFT Guidelines required termination or suspension of business relationships
establishegbrior to December 2000 if verification of identity of customers could not be completed by June
30, 2006. Paragraph 44 of the CBB AML/CFT Guidelines sets out #utemnsfor Fls to consider when
unable to complete relevant CDD meastoeprospective cstomers. Theseactionsinclude not starting or
continuing the business relationship or performingtthnsaction and consider making a report to the FIU.
This is copied in rule 7 of the SI Rules. Paragraph 1&848the CUCOFRbnly requires credit unioto file

STRs when unable to comply with CDD measures. Paragrapt8bd.the ICB AML/CFT Guidelines
requires insurance companiessuspend or terminate a business relationship if they are unable to complete
CDD. The requirement does not cover commeamcn business relationship or transactaninclude
considering submitting a report to the FIU.

102. Criterion 10.20i There are no legislative provisions or guidelines for the requirements of criterion
10.20. While section 14 of the FTRA asectiord3 ofthe POCA mandate the reporting of STRpmposed
transactions as soon as practicable after forming the suspicion, section 10A of the FTRA requires verification
of identity in the same instance. As such there is no exemption from the requirement i Giviouf

such exercise will or is likely to tipff the customer.

Weighting and Conclusion

103. Requirements have been put in place for CDD measures for all customers, timing of verification
and existing customergiowever, CDD measures are limited only tacasional cash transactions over
BSD$15,000 (including linked transactions) rather than to any occasional transactions over BSD$15,000.
Ongoing due diligence measures for entities under the ICB and SCB do not include all requirements of
criterion 10.7. Thre are no measures for the specific requirementsof criteriored€ept for SI Rulesfor

legal arrangements. There are no enhanced measures to identify and verify the identity of the beneficial
owner of the beneficiary of a life insurance policy attthre of the payout. Identification requirements for
persons in legal arrangements other than trusts do not include all requirementscritesob 10.11(b).

There are no requirements for the identification of protectors for tiSistglified CDD measureare not

based on risk assessment including analysis of risk by the country and the Fl. Measures for credit unions and
insurance companies do not include all requirements of criterion 10.19 and there are no exemptions to
conduct CDD fif likely to lead tagping-off. . Recommendation 10 is rated partially compliant.



Recommendation 11 7z Record-keeping

104, This Recommendation (f or me'tMER duetothé t@rninaticasf r at e
the obligation to retain transaction records on the liquidatiatissolution of corporate Fls and inclusion of

the start of proceedings to recover debts payable on insolvency as a definition of termination of an account.
These deficiencies were addressed by amending section 27 of the FTRA. The only change in this
Recanmendation is an additional requirement for records of any analysis undertaken of the account.

105. Criterion 11.17 Fls are required by section 23 of the FTRA#tain all necessary records on all
transactions for at least five years after the completidheotransactiong:ls in the FTRA include both Fls
and DNFBPs as defined in The Bahamas.

106. Criterion 11.2i Sections 24(1) and (4) of the FTRA requires FIs to retain records of CDD measures
for a period of not less than five years after a person ceases to be a facility Willdeegard tcaccount

files, business correspondence and the results of any analgsidakenparagraphs 206 to 208.10f the CBB
AML/CFT Guidelines requirethe retention of account filendbusiness correspondence connected with
transactions for a period of five years after the completion of the transeatitien than five years afténe
termination of the accountParagraph 209 requires the results of any analysis to be kept for five years after
the termination of the accounParagraphs 18.6.2 and 18.6.3 of the CUCOP and paragraph 17 of the ICB
Guidelines have requirements similarthose for account files and business correspondence connected with
transactions in the CBB AML/CFT Guidelines. There are no requirements regarding any analysis other than
those required for any ongoing investigations. Rule 31 of the S| Rules redna@nestention of all account

files, business correspondence and results of any analysis undertaken to be kept for seven year after the
termination of any facility.

107. Criterion 11.37 Sections 23(1) and (2) of the FTRA require Fls to retain transactiordsettat
are reasonably necessary to enable the transaction to be readily reconstructed by the FIU and stipulates the
type of information such records should contain.

108. Criterion 11.47 Section 26 of the FTRA provides that CDD information and transaciwords

are kept either in written form or so to enable them to be readily accessibtanpetent authorities
Regulation 11 of the FTRR further provides that the above records may be stored on computer disk or in
other electronic form.

Weighting and ©nclusion

109. The requirements for retention of transaction records and CDD information, the details of
transactions and availability of recsrdave beemet Thedeficiencies are th€BB and the ICB requiring

the retention of account files and businesgrespondence for five years after the completion of relevant
transactions rather that five year after termination of the business relationship. The ICB does not require the
retention of the results of any analysis of an accdR@tommendation 11 is ratd largely compliant.

Recommendation 12 7 Politically exposed persons
110. The Bahamas was ratédP @©0R.12 (formerly R.6) in its'8MER. The two deficiencies identified

at the time were the lack of enforceable PEP requirements applicable to entitigbanhasanks and trust
companies; and the lack of a requirement for senior management approval for the continuation of a business
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relationship where a person either became a PEP or was discovered to be a PEP subsequent to the
establishment of a business teaship. Recommendation 6 now includes two new categories of PEPS;
domestic and international organization PEPs. The level of due diligence that should be applied to these two
categories is dependent on where a high risk exists in the business redjationsh

111. Criterion 12.17 Criterion 12.1 [(a) to (d)] is met for banks, trust companies anebaak money
transmission business that are CBB licensees by paragraph 160(i) of the CBB AML/CFT Guidelines The
requirements for securities firms unddrAML/CFT Rulesand registrants and licensees under the IFA do

not comply with the obligations of criterion 12With respect to licensees of the IQ&ragraph 13.3 of the

ICB AML/CFT Guidelinesonly stipulates that insurance companies should consider whether me&usto

a PEP in developing a risk profile and take reasonable measures to determine whether beneficiaries of
insurance products are PEPRA/th respect to credit unions, section 15.5.6 of the CUC®RB out
requirements for PEPshére is no requirement for a credit union to put a risk management system in place
to determine whether a customer or beneficial owner is a RBRyer credit unions are required to have
senior management approval to establish or continue a relationtieie the PEP became high risk
subsequent to establishing the business relationsfiigis measure desn ot capture O6smal
unionsThere are no provisions for credit unidnsestablish the source of wealth and the source of funds of
PEPs. @edit wions are requiredo conduct enhanced ongoing monitoring of relatiorshijph foreign

PEPs.

112. Criterion 12.27 Criterion 12.2 has been met for licensees of the CBB by paragraph 161 of CBB
AML/CFT Guidelines. However, there are no provisions for liceasend registrants of the SCB with
respect to criterion 12.2. With regard to criterion 12.2 (a) for licensees of the ICB no distinction is made
between foreign or domestic PEFfiere are also no provisions to determine if a person is entrusted with a
prominent function by an international organization. For credit uniemsestic PEPs and international PEPs

are defined and credit unions are required to adopt measures of criteria 12.1 (b) and (d) for high risk domestic
and international PEPS. There areno provisions for the licensees of the ICBttoadopt measures in
criterion 12.1 (b) to (djor high risk domestic and international organisation PEPS

113. Criterion 12.3i At paragraph 159 of the CBB AML/CFT Guidelines banks, trust companies and
nortbark money transmission businesses PEPs are defined to include family members and close associates.
Credit unions at paragraph 15.87%f the CUCOP are required to apply their PEP obligations on family
members and close associates of PEPs. Paragraphf #3e3GB AML/CFT Guidelinesobliges licensees

to be aware of the reputational and/or legal risks associated with PEPs and related parties such as family
members or close associates of all types of PEP. However, it does not oblige licensees to appramhe re
requirements of criteria 12.1 and 12.2 to family members or close associates. There are no provisions for
licensees and registrants of the SCB with respect to criterion 12.3.

114. Criterion 12.4- Paragraph 13.3 of the ICB AML/CFT guidelines requiveth regard to life
insurance policies and other investment related insurance poliiasance companide take reasonable
measures to determine whether the beneficiaries and/or, where required the beneficial owner of the
beneficiary, are PEPs. Thifiould occur, at the latest, at the time of the payout. Where higher risks are
identified, insurance companies are required to inform senior management before the payout of policy
proceeds, to conduct enhanced security on the whole business relatioitshipevpolicyholder, and to
consider a suspicious transaction report.

Weighting and Conclusion



115. The requirements of licensees of the CBB comply with criteria 12.1 to Ith&.requirements of

the licensees and registrants under the 8&€Bot compy with criteria 12.1 to 12.30nly minimal guidance

is provided for licensees of the ICB in relation to criteria 12.1 to 12.3. However the requirements of criterion
12.4 are met by the ICB AML/Guideline®©nly larger credit unions are captured and onlgo far as the
requirement to obtain the approval from the MLRO and senior management before estahlighing
continuingthe business relationship is concerr@ckdit unions are not required to establish source of wealth
and source of funds of PEPRecommendation 12 is rated partially complaint

Recommendation 13 z Correspondent banking

116. 4EA 2AAT T 1T AT AAQGETT j &£ O AOI UMER sincextitgre wékédno OA O A A
requirements to determine the reputation of a respondent and the quality of supervision or for senior
management approval for new correspondent relationships or to document respective AML/CFT
responsibilities. Additionally, assessmefitoa r espondent 6s controls was |
and there were no reqguhremghtaccegarsongThieadgabil e
revisions to the CBB AML/CFT Guidelines and the adoption of these guidelines byChdtts
Recommendation incorporates requirements on FlIs in relation to shell banks (former R. 18).

117. Criterion 13.1i Paragraphs 150 to 153 of the CBB AML/CFT Guidelines detail the requirements
of criterion 13.1.

118. Criterion 13.2i The requirement of 13.2 (a) is met by sections 11(3) and 11(4) of the FTRA while
13.2(b) is set out in paragraph 157 of the CBB AML/CFT Guidelines. Insurance companies and security
companies in The Bahamas are not allowed to offer banking services avud dffer payable through
accounts.

119. Criterion 13.3i Paragraph 154 of the CBB AML/CFT Guidelines sets out the requirements of the
criterion for licensees of the CBB. Similar requirements have not been imposed on other Fls, since they are
not allowed tooffer banking services.

Weighting and Conclusion

120. Recommendation 13 is rated compliant

Recommendation 14 z Money or value transfer services

121. This Recommendati on f or me rMgR,&Rto novdquirevers forr at e d
money value transfer operators to maintain a current list of their agents available to the designated authority.
The new element in this Recommendation is the requirement to actively identify and sanction unlicensed or
unregisteed money value transfer services (MVTS) providers.

122. Criterion 14.171 Money transmission business (MTB) can only be carried out by licensed banks
and trust companies, money transmission service providers (MTSP) or registered money transmission agents
(MTA) who are persons carrying on MTB on behalf of MTSP. Section 3A of the BTCRA requires MTSPs

to be licensed and MTAs to be registered by the CBB.
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123. Criterion 14.2i The CBB issued a Notice on 2Dctober, 2011 advising the general public that
MTSPs and MTAs have to be licensed or registered respectively. The notice also alerted the public to the
penalty for conducting an MTB without the requisite licence or registration, namely, that everyyleoson
contravenes section 3A of the BTCRA shall be guilty of an offence and liable on summary conviction to a
fine not exceeding $100,000 or to imprisonment for a term not exceeding five years or to both fine and
imprisonment and in the case of a continuaffgnce to a fine not exceeding $2,500 for each day during
which the offence continues (section 3(7) of the BTCRA). While the above notice provides for members of
the public to ask questions and should increase the possibility of public reporting ansedcor
unregistered MTSPs and MTAs, there is no indication that members of the public were advised to report
such entities to the Authorities. On 21 October 2015 the CBB issued a new notice on unlicensed MTBs
advising that members of the public shoulidrm the CBB regarding suspicions of an unlicensed MTB.

124. Criterion 14.3i MTSPs and MTAs are defined as FIs under section 3(1)(j)(v) of the FTRA and as
such are subject to all AML/CFT laws and other requirements. Reg. 8(a) and (b) of the Banks and Trust
Companies (Money Transmission Business) Regulations also require MTSPs and MTAs to comply with the
FTRA and identification measures of the FTRR. MTSPs and MTAs as licensees and registrants of the CBB
are also subject to the CBB AML/CFT Guidelines and urile supervision of the CBB for monitoring
compliance with AML/CFT requirements.

125. Criterion 14.47 Section 3A of the BTCRA require MTSPs to be licensed and MTAs to be
registered by the CBB.

126. Criterion 14.57 In the amended CBB AML/CFGuidelines of 11 December 2015 each money
transmission business is responsible for including its agents in its AMEp@dgFamme and must monitor
its agents for compliance with this programme

Weighting and Conclusion

127. Recommendation 14 is rated compliant

Recommendation 15 z New technologies

128. This Recommendati on (f or ni®MER.f¥or Re 3 E8ajuationatiserer at e d
were no provisions for Fls to have in place or take such measures to prevent tleeahtsgbnological
developments, no legislative provisions for faneto-face transactions, The Bahamas did not include
ongoing CDD requirements, and the requirements in the CBB AML/CFT Guidelines were extended only to
nonresident customers and were Yorenforceable for banks and trust companies. The deficiencies were
solved by the amendment of the Code for the accou
AML/CFT Guidelines. R.15 focuses on preventing risks associated with all new ¢toglegdechnologies

and new products and business practices and sets out a new obligation for countries to identify and assess
the risks.

129. Criterion 15.17 There has been no assessment of risks by The Bahamas with respect to the
development of new products and new business practices. The requiren@iitsioh 15.1 are met for
CBB | icensees by paragraph 115.1 of ttutioms uedBB6s A

paragraph 15.4:2 of the CUCOPParagraph 13.6f the AML/CFT Guidelines of the IB require that
insurance licensees assess the inherent riskewfproducts and new business practices including new



delivery mechanismsvhen dealing with ng or developing technologies for both new and-gxesting
products There are no provisions for licensees and registrants of the SCB that are in line with criterion 15.1.

130. Criterion 15.21 This criterion is met by paragraph 115.1 of the CBB AML/CHIid8lines for

banks, trust companies and Awmenk money transmission business; and by paragraph I5df.4he

CUCORP for credit unions. Rule 18 of the Sl Rules calls for regulated persons to exercise additional care in
relation to t hel giocvals i denv eolfo piinbeencthsno . However, t
assess associated risks prior to launch or use of such products, or for persons to take measures to manage
and mitigate the risks. Paragraph 13.6 of the ICB AML/CFT Guidelines alsquire assessment of risks

prior to the launch or use new products, practices and technologies and to take appropriate measures to
manage and mitigate risks.

Weighting and Conclusion

131. There are no specifigrovisions licensees and registrants of the $&€Bssess ML/TF risks of new
business practices, including new delivery mechanisms or the use of new or developing technologies for
both new and prexisting products Additionally there are no measiBES licensees and registrants

assess associategks prior to launch or use of new products, or to take measures to manage and mitigate
the risks Adequate guidance should be provided to the insurance, securities, and investment fund industries.
Recommendation 15 is rated partially compliant

Recommendation 16 z Wire transfers

132. This Recommendation (for mer "WMERSSRceVhere veremas r a
measures to cover domestic, crossder, and nonoutine wire transfers, obligations for intermediary and
beneficial financialnstitutions handling wire transfers and measures to effectively monitor compliance. The
deficiencies were addressed by the enactment of the FTR(WT)R 2009 in JanuamwhRbO@asreplaced

in 2015 The Recommendation includes new requirements for trartsééow the threshold and for ordering,
intermediary and beneficiary Fls and links to R. 6 and R. 20.

133. Criterion 16.1i Fls under Reg. 4 of the FTR(WT)RZ®are required to implement originatand
beneficiaryinformation obligations for all crodsorder transfers dSD$1,000 or more in accordance with
criterion 16.1.

134. Criterion 16.27 The obligations for batch file transfers with regard to required and accurate
originatorand full beneficiarynformationtoge t her wi t h t he originatords acc
numberfor Fls in accordance with criterion 16.2 have been included in reg. 5 of the FTR(WIJR 20

135. Criterion 16.31 Fls are required under reg.7 of the FTR(WT)R to ensure that altiooodsr wire
transfers under BSD$1,000 are accompanied by the required originator aand beneficiary information in line
with the requirements of criterion 16.3

136. Criterion 16.41 Section 10A of the FTRAequires a financial institution to verify the identity of

any person that conducts any transaction (whether as a facility holder or not) through a financial institution
where the financial institution knows, suspects or has reasonable grounds to sadpketttansaction or
proposed transaction involves proceeds of criminal coratudefined in POCA or any offence under
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POCA or an attempt to avoid the enforcement of any provisions of PO@#&nces under POCA include
those under the ATA.

137. Criterion 165 - With regard to domestic wire transfers under reg. 6 of the FTR(WT)B 28 do

not have to ensure that originator information accompany the wire transfer once the originating Fplgan sup

the information to any requesting intermediary or benefielialithin three days of such request. The IBTC

can access any and all information of licensees to carry out his functions. Law enforcement can obtain

i nformation on clients6é transactions via Caturt Or
to receiving an STR

138. Criterion 16.67 Reg. 6 of the FTR(WT)R 2® includes the requirements of criterion 16.6 for
domestic wiretransfer and i ncludes the originatoroés account
allows for the tracing bacto the originator or the beneficiaryddditionally, as indicated in relation to
criterion 16.5, the IBTC, law enforcement and the FIU can access information necessary for their functions.

139. Criterion 16.71T The F I s 6 oséclion 28 aftthe BTiR&vhioh &re in accordance with the
requirements of Rec. 11 include information on all parties to all transactions thereby covering originator and
beneficiary informatioron wire transfers

140. Criterion 16.8i The requirements of regs. 3, 4 and 6 ofR&(WT)R 2A.5are obligations FIs must
comply with to perform wire transfers $1000 and aweaccordance with criteria 16.1 to 16.2 and 16.4 to
16.7. Furthermore, there are obligations concerning wire transfers under $1000 in accordance with criteria
16.3 Reg. 9 of the FTR(WR)Requiresthat when an originatingl has any suspicion of money laundering

or terrorism financing, the originatirig) shall not execute the wire transfer

141. Criterion 16.97 Reg. 10(1) of the FTR(WT)R 2@5 requires intermediary FI® ensure that
originator and beneficiarynformation received with a funds transfer is kept with the transfer.

142. Criterion 16.107 Reg.10(2) of the FTR(WT)R 205 requires intermediary Fls in cases where
technical limitations prevent the information received with a funds transfer remaining with the transfer, to
retain for five years, records of all originatond beneficiarynformation.

143. Criterion 16.117 Reg 1 of the FTR(WT)R 2015 requires intermediary Fls to take reasonable
measures consistent with straightough processingo identify crossborder wire transfers that lack
required originator or beneficiary information.

144. Criterion 16.12i Reg 12 of th&TR(WT)R requires intermediary Fls to have fisksed policies and
procedures for determining when to execute, reject or suspend a wire transfer lacking required originator or
beneficiary information and the appropriate foltlaw action.

145. Criterion 16.13i Reg.13 of the FTR(WT)R of 2@5 requires beneficiary Fls tiake reasonable
measure$o identify crossbordertransfers thalack required originator or beneficiaiyformation.

146. Criterion 16.147 Section 14 of the FTR(WT)R 2015 requires thateneficiaryFl shall, before

paying out funds in cash or cash equivalent bemeficiaryin The Bahamas with respect to a crbssder

wire transfer oBSD$1,000r more, verify thdeneficiarp s i dent ity in accordance
Act andthe FTRA. Section 24 of the FTRA requires that such information should be kept for a minimum of
five yearsin accordance with Recommendation.11.



147. Criterion 16.151 The requirement as set out for intermediary FIs under criterion 16.12 is also
applicable for beneficiary FIs undexg. 1%1) of the FTR(WR)R 2015.

148. Criterion 16.16f Sect i on 3 (1) (j)(v) of the FTRA defi nes
providess, thereby making them subject to the requirements of the FTRA and the FTR(WI5R/26h
ses out all of therequirements of Recommendation 16 as detailed above.

149. Criterion 16.17- MVTS qualify as oO6financi al instituti o
the FTR(WT)R 2015 requirdssthat control both the originating and the beneficiary side of a wire transfer

to take into account all the information from both the originatih@nd the beneficiarf! in order to

determine whether a suspicious transaction report has to be filed; and where applicable, file a suspicious
transaction report in any country affected by the suspicious wire transfer, and make relevant transaction
information available to the appropriate authorities.

150. Criterion 16.18i Section 4 of the ATA enables the Attorney General to make an application to a
Judge to designate an entity on the UNSCR lists which would result in eventual freezing. Section 9 of the
ATA allows a freezing order to be made for all (natural and legal persons) to freeze funds or other assets of
designated entities through the ATA. Paragraph 195.496.4.3 of the CBB AML/CFT Guidelines require

Fls to monitor wire transfers with regard toigesited entitieand suspend or rejestich wire transfers. The

CBB AML/CFT Guidelines is only applicable to CBB licensees

Weighting and Conclusion

151. With thenew FTR(WR)R 2015 that came into foineDecember 2014l criteria are met except for
prohibitionon conducting transactions with persons and entities in relation to UNSCRs 1267 arfdrl1373
Fls other than the licensees of the CB®commendation 16s rated largely compliant.

Recommendation 17 z Reliance on third parties

152. This Recommendati on ( fiothe38MER gue f no oBlijationssfs FIs at e d
to immediately obtain necessary CDD information from third parties nor to satisfy themselves that third
parties were regulated and supervisad had CDD measures in place in accordance with Recs. 5 and 10.
These deficiencies were dealt by revisions in the CBB AML/CFT Guidelines and adoption by the SC of the
CBB AML/CFT Guidelines. The new requirements of the Recommendation include a cleeatietirof

ultimate responsibility remaining with the FI and a more flexible approach tegratg reliance.

153. Criterion 17.11 Requirements regarding reliance on third parties are set out in paragraphs 128 to
131 of the CBB AML/CFT Guidelines. Eligibletimducers include regulated domestic Fls and regulated
foreign Fls located in countries listed in the First Schedule of the FTRA or in countries with equivalent or
higher AML/CFT standards than The Bahamas. Paragraphs 130 and 131 of the CBB AML/CFTh&uideli
outline obligations which comply with criterion 17.1. Similar requirements are set out in rules 22 and 23 of
the Sl Rules. except for a specific indication that the ultimate responsibility for CDD measures should remain
with the licensee or registrarlying on the introducer. With regard to credit unions, eligible introducers are
limited to domestic regulated Fls and all requirements of the criterion are included in paragraphs 16.5.3 and
16.5.4 of the CUCOP. Regarding insurance companies , paratfaith21(b) of the ICB Guidelines
about Apermissible eligible introducrformatioswhiether e ¢
identifies the introduced customer and any beneficiaries or relevant beneficial owners and the purpose and
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interded nature of the business relationship. Additionally a letter from the eligible introducer must be
obtained providing an undertaking to supply to the insurance company upon request without delay, copies
of such necessary verification evidence and docuettientof the customer.. There is no specific requirement

that the insurance company satisfy itself that the introducer is regulated and supervised or has measures
measures in place for compliance with CDD are reg&esping requirements in line with Recommaation

10 and 11. Additionallythere is no specific requirement that the ultimate responsibility for CDD measures
should remain with the insurance company.

154. Criterion 17.27 Eligible introducers can be based in countries listed in the First Schedhle of
FTRA or in countries with equivalent or higher AML/CFT standards of regulation than The Bahheas.

list consistsof countries that are generally regarded as sufficiently applying the FATF Recommendations
and having AML/CFT legislative and regulatorsafeworks of comparable stringency to that of The
Bahamas. Theré no indication that information on the level of country risk is taken into account in
determining countries in which third parties can be based.

155. Criterion 17.3z While Fls can rely on thit parties belonging to the same financial group with an
AML/CFT group policy consistent at least with Bahamian law the requirements as set out alsiilk are
applicable

Weighting and Conclusion

156. All licensees of the CBB comply with the requirmentsiiferion 17.1 Licensees and registrants
under the SCB do not have any requirement that the ultimate responsibility for CDD measures should remain
with them.There is no specific requirement that insurance companies satisfy themselves that the introducer
is regulated and supervised or has measures in place for compliance with CDD anekeepord
requirements in line with Recommendation 10 and 11. Additionally, there is no specific requirement that the
ultimate responsibility for CDD measures should rienudgth the insurance companyhere is nandication

that information on the level of country risk is taken into account in determining countries in which third
parties can be basddecommendation 17 is rated partially compliant.

Recommendation 18 z Internal controls and foreign branches and subsidiaries

157. Recommendation 18 is a combination of (for mer
the 3 MER due to no requirements for an adequately resourced and independent audit function or screening
procedures for hiring employees, the requirement for procedures for detection of unusual and suspicious
transactionglid not extend to all Fls and the compliance officer and other appropriate staff not having access

to information that may assist in makiagn S TR. R. 22 was rated OPC6 as
were only applicable to banks and trust companies. Deficiencies of R. 15 were addressed by revisions in the
CBB AML/CFT Guidelines, the adoption by the B®f the revised CBB AML/CFT Guidalies and the

issuance of industry specific guidelines for the insurance sector. The shortfalls of R. 22 were dealt with by
the S@ adopting the revised CBB AML/CFT Guidelines and the issuance of industry specific guidelines

for the insurance sector. No negquirements have been included in R. 18.

158. Criterion 18.17 The only legislative provisions relating to criterion 18.1 are regs. 5 and 6 of

Financial Intelligence (Transactions Reporting) Regulations, 2001 (FITRR) which require FIs to have
compliance margement arrangements including appointment of a senior officer as compliance officer and
an ongoing employee training programme. Paragraph 24 of the CBB AML/CFT Guidelines requires



licensees to have policies, procedures and controls to deter criminaladirmgrtheir facilities for ML/TF.
Paragraphs & and29 of the CBB AML/CFT Guideline include requirements of criteria 18.1 (b) and (d).
Paragraphs 13.1.1, 14, 19.5, 20 and 21 of the CUCOP incorporates all requirements of the criterion except
for the auditfunction being specifically independent. Rules 3, 4 and 32 of the S| Rules include the
requirements of the criterion except gmreening procedures for hiring employyees and an independent audit
function. Forinsurance comgmies the requirements aredorporated in Section V, VIII and IX of the BC
AML/CFT Guidelines, as well as ineStion 207(1)(e) of the 1A, and Section 45(1)(e) of the EIA.

159. Criterion 18.21 Paragraph229(2)and (3)of the revised CBB AML/CFT Guidelinéscludesome

of the elements of this criterion. Rlsder the supervision of the CBB with a branch or subsidiary in a host
country or jurisdiction have to develop an AML/CFT group policy that complies with the requirements of
The Bahamasds AML th€revkedlARILgGFiGuidetinesoTinesaFistheed to put in place
adequate safeguards to protect the confidentiality and use of any information that is shared, and to the extent
permitted by the laws of the countries or jurisdictioviseretheir branches andubsidiaries are located
develop group policies and procedures to share information required for CDD purposes and ML/TF risk
management.No similar provisions are found in the legislation and guidelines coveriggjt unions,
insurance companies and geties firms.

160. Criterion 1831 The only requirement of this criterion

CBB AML/CFT Guidelines whicliequiregthat financial group policy be followed by all overseas branches,
subsidiaries and associates to ensure that AML/CFT standards and practices are consistent with Bahamian
requirements or with host country standards if more rigorduse IBTC has issued aotice to the four
licensees that have branches or subsidiaries in foreign jurisdictions reminding them of their obligation to

ensure that their overseas branches and subsidiar

these are more rigorousatmthose of the host countihere is no requirement for financial groups to apply
appropriate additional measures to mitigate ML/TF risks where the host country does not permit proper
implementation of AML/CFT measures and to inform their home sumesvBaragraphs 14.9.2 and 14.9.3

of the ICB AML/CFT Guidelines includes the requirements of criterion 18.3. No similar provisions exist for
credit unions and securities firms.

Weighting and Conclusion

161. Therequirements of criterion 18.1 are met with digfincies.Insurance companies are required to
comply with the requirements of criterion 18.3. Credit unions, insurance companies and securities entities
do not have provisions in line with the requirements of criterion 18.2. Credit umiohsecurities diies

are not required to comply with criterion 18Recommendation 18 is rated partially compliant

Recommendation 19 z Higher -risk countries

162. This Recommendati on (f or nféMER and tRe le2elof compliasice wast e d
improved with regard to the documentation of written findings of the examinations of transactions with
persons from or in countries that do not or insufficiently apply the FATF Standards by entities regulated by
the CBB SC and most of those regulated by the CC.
licensees to be aware of higher risk jurisdictions. R. 19 requires the application of EDD where there is a risk
to transactions and business relationships from casiswi identifiedby the FATF. Countries are required

to informFls of possible AML/CFT weaknesses in other countries.
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163. Criterion 19.1- FlIs (including banks, trust companies, money transmission business and credit
unions), are required to appyDD on arisk sensitive basis for customers, business relationships or
transactions under paragraph 139 of CBB AML/CFT Guidelines. Based on sections 6(1), (2) and (3), of the
FTRA, FlIs should verify the identification of a person who becomes a facility holderelsttoting the
commercial relationship and also verify their identity when there are two or more facility holders. This
obligation of the Fl is extended to natural and legal perandkegal arrangements. Under paragraph 166 of

the CBB AML/CFT Guidelines,all licensees are encouraged to consult publicly available information to
ensure that they are aware of countries / territories which may pose a higher risk. However, it does not clearly
indicate that the referred EDD should be applied, proportionateetadks, to countries for which this is
called for by the FATF. While rule 25(1) of the SI Rules requires EDD for higher risk customers, business
relationships and transactions there is no reference to higher risk courrted€B AML/CFT Guidelines

also contains requirements similarttwat of paragraph 166 of the CBB Guidelines.

164. Criterion 19.2i (a) At a country level, there are no specific provisions to apply countermeasures
proportionate to the risks when called to do so by the FATF or independent of any call by the FATF.The
CBB AML/CFT Guidelines sets out examples of countermeasures that meulddertaken by licensees
when dealing with highisk countries. Paragraph 167 of the CBB AML/CFT Guidelines requires that caution
should be exercised when accepting certified documentation from person who are in high risk countries

165. Criterion 19.37 Paagraphs 166 and 167 tie CBB AML/CFT Guidelines establish the EDD
measures that licensees should apply to high risk countries including countries associated with predicate
crimes and that pose higher risk potential to licensBas.Guidelines specifyotintries that are associated

with predicate crimes such as drug trafficking, fraud and corruption; but not countries with weaknesses in
relation to TFLicenseesre encouragetb consult publicly available information to ensure that they are
aware of coumtes/territories that may pose a higher risk. Causarquiredn respect of the acceptance of
certified documentation from individuals and entities located in-hHglhcountries, and an investigation of

the background and purpose of transactismsguiredwhen there appesto have no economic or visible

lawful purpose.There is no legal basis for the application of this criterion by the insurance industry
investment fund industry.

Weighting and Conclusion

166. While FIs are required to apply EDD @nrisk sensitive basthere is no specific obligation thtte
referred EDD should be applied, proportionate to thefrik countries for which this is called for by the
FATF. Thereare no provisions foapplying countermeasures proportionate toribles to countries for
which this is called for by the FAT&nd independently of any call by the FATIFhere are no measures to
adviseentities under the SCB and the I@Bconcerns about weaknesseshe AML/CFT systems afther
countries Recommendationl9 is rated partially compliant.

Recommendation 20 z Reporting of suspicious transaction

167. This Recommendation (formerly R.13 and®™SR. 1V)
MER. For Rec. 13 the factor underlying the rating was that the &mtist STRs suggested that only the
banking sector was effectively implementing STR measures. SR IV was fully met since FTRA requires the
submission of STRs to the FIU including ML anf. The FIU conducted trainings and workshops where
various sectors ahdedwhich resulted ira significant increase in the number of STRs received. The FIU



continued working with the banking and rbanking sector to assist institutions with implementing and
maintaining an effective STR regiméo new measures have beedlied in R.20.

168. Criterion 20.17 Section 14(1)(b) of the FTRA sets out that where FlIs know, suspect or have
reasonable grounds to suspect that the transaction or proposed transaction involves proceeds of criminal
conduct or any offence as defined in BX@CA or any offence under the POCA or an attempt to avoid the
enforcement of any provision of the POCA,; the FI shall, as soon as practicable, report the transaction or
proposed transaction to the FIU. Additionally, under the POCA Schealulee offence®stablished in the

ATA are subject to the provisions of the POCA.

169. Criterion 20.2i The Schedule to the POCA inclued#fences under the ATA as predicate offences.
While there are no provisions in the ATA requiring the reporting of attempted suspicious transactions, the
mandatory reporting obligation under section 14 (1)(b) of the FTRA that requires the reportingoskgrop
transactions is applicable alsottee ATA, since offences undehe ATA are predicate offences undére

POCA. Section 14 (1)(b) of the FTRA does notaséinit on theamountof the transactions.

Weighting and Conclusion

170. Recommendation 20 is rateccompliant.

Recommendation 21 z Tipping -off and confidentiality

171. The Bahamas was rated 6C6 for R.21 (formerly
changes to this Recommendation for the Fourth Round.

172. Criterion 21.1i According to section 8(2) of the FIUA, no civil or criminal liability action may be
brought nor professional sanction taken against any person or against directors or employees of a financial
entity who in good faith transmits information or submits reptwtthe FIU.

173. Criterion 21.21 Prohibition against the disclosure of information can be found at section 44(1) of

the POCA. Here it is an offence for a person to disclose to any other person information which is likely to
prejudice an investigation or gosed investigation into ML. Additionally, section 44(2) of the POCA
creates an offence whereby a person who knows or suspects that a disclosure has been made to a police
officer or an appropriate person, pursuant to sections 41, 42 and 43 of the PQ@#gtgrerson discloses
information which is likely to prejudice any investigation conducted as a result of that discldwisbove

provision would include reporting to the FIU sinargon 43 of the POCA requires reporting to the FIU
suspicions of MLrelated to the proceeds of the offence of drug trafficking or any relevant offénder
sectionl8(1) of the FTRA, &1l is prohibited from disclosing the existence of an STR, except to &) thé s
supervisory authority; b) the FIU; ¢) the Commissiond?alfce or a member of the Police who is authorised

by the commissioner; d) an officer, employee or agent ofFthéor any purpose connected with the
performance of that persondés duti es; e) a oounsel
representation in relation to the matter; f) @#B. Additionally, sections 20(4) and (5) of the FTRA, makes

it an offence for any person to disclose that a STR has been made or that reporting of an STR is being
considered thereby imposing criminalbility ondirectors, officers and employeefkIs for disclosing such

a matter

Weighting and Conclusion
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174. Recommendation 21 is rated complaint
Recommendation 22 z DNFBPs: Customer due diligence

175. Recommendation 22 (f or mer3*WER Deficie@cjes inladed thea t e d
lack of a requirement to undertake CDD measare®ccasional transactions that are wire transfers as
required by therterpretativeNoteto SR VII; no requiremento verify that any persons purporting to act on
behalf of legal persons or legal arrangements is so authorized, and to identify and verify the identity of that
person; no requirement to take reasonable measures to determine natural persons who olvmately
control legal persons or legal arrangements; lack of enforceability of some requirements to understand
ownership and control of structure of legal persons and arrangements and of keeping CDD information
updated, as well as to perform enhanced digedice for high risk categories. There was also no requirement

to consider making an STR when unable to complete CDD or to obtain senior management approval for the
continuation of a relationship with a client identified as a PEP. Other deficienciesleédclack of
enforceability of record keeping requirements and of the requirement to examine the background and purpose
of complex transactions, in some sectors. All deficierfoiethis Recommendation during the Third Round

were deemedesolved through the issuance of the FTRR in 2009 and the issuaddlLdCFT Codes
applicable to Accountants, Lawyers and Real Estate.

176. Of the different categories of DNFBPs envisioned by the FATF Recommendations, only dealers
in precious metals and stonesre not covered by AML/CFT legislation given that the Authorities conducted

a review and determined they represented a negligible risk. They were however brought into the AML/CFT
framework through an amendment to the FTRA (see paragraph 13 of"tRéJR). The essential
requirements for DNFBPs remained unchanged in the revised Stabdattiere are provisions absent in

law that are not adequately addressed in guidance for DNFBPs

177. Criterion 22.1(R.1Di As noted all categories of DNFBPs have been brought under the AML/CFT
regime of The Bahamas. As such, all DNFBPs have been defined@axdEithe FTRA thereby subjecting

them to all the requirements of the FTRA and other AML/CFT laws and statutes.tioradul categories

of DNFBPs except for casinos and dealers of precious metals and dealers of precious stones have been issued
an AML/CFT Handbook and Code of Practice (AML/CFT Code) setting out good industry practies and
covering AML/CFT issues not d# with in legislation. The lack of guidelines for dealers of precious
metals and stones is not based on the risk, but rather the recent assignment of supervisory responsibility for
this subsector to the Inspector of FCSP (SCB) wilte 2014 amendmérto the FTRA.Casinos arelso

subject to the Gaming Regulations (GRhe Gaming House Operators Regulations (GHOR) and the
Financial Transactions Reporting (Gaming) Regulations, 2014 (FTR&Rjcriterion 10.1 is met by

section 6(1) and 6(3) of the FTRA. Safiterion 10.2(a) is met by sections 6(1) and 6(2) of the FTRA.
Subecriterion 10.2(b) isnostlymetdue to the fact that $15,000 threshold in reg. 2 of the FTRA applies only

to occasional cash traastions, rather thanll occasional transactions. The schedule to the Financial
Transactions Reporting (Gaming) Regulations, 2014 has CDD thresholds for occasional transactions ranging
from $5,000 to $15,000. These are not in line with the $3,00ththickspecified for casinos. Siterion

10.2(c) ismostlymet by the FTR(WT)R, particularly for originator informatiandbeneficiary information.
However, there are no requiremeaisept for licensees of the CBBr its application to targeted financial
sanctions under UNSCRs 1267 and 13B&b-criterion 10.2(d) is met by section 10A (1) of the FTRA.
Subcriterion 10.2(e) is met by section 6(4) of the FTRA.  Requirements of criterion 10.3 are met through
sections 6, 7 and 11 of the FTRA, as well as regulations 3, 4 and 5 of the FTRR which allow for independent
sources of verification. With regard to verifying that a person is authorized to act on behalf of a customer
(Criterion 10.4), this is found primariip FTRA section 7 (5) as well asgulations4(1), 5(1), and 6(2) of



the FTRR. With regard to criterion 10.5, the requirement to identify the beneficial owmeetiby
regulations7A and 48) of the FTRR.

178. With regard tacriterion 10.6 information othe purpose and nature of a business relationship with
individuals is required under reg. 3(1)(d) of the FTRR. However, similar obligations with regard to corporate
entities, partnerships and other unincorporated businesses as set out in regs. 4(@)d@nahckgs. 5(2)(a)

and (b) of the FTRR are discretionary. The above requirements are set out for real estate brokers, accountants,
lawyers and FCSPs in their respective AML/CFT Codes. (Paragraphs 14.3 and 14.4 of the accountants and
lawyers AML/CFT Cods and paragraphs 13.3 and 13.4 of the real estate brokers and FCSPs AML/CFT
Codes) There are no similar requirements for casino€riterion 10.7 provisions are partly met for casinos

and gaming houses by section 159 of the GRs and regulation 9(2) of the HoRBver, there are no
provisions for ensuring that documents, data and information collected under CDD are-kejoaigp

although there are provisions to keep the risk assessment of the patmdaip. Requirements forhis
criterionare set out in paragraphs 15.1 and 15.4 of the AML/CFT Codes for real estate brokers and FCSPs
and paragraphs 16.1 and 16.4 of thelA®FT Codes for lawyers and accountants

179. Provisions regarding 10.8 are found in regulatiors & the FTRR as well as the equivalent
provisions in theAML/CFT Codes paragraphs 13.3.3 of the AML/CFT Codes for real estate brokers and
FCSPs and paragraphi4.3.3 of the AML/CFTCodes foraccountants anthwyerg. Measures required by
10.9 are met through regulation$4f the FTRR as well as equivalent provisions regarding identification
of corporate entities in the®ML/CFT Codesparagraphd3 and 14 Further the DNFBP
must require the address of the registered office undesextion 4(2)(b) of the FTRR. Requirements for
10.10 are found in regulatiods6 of the FTRR and respectiparagraphdn the Codesgaragraphl3 for

Reaal Estate and FCSP Handbook and Codepardgraphi4 in the Codes for Accountants and Lawyers)
Requirements for criterion10.1thrgely metare found irregulations 6(2) andA of the FTRRWhile there

is a general requirement to verify the identiti€B80@s of all customers and to identify the settlor and the
person exercising effective control over a trust there &peaificlegislative requirement to identify trustees

or protectors if any

180. Requirements for criteria 10.12 and 10(CPD for beneficiaries of life insurance policiee
not applicable for DNFBPRequirements for 10. 14 are met as per sexio(2) and 7of the FTRA.
Regarding 10.1%heauthorities indicated that pursuant to section 6 (2) of the FTRA, openingmfratsds
not permitted before identification is completatisk management proceduraddressinghis are therefore
not neededAs such lis subcriterion isnot applicable.

181. Criterion10.16is met bysection 6 §) of the FTRAas set out in the analydt R.10 in this report

and is applicable to all DNFBPw®/ith regard to 10.17 the FTRA does not contain specific provisions but the
AML/CFT Codes fparagrapt2 for Real Estate and the FGSfaragraph3 for theAML/CFT Codes for
Accountants and Lawyers) @ontain aparagrapton categorization of risks and EDD that must be applied
to high and low risk categories.The analysis as set out in R.10 regarding 10.18 is also applicable for
DNFBPs.With regard to 10.19 (a) and (b), there are no provisstipsilaing requirements when DNFBPs
are unable to comply with relevant CDD measulreselation to 10.20 there are no measures for exemption
from the requirement to conduct CDD if such exercise will or is likely totiiggthe customer and instead

file a STR.

182. Criterion 22.2(R.11) Record keeping requirements are included in the FTRA Part IV and FTRR
and are applicable to both FIs and DNFBPs. As such the analysis under Recommendation 11 dealing with
11.1, 11.3 and 11.4 is also relevant for DNFBRdditionally, theAML/CFT Code for Real Estarokers

andthe AML/CFT Code fol=CSPs contain specific procedures fraragraphl6. Accountants and Lawyers
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also have provisions iparagraphL?7. These provisions require tmetention of account files and $iness
correspondence connected with the facility for a period of five years after the completion of the transaction
rather than five years after the termination of the accdurre are no requirements regarding any analysis
other than thoseeededor any ongoing investigations.

183. Criterion 22.3(R.12)i12.17 12.4 With regard to casinothere are minimal requirements
concerning PEPas set out in regulation 150(2)(b) of the Gaming Regulations and regulation 3(2)(a) of the
FTRR.Other than determinintipat a patron or any beneficial owner or underlying person is a PEP and the
patronds source of funds the only other requireme
the patron. Requirements such as senior management approval, saueedttofand enhanced monitoring

are abserdis well as requirements for 12.2 and 12Similar requirements for PEPs are set outhe t
AML/CFT Codes for ReaEstateBrokersandthe AML/CFT Code for FCSP at paragraphl2 and the
AML/CFT Codes for Lawyers and Accountants paragraphl3 There is no definition of PEPs which are

listed as high risk and are subject to requirements for high risk customers. These include for larger DNFBPs
senior management approval for establishing or continuimdpéianship and enhanced monitoring. fighe

are no provisions dealing widomestic PEPs, international organisation PEPs or family members or close
associates of all types of PEPS.

184. Criterion 22.4R.15)i Criterion 15.1 is dealt to a certain extent, thropghagrapii2.4.5.2 of the
AML/CFT Code for FCSPgaragrapti2.3.4.5 of théAML/CFT Code forReal Estat®rokers and 13.3.4.5

of the AML/CFT Codes for Accountants and Lawyers, whigdguire thatnecesary measuresbe
implementedio prevent the misuse of technological developments to facilitate ML and fidfe is no
requirement to identify and address ML/Tigks derived from technological developmeoitsiew delivery
mechanisms and business practicEee measures do not include specifically doing a risk assessment and
taking appropriate measures to manage and mitigate thehésk. are no requirements for casinos regarding
Recommendation 1%Criterion 15.2).

185. Criterion 22.59R.17)7 With regard to sufzriterion 17.1 (aParagraptl5 of AML/CFT Codes
requires DNFBR to obtain from the introducer a letter with informatiahich identifies the introduced
customer and any beneficiaries or relevant beneficial owners and the purposteadédimature of the
business relationshighe ultimate responsibility for CDD measuregemains with the DNFBP. Sub-

criterion 17.1 (b}his provisionis met as there areequiremergto obtain from the introducer an undertaking
thatspecific copieof CDD documentatiorwill be provided for verificatiompon request and without delay

in the citedparagraptof the AML/CFT Codes Sub-criterion 17.1 (c)Third party reliance is limited to a
number of eligible introducers all of which are required to be atgdleither by the supervisory authorities

in The Bahamas doreign agencies equivalent toette.authorities in The BahamaRaragrapi5 of the

Codes of Practice requires that the relevant DNFBP be satisfied that the eligible introducer is supervised an
regulated as requiredVith regard to sb-criterion 17.2as already indicated the criterion for eligible
introducers is regulation and supervision by reputable supervisory authorities rather than assessment of
country risk. The situation as set out in Recommendation 17 for criterion 17.3 is also applidablEBSS.

In the case of th&AML/CFT Code for FCSRBsprovisions for third party reliancare exactly the same as
describedaboveT here are no requirements for casinos regarding third party reliance.

Weighting and Conclusion

186. Overall there is a CDD framewiofor DNFBPs that requires identification and verification of the
customer and other parties where relevant. This include measures to identify the beneficia Diraard
record keepingequirements for DNFBPs atargely in place. Risk analysis is ragred to determine



whether a client is a PEP, biliere are no direct provisions to put in place risk management systems to
determine whether a customer or a beneficial owner is a PEP and to conduct ongoing monitoring of that
relationship The EDD provisias are generally in keeping with the Standard. There is no information that
pertains to the beneficiaries of life insurance and other investment related insurance [Rilces.
verification is required prior to establishing a business relationship ihe® need for measures for the
timing of verification and dealing with existing customédx® requirement to identify and address ML/TF

risks derived from technological developments or new delivery mechanisms and business practices. The
measures do natclude specifically doing a risk assessment and taking appropriate measures to manage and
mitigate the riskWith respect to reliance on third parties, there are no provisions in CC Codes to have
information on the level of country risk or for groupwid€[Q requirements and mitigation measures,
Recommendation 22 is rated partially comliant.

Recommendation 23 z DNFBPs: Other measures

187. Recommendation 23 (for mer | §¥ MBR. ThelrBa)n deficescies at e d
identified were: the ineffective implementation of suspicious transaction reporting requirements; access to
information that could be relevant in filing an STR was only available to the compliance affat@ot to

other appropate staff; no requirements for screening procedures for hiring new employees; no requirement
for the maintenance of an independent audit function to test compliance; policies and procedures for the
detection of unusual transactions and STRs were onbyas#ble on banks and trust companies and special
attention to business relationships with high risk countries was only applicable to banks and trust companies.
These deficiencies related to R. 13, 15 and 21. Deficiencies that affected Fls also BifdeR®S. The

STR issues were addressed by continuous AML/CFT training to ensure effective implementation of the
reporting requirements by FlIs, while the revision of the CBB AML/CFT Guidelines and the development of
Codes of Practice addressed the deficespglating to internal controls and higher risk countries. There are

no outstanding issues. The new requirements for R. 16 inidsides on the cooperation between SROs and

the FIU with regard to lawyers, notaries, other independent legal professindasauntants.

188. Criterion 23.XR.20)1 Criterion 20.1 Pursuant to section 3 of the FTRéaming houses and
casinos licensed under the Gaming Act 20dvyers, accountants, dealers in precious metalpgetious

stones, TCSPs and real estate brokersdassified as Fls. As such, section 14 of the FRTA provides that
Fls must report suspicious transactions to the FIU. Additionally, section 43 of the POCA provides for persons
to make disclosures on suspiesmf ML, while section 7 of the ATA requires reqts on suspicion of the

use of funds or financial services for offences under the ATA to be reported@®the Criterion 20.21
Section 14 of the FTRA refers to é6proposed trans
t ransact isondirdet.refeffemce to &tempted transactions at section 7 of the ATA, where a person
is required to file a report to thEOP, where the person has reasonable grounds to suspect that the
funds/financial services are related to or are to be used tiatcdn offence under the ATA. However, the
mandatory reporting requirement under section 14 of the FTRA which includes TF offences requires
reporting of attempted transactions. (See. Para. 666 ofttei8d MER).

189. Criterion 23.ZR.18)i Criterion 18.1 (a) Section 5(e) of the FITRR requires Fls to identify and
appoint a senior officer as a compliance officer who is responsible for ensuring that the regulated institution
is in full compliance with théaw of The Bahamas. Sections 5(d) of theFITRR requires the identification

and appointment of a Money Laundering Reporting Officer (MLROsa&t&lout théunctions of the MLRO

in a Fis internal reporting procedures. Additionally, sections-18.% of the CAAML/CFT Codes provide

a mandatory iguirement to appoint a MLRO and a Compliance Officer. (b) TheARIC/CFT Codes and

the FCSPAML/CFT Code deal withKnow Your EmployeeKYE) at section 19 and 18 respectivalyd
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include screening procedures when hiring emplaye@s Section 6 of the FITRR provides for training
procedures which should be provided by Fls to st
y e ar While sctiondL2 of the C@ML/CFT Codes and section 11 of the FCARL/CFT Codeprovide

for internal auditingof AML/CFT systemghe requirement does not specify that the audit be independent.
Criterion 18.2 (ac)i There are no financial group measuypedaining to lawyers, dealers in precious
stones and metals and TCSPEriterion 18.3 There are a specific measures provided fioreign
branches and majoritgwned subsidiaries dfie DNFBPs covered by this Recommendation.

190.  Criterion 23.3R.19)1 For criterion 19.1 Section 6 of the FTRA andection 13 ofthe CC
AML/CFT Codes povide for CDD (identification and verification). The G®IL/CFT Codes also require

Fls to comply using a RBAnd requires EDD for high risk clientsThere is no requirement to apply EDD

to customers from countrigghere this is called for by the FATEriterion 19.2i There are no programs

for countermeasures cited or noted for (i) when called upon to do so by the FATF or (ii) independent of any
call by the FATF. With regard teriterion 19.3 there are noneasures that address the issue of advising the
DNFBPs of weaknesses in the AML/CFT systems of other countries.

191. Criterion 23.4R.21)i Criterion 21.17 Section 16 ofthe FTRA r ot ect s fAany per son
a STR to the FIU from civil, criminal or disciplinary proceedings with regard to thdosise of the
information inthe STR. Thewordsa ny p e r s o nady,corparate bodyisutitas DNFBPs as set out

in section 2 of the Interpretation and General Clauses Act alongdiréttors, offices and employeesf

DNFBPs Criterion 21.2Pursiant to section 18 of the FTRA Fls are prohibited from disclosing the making

or contemplation of making of an STR to anyone other than those noted at section 1&{19f {ag FTRA
Section20(4) and (5) of the FTRA, makes it an offence for any paisdisclose that a STR has been made

or that reporting of an STR is being considered thereby imposing criminal liability on directors, officers and
employees of Fls for disclosing such a matter

Weighting and Conclusion

192. Suspicious transactiamporting and tippingff and confidentiality requaments have been met.
There are no measures for financial grevide programmes for ML/TF or foforeign branches and
majority-owned subsidiaries dDNFBPs. The requirements of R.19 have not been implehdor
DNFBPs. Recommendation 23 is rated partially complaint.

Weighting and Conclusion
Recommendation 24 z Transparency and beneficial ownership of legal persons

193. Recommendati on 24 (for mer [‘'WERR The as3essorsvfawsid that t e d
there was no legal requirement to determine the natural person who ultimately controlled the legal person.
At the time of the 8 round evaluation, the assessors noted at paragraph 1078 that the perceived risk of
money laudering or terrorist financing in the domestic sector is low relative to the much larger and
significant offshore sector. Based on information provided in the fallpywrocess, The Bahamas indicated

that the deficiency was addressed by an amendment EIRR, which was brought into force in January

2009. At the time of this writing, this amendment to the FTRR is still outstanding and cannot be verified as
being adequately addressed.



194. Recommendation 24 has been expanded to include requirements pertaittiegnformation to

be maintained in the Companiesd registry, shareh
register and Registry to be accurate and updated on a timely basis, mechanisms to ensure that BO information
is obtained; coopetian with competent authorities in determining the BO, maintenance of records for a
specified period after the business has ended, powers of law enforcement to obtain timely access to BO
information, nominee shares and nominee directors, bearer shafesasedshare warrants, proportionate

and dissuasive sanctions, international cooperation with regard to basic and BO information and monitoring
of the quality of assistance received in response to requests for basic and BO information.

195. Criterion 24.11 As indicated by the authorities the types of legal persons that can be formed in
The Bahamas include regular (local) companies, international business companies (IBCs), executive entities,
exempted limited partnerships, foundations, investment condonsniimmted duration companies, non

profit companies and segregated accounts compaiespanies may be created under one ofdatutes

T either the Companies Act (CA) or theeernational Business Corporations A&CA). Incorporation under
eitherstatute may be with or without limited liability and includes 4poafit companiesUnder the IBCA

limited duration companies may also be incorporaféie governing statute for segregated accounts
companies is the Segregated Accounts Companies Act (SACAggregated accounts company (SAC)

must be either a company incorporated under the CA or the .IBGA remaining types of companies
executive entities, exempted limited partnerships and foundasimngjoverned by individual statutes.
Investment condomiumsare required to be licensed as an investment fund governed by the IFA under the
regulation of the SCB. As such they are covered by the requirements under ReBr@&tesses for the
formation of the various types of companies and the recordingsf information are set out in the relevant
statutes. All types of | egal persons ar e((RGR)qui r ec
which provides information on commencitige process on its websit@eneficial ownership information is
available through the AML/CFT ,obligations of FIls and DNFBPs. Information on the process for the
obtaining and recording of beneficial ownership information is not publicly available.

196. Criterion 24.2i The assessment of the ML/TF risks associated Witiies of legal persons that
can be created has not been completed.

197. Criterion 24.3i The RGD is required under the relevant statutes to maintain appropriate registers
for all types of companiesThe requirements for the registration of companiedker the CAare contained

in sections 10(1), 16, 17(2) aB@(4). The sections provide for the filing of Articles of Incorporation with
theRGD, submission of the address of the registered officka listof directors and managers containing
namesaddresses and occupatiargl the issuance of a Certificate of Incorporati@imilar measures are

also contained in the IBCA at sections 15(1) and 37 and 44 for the registogtitme RGDof the
Memorandum and Articles of Associatiarhich includes th@ame of the company and the address of the
registered officethe requirement for a registered company to have a registered office in The Bahamas and
the filing of the register of directors and officers with tHe[R Executive entities are requiréa submit to

the RGO name, date of the Charter or any Articles, purpose, and name and address of the executive entity
agent. Foundations are required to submit naaddress of registered office, date of the Charter or any
Articles, purposes and objects, arahme and address of secretary/foundation agent and first officers of the
foundation.The Charter or Articlesf executive entities and foundatiocsn but need not be submitted to

the RGD Exempted limited partnershipse required to submit name, genewtlme of the business, address

of registered office, name and address of general partner and in the case of a corporate general partner a
certificate of incorporation and certificate of good standing. While the registration requirements under the
CA and tle IBCA meet the criterionthe other requirements lack information on baiegulating powers.

All of the registers kept by the RGD can be viewed by the public for a nominal fee during official hours.
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198. Criterion 24.47 The requirement to maintain a re@r of shareholders is dealt with at section
56(1) of the CA, which provides that a company registered under the Aerjuired to maintain a register

of shareholderat its registered officEhe information to be kept in the register of shareholdetades the

names, addresses and occupations of the members of the company; including the shares held by each member
if relevant; the date on which any perdoecame andeased to be a member. Section 56(2) allows for
inspection of the register of membdng members of the company or the public subject to any restrictions
that may be imposed. Pursuant to section 58, the list of shareholders and the number of shares held has to
be forwarded to the Registrar. Additionally, section 59(1) requires everyporaded company to submit

to the Registrar a declaration as to whether 60% or more of a conghayes are beneficially owned by
Bahamians. The names and other information of these shareholders is not available for public inspection.
Theinformation sebut incriterion 24.3s required to be maintained by the company under section 18 of the
CA. The IBCA at section 29(1) also requires the maintenanchareregistersat the registered office
containing information othe namesandaddresses of the membeof the company; including the shares

held by each member if relevambdthe date on which any person became and ceased to be a member
Section 67 of the IBCA requires retention of records contaimfogmation set out in criterion 24.&ach
executive entity is required to retain at its registered office , the Charter and Articles arshmaraedreses

of the founder, officers and executive entity members. Foundations are required to keep at their registered
office the Charter and Articlesnd name and addresses of the founder, foundation council or any other
governing body or supervisory pers@eneral partners are required to maintain at the registered office of
the exempted limited partnership a register of the name, address and amount aehiheatentributions of

each partnefhe information set out in criterion 24.3 is require to be retaineadXacutive entities,
foundations and exempted limited partnerships.

199. Criterion 24.5i As noted earlier, sectior0g!) of the CA requires each company to keep a register

of directors and managers with the names and addresses and occupation where relevant at the registered
office of the company. A copy is to be sent to the Regisheation 56(1) requires companiesraintain a

register of shareholdersinlar measuresareprovided for at secti@¥4(4)and 29(1)of the IBCA. There

is no indication that there is a requirement to keep the information accurate and updated on a timely basis.
Further, the IBCA at sectiof4(8) requires thanotice of a change in the directors and offéagfran IBC

must be filed with the Registrar of Companies within twelve months of such chiinigenotice is not

timely. Similarly with regard toexecutive entities, foundations and exted limited partnerships there is

no mechanism to ensure that information in criterion 24.3 and 24.3 is accurate and updated on a timely basis.

200. Criterion 24.67 This criterion requires the use of one or more mechanisms to ensure that
information on the B of a company is obtained by the company and available at a specified |ocatim

be otherwise determined in a timely manfeh e RGD&6s registries record so
not require to keep BO informatiothe Bahamas requires companieseep information on the name,
address and number of shares where relevant on directors and members of a cordoredioer, here is

no specific requirement to obtain BO information. Tiein mechanism for the collection of BO information

is Fls andDNFBPs through the requirements of R.10 and R.22 as set out in this report. FIs and DNFBPs are
required to identify all natural persons who have 10 percent controlling interest or more in a corporate entity
and all natural persons who control the ownershipcture. All IBCs are required to have a licensed FCSP

as their registered agent who under the FCSP AML/CFT Code will be required to keep BO as stipulated
above. Executive entities and foundations are required to have either an FCSP or trust congratine und
BTCRA as registered agents and as such the BO information requirements in the CBB AML/CFT Guidelines
and the FCSP AML/CFT Code will be applicable. Exempted limited partnerships are not required to maintain
information on beneficial ownership, howesich information will have to be maintained by the Fls with
which they conduct business. As set out in R 9 and 31 LEAs have adequate powers to access information
from FIs and DNFBPs.



201. Criterion 24.77 There are requirements to maintain information registered shareholders
(registered shareholdeissection 56 of the CA; sectid2P of the IBCA). The Authorities have also noted
requirements for approval to transfer shares under the SIA/IFA and the FCPA. There is however no direct
requirement thaBO information is kept as accurate andtojlate as possiblés mentioned in 24.6, legal
entities are not required aptain BO information FIs under the supervision of the CBBCBand thd CB

are required tensure that CDD information which includB® is upto-date. [See:Paragraph 45 of the
CBB AML/CFT GuidelinesRules 10; 18 (4) & (5); 19; 20 and 28 SI (AML/CFT) Rutesagraph 16.4 of
the ICB AML/CFT Guidelineg. Paragraph 15.4 of the FC3#®L/CFT Coderequires FCSPs to ensure
that documentand data collected during the due diligence process is kejpkdgie and relevant through
periodic reviews. This will include BO information and covers all IBEatagraph 15.4 of the AML/CFT
Codes for Real Estate Brokers and paragraph 16.4 of the AMLJees for Accountants and Lawyers
also have the same requiremeht® remaining legal persons will come under the AML/CFT requirements
of the FIs and thBNFBPs

202. Criterion 24.81 While companies under the CA are obliged to have a registered office there is no
specific requirement for a resident natural person to be authorised to provide all basic and BO information
to competent authoritiedJnder section 3B9 of thelBCA, 2000 anBC must ensure that it has a registered

office and aregistered agent domiciled in the BahanTd® registered agent must be a licensed FTE®.

name and address of the registered agent must be submitted to the Registrar who maintains a register of all
such agents. FCSPs are required to keep BO information which can be accessed by competent authorities.
Similarly, executive entities and foundations must have either FCSPs or trust companies as agents which are
required to keep BO information accessible to competent authorities. Exempted limited partnerships are
required to have a registered office in TreehBmas for service of process, all notices and communications.

203. Criterion 24.9 7 There is no requirement to keep information on BO hij
persons/authorities/entities for five years after the date on which a company is dissolved or otherwise ceases
to existHowever gctions 24(1) and (4) of the FTRA requires &igl DNFBP<o0 retain records of CDD
measuresvhich would include BO informatiofor a period of not less than five years after a person ceases

to be a facility holder.

204. Criterion 24.101 Autharities cited the powers of the CBB (section 35(2)(c) of the CBBA), the
SCB (sections 43, 45 and 50 of the SIA, section 51(1) of the IFA and section 11.4(a)(b) of the FCSPA) and
the IC (sections 69, 70, and 72 of the IA and sections 41,42 and 43 of thim Bb&hinanyinformation for

an investigation. The FIU has the ability to obtain adequate, accurate and current basic and beneficial
ownership information on legal persons and arrangements. The FIU can obtain such information pursuant
to s.4 (2) (d) RUA. .

205. Criterion 24.117 The Bahamas does not prohibit bearer shares or bearer share w&eetits

48 of the @\ provides for the issue of share warrants (including bearer certificates and coupons), subject to
the prior approval of the Controller of Exchange pursuant to regulation 10 of the Exchange Control
Regulation. As a matter of practice, since December 3130 #@& Controller of the Exchange ceased to

grant exchange control approval for the issue of bearer shares. Additionally, section 196(3) of the IBCA
required the recall of all bearer shares issued by IBCs within 6 months of the Act coming into force on 31
December, 2000 and prescribed that recalled bearer shares were to be replaced with new share certificates,
which form part of a register maintained by the registered agent. Any bearer share not recalled and replaced
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within the prescribed six month perioéw e r ender ed O6null and void with
period expired.

206. Criterion 24.127 While there are no specific provisions dealing with nominee shareholders or
directors in the CA section 74 does permit proxy voting for compavitescapital. With regard to IBCs,

section 2 of the FCSPA allows for FCSPs to provide nominee shareholders for IBCs. While nominee
shareholders of IBCs need to be licensed there is no requirement to record their nominee status in company
registers. Therare no measures for nominee directors of IBCs nor for nominee shareholders and directors
of any other legal entitiefRRegulation 14 of the Exchange Control regulations 1956 dealsgnatfiting

approval fornominee shareholdings in companies concerningrasitlentsand does not have any of the
requirements of the criterion.

207. Criterion 24.13i Under section 286 of the CA, contrave
and recorekeeping obligations may be subjéota civil penalty of $20 for eh day @ part thereof during

which the contravention continues. Any natural person acting on behalf of the company can also be subject
to the same penaltection 180 of the IBCA imposes a penalty of $10,000 or imprisonment for two years
for failure to keep a gtre registerFailure to submit required information on time can result in the IBC being
struck off the register. FIs and DNFBPEan be fined for breaches of identification obligations regarding
legal entities in guidelines or codes of pracicmaximum ine of $10,000 on summary conviction and on
conviction on information for the first offence, a maximum fine of $50,000 or for a second or subsequent
offence, a maximum fine of $100,000hese penalties are not applicable to officers, directorermptbyees

of FIs and DNFBPs. As such penalties under the CA are not proportionate or dissuasive, those of the IBCA
are not proportionate and those for FIs and DNFBPs are not applicable to officers, directors and employees
of Fls and DNFBPs.

208. Criterion 24.14i The CBB has powers to obtain information from Fls and to share that information
with an overseas regulatory authority under specified conditions. Additionally, pursuant to section 19(5) of
the BTCRA the CBB subject to section 14(2) provisions mavide information on the BO, directors,
officers and operations of a licensee. The sharing is intended to facilitate group supervision. Measures for
sharing information are also contained in the FTRR, the SIA/IFA, the FCSPA and IA and the EIA. It should
be noted that these measures allow for the receipt and sharing of information. The information held in the
company registry is in the public domain. The Authorities have indicated that beneficial ownership
information is accessible and can be providedthe purpose of international-operation for assisting
overseas regulatory authorities (section 37 of Se&ktion 4 (2) (f) and (g) ofthe FIlUApea k t o t he
ability to provide information and the Unit has on occasion provided information tutheed agencies
pursuant to this legislationSection 74 of the 1A, empowers theB® assist overseas regulatory authorities

for the purpose of international cooperation regarding the sharing and exchange of inforsetiions
45(3)to (9) of tle FTRA, outlines the CCbds ability to
overseas regulators. This does not include indirect information requests witbuntterparts.

2009. Criterion 24.157 While the Authorities have noted mechanisms to address iestambere

information provided is deemed inadequate there are no specific measures or process in place to monitor the
guality of assistance received from other countries with regard to basic and BO information.

Weighting and Conclusion

210. The Bahamas hasome mechanisms in place that would allow information on the BO of legal
persons to be obtainad particular BO information maintained by FCSPs &dir IBCs. However,the



Registrar General is not required to collect BO informaéindlegal entities are ot obliged to retain the
same.There are no measures for nominee directors of IBCs nor for nominee shareholders and directors of
any other legal entitiesThere is no requirement for BO information to be kept five years after the company
is dissolved or eases to exisi here are ngpecific measures or process in place to monitor the quality of
assistance received from other countries with regard to basic and BO inforRatommendation24 is

rated partially compliant.

Recommendation 25 z Transparency and beneficial ownership of legal arrangements

211. This Recommendation (formerly R. 34) was r at e
included the inability to obtain and access information on the beneficial ownership and control of legal
arrangement®r which lawyers provide trust services. There was also no requirement for Fls to make efforts
to determine natural persons who ultimately control legal arrangements. As seen under R.10, measures
regarding beneficial ownership have improved, however siefieiencies remain. The situation remains
unchanged in that trusts through FIs would be examined and overseen by the CBB and under related
applicable provisions. R. 25, now includes obligations for all the countries whether they recognise trust law
or not Trustees should provide information to the FIs or DNFBPs regarding its establishment as a trustee,
and guarantee that such information can be accessed by competent authorities in a timel\trahonkt

be noted that The Bahamas as a common law goatiows for the establishment of common law trusts

with no general registration requirements and no obligation that all trustees have to be licensed individuals
under the AML/CFT legislative framewarKhere is a Trustee A&998which stipulates the duts of the

parties to a trust and does not include any AML/CFT requirements.

212. Criterion 25.1(a) T The Bahamas requirggofessionaltrustees to obtain information on the
identity of thetrustee, thesettlor, the beneficiargnd any other natural person exercising ultimate effective
control over the trustpararaphs94-102 of theCBB AML/CFT Guidelines parayraph14.12 of the ICB
AML/CFT Guidelinesrule 13 of the Sl Rules, pageaphl13.6 of the AML/CFTCodes for FCSRB and eal

estate brokersparayraph 14.6 of theAML/CFT Codes for accountants and lawyéexsFls and DNFBPS

under the supervision of the CBB, SCB, ICB,CC and the IFCS are required to ensure that CDD information
which includes BO is upo-date(parayraph46 of the CBB AML/CFT Guidelinestule 7(3) of the Sl Rules,
paragraphl6.4 of the ICB AML/CFT Guidelineand the AML/CFT Codes for lawygrand accountants and
paragraph 15.1 of the AML/CFT Codes for real estate brokers and FGB@mly the CBB AML/CFT
Guidelines has aequirement for trustees to obtain information on regulated agents or service providers to
the trust such as investment advisers, managers, accountants and tax (@dva®rs (c) Flsand DNFBPs

would be considered professional trustees and are required to keep records for at least fiafteyears
termination of a business relationship

213. Criterion 25.271 Fls are required by the FTRA and FTRR (section 10A and regulation 9,
respectively) to rexamine previously identified clients when it is suspected that a transaction involves
criminal conduct or when there are mat eThe@B ¢ hanc¢
AML/CFT Guidelinesrequires that CDIbe reverifiedvhen there a reasons to suspect the identity of the
customerand as already indicated ensure that such information is kept accurate -tmdatgp as
opportunites ariseSimilar requirments are set out in rule 7(3) of the SI Ritesagraph 16.4 of the ICB
AML/CFT Guidelines requiremisurance&companieso ensure that documents, data or information collected

under the due diligence process is keptaipate and relevant, through periodic reviews of existing records

Similar requirements are set out in the AML/CF®d@és for lawyers, accountants, real estate brokers and
FCSPs.
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214. Criterion 25.3i CDD requirements under the FTRR and the relevant AML/CFT Guidelines require
Fls and DNFBPs to take reasonable measures to identify when a person is acting on behalfafidthers
obtain information on the identity of th&rustee,settlor, the beneficiarnand any other natural person
exercising ultimate effective control over the triigie CBB AML/CFT Guidelines in paragraph 99 requires
that trustees should disclose thetatus to FIs when forming a business relationship or carrying out
occasional transactionSimilar requirements are set out in AML/CFEJodes for DNFBPs ( paragraphs
14.6.3 of the AML/CFT Codes for lawyers and accountants and paragraph 13.6.3 of the AMLdGES

for FCSPs and real estate brokers. There are no similar requirments for licensees of the SCB.

215. Criterion 25.47 There is no statutory bar in The Bahamas to trustees providing information to
competent authoritieselating to trusts Similarlyhiere is no bar with regard to trustees providing information
on beneficiabwnership and assets of the truskts or DNFBPs

216. Criterion 25.5 As indicated in criteria 27.3 and 28.4 the supervisory authorities the CBB, SCB,
ICB, CC and the IFCS have wers to access information held by their respective Fls and DNFBPs which
would include all data on trustee accounts. With regard to the LEA the R&fien 35 of the POCA allows

for the application of production orders relating to investigations intg tafficking offences, or relevant
offenceswhich includes all predicate offence.oduction orders obtained for Fls are for all financial
documents, inclusive of transaction records, identification data obtained through the CDD process and all
other suplemental documents maintained by the FI on behalf of the cheltitionally under section
4(2)(d) of the FIUAthe FlUcanrequire the production of such information excluding information subject

to legal professional privilege that the FIU considers relevant to fulfill its funciMmte the above
measures would allow for eess to all documents held by professional trgsteecess to documents held

by trustees outside the AML/CFT regime will fall under the general powers of the RBPF to access such
documents with appropriate authorization Howewarstees under the Trustee Amendment Act 2013 are
only required to maintaincaounting records.

217. Criterion 25.6 Information on trusts can be exchanged with foreign counterparts based on
measures outlined under criteria 3add 40.9  Section 35(3) of the CBB/Arovides for obtaining
information from entities supervised (boot limited to) by the CBBo assist an overseas regulatory
authority. (c) Under Section 43 SIA, the SCB has powers to obtain information for investigation which
includes obtaining information from other domestic authorities.|Tlehas the legal authoyitand power

to obtain and exchange information with local and international authorities when the information is deemed
to be necessary for the supervision of insurance entities, or when another regulator considers the information
to be necessary for any qpose which will result in the protection of insurers and insurance industry.
(Section 74 of the IA).

218. Criterion 25.7% (a) 1 (b) Trustees who fall under AML/CFindentification and recorleeping
requirements are liable for breaches under the FTRAEBI{TR)R and subject to sanctions as set out in
the writeup for criterion 35.1.With regard to truees outside the AML/CFT regimsection 92A of the
Trustee Amendment Ackequires thdrustee to maintain reliable accounting records. Failure to &eelp
records is liable on summary conviction to a fine not exceeding BSD$2,000.

219. Criterion 25.87 The Bahamas has what could be considered proportionate and dissuasive
administrative and criminal sanctions for failing to grant competent authorities ticetgs to information
regarding the trust referred to in criterion 25.1, to the extent this information is available. Section 35(14) of
the CBBA creates an offence of failing to provide informatamd establishes a maximum fine of
BSD$100,000 and a finef BSD$10,000 for every day for which the offence is continued after conviction.
Section 13 (6) of the BTCRAreates an offence of failing to provide the Inspector with information and



establishes a maximum fine of $100,000/and term of imprisonment fa maximum of five years aad
fine of $2,000 for every day for which the offermmtinues.

Weighting and Conclusion

220. There is a direct obligation for trustees in The Bahamas to obtain and hold information on BO
There are no powers for law enforcement authorities to access BO and other information c8dnusts.
competent authorities can use investigative powers to obtain information on behalf of foreign authorities
though, for the most partheyare able to sha information they already posseBecommendation 25 is

rated partially compliant.

Recommendation 26 z Regulation and supervision of financial institutions

221. This recommendation (for me'f MBR dR.tRiBajlequaciesinr at e
staffing of competent authorities except for the CBB, licensees and registrants under the External Insurance
Act (EIA) and the Inspector of Financial and Corporate Service (IFCS) not subject to fit and proper tests and
the S@ having no system where exemption of investment funds is granted on the basis of proven CDD.
Staffing inadequacies in the BQvere dealt with by increased human resources while those of the CC were
addressed by increased collaboration with SRBs and traokfsupervisory responsibilities to other
regulatory bodies. The other deficiencies were addressed by provisions in the EIA and the Insurance Act
(IA) and amendments to guidelines. The outstanding issue was the requirement for the Director of Societies
to be responsible for ensuring that licensees and registrants comply with the FTRA which was to be
implemented with the enactment of the Cooperative Credit Union Bill. There has been no substantive change
in the Recommendation except for the inclusion of fiodipition of shell banks.

222. Criterion 26.17 The Office of the Inspector of Banks and Trust Companies (IBTC) is the
supervisory authority responsible for banks, trust companies, credit unions and money transmission services.
Section 13 of the BTCRA mak the IBTC responsible for ensuring that banks and trust companies are
complying with the FTRA. With regard to money remitters, the Banks and Trust Companies (Money
Transmission Businesses) Regulations, in regulation 8(a) and (b) provide that MTV®jant ®uthe
provisions of the FTRA and FTRRHowever, the CBB AML/CFT Guidelines incorporates all AML/CFT
obligations applicable to Fls under the relevant statutes which is explicitly mentioned in the scope paragraph
as legislation Flincluding money mittersshould adhere to. The CBB AML/CFT Guidelines is one of the
key documents that forms the basi s Seftiorr88(2) ofeThel BT Cd
Bahamas Coperative Credit Unions Act 2015 (BCCU#quires the IBTC to ensure that dtethions are
complying with the BCCUA, the FTRAhe ATA and any other relevant law. This law became enforceable

as per June 1, 2015

223. The S is the supervisory authority for regulated persons under the SIA and the IFA. Section
12(2) of the SIA requiethe SC to ensure that the FTRA and any other law or regulation administered by
the SC is being complied with. TheBGs the regulator for the insurance industry. Sections 8(1) of the 1A
and 45 of the EIA require the IC to ensure compliance with ti¥and any other AML laws not including

the ATA. Similarly to the CBB the ICB AML/CFT Guidelines incorporatesl AML/CFT obligations
applicable to FlIgincluding the ATA)as legislation Fls should adhere The ICB Guidelines is alsakey
document foensuring compliance with AML/CFT obligatioby the ICB
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224, Criterion 26.21 Sections 3(1) and (2) of the BTCRA requires banks and trust companies operating

in and from within The Bahamas to be licensed. {8ank money transmission providers and theenig

are required to be licensed and registered respectively (section 3A and 3B of the BTCRA). Credit unions
are required to be registered pursuant to section 8(1) of the BCCUA.. Marketplaces, clearing facilities,
persons conducting securities businegsraquired by sections 58 and 69 of the SIA to be registered while
investment funds and investment funds administrators are required to be licensed by sections 3 and 32(2) of
the Investment Funds Act (IFA). Section 23 of the 1A requires registration wiimse companies in The
Bahamas and section 4 of the EIA requires licensing of companies conducting external insurance business.
While there is no legislative prohibition against shell banks, the licensing requirements effectively prevents
the establishmerof shell banks.

225. Criterion 26.3i Licensing criteria for the CBB in considering applications under the BTCRA are

set out in section 4 of the BCTRA and the Banks and Trust Companies (Licence Application) Regulations
and include assessing the fithess and propriety of direct/indirect stamesh(@% or more of voting rights),
directors and senior management. Licensees, their shareholders, controllers, directors and senior
management are subject to annual review by the Bank Supervision Department of the CBB. An amendment
to the BCTRA provide$or the CBB to object to an existing controller who has ceased to be a fit and proper
person. The CBB can require the substitution of a director or officer of a licensee (section 18(1) (d) of the
BCTRA). Section 6 (1) of the BCTRA provides for the priopapval by the CBB of changes to the
direct shareholding of licensees. Indirect shareholding is not covBimdar fit and proper
requirements for directors and senior managers of credit unions have been included in the BCCUA and The
Bahamas CamperativeCredit Union Regulations 2019he licensing and registering requirements and
process of the SBas set out in regs. 3, 22,32, 53, 58, 61 and 6# the Securities Industry Regulations

(SIR) and sections 15 and 33(2) of the IFA incorporate fit andepragsessment of directors, significant
security holders, and senior managers of appliciags. 34, 52(2) and 58(1) of the SIR and section 44 of

the IFA provide for prior approval by the SG& subsequent changes in significant shareholders, directors
and management of applicant&ection 30(1) of the IA requires all insurance companies to notify the
Commission of any material change that takes place. Section 30(4) of the IA requires Commission approval
before any change in beneficial ownership cke fdaceBeneficial ownership is defineas natural persons

who hold ten percent or more interest in an insurkere is no similar provision for approval of change in

a management positiofihere are measures for asseséitmgss and propriety by theBB, SCBandICB.

However, therés aminor deficienyg in the ongoing fit and proper assessment of management yBhe

226. Criterion 26.47 The banking supervisory framework under the CBB is-delleloped. All licensed

banks and trust companies are subject to ongoing supervision and monitoring usitegaoftl orsite

procedures. Osite inspection is determined by the perceived levekéf n the Banking sector, the IMF

found in its April 2013 Financial Sector Assessment Program (FSAP) that compliance with the Basel Core
Principles for Effective Banking Supervision is godih the extent there are shortcomings, they relate to

the needor additional guidance that is warranted in some risk areas, not including AML/G/RH.

regard tdnternational Orgnisation of Securities Commissid@SCQO Principles, provisions of the SIA,

the SIR and the IFA incorporate the relevant Principlesti®operation of investment fund3ompliance

with the IOSCO Principles was considered by the IMF in 2012 to be generally high, although some
weaknesses needed to be resolved. These were not specifically related to AML/CFT. Supervision consisted
ofamixdoffsi te review and p esitdinsmedtiensOasitainspettions wecedoursle 6 o n
to be comprehensive, tailored to match the busimestels of particular categories of licensees and require

the exercise of judgment Bxaminers.Regardig the 1AIS Principles, the IMF stated in its April 2013

FSAP thatinsurance supervision in The Bahamas significantly improved in thégragears, fostered by

the enactment of insurance legislation in 2009 and the creatthe 8EB with a highlyqualified staff and

the power and independence to propstlpervise the industry. Ridkased supervision (RBS) was then



still in its initial stages and essential onsite affdite supervisory tools for proper supervision needed
developmentMoney transfeproviders are defined as FIs undection 3(1)(j)(v) of the FTRA and are
subject to all AML/CFT laws and other requirememts.licensees and registrants of the CBB they are also
subject to the CBB AML/CFT Guidelines and under the supervision of thef@BBonitoring

compliance with AML/CFT requirements.

227. Criterion 26.57 The CBB is utilising a riskbased framework for banks and trust companies to
determine risk rating arfdequency of orsite inspection of all licensees. For credit unions there BB
Risk-assessments can be complete or simplified based on the significance of the licensees and are conducted
using information on areas of mainly prudentiahcern, AML/CFT is considered to be a component of
6regul atory r i sk o6tolicensegkpersheirrisk@rafil€here és nairgisaitiog i MLATF

risks in the country are considered. With regard to credit unions the enacted BCCUA allows for the CBB to
assess a credit union risk profile. A Fslised supervisory regime is to be eleped by the CBB for credit

unions. The SB conducts ossite examinations on a rotational basis WiIL/CFT being an essential
component of routine examinations for licensees and registrants under the SIA and the IFABTiie SC
developing standards tonplement a rislbased inspection regime. There is no-bslsed framework in

place. TheIBRBA i s based on the reports of the insuranc
ICB will score the institution on specific questions; this includesisgarn AML/CFT-related issues such

as poor record keeping procedures and inadequate AML staff training. Next steps will be decided using the
ALadder of Supervisory Intervention Guidebo. 't is
controk and procedures associated with the institution or group and/or the ML/TF risk present in the country
and/or the characteristics of the insurance company or the group are taken into consideration.

228. Criterion 26.6i The CBB risk profile of licensees wilhitegratethe results of oigite examinations

with off-site financial analysis. The CBB is in the process of implementing a process for reassessing a
licenseebs risk profile to deter mine diredhsi on of
updating will be ongoing until a new risk assessment is scheduled. With regard to the licensees and registrants
under the SIA and the IFA, the Bas identified the development of a risk based supervisory program for

its 2014/2015 strategic planh@& ICB points out that they use a risk matrix to assess, among others, legal

and regulatory risk, including AML/CFTequirements. However, unclear is how this fits into a periodic
review of the risk profile of an insurance company. Only the CBB has marsiew risk profiles.

Weighting and Conclusion

229. The CBB, SCB and ICB are responsible for regulating and supervising their respective Fls. Fls and
nortbank money transmission providers are licensed and generally subject to fit and proper assessments.
However there is no provision for the approval of the ICB for changes in management positions in insurance
companies. The CBB utilises a riblased supervisory framework for banks and trust companies and will be
developing one for credit unions. The SCB izaleping standards to implement a rlsksed inspection

regime. While the ICB has a ridlased approach it is not clear that it incorporates all aspects of ML/TF
risks.Recommendation 26 is rated partially compliant.

Recommendation 27 z Powers of supervisors
230. This Recommendati on (f or me%MER beGause & 9e inadeguate r at e

powers of the SB, the Director of Societies and theBQo access and compel information, inadequate
powers of enforcement and sanctions of th&S%@der the SIAandnoofi t e progr amme i n
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ongoing AML/CFT supervision. The deficiencies were addressed by the enactment of the SIA 2011 and the
S| Rules and provisions in the Cooperative Societies Act (CSA) and the IA. The CC also begssitan off
programme in August 2008. There is no revision to the Recommendation other than that supervisors should
have powers to supervise and monitor compliance.

231. Criterion 27.17 Section 13 of the BTCRA requires the IBTC to review licensees of the CBB
through offsite supervision and esite examination to ensure compliance with the FTR. indicated

with regard to criterion 26.1 th€BB AML/CFT Guidelines incorporates all AML/CFT obligations
applicable to FIs and oneof the key documents thatfons t he basi s for the | BTCC
regime Section 88(2) of the BCCUA requires the IBTC to review credit unions througditefupervision

and onsite examination to ensure compliance with the FTRA, the ATA and any other relevant laen Sect
12(2) of the SIA requires the 8o ensure compliance of any regulated persons under the SIA with the
FTRA and any other law administered by theBSC Section 70 of the IA requires th€B to ensure
compliance of licensees with the FTRA, while setib of the EIA refers to only to AML lawSections
8(1)(e) and 207(1)(e) of the IA, and section 45(2)(a) of the EIA, require all licensees to comply with the
FTRA and all AML/CFT laws and obligationSimilarly to the CBB the ICB AML/CFT Guidelines
incorporatesll AML/CFT obligations applicable to FIs under the relevant statutes as legislation Fls should
adhere t@and is also a key document for ensuring compliance with AML/CFT obligations by the ICB

232. Criterion 27.27 The IBTC has the power to corrtuonsite inspections of banks and trust
companies (section 13 of the BTCRA). Similar provisions for credit unions are in section 88(2) of the
BCCUA.. Other supervisory authorities have similar powers for their relevant eiititiess S@ under
section 45f the SIA, the I® under section 69 of the IA and section 41(b) of the EllAe power to conduct
onsite inspections pursuant to Section 41(b) includes ensuring compliance with all provisions in the EIA
including the AML requirements as set out in Smt#5.

233. Criterion 27.37 Section 13(3) of the BTCRA allows the IBTC to have access and compel
production of any information from banks and, trust companies. Section 88(3) of the BCCUA is similar for
credit unions. Similar powers concerning their respeategulated entities are set out in sections 45 and 46
of the SIA for the S8, and section 70(1) of the IA and 41(1)(c) of the EIA for thB.IC

234. Criteri@rmi di7Tnadl penalties for breaches of the
are stipulated in the respective | aws. The offen
enf orcement . These sanctionsrareAddiseserdl undered

provides that failure to comply with the AML/ CFT
which on summary conviction attractsné omanad tintorma € i
a xamum fine of $50, 000 for a first of fence and
Sanctions for AML/CFT breaches that are applicab
extensive as prudenti aBTE€ERAcpirionsdeSetbionha@8CBB

of a |licensee for contravening the BTCRA or any
conditions on a |icensee and require removal of a
power to impose sanctions for AML/CFT breaches un
to impose any <condition, l' i mtan i oevoke re&syrieg

i
aut horisation, or ionfp oas er eogi srtersamrta iSmoad nAMiaE cQHI® nb r 2
238 of the | A specify the penalties for the cont |
summary conviction be fined a sum not ecxaneveiddtnigo b,
be fined a sum not exceeding $5,000.00. I n addit
listed in the ApbBreMLld/i&FTs elcad doenr oodf tSuepelrCvi sory | n



Weighting and Conclusion

235. Supervisory authdiies are authorised to carry out-site inspections with regard to AML/CFT.
The ability to impose sanctions for AML/CFT breaches is limited in some form for all supervisory
authorities Recommendation 27 is rated partially compliant

Recommendation 28 z Regulation and supervision of DNFBPs

236. Recommendation 28 (f or mer!MFR. e dftignciesaated byahe ed 06
Examiners weréhatnon-compliance with the FTRA was not a ground for revocation of a license under the
Lotteries and Gamingct (LGA) and sanctions were not proportionate nor dissuasive. There was no formal
system to obtain information on changes to beneficial owners of casinos. At the end‘dRthaa follow

up, there were no updates with regard to the revocation arssécwhich desnot comply with the FTRA

and the issue of proportionate and dissuasive sanctionsequentiyhese issues are still outstanding.

237. Criterion 28.11 (a) TheGaming Act 2014 GA 2014 at section 23(1) (a) sets out the kind of
licenses that <can be i s andédudds gaming hbuse aperdioGafoniwiichg L i
provisional licenses have been grant@dcording to section 39(2) (a) a gaming license authotize

operation of a casino. (b) Section 24 (b) (iii) sets out the requirements to qualify for a gaming license, which
covers casinos. The requirements are to fAhave pro
in a regulated environment, oednonstr abl e ac c e Laterid for disqualfitatioe afper t i s
gaming licence are listed in section 26(2) and include not being a fit and proper person, a member of the
Gaming Board or family member of such person, removal from an office bbiribe basis of misconduct

relating to fraud or misappropriation of money and conviction in the previous ten years of contravention of

the GA or similar law in The Bahamas or elsewhere or any offence of which corruption or dishonesty is an
element. Addibnally a person may not hold a financial interest of five percent or more in the holder of a
gaming licence if he meets any of the above crit&ggtion 51 of the GA, sets out the requirement to submit

to theGamingBoard an application for approval whhere is a procurement of financial interest of 5% or

more in any license holder or 30% or more in the holder of a junket operator or a supplierTihertsiteria

for disqualification noted above are also applied in these chiseler sectiorbl of the GA, the above
requirements will include beneficial ownerAs per section 48, anyone who has direct control over gaming
operations including executive directors, managers, supervisors, pit bosses and clerks, inspectors and
surveillance personnel of thelder of a gaming licence are required to obtain an annual key employee
licence. The same disqualification criteria mentioned above are also required to be used by the Gaming Board
in approving a key employee liceng¢e) Casinos and gaming houses angesvised as per section 3 of the

GA by the Gaming BoardSections 9 to 10 of the GA provides supervisory powers including inspections

and access to all relevant information to regulate gaming house aetiviky licensees adhe Gaming Board
aredefinecas fAfinanci al institutionsod through the FTR/
supervision

238. Criterion 28.2i Under section 43(a)f the FTRA, the CC has the function of maintaining a general
review of Fls in relation to the conduct of finard¢ransactions and to ensure compliance with the provisions

of the Act. Section 45 limits this function to real estate agents, lawyers and other independent legal
professionals, and accountangection 39(1) establishes the CC for the purpose of ensuring the provisions
of the FTRA. The CC has issued AML/CFT Codes to real estate agents ,lawyers and acciuntants
incorporating all relevant AML/CFT obligations for these entiti&sction 11(3) of th&inancial Corporate
Service Providers Act (FCSPA) gives the Inspector of Financial and Corporate Services (IFCS) the function
of monitoring the compliance of licensees with the FSCPA, the FTRA and any other law. While dealers in
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precious metals and deeddn precious stones have been included in the AML/CFT regimdghe FCSPs
Inspector (SCBhas been formally designatad their AML/CFT supervisor, the supervisory regime was
still under development at the time of the onsite visit.

239. Criterion 28.37 As per section 43(a) of the FTRA, the CC has implemented a supervisory
AML/CFT regime for real estate agents, lawyers and accountants. Similarly the IFCS monitors licensees of
the FCSPA and dealers in precious metals and dealers in precious stones for AMbofHianceThere

are no other categories of DNFBPs in The Bahamas

240.  Criterion 28.4i (a) Sectiot3 and 44f the FTRA establishes that the CGtige power tawonduct

on-site examinations, and also access requisite records and request any inforetzssary for performing

its functions under the FTRA. Section 11(3) of the FCSPA provides the IFCS with similar pd)&¥sth

regard to measures preventing criminals from being professionally accredited, or holding (or being the
beneficial owner of) aignificant or controlling interest, or holding a management function(NB&BP
supervised by the CC, the CC does not licence or regulate the business activitid3NfF Biesfor which

it has AML/CFT supervisory responsibility. The licensing ofEéFBPsf al | i ng under t he C(
are done by the statutory authority charged with this responsibility. statutory bodies are the Bahamas

Bar Association for lawyers, the Bahamas Institute of Chartered Accountants for accountants and The
Bahamas Réd&state Association for real estate brokers and developleese is no similar association for
dealers in precious metals and dealers in precious sitmes are supervised by the IFCBhere are general
statutory provision$o prevent criminals or theassociates from being professionally accredited as follows:
Sections 1613 of the Legal Profession Act Ch. 4 lawyers stipulatgrounds for admissiowhichinclude
academic qualifications, good character, no disqualification or suspension froraeiadthe Bahamas or

any other countrySections 9 13 Public Accountants Act Ch. 36dr accountants includage, academic
gualification, good character and member in good standing of an approved imstdusections 125 of

the Real Estate (Brokersich Salesman) Act, Ch. 17ar real estate brokers and developers comarige
academic qualification or member of a professional real estate body outside of The Bahdmastnot

bean undischarged bankrujgffective implementation of thebove criteia will be based on the efficacy of

the accreditation procedures of the individual statutory authority. There are no measures with regard to
assessing the ownership or management of legal, accounting andatea¢mities to prevent criminals or

their associates from holding significant or controlling interest or holding a management functimse

entities. With regard to financial corporate service providers, the licensing regime under sections 3 and 4 of
the FCSPA requires the IFCS to evaluate ilefessional reputation and experience of an applicant, the
relevant qualifications and whether an applicant is fit and proper. Additionally, each officer, director or
manager of the applicant has to be assessed as to whether they are fit and proleetheWHCS under

section 10 of the FSCPA has power of approval over the issuing, transferring or disposal of shares and
appointment of directors of licensees there is no requirement for approval to be based on a fit and proper
assessmentThere are nonovisions to prevent the criminals from holding significant or controlling interest

in remainingDNFBPssuch as dealers in precious metals and dealers in precious gtrigsctions 12, 20,

30, 47(2) of the FTRA, Regulation 8 of the FITRR, sectionf4e POCA and sections 6 and 7 of the ATA
establish the sanctions for Fls which are applicable also for DNFBPs. In consequence, the analysis for R.
35 will be applicable to this criterion.

241. Criterion 28.51 Paragrapl®.6.1-2 of each othe CC AML/CFT Codes for accountants, lawyers

and real estate brokeasnd paragraph 8.62 of the FCSP AML/CFT Codestablishes that the C&hd the
IFCSdetermine on a riskensitive basis, when a supervigddFBP will undergo an osite examination.

There is no referercto frequency and intensity of supervision being based on the DMFBPsd er st and i
of the ML/TF risksor taking into account the characteristics of the DNFEB®sK is determined on whether

there is sound enforcement of adequate AML/CFT policies anddwrez (b) Assessment of the adequacy



of the AML/CFT internal controls, policies and procedures does not include taking into account the ML/TF
risk profile of the DNFBPs and the discretion allowed under the RBA.Gaming Board does not supervise
on a rgk sensitive basis

Weighting andConclusion

242. Casinos are required to be licensethe FCSPs Inspector (SCB) is yet to implement a supervisory
regime for dealers in precious metals and dealers in precious stéeiiser the relevant licensiragithority

or the CC has powers to prevent criminals and their associates from holding significant controlling interests
or hold management functiomtheir supervised entitiesT here are no provisions to prevent criminals from
holding significant or comolling interest in dealers in precious metals and dealers in precious stones. There
areminimal measures for th€C and thdFCS to supervise FCSPs on a r&nsitive basisTherre are no
requirements for the Gaming Board to supervise casinos on-seriskive basi$here is a general lack of
administrative penalties at the CC and the 8Bcommendation 28 is rated partially compliant

Recommendation 29 Financial intelligence units

243.  The Bahamas was ratédCf@ R.29 (formerly R.26) inits'SMER.Si nce Th e “rBumdh a ma s 0
MER, changes to the FATF Standards now require several additional measures to be in place. Issues that
arise, based on the new measures, are whether the FIU: (i) conducts operational and strategic analyses; (ii)
has access td¢ widest possible range of information; (iii) has the ability to disseminate information
spontaneously; (iv) information is protected by: (a) rules for security and confidentiality; (b) levels of staff
security clearance; and (c) limiting accesstotigé&ls f aci |l i ti es; (v) has the
autonomy: (a) to freely carry out its functions; (b) to independently engage in the exchange of information;

(c) has distinct and core functions if it is located within the existing structure dfearaatthority; (d) is able

to individually and routinely deploy its resourcasit freely determines; and (vi) has applied for Egmont
membership.

244, Criterion 29.1i The FIU was established pursuant to section 3 of the FIUA. According to section

4(1) of the FIUA, the functions of the FIU include acting as the agency responsible for receiving and
analyzingobtaining and disseminatirgformation relating tahe proceeds afffences under the POCand

the ATA. It thus includes offences undbe Gaming Act, the Travelers Currency Declaration Act (not yet

in force) Prevention of Bribery Act, offences which may be tried of information in The Bahamas and

offences committed anywhere, that would constitute an offence had it been committedah@h®s.

245. Criterion 29.2i (a) The FIU receives STRs filed by Fls pursuant to section 14 of the FHR¥o
other information is required by national legislation so thisaitbrion is not applicable.

246. Criterion 29.31 (a) Section 4(2)(a) of the FIUA notes that the FIU shall receive all disclosures of
information such as are required to be made pursuant to POCA which are relevant to its functions including
information from foreign FIUsAdditionally s. 4(2)(d) provides thalhe FIU may require the production of

such information excluding information subject to legal professional privilege that the FIU considers relevant
to fulfill its functions. Finally under s.5 (d) FI(TR} the MLRO is requiredto disclose to the FIU the
information or other matter contained in the report where the MLRO knows, suspects or has reasonable
grounds to suspect a person is engaged in money laundbjitige FIU has access RBPF, Customs data
baseand other departments such as the Nationalrbmce Board, thRGD and Immigration Department

the FIU also has access to the Egmont secure web, by virtue of being a member of Egmont
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247. Criterion 29.4i (a)/(b)The FI U conducts operational and st
received from reporting entities via STRscer Asng
analoyfsiSSTRs, t he-bdmrietd taplpe vaa hr iidnhkt hetcommiurcit n @ pteh & |
strategic analysis on the information that is pro
of reports and was able to provide a report to CI
Addontail 'y, based on the information gathered thro
public notice advising the publidbeto kbetaewaed ObF
The Unit has indivalduadéparmwt mdntn tthaet amavegtatct ende
and therefore designated to conduct both operatio

248. Criterion 29.5i Section4(2)(f) and (g) of the FIUAwhich deals with the provision of information,

subject to such conditions as may be determined byHileDirector permits the FIU to spontaneously
disseminate information and results of its analysis to relevant competent authéries.i t r el at es |
reqest o a procedure i s set outEvidancedf dpentakedusdisBlasliré cy a
dating back to the first year (2011) of the review period was submitted.

249. Criterion 29.61 (a) The FIU submitted a Policy and Procedures Manual winitlnes the SO&and

rules for dealing with matters outlined in the criterion. The manual created in 2006 was amended in
September 201%Access to the Data/Communication Centre is strictly controlled with only the Manager
Information Technology or his digmate having ready acce¢ls) The FIU staff members have the necessary
clearance levels, as outline in its Policy and Procedures Manual pg. 29-é&udujess Keys to Office. There

are posted signs at the FIU reminding staff members of their resporesibilihandling and disseminating

sensitive and confidential information, however this is notably absent in the m@h8#hndard Instructions

are |listed in the FIUb6s Policy and Procedure Mart
According to the manual the IT system and server room can only be accessed by the IT Manager and a
designated assistant

250. Criterion 29.7i (a) Section 3(1) of the FIUA, in addition to establishing the FIU, endowed it with

the power to do all things necessary for the purpose of its functions which include the analysis, obtaining of
and disseminating information as prescribed undetige4(1) of the FIUA(b) Section 4(2) (h) includes
entering into any arrangement with a foreign FI U
Evidence of a similar position with domestic competent authorities were provided by way of MthUs
domestic authoritiegc) The FIU is an independent and autonomous body as established by the FIUA. The
FIU is considered to be a quagivernmental agency and the responsible Ministry for the FIU is the Ministry

of Finance. The Minister of Finance wever appoints the Director, Counsel and Attorney and a public
Accountant.(d) The FIU was established by the FIUA Section 3(1). Section 5 of the FIUA gives the Minister

the power to direct the FIU in writing as to the policies to be followed by therFikkiperformance of its
functions as appear to the Minister to be requisite in the public interest and the FIU shall give effect to those
directonsThe Mi ni sterés power is however | imited and d
and autaomy of the FIU.

251. Criterion 29.81 The Bahamas FIU is a member of the Egmont Group since 2001

Weighting and Conclusion

252. Recommendation 29 is rated compliant.



Recommendation 30 z Responsibilities of law enforcement and investigative authorities

253. The Bahamas was rated 0RedommendatiolR30 reguires that therene r |
should be a LEA responsible for ML/TF investigations in a national context. Countries should designate a
competent authority to identify, trace and initiate actimfseeze and seize property subject to confiscation.

254. Criterion 30.17 The T&F/MLIS of the Drug Enforcement Unit, RBPF is the primary agency in
The Bahamas for the investigation of all ML and other matters that come under the POCA. By virtue of
Section @ RBPF Standing Orders, the T&F/MLIS was established by authority of the Commissioner of
Police and took effect June 1993. The section howevedaies the POCA and the FIUAVith the
enactment of the ATA, section 7 of which mandates the COP to invesiigain The Bahamas, the
T&FMLIS also assumed responsibility to investigate TF.

255. Criteria 30.27 Whilst Law enforcement investigators of ML/TF predicate offences are reportedly
authorized to pursue the investigation of any offence, parallel financial investigation are not conducted and
routinely cases are referred to tBECS. The BTCS commenced a new pojicin 2015 to do parallel
investigations with fraud matters, so as to charge for ML. However, no policy document authorizing such
action was provided to the assessment team.

256. Criteria 30.31 The T&F/MLIS is the competent authority designated to identitytaace property

that is or may be subject to confiscation, or which is suspected to be the proceeds of crime. By virtue of
Section G5 RBPF Standing Orders the T&F/MLIS was established by authority of the Commissioner of

Police and took effect June 19%&ction 26(4) (a) of the POCA permits the Office of AG or police to apply

to the Court for a restraint order and the authorities have reported that the T&F/MLIS routinely collaborates
with the Office of the AG. The FIU whilst acting upon a request, isaaizéid pursuant to section 4(2)(c) of

the FIUA to freeze a bank account for a period of five days but only where the FIU is satisfied that such bank
account relates to an offence under the POCA or the ATA.

257. Criterion 30.41 There are no other competent authorities outside of the LEAs and the Office of
the AG exercising functions covered by this recommendation.

258. Criterion 30.51 There are no antiorruption enforcement authorities designated to investigate
ML/TF offences arising from, or related to, corruption offences.

Weighting and Conclusion

259. By virtue of the RBPF Standing Orders, the T&F/MLIS is the LEA responsible for whketigation

of ML associated predicate offences and TF whilsBRE€S also hagesponsibility for ML investigations.

The T&F/MLIS is the entity designated to identify and trace property that is or may be subject to
confiscation, or which is suspected te the proceeds of crim&here is no documented authorization to
conduct parallel investigationRecommendation 30 is rated partially compliant.

Recommendation 31 - Powers of law enforcement and investigative authorities

260. The Bahamas was ratédCfér R. 31 (formerly R. 28)R. 31 expand the powers of LEAs and
Investigative Authorities (IAs). Competent authorities should have mechanisms in place to identify whether
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natural or legal persons hold or control accounts and be able to require inforframiotihe FIU when
conducting relevant investigations.

261. Criterion 31.1i (a) Section 35 of the POCA allows for the application of production orders relating

to investigations into drug trafficking offences, or relevant offences. Relevant offence meaffsnaa
described in the schedule and includes offences under the Bribery Act, POCA the ATA, and offences tried
on indictment other than drug traffickingroduction orders obtained for Fls are for all financial documents,
inclusive of transaction recordgjentification data obtained through the CDD process and all other
supplemental documents maintained by the FI on behalf of the client. Section 35 (5) (b) of the POCA is
relevantinthisregatd The term APer sono uSeetidn3ibthe IntehpeetatPrOa@d | s
General Clauses Act, (Chapter 2 Statute Law of The Bahamas),to include any public body and any body of
persons, corporate or mcorporate. (b) Section 43 of the Police Service Act provides for the searching of
persons whileneasures permitting searches to be conducted on premises can be found at sections 35(2) and
37 of the POCA(c) The taking of withess statements by competent investigative auth@ifiesvided for
undersection 58 subsection (2) of the Criminal Proceddode and section 66 of the Evidence. Adj

Measures pernting the seizure and obtaining of evidence are provided for in section 37(5) of. POCA

262. Criterion 31.27 (a) There are naritten measures permitting the use of undercover operations by
competent authorities investigating ML and THowever common law permits police to undertake
undercover operations once there is proper conduct in doing so. The Queen v Sang (1980) AC. The
authorities advise thathere are procedures allowing for undercover operations on the basis of a request from
a country.(b) The Commissioner of Police may authorize the use of a listening device in the conduct of an
investigation into an offence either for the poge of obtaining evidence or identifying the offenddrere

are o measures for intercepting communications outside listening deviceSect@n 16 ofthe Computer

Misuse Act, Chapter 1074esignateshe High Tech Unit with responsibilitior investigating all matters

where the computer is either the tool and or the target.. (d) There are no measures permitting the use of
controlled deliveries.

263. Criterion 31.31 (a) Section 35(5) of POCA makes provision for the application of production
orders whichare applicable to this criteriofb) Section 35(1) (c) of POCA allows for the identification of
assetsithout prior notification to the owner.

264. Criterion 31.41 The Director of the FIU is empowered to provide the Commissioner of Police with
information relating to the commission of an offence specified under the second schedule of the FIUA.
Offences here are in relation to the POCA and ATA. The schedule of the POCA expands the offences that
are covered. This information sharing mechanism can be fatgettion 4(2)(f) of the FIUA and is included
among the functions prescribed for the FIU, therefore the converse of this measure will enable the
T&F/MLIS to ask the FIU for relevant information.

Weighting and Conclusion

265. Production orders can be obtainfer the investigation of associated predicate (relevant) offences
to ML or in the use of prosecution§here are a measures permitting thise ofcontrolled deliveriesThe
interception of communications is limited to listening devicdgecommendation 31 is ratedargely
compliant.



Recommendation 32 z Cash Couriers

266. The Bahamasd va R. 32 dformelly SRP )Y on thé3 MER. The two
recommendations by the Assessors were for the Government to amend the existing legislation to have a more
rigorous system for cross border disclosure and declaration, which meets the requirements of SR. IX and for
the implementation of a systammcollect, collate and analyze declarations of cross border transportation of
cash or negotiable instrumentie new requirements for thE Round are in criteria 32.2 and 32.10 and are
related to the declaration of currency or BNIs and the existencdegfusads which ensure the proper use

of information collected through the declaration/disclosure systsnthe time of the ossite the Travelers
Currency Declaration Act, 2015 (TCDA) was to be brought into force by June 2016. The system in place as
descibed in the ¥ Round MERincludedthe Customs Management Act (CMAhd the Preclearance
Agreement Act. (PAA)The PAA covers persons departing The Bahamas to enter the United Btates.
passengers account for 90 percent of departures from The Bahamas.

267. Criterion 32.11 Section 3 of the PAA requires a person leaving The Bahamas forietatiyhe
United States on a piadeared flightto declare to an officer of the United States any thing carried with him.
The requiremendnly covers 90 percenf departures andoes noincludemail and cargo.

268. Criterion 32.2i The forms administered under section 3 of the PAA clearly require the declaration
of any sum of money equal to or exceeding US$10,000 or its equivalent in cash or bearer instfin@ents.
requirement is only applicable to 90 percent of departures.

2609. Criterion 32.37 As noted abovat the time of the osgite The Bahamas had in place a written
declaration system for travelers entering the United St&lessequently this criterion dealing tvit
requirements for a disclosure system is not applicable.

270. Criterion 32.47 Section 3 of the PAA requires persons to answer such questions as an officer of
the United States may put to him with respect to his baggage. This will allow for questions arising from
discovery of a false declaration of currency or BNIs or failure tcadedame.

271. Criterion 32.5T7 Sanctions applicable for false declaratiamgler subsection 3(3) of the PAA

include upon summary conviction a fine of not more thaD®%5000 or imprisonment of not more than

two(2) years or both and forfeiture tife relatedcurrency.The listed penalties are not proportionate and
dissuasive..

272. Criterion 32.6 17 The Authorities have reported that the FIU is connected to the Customs
Department's database and is therefore able to access information on cross border transportation incidents.
A verbal account of this access to the Customs database was given by thitiesjthowever no policy
document, MOU, or other measures were provided to substantiate this.

273. Criterion 32.77 While the authorities indicated that measures to ensure adequatdication

among Customs, Immigration and other related authorities saressrelated to the implementation of
Recommendation 32, include meetings between relevant officials of Customs Department, Immigration
Department and the Attorney General é6s Task Force

274. Criterion 32.81 (a) & (b) Section 46 of the POCA provides for the seizure and detention of cash

if a police officer has reasonabl e grounds for s
proceeds of criminal conduct or is intended by any person fomnuwsayicriminal conduct. Cash is defined
as AcoiMmoters banlkany currency and negotiable inst
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under the ATA. Cash seized under this provision may be detained for an initial period ofsn©)
hous whilst its origin is being investigated or consideration is given to instituting criminal proceedings
against any person for an offence with which the cash is connected.

275. Criterion 32.91 (a)7 (c) The declaration system as outlinedP®A does not include measures for
international ceoperation and assistance in accordance with Rs. 36 to 40.

276. Criterion 32.10i Even though the Authorities have reported that there are safeguards in place to
ensure the proper use of information collectedvtoid restricting trade payments between countries for
goods and services or the freedom of capital movements, no measures were provided to attest to this.

277. Criterion 32.117 Information on anctions applicable for persons carrying out ctomsler
transportation of currency or BNIs related to ML/TF or predicate offences are not specifiedPitAhe
However,subsection 3(3pf thePAA does provide for forfeiture of related currency for falselarations.

Weighting and Conclusion

278. Someof the requirements that are necessary in order to put the measures in place for this
Recommendation are contained in B¥eA. While the PAA only covers travelers departing The Bahamas

to the United Statahese account for 90 percent of departing travelers from The Bahdiere are issues

with the applicable penaltiesequirements do not cover mail or cargmd the coordination of efforts
between Customs and Immigration with regard to this Recommend®ecommendation 32 is rated
partially compliant .

Recommendation 33 - Statistics

279. This Recommendati on (f or méMER;whRetheB@urementsdor r at e d
the Fourth Round and language of the Recommendation remained essentially the same, they are very
relevant for assessing effectiveness.. The Assessors noted fhNHERS that there was a lack of

information regarding theacing and forfeiture of assets, no information on terrorism or terrorism

financing, or reports filed on international wire transfers and cross border declarations. Additionally
information was not being used in decision making. Improvements were mpeethe December 2014

7" FUR, however Recommendation 32 was still outstanding

280. Criteria 33.17 Regarding (a), section 10 of the FIUA requires the FIU to provide an annual report

to the Minister on the work of the FIU and maintain statistics on the nuohi83rRs received and

disseminated. Statistics are also kept by the T&F/MLIS with regard to STRs disseminated by the FIU to it
and item (c), though it can be argued that statistics are not necessarily comprehensive as further explained.
The T&F/MLIS statisics on STRs, for example, fail to provide a breakdown of all included entities

(numbers seem a bit low), and it only makes reference to STRs being disseminated to the Business &
TechnologyUnit. With regard to information items (b) and (d), data is natgarable, since no historic
information was presented on ML/FT investigations or mutual legal assistance. .

Weighting and Conclusion



281. The Bahamas maintains statistics on matters relevant to its AML/CFT system, however these are
not comprehensivé&kecommemation 33 is rated partially compliant.

Recommendation 34 z Guidance and feedback

282. This Recommendati on (f or mé°MER;asRresulRosnoinfarmationr at e d
on current typologies being presented in the FI Ub
Guidelines for casino operators be updated to preserve relevance to the existing legal and regulatory
framework andhat the revised Codes of Practice for DNFBPs should be finalized as soon as possible. In

complying with the recommendations, the FIU issue
Prevention of Money Laundering and the Financing of Teirs m ( Mar ch 2007), whi ch
2000 Guidelines. The Authorities issued Codes of Practice for Lawyers, Accountants, Real Estate Brokers

and Casinos. Dealers in precious metals and preci

AML/CFT framework by the 2014 amendment to the FTRA. (Sections 2 and 3 of the FTRA as amended).

283. Criteria 34.17 The competent authorities of The Bahamas AML/CFT framework have issued
guidelines to deal with AML/CFT compliance including the filing of STR&®Hsws: The CBB AML/CFT
Guidelines provide for Internal controls, policies and procedures, risk rating of customers, identification and
verification of customers, recoticeeping, 3 party reliance, simplified and enhanced due diligence, MTBs,
MLRO, electonic payment transfers and the education and training of staff, which includes identifying and
reporting STRs. The CC has issued the AML Handbook for financial and corporate service providers, which
provides guidance on the implementation of an AML/CFamfework with similar provisions as the
Guidelines for the CBB as noted earlier. Additionally, the CC has isspedate AML Handbook ai@bde

of Practice foraccountants, lawyers and real estate brokPesalers of precious metals and precious stones
which are supervised by the IFCS have not been issued with guidahedCB has also issued AML/CFT
Guidelines forinsuranceo mpani es, which al so provide guidance
AML/CFT framework and includes measures for detecting reporting STRs. As noted above, the FIU

has issued its own guidelines all Flson suspicious transactions, which includes reporting procedures for
suspicious transactiond.he S issued the SI (AML/CFYRules which includes guidance on risk rgtin
verification of customer identity, record keeping and staff training but not on measures for detecting and
reporting STRs. The GB has not issued any guidelines to its licensees. It is important for guidelines to be
issued, particularly with respeat tietecting and reporting suspicious activities. .

Weighting and Conclusion

284. Most of the supervisory and competent authorities have issued guidelines, which provide
instructions on the i mplementat i dhere ®ho glilaectorBa h a ma
licensees of th&B. Recommendation 34 is rated largely compliant

Recommendation 35 z Sanctions

285. This Recommendation (formerly R. 17)wasraledC6 i n t he 3rd MER and t |
were that FCSPsnsurancecompaniesand cooperatives had limited sanctions against natural and legal
persons. Also, that they had no powers to sanction directors and senior managers of their licensees under
their relevant statutes. This wdsalt with bythe issuance of the SIA 2011 and the SiIRR012. These
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introduced a range of powers based on the protection of public interest (see paragraph 18 of the 6th FUR).
No changes in the current Standard (from previous R.17).

286.  Criterion 35.11 With regard to R. most of the criterion have not been ni&dr those criterion

that have been met or partially met, the sanctions for failing to comply go from a fine of maximum
BSD$10,000 (section 6 IOEAMA) or imprisonment of (1)one year, or both. Thadicensideredow for
corporate bodiesThere are a sanctions under the ATA regarding designations or listings. For R. 8, NPO
Regulations contain sanctions which vary from a fine of uB$®$10,000 or the revocation of the
registration as an NPO. While the latter can be considered dissuasive, theufin® &10,000 may not be

for a I arge NPO, though NPOs gener WihlregardtcRa9midet b e
Bahamas has no Fl secrecy laws which inhibit the implementation of the FATF Recommendations.

287.  The sanctions for R. 10 am®ntained in a variety of instruments. The FTRA contains criminal
penalties for breach of its provisions. Related to CDD, section 12 of the FTRA impBS&$20,000 fine

for individuals and up tBSD$100,000 for corporates. The HIR) R (section 8 andlso section 47 of the
FTRA for AML/CFT Codes Vviolations) also have sanctions for the failure to comply with identity
verification requirements which range fr@$D$10,000 taBSD$100,000 depending on the seriousness of
the offence, wédfenbeertheie is-@xcurrancefTliese sre also applicable to breaches
within the Regulations and within tML/CFT Codes or Guidelines issued which have an impache
ability to sanction for the lack of compliance with Recommendations 2@31dkpending on obligations
contained in each of the sadd/IL/CFT Codes and Guidelines

288.  Sanctions for failing to comply with R. 11 are contained primarily in section 30 of the FTRA and
regulatiors 4 and 8of the H (TR) R. Sanctions for failing witRecommendation 12 are not specified except

for the mentioned F{TR) R sanctions in the case AML/CFT Codes which contain (see analysis under
R.22) provisions regarding PEPs. With regard to R.13, any breaches would be dealt with under the CBB
AML/CFT Gudel i nes and CBB powers which wil!/ be discl
powers, further below. In the case of R. 14, unlicensed MVTS, section 3A of the BTCRA indicates a penalty
of a fine not exceedinBSD$100,000 or imprisonment for a terrotrexceeding five years or to both fine

and imprisonment and in the case of a continuing offence to a fine not excB&dig,500 for each day

during which the offence continues (section 3(7) of the BTCRA). R.15 does not have specific sanctions,
althoughthe sanctions specified under the (FR) R apply to R.15 provisions contained in Codes and
Guidelines.

289.  With regard to obligations under R.16, the FTR (WT) R di®6stablish in section 13 a fine of
BSD$2,000 for failure to comply with its requirememtkich is not dissuasivaVith regard to R.17, the Fl
(TR) R sanctions would apply with respectAblL/CFT Codes and Guidelines as well as those in the FTRA
and FTRR for failure to comply with R.10, to a certain extEatflures re third party reliance widualso be
guided by sanctioning by the CBB. No other sanctions have been specified.

290. With regard to R. 18requirements of some of the criteria are set out in the FI(TR)R the CBB
AML/CFT Guidelines, the ICB AML/CFT Guidelines and the CUCOP. Under regulation 8 of the FI(TR)R
a financial institution not complying with the FI(TR)R or any guidelines, codes of ipeacr other
instructions issued by a relevant authority can be fined a maximum fiBSB$10,000 on summary
conviction and on conviction on information for the first offence, a maximum fiBS8%$50,000 or for a
second or subsequent offence, a maximima 6f BSD$100,000 Provisions for some of the requirements

of R. 19 are set out in the CBB AML/CFT Guidelines. Failure to comply will be subject to the penalties
under regulation 8 of the FI(TR)® the case of R. 20, there are several provisions tovdtafailure to

report an STR or incomplete reports: section 20 of the FTRAe@gtibn 7 of thTA. With regard to R.21,



tipping-off is an offence under POCA for which the penalty could include upon summary conviction three
(3) years imprisonment or &é of BSD$50,000 or both, or upon conviction on information to ten years
imprisonment or an unlimited fine or both, which are considered to be sufficiently proportionate and
dissuasive.

291.  There are specific sanctions for breaches in compliance with BeB2a(so analysis under R.22),
namely the FITR) R sanctions regarding enforceability of Codes and Guidelines and provisions contained
therein to cover client identification and verification, record keeping, PEPs and other obligations, as well as
sanctions under the FTRA and the FTRR. In addition to sanctions available under(Tii®§ Rl FTRA,

FTRR and other instruments described above, the CBB (section 18 of the BTCRA several sections within
the BCCUA), the SC (section 12 (2) of the SIA), the$€ctions 8, 237 and 238 of the IA), Gaming Board
(section 9 of the GA as well as sections779, IFCS (section 18A (1) of the FCSPA), and the(@@narily

section 43 of the FTRA) all have powers to restrict or revoke licenses, among other formgiof stomnc
non-compliance with applicable law and regulations, whether this may be AML/CFT related or not (in some
cases, a specific reference is made to obligations under the FTRA and FTRR). In principle, this is acceptable
from a technical compliance poiof view. There is a high dependence on criminal penalties, and very little

in the form of civil and administrative sanctions, particularly for supervisors.

292. Criterion 35.21 Sanctions applicable to directors and senior managye@nly provided for some

Fls and DNFBPsThe FTRA (sections 489), The SIA (section 133which refers to sanctions against a

i p er s ornnga bodycdrpordte or corporate entityre 1A (section 23Bwhich allows for removal of

directors or senior magers and the FCSPA (section 18A (@hichallowsf or penal ti es again
defined as a license holder under the &action 49 of the FTRA, which applies to the wide cismgtion

of Fls and DNFBPs, makes directors and officers also liableenihe body corporatis convicted of an

offence It does not provide for sanctions to apply directly to directors and senior managers in the absence

of a conviction of the body corporate.

Weighting and Conclusion

293. The Bahamas®d AML/ CBgeciallygertihirig aonttee FTRA,gFTR) R,, and

FTRR are, by and large, proportionate but pertain mainly to criminal sanctions. Very little use is made of
civil and administrative penaltieAnother issue for considerati@thenondissuasiveness ofdtsanctions
especially with regard to the fines for entitiehich in some instances are only $2,00@ditionally

sanctions applicable wirectors and senior managemeatte contingent upon the conviction of the body
corporate. It is also a deficiencyhat not all obligations required under Recommendatie®8 &re fully
incorporated into law, or other enforceable means and (a) are not subject to sanctions and (b) nor have these
been imposedRecommendation 35 is rated partially compliant.

Recommendation 36 7 International instruments

294, Recommendation 36 (formerly R. 35 and SRR)35 and SRwer e both rated O0P
MER. R. 36 incorporates an explicit requirement for countries to become party and implement the United
Nations Convention against Corruption. For R. 35, the deficiencies were that section 42(2) of the POCA did
not comply with the Vienna Convention reaerinents, the ATA did not extend to all Conventions and
Protocols named in the Terrorist Financing Convention, the Palermo Convention was not ratified and section
9(4) of the ATA did not constitute appropriate grounds for refusing a request for freezing famgign

State under the ATA. With regard to SR. | the deficiencies included the fact that the ATA did not implement
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the requirements of UNSCRs 1267 and 1373 particularly as they relate to the freezing of the funds or assets
of terrorists and did not dewith the prohibition on the movement of aircraft owned, leased or operated by

the Taliban. The amendment to the First Schedule of the ATA, incorporated all the Conventions in the Annex

to the TF Convention. The Palermo Convention was ratified on Sept&@he2008. The Penal Code
(Amendment) Act addressed, amongst other offences:c
organized criminal group as required by the Palermo Convention. Th& é&mtrism (Amendment) Act

removed the requireme for reciprocity under section 9(4). Accordingly, all the issues for Rec. 35 were
addressed. Regarding SR. | the amendment to theTantorism Order incorporated into the ATA all the
Conventions referred to in the Annex of the Terrorist Financing uion.

295. Criterion 36.17 The Bahamas has ratified the 1988 UN Convention against lllicit Traffic in
Narcotic Drugs and Psychotropic Substances (Vienna Convention)"oof 3@nuary 1989, the 2000 UN
Convention against Transnational Organized Crime (RaleZonvention) on 26of September 2008, the
1999 UN Convention for the Suppression of the Financing of Terrorism (Terrorist Financing Convention)
on 3F' of December 2004. The United Nations Convention against Corruption (Merida Convention) was
accededd on 10" of January of 2008.

296. Criterion 36.2i Articles 3 and 6 of The Terrorist Financing Convention are outstanding.

Weighting and Conclusion

297. The Bahamas has ratified all the Conventions and has enacted domestic legislation in order to
implement the UN Conventions. The Vienna Convention, Palermo Convention and Terrorist Financing
Convention were implemented since the 3rd Round. For the 4th Ribiendrticles that have been noted for

the Merida Convention are important to ensure the strongest regime against corruption and allow for the
widest international cooperatioiRecommendation 36 is ratedargely compliant.

Recommendation 37 - Mutual leg al assistance

298. Recommendation 37 (formerly R. 36) was rated
countries have an adequate legal basis to provide cooperation and that they have all the needed mechanisms
to enhance cooperation. Countries are likeweuired to provide necoercive assistance regardless of dual
criminality provisions. The FATF Standard also clarifies that the requesting country should make its best
efforts to provide complete factual and legal information, addressing any requasj€ocy.

299. Criterion 37.11 The Bahamas has a legal basis for providing a range of mutual legal assistance
(MLA) through its Mutual Legal Assistance (Criminal Matters) Act (MACMA), its Mutual Legal Assistance
Treaties (MLATS) with the United States of Arizar, Canada and The United Kingdom and the CJICA.
Authorities indicated that the United Kingdom MLAT is focused on matters involving drug trafficking and
confiscation of proceeds of drug trafficking and since the MACMA is subject to the conditionsrefiiesst

in its Schedule, assistance would not seem to cover all offences. Under the CJICA, MLA can be provided
with regard to a) any offence committed under the law of the country or jurisdiction in question, or where
there are reasonable grounds to belithat such an offence has been committed, or b) where proceedings in
respect of offence under (a) above have been instituted in that country or that an investigation into that
offence is being carried on in that country. This seems broad enough to cbyeassdciated predicate
offences and TF. The ATA also makes reference to the CJICA to deal with freezing requests from foreign



jurisdictions. Mutual legal assistance is facilitated within the shortest time possible where there are no
deficiencies in the iests that prohibit the execution of such requiest timely manner.

300. Criterion 37.2i Under MACMA and CJICA, the Attorney Gene(AlG) is the competent authority

and central authority for MLA r equtkedlCuUinJulyrT2000. At t or
There is a case management system within the IwDi¢h startsfrom receipt ofthe MLA until final

resolution and is documentéedthe Procedures Manual for the International Cooperation Unit. There is no
indication in relation to thely prioritization of MLA requests.

301. Criterion 37.31 There are no prohibitions or unreasonable conditions for MLA.

302. Criterion 37.4 (a) Thereis no basis to refuse MLA requests if they include fiscal matters. . (b)
Secrecy or confidentiality are naasons to refuse a request.

303. Criterion 37.5 Section 12 of the MACMA contains provisions for preserving confidentiality and
proper use of information, however, no equivalent provisions are found in the CJICA.

304. Criterion 37.6i There is no requirement faual criminality when rendering MLA.
305. Criterion 37.7 Dual criminality is not a requirement for MLA.

306. Criterion 37.8i No provisions in the CJICA to confirm if investigative techniques under R.31 are
covered. The MACMA does cover some investigative powers as follows: (a) Authorities indicated that
section 2 of the MACMA enables tés to use compulsory measures for thedurction of records held by

Fls or other persons and for the seizure and obtaining of evidence. This would include the ability to take
testimony or statements of persons; providing documents, records and articles of evidence, executing
searches and seizurequests, transferring persons for testimonial purposes; serving documents; locating
persons; exchanging information pertaintoghe investigation, prosecution, and suppression of offences;
immobilizing forfeitable assets and any other matter mutugtigedd upon. This seems broad enough. There

is no indication that financial records are specifically included. Direct requests can be made pursuant to
section 6 of CJICA. Furthermore, direct requests from foreign judicial or law enforcement authosities to

domestic counterpart are allowed under section 4
mutually agreed upond provides a broad enough ba:
powers and investigative techniqgues. d

Weighting and Conclusion

307. The Bahamas is able to provide MLA based on MACMA, MLATS and CJICA provisions, although
there appears to be no clear process for timely prioritization of requests. While MACMA contains provisions
for confidentiality and proper use afformation, there does not seem to be similar provision in CJICA. Dual
criminality is not a requirement for MLA and there are broad investigative techniques available to competent
authorities Recommendation 37 is rated largely compliant.

Recommendation 38 z Mutual legal assistance: freezing and confiscation

308. The Bahamas was r atY¢MER withtBedond deficienBy.b&r@) in refationto s 3
limited assistance under the ATA on the grounds of reciprocity. The new FATF requirements are at 38.2,
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38.3 (b) and 38.4. The analysis of 38.4 is required in so far as this criterion is now a diretbobligareas

in the 2004 methodology the obligation was only duectmsiderationThe issues are (i) whether measures
exist for providing assistance to requests for-conviction based confiscation; (ii) whether measures exist
for managing and disposirgg property frozen, seized and confiscated; and (iii) whether measures exist for
managing and sharing confiscated proceeds with other countries.

309.  Criterion 38.17 (a) & (b) Section 26 of the POCA makes provision for the AG to apply to the
Supreme Courtatrestrain property on behalf of a foreign country. Section 26(1) covers realizable property
by providing for the restraint of such in order to prevent any person from dealing in such pipendyare

no measures to take expeditious action to idemibperty at the request of foreign countriés. & (d)

Section 9 of the CJICA empowers the AG by order to provide for the enforcement in The Bahamas of any
order which is made by a Court in a designated country outside The Bahamas for the forfeiture and
destruction or other disposal of anything in respect of which an offence has been cormmittédh was

used in connection with the commission of the offenéaragraph 10 of thériminal Justice (International
Cooperation) (Enforcement of Overseas FaufeitOrders) OrderQJ(IC) (EOFO)O) provides for an
application to be made by or on behalf of the government of a designated country to the Supreme Court to
register the external forfeiture order. (e) According to section 4(3) of the POCA realizableypirugledes

any property held by the defendant. and at section 11(2)(b) of the Second Schedule to the POCA the court
may make a charging order on realizable property for securing payment of an amount equal to the value of
the property charged

310. Criterion 38.27 Section 49 of the POCA provides for the registration of external confiscation
orders, aswvell asfor noncriminal confiscation ordersSection 50(1)(b) of the POCA provides for the
registration of a confiscation order in circumstances whan affected person did not appear in the
proceedings even though he was sufficiently notified. In the circumstances where a defendant has either
absconded or died, section 21 provides confiscation measures but they cannot be used pursuant to a request
from a foreign countryHowever, sections 49 and 50 of the Proceeds of Crime Act, in conjunction with the
Proceeds of Crime (Designated Countries didritories) Order, provide the conditions which do not
exclude the provision of assistance, or the fadih of a request from a foreign country, in the
circumstances of the death or the absconding of a defendant. These provisions are sufficiently wide to cover
the issue raised.

311. Criterion 38.31 (a) Section 49 allows for the enforcement of external caatiisic orders. The
Minister with responsibility for the Police may by order direct in relation to a country outside the Bahamas
that POCA shall apply to external confiscation orders. Section 52 of the POCA established the Confiscated
Assets Fund and presloes how the fund is to be financed. The Minister of Finance is responsible for
preparing a yearly statement of accounts and ensuring proper accounting and record keeping of the Fund.
This is backed up by the Auditor General who has an examination rdsifignsConfiscated and forfeited
property, money seized pursuant to section 33 of the DDA or money paid to the Government of The Bahamas
by a foreign jurisdiction in respect of confiscated assets may be allocated in a variety of ways according to
section52(3) of the POCA.

312. Criterion 38.41 The Authorities report that The Bahamas routinely shares confiscated assets, both

on a cas#y-case basis (in the absence of asset sharing agreements) and also on the basis of asset sharing
agreements, which may be entered into. Section 52 (3) (b) ofa@&Rmpowers the Minister of Finance

in this regard.

Weighting and Conclusion



313. There is a direct obligation to share confiscated prop@&itgre are no measures which allow
authorities to take expeditious action to identify property at the requesefrfaountries. Nowgonviction

based confiscation orders can be provided in circumstances where the defendant has absconded. The
Bahamas is relying on general provisions to achieve this specific measure. Section 52 (3) (b) of the POCA
empowers the Ministeresponsible for the Police in The Bahamas teombnate their seizure and
confiscation actions with foreign countri#&&commendation 38 is ratedargely compliant.

Recommendation 39 z Extradition

314. This Recommendat i on"MER.sThe ravised FATE Standards require@an 3
adequate legal framework for extradition with no unreasonable or unduly restrictive conditions when
assessing and rendering extradition requests. There should be a clear and efficient process to facilitate the
execution of extradition requests, and the progress should be monitored by a case management system.

315. Criterion 39.17 In relation to (a) section 5 of the Extradition Act (EA) provides for any offence

which a person is accused of or has been convictedaof &pprove State to be an extraditable offence. (b)

The Authorities have indicated that there is a case management system in place where the requests are logged
manually and electronically and thereafter, the requests are assigned to a legal offitee. waekly
department meetings all matters are reviewed. The electronic database is update on a monthly basis and
reviewed by th©DPP, DLA andOAG. The assigned legal officer is responsible for timely progress of all
requests until matters are finalize There is no indication of time to determine if the requests are executed

in a timely manner. There is no indication of prioritization of extradition reque3t§he Bahamas has no
unreasonable or unduly restrictive conditions on the executionrafdigkbn requests.

316. Criterion 39.21 (a) Under Section 6 of the EA, persons found in The Bahamas accused of an
extraditable offence in any approved State or who is alleged to be unlawfully at large after conviction of such
an offence in any such S¢atmay be arrested and returned to that State. The Section refers to persons found
in The Bahamas which appears to include individuals who are foreign nationals and nationals of The
Bahamas. (b) Not relevant due to the fact that The Bahamas can extsaalita nationals.

317. Criterion 39.37 Under Section 5 of the EA, extradition can be executed in the case of an offence
against the law of a desighated Commonwealth State and in the case of an offence against the law of a Treaty
State. In both cases thet@dition should be satisfied regardless of the category of offence chosen by the
countries or terminology of the offence.

318. Criterion 39.41 Section 17 of the EA allows for extradition of consenting persons who waive
formal extradition proceedings. Pursuant to section 17(2), upon written consent to be extradited, i.e., after
being informed of his right tdshall eommit[thedfligitivie]dorawair o c e ¢

his extradition. 0O

Weighting and Conclusion

319. Extradition orders can be executed in The Bahamas. The law allows for the extradition of its own
nationals. There are no unreasonable or undue restrictiorexaadition orders can be satisfied regardless

of the category of offence placed by the countries or terngyolchere is no indication of time to determine

if the requests are executed in a timely mann€here is no information relating to prioritizati of
extradition requestsRecommendation 39 is rated largely compliant.
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Recommendation 40 z Other forms of international cooperation

320 This Recommendat i orMBR She mantdeficlendies réldted to the inabikty 3
of the Registrar ofrisurance to request information and this seems as an outstafldgR3 deficiency.
Also, the SC was unable to conduct enquiries on behalf of foreign counterparts which was resolved.

321. Criterion 40.17 (Mostlymet) Legislation allows for a wide range witernational cooperation

in relation to ML, associated predicate offences and terrorist financing. Exchanges of information can be
spontaneous and upon requesine of the competent authorities (CBB,BSCCB, CC, IFCS) can provide
international cooperain and share information upon request pursuant to the CBBA, BTCRA, SIA, IA,
FCSPA, FTRA and Multilateral IOSCO MOU (for the BC FTRA provisions allow for the CC to
discretionally share informatioff.he 1CB, S@B and FIU have powers in relation to sharinprmation
spontaneously.The Police cooperate with foreign counterpaFtsere is no indication as to this being the
case for Customs.

322. Criterion 40.2i (a) The Bahamas has a legal basis to provide cooperation as explained under 40.1
In the case of the Police, cooperation with foreign counterjgabssed on the common lag) Provisions

for protecting information in statutes such as FTRA have been indicatesver, mechanisms or channels

for facilitating transmission and executiohrequests have not been set out. It is noted that the CC in its CC
Operating Procedures Manual (CCOPM) has processes to facilitate transmission and execution of requests.
(d) Theauthoritiesindicated that all requests are treated as urgent and a database is maintained by the CBB
The CBB has issued a notice on its website advising that responses would be forthcoming within 5 days of
receipt of a request for informatiofihe above mentioned@d s p r @md¢hd QBB edicprovides for
prioritization and timely execution.Competent authorities haverocesses for safeguarding received
information

323. Criterion 40.3i The FIU and Police do not need bilateral or multilateral arrangements teratep
with foreign counterparts. Financial supervisors cooperate through bilateral and multilateral G/Us.
the CBB and the SB seem to have agreements withvige range of foreign counterpart§he ICB has
establishedix MOUs with foreign CAs.

324. Criterion 40.47 The Bahamasndicated thathere are no impediments tequestingcompetent
authorities such as the CBBovidingfeedbackon received assistandeoweverThe Bahamas has neither
requested nor received requests for feedback.

325. Criterion 40.51 (a) Thee are no prohibitions or unduly restrictive conditions in Babamasn
thesharing of information or assistance because of tax matters. (b) Secrecy laws do not prevent authorities
from receiving and sharing information via specified legal avenues. Though secrecy and legal privilege may
be mentioned in some provisions, theseveaised, provided appropriate conditions are met and this is line
with provisions generally contained in laws of other jurisdictions and international agreemeitayvitig)

an enqguiry, investigation or proceedingthe requested countiy not a groundor refusal of assistanci

the case of the CBB an ongoing inquiry, investigation or proceeding is not a ground for refusing a request
for co-operation as per section 38(3) and (7) of the CBBA and section 19(1) BTRRAS® may deny a

request for asgiance where the rendering of assistance would be contrary to the public interest or the interest
of the investing public (see s. 36 (1)(f) SIA). Nothing in ss. 36 & 37 prohibits the assistance to a requesting



authority on the grounds of investigation aogeedings being underway etcNo other citations were
providedfor other competent authorities or indicatioas to how other forms of international cooperation

may be affectefor not) by ongoing investigations, inquiries or proceedingsT lfdye arano restrictions on

the type and nature or status of requests, however, most authorities reviewing a request would have to be
satisfiedtherequesting authority is a similar regulator in the requesting country.

326.  Criterion 40.6 There are measures to prevent information from being distributed without further
authorization in theFIUA, CBBA, SIA, FTRA FCSPAand CCOPM The Police are able to treat
information received from overseas counterparts undeeat.Further protections @t under theData
Protection Act.

327. Criterion 40.77 Provisionsin the CBBA, SIA IA and FTRAwhich imposeconfidentiality
measure®n employees, directors of the CBBie S@, ICB or CC cover requests for cooperation and
exchange of informatiorSimilar measures have also been indicated irCG®PM The above CAs are

able to refuse providing information if requesting CA cannot protect the information effeclihelyolice
maintains appropriate confidentiality for requests for cooperation and information exchanged. Further
protections exist under the Data Protection Act.

328. Criterion 40.87 Competent authorities are able to conduct inquiries domestically on loéhalf
foreign counterparts and to exchange the resulting information.

329.  Criterion 40.91 The FIU has a legal basis for providing cooperatinrany offence under POCA
which includes ML and all predicate offencasd the ATAand signing agreements with foreign FIUs
(MOUs) (section 4(2)(g) of the FIUA). Authorities indicated that fifteen MOUs have been signed.

330. Criterion 40.10i The FIU has provided feedback and receives feedback from foreign counterparts.

331. Criterion 40.1% (a) Sections 4(2)(h) and (g) of the FIUA refer to the ability to sign agreements for
the exchange of information and allow for exchanging information regarding the commission of an offence.
However, this is not as detailed as to confirm all informatidaiabd or obtainable by the FIU can, in fact,

be exchanged. (b) No indications as to other types of information or if information can be shared based on
reciprocity.

332. Criterion 40.127 Financialsupervisors (CBB, SB, IFCS, CC and I8) have a legal basi®
cooperate with their foreign counterparts under the CBBA section 35(1), 19(5) of the BTCRA, part Il of the
SIA and FTRA (section 45(8)). Section 74 of the 1A also provides for the reqgrite 040.12.

333. Criterion 40.1371 Financial supervisors as net above, are able to share informattbat is
domestically available to them, including customer information under certain circumstances.

334. Criterion 40.14i (a)- (c) In all instancessupervisors have broad provisioas indicated in 40.12
that would dow them to share information contemplated under criterion 40.14

335. Criterion 40.151 Financial supervisors are able to conduct enquiries on behalf of foreign
counterpartsHowever, aly the CBB has provisions to allow foreign counterparts to conduct enquiries
themselves, regarding a bank or trust company with a subsidiary in The Bahamas (section 14 (1) of the
BTCRA).
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336. Criterion 40.16 The condition to have prior authorization befalissemination of information
exchange or use of information for supervisory and-sugervisory purposes is covered in most of the
provisions that allowinancialsupervisors to exchange information. In the case of the CBB there is mention
of the informaibn provided being used strictly for supervisory purpoSestion 36(d) of the SIA requires
prior approval of the SB before a requesting regulatory authority can disseminate information to a third
party andsection 10A refers to a general confidentyadibligation.

337. Criterion40.17 The Bahamaso6 FI U is able to exchange i
a foreign FIU or a foreign law enforcement authority under section 4 of the FIUA. The Bahamas is a member
of INTERPOL and the Egmont Group of FIUs and uses its channels for ¢change of information. In
addition, The Bahamas is a party to the Comprehensive Maritime Agreement (CMA), which is a bilateral
agreement with the United States of America and allows cooperatimhthe sharing of informatian

counter narcotics and migrainterdiction operations in and around The Bahamas territorial waters. The
CMA also allows the use of ship riders and expedited boarding approval and procedures. The Bahamas is
also a party to the Operation Bahamas, Turks and Caicos (OPBAT), whiclRRI®ART Memorandum of
Understanding between the United Kingdom (including Turks and Caicos Islands), The Bahamas and the
United States regarding their combined efforts to restrict the illicit traffic of narcotics. This is @agernity
operation between ¢hUnited States Coast Guard, TRBPF, The Royal Bahamas Defence Force and the
Police Force of the Turks and Caicos Islands. OPBAT is said to be designed to stop the flow of illegal drugs
from South America through the Caribbean, including The Bahamasuakd and Caicos and ultimately

the United States. OPBAT also targets Bahamian drug trafficking organisations and includes efforts to reduce
domestic demand for drugs. Customs Authorities are not mentioned among authorities that are able to
cooperate.

338. Criterion 40.18i As already indicated The Bahamas is a member of INTERPOL and cooperates
with foreign law enforcement counterparts on this basis. Additionallyt¢hms of the TRIPART
Memorandum of Understandirgetween the United Kingdom (including Tur&ad Caicos Islands), The
Bahamas and the United Stapesvides for the parties to assist each o#teeiording to the extent authorized

by law in all necessary enquiries, investigations or legal proceedings in connection with terms of the
Memorandum whiclis designed to eliminate the illlict trafficking of narcotic drughis provision allows

for the conduct of inquiries on behalf of counterparts in the United States and the Turks and Caicos Islands.

339. Criterion 40.197 Both the CMA and OPBAT allow foiojnt operations with regard to patrols by

the parties of the agreements within their respec
smuggling. While the OPBAT specifically allows for assistance in enquiries and investigations, tieere is
specific provision for joint investigationns either the OPBAT or the CMA.

340. Criterion 40.207 Competent authorities are able to exchange information indirectly with non
counterparts, when the requested information is channeled through relelsnéstic or foreign
counterpartsThe CBB may by Order designate as a regulatory function, functions carried out by non
banking overseas regulatory authorities relating to companies or financial services, for the purpose of sharing
information with noAbankng overseas regulators to enable them to exercise their regulatory functions,
including the conduct of civil and administrative investigations or proceedings to enforce laws, regulations
and rules administered by those authorities (section 2 of the CBBWA)definition of overseas regulatory
authority is therefore broad enough to allow for information exchange between counterparts that would
traditionally be seen as naounterparts. Similar provisions are available in the SIA and FTRA.
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341. The Bahamas has a wide variety of international cooperation agreements and MOUs, as well as
some forms of informal cooperation, including using networks such as INTERPOL. Cooperation between
noncounterparts is permitted. With respect to theighif the FIU to share information, sections 4(2)(h)

and (g) of the FIUA refer to the ability to sign agreements for the exchange of information and allow for
exchanging information regarding the commission of an offence. However, the assessors @auifirnot

if all information obtained or obtainable by the FIU can, in fact, be exchanged. Further, there was no
indication as to other types of information, or if information could be shared based on reciprocity.
Recommendation 40 is rated largely compliant

146



Summary of Technical Compliance z Key Deficiencies

Compliance with FATF Recommendations

Recommendation

Rating

Factor(s) underlying the rating

1. Assessing risks & applying a +i¢
based approach

PC

The process dflentifying and assessing ML/TF risks through a
national risk assessment is still underway.

No evidence of the designation of an authority or mechanism to
coordinate actions to assess risks wasided to the examination
team.

Measures have not been¢akas yet to mitigate the ML/TF risks.

Not all supervisors require or ensure that financial institutions and
DNFBPs implement their obligations under the Recommendation :

Not all financial institutions and DNFBPs are assessing and mitiga
theirrisks

2. National cooperation and
coordination

PC

National AML/CFT policies have not yet been informed by risks
identified as the NRA process is still underway.

No clarity with respect to the designation of an authority or the
coordination or other mechanism that is responsible for AML/CFT
policies.

No clarity with respect to the roles and composition of the various
groupings, namely NAMLC, NAMLG and the Task Ferand the
need to differentiate them by level (policy or operational).

There is no cooperation and coordination to combat financing of
proliferation of weapons of mass destruction.

3. Money laundering offence

4. Confiscation and provisional
measures

5. Terrorist financing offence

LC

The fine for the offence under the ATA is not proportionate to the
penalty for ML

6. Targeted financial sanctions
related to terrorism & TF

NC

No competent authority has been specifically identified thith
responsibility over UNSCR 1267/1989 or 1988 Committee
designations

No indication as to how designations are made or communicated 1
relevant UN committee

No indication that requests for freezing to another country will haw
much identifying andpecific information as possible supporting
designations pursuant to UNSCR 1373

No indicationthat®ee zi ng occur s fAwithout




Compliance with FATF Recommendations

Recommendation

Rating

Factor(s) underlying the rating

1 No mechanism to communicate or provide guidance to FIs or DNF

immediately on designations and obligations relatinfgeezing
mechanisms

Procedure for delisting and unfreezing assets and funds of person
entities who no longer meet the criteria for designatidimised to the
Attorney General reviewing if the criteria for designation remains
valid and revoking dégnations.

No due notification to UN Security Council 1267 Committee
regarding access to frozen fundsa and assetst as required by UN¢
1452

7. Targeted financial sanctions
related to proliferation

Freezing obligations in IOEAMAlerived Ordergre only applicable tc
banks and Fls in The Bahamas.

Freezing obligatiosin IOEAMA derived Ordersarenot required to be
done without delay

Definition of funds in the IOEAMA Orders do not include all aspe
of UNSCR requirement.

Provisions taeport on freezing actions limited to one time on licens
of CBB rather than ongoing for &ls and DNFBPs

No protection of the rights of bona fides third parties

No measures for monitoring and ensuring compliance-lsf and
DNFBPs

No delisting measures in accordance with UNSCR 1730

No specific mechanisms for communicatinglidéings and freezing tc
Fis and DNFBPs

8. Nonprofit organisations

PC

No capacity to obtain timely information on activities of NPOs

No requirement that NPOs malgeiblicly available information or
purposes and objectives and the identity of persons who own, ct
and direct their activities

No requirement for NPOs to establish maintain and implement spe
controls that guarantee that funds are being accodateaind spent
according to NPOs purpose and objectives.

NPOs do not follow a fknowP®x
rul eo

Sanction fine is not dissuasive
No indication of domestic eoperation coordination and informatic

sharing among authoms or organisations that hold releve
information on NPOs.

1 No appropriate point of contact for internationalaperation
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Compliance with FATF Recommendations

Recommendation

Rating

Factor(s) underlying the rating

9. Financial institution secrecy
laws

C

10. Customer due diligence

PC

CDD measures limited only to occasional cash transactives
BSD$15,000 (including linked transactions) rather than to
occasional transactions over BSD$15,000.

Ongoing due diligence measures for entities under the ICB and the
do not include all requirments of criterion 10.7

No measures for thepecific requirments of criterion 10eXcept for S
Rules for legal arrangments.

No requirementfor enhanced measures to identify and verify
identity of the beneficial owner of the beneficiary of a life insura
policy at the time of payout.

No requirements for thiglentification of protectors of trusts.
Identification requirments for persons in legal arrangements other

trusts do not include all requirement of suriierion 10.11(b)

Simplified CDD measures are not based on risk assessnatuding
analysis of risk by the country and the FI.

Measures for credit unions and insurance companies do not inclu
requirements of criterion 10.19

No exemptions to conduct CDD if likely to lead to tippioff

11. Record keeping

LC

Licenseesof CBB and ICB are required to keep account files
business correspondence for five years after the completion of rel
transactions rather that five year after termination of the busi
relationship.

Licensees of the ICB are not required to iretdne results of any
analysis undertaken of an account.

12. Politically exposed persons

PC

Licensees and registrants of the SCB are not subject to the requir
of criteria 12.1 to 12.3
Very limitedrequirements on PERssued to ICB licensees

Small credit unions have no requirments for PEPs and larger ¢
unions are not required to comply with criteria 12.1(a) and 12.1 («

13. Correspondent banking
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