PostPlenary Final

CARIBBEAN FINANCIAL
ACTION TASK FORCE

Seventh Follow-Up Report

Saint Lucia

May 30, 2013

© 2013 CFATF. All rights reserved.

No reproduction or translation of this publication may be made without prior written permission.

Requests for penission to further disseminate reproduce or translate all or part of this publication should be
obtained from the CFATF SecretarialGEATF@cfatf.org.




PostPlenary Final

SAINT LUCIA: SEVENTH FOLLOWUP REPORT
I INTRODUCTION

1. This is Saint Lucia seventh follewp reportHowever pursuant to paragraph 68 of the CFATF
2007 Process and Procedures (As amended) the Jurisdiction has indicatedstbathe
opinion that it had met the criteria necessary for removal from regular fajote biennial
updatesConsequently, oan analysis of the progress made by Saint Lucia since the publication
of its MER on November 21, 2008, the Plenary is being askdddiale that the Jurisdiction
has taken sufficient action to be considereddanoval from regular followip as noted above

2. Saint Luciareceived ratings of PC or NC on all sixteen (16) core and key Recommendations
as follows:

Table 1 Compliance with Core and Key Recommendations

Rec. 1 3 4 5 10 13 |23 |26 |35 |36 |40 || Il m (v (v
Rating PC |PC|PC|NC|NC |[NC |NC |PC |[NC|PC|PC|NC|NC|NC|NC|NC

3. Relative to the other netore or key recommendations, Saint Lucia was rated partially
compliant and norompliant as follows:

Table 2: Compliance with O60ther Recomme

Partially Compliant (PC) Non-Compliant (NC)
R.9 (Third partiesand introducers . 6 Politically exposed persons
R. 14 Protection & no tippinepff) . 7 Correspondent bankihg
R. 15 (nternal controls, compliance & auyit . 8 New technologies & non fade-face businegs
R. 17 Sanction} . 11 Unusual traraction}
R. 20 Other NFBP & secure transactiq R. 12 DNFBPi R.5, 6, 811)
technique}
R. 29 Supervisory
R. 33 (egal person$ beneficial owners
SR. VII (Wire transfer rules

pulpelpvipel )

.16 DNFBPi R.1315 & 21)

. 18 Shell bank¥

. 19 Other forms ofeporting

. 21 Special attention for higher risk countries
. 22 Foreign branches & subsidiarjes

. 24 Regulationsupervision and monitoring

. 25 Guidelines & Feedbagk

. 27 Law enforcement authorities

30 Resources, integritgnd training

. 31 (National ceoperation)

. 32 Statisticy

. 34 Legal arrangemenisbeneficial owners

. 37 Pual criminality)

. 39. Extradition

SR. VI (AML requirements for money/value transf
service}

SR. VIII (Non-profit organisitiong

SR. IX (Cross Border Declaration & Disclosire

A|D0|0|0|0|0|0|0|0|0|00 100
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4, The following table is intended to assist in providing an insight into the level of risk in the main
financial sector in Saint Lucia

Table 3: Size and I ntegratactorn of the juri
Other
Credit Credit Insurance
Banks Institutions Unions *x O
*
N g Total # 6 5 15 26 52
institutions
US$ 2,081,330,560.57 121,566,369.3 | 147,909,303.25 | 183,083,293. 2,533,889,5
9 46 26.67
Assets
Total: 1,310,408,921.93 | 72,504,134.49 | 103,895,571.79 0 1,486,808,6
Us$ 28.22
Deposits
% Non- % of deposits il 10%
resident
9.72%
% % of assets % of assets % of assets % of % of
Foreign- assets assets
International owned:
Links #Subsidi 4 4 0 21 29
aries
abroad

* The figure is for 5 Credit Institutions as we are yet to receive the financial statements of the other company.
** The figure for insurance is for 19 companies as we are yet to receive the financial statements of the other companies.

*** Eoreign Insurers outside CARICOM - 4 companies
Foreign CARICOM Insurers - 17 companies

Local Insurers - 5 companies

Il SUMMARY OF PROGRESS MADE BY SAINT LUCIA

5. Throughout the followup process Saint Lucia has amended several pieces of key legislation.
The amendments were d&to the Criminal Code through the Criminal Code (Amendment
Act) No. 2 of 2010; the Extradition Act, through the Extradition (Amendment) Act No. 3 of
2010; the Proceeds of Crime Act through the Proceeds of Crime (Amendment) Act No. 4 of
2010;and the proeeds of Crime (Amendment) Act No. 15 of 20ftie AntiTerrorism Act,
through the AntiTerrorism (Amendment) Act No 5 of 2010. Saint Lucia also enacted the
CounterTrafficking Act No 7 of 2010, which is intended to give effect and implement the
Protocol toPrevent and Suppress and Punisafficking in persons; the Money Laundering
(Prevention) Act No 8 of 201(MLPA) and the Money Service Act were also enacted and
came into force on January®2010. The Payment System Act was enacted &rivigsch,
2010but it is unclear when this Act became lakdditionally, the Policy regarding a code of
conduct for norprofit organisations and regulation of NPOs to promote transparency and
accountability best practicesascreated. As at Decembéf,2008, the AntiTerrorism Act of
2003 was brought into forgethrough the AntiTerrorism Act (Commencement) Order. On
Monday 17" May 2010, Money laundering (Prevention) (Guidance Notes) Regulations were
made by the Attorney General pursuant to Section 43 of the 2010 Niid@#porating the

3



PostPlenary Final

guidelines made by the FIASaint also enacted the Financial ServiRegulatory Authority,
FSRA Act The MLPA was amended through the MLPA Amendment Act No. 9 of 2011,
MLP(A)A.

6. Further amendments were made to KiePA through theMoney Laundering Prevention
(Amendment) Act No. 9 of 2011 to further rectify deficiencies néeedRecommendatiob.
Therefore, the Examiners recommendation that financial institutions, when they are in doubt
about the veracity or adequacy of previously ot#di customer identification, should be
mandated to undertake CDilascovered

7. DNFBP Regulations through thiloney Laundering (Prevention) (Guidelines for Other
Business Activity) Regulations (MLPGOBAR) as Statutory Instrument 2012, No. 83.
Amendments tothe Money Laundering (Prevention) (Guidance Notes) Regulations
(MLPGNR) were effected through thévloney Laundering (Prevention) (Guidance Notes)
(Amendment) Regulations (MLPGNAR) aStatutory Instrument 2012 No. 82. Both
Instruments were brought into feron August 16, 2012.

8. Saint Lucia has acceded to the UN Convention for the Suppression of the Financing of
Terrorism and the UN Convention against Corruption, dhN@ember and 25November,
2011, respectively. Saint Lucia alsigned an MOU witl&t. Vincent and the Grenadines.

9. The Commercial Code (Bills of Exchange) (Amendment) Bill and the Insurance Bill have been
drafted

10. On February 26, 2013 Saint Lucia officially informed the Secretariat of its intention to submit
an application for removarom regular followup to biennial updates. Following this, on
March 18, 2013, in advance of the two (2) month deadline before the May 2013 Plenary, the
Jurisdiction forwardedts applicationsee Appendix ) along with a ful report on all the
individual Recommendations for which it was required to take corrective action to cure
deficiencies noted in its MER. It should be noted here that notwithstanding this action, Saint
Lucia still ensured that its updated matfippendix 1) was forwarded to the Secretariat on
time on February 28, 2013.

11. This seventh followup report is intended to be a detailed analysis of the progress, made by
Saint Lucia, towards implementinige sixteen Key and Core Rasmendations which, as is
already noted at paragraph 2 above, were all rated as either PC or NC in thé MER.
detailed analysis of the Other Recommendations that were also rated as either PC or NC is also
included.
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12.

13.

14.

15.

CORE RECOMMENDATIONS

Recommendéion1(See Saint Luciads report here

Recommendatioh was rated PC on account thalf-laundering was not covered by legislation

and owing to a lacuna in the existing MLPA, a conviction for the commission of a geedic
offence was a necessity to the offence of money laundering. Additionally, the widest range of
categories of offences was not criminalised, resulting in the offences of smuggling, migrant
smuggling, hostage takingexual exploitation of childremjracy, insider trading and market
manipulation, counterfeiting and piracy, illicit trafficking in stolen or other goods, participation
in organised criminal group, environmental crimes, murder/ grievous bodily harm not being
coveredS.28 (1)of the 2010 MLPAwas enacted to specifically cure the deficiency relating to
selflaundering and consequentlyparson who conceals or disguises any property which is or

in whole or in part represents his or her proceeds of a criminal conduct for the purpose of
avoiding posecution for a drug trafficking offence or relevant offence or the making of an
enforcement order in his or her case or a confiscation, order commits an offieatgap was
closed.

Saint Luciaalso amended its Criminal Code and enacted the Codmséficking Act.
Consequently the offences of hostage taking, migrant smuggling, participation in an organised
criminal group and sexual exploitation of children are now definitively defined. Badm

has also demonstrated that the other outstanding déstyrcategories of offences were
effectively covered in existing legislation. All the designated categories of offaneasw

covered Consequently, the gaps relating to the designated categories of offences have all been
closed.This action by Saint Lua has the effect of fully implementing all the recommended
actions thusully resolving all the noted deficiencies

Recommendation5§Se e Saint Luciads report here

Sai nt [wound MEYAL edaminers noted siditiant deficiencies in the MLPA where
requirements of the essential criteria were not included and in many instances where they were,
they had not been adequately addressed. Additionally, the guidance notes were not OEM. Saint
Lucia has responded by enagfisignificant changes to the MPLA and completely revising the
Guidance notes. New Guidelines were issued by the Financial Intelligence Authority (FIA)
pursuant to section 5 (f) of thel?A. It should be immediately noted that according to Section

43 of the 2010 MLPA, the Attorney General can make Regulations prescribing matters
necessary for carrying out or giving effect to the Act. However at Section 6 (f), the FIA has the
power to issue guidelines to financial institutions and persons engaged in basinggsas

to compliance with the said MLPA and the Regulations made by the Attorney General.
Inherently, the Regulations issued by the Attorney General 6nMay 2010, are the
Guidelines of the FIA and are now referred to as the Money Laundering(ficey (Guidance

Notes) RegulationfMLPGNR).

Relative to the OEM status of the Money Laundering (Prevention) (Guidance Notes)
Regulations. At Regulation 2 (2) a breach of the Guidelines by a financial institution constitutes
an offence and carries arpagty not exceeding $1 million. There are no administrative sanctions
available and the FIA, as the AML/CFT supervisor for financial institutions and person
engaged in other business activity in Saint Lucia, has no authority to impose the prescribed
sanctons. Actually, it is unclear how these sanctions would be imposed and the entity in Saint
Lucia that will be charged with this responsibilityotwithstanding, theLPGNR is part of

the laws of Saint Lucia and as such are deemed to be OEM.

5
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16. The recommendaon relative to the undertaking of CDD by all financial institutions has been
dealt with at Section 17 (1) of the amended MLPA 8 of 2010, where there is a legal obligation
thatbur dens al | financi al institutiomnwstaedbpe
(DNFBPs) to conduct CDD in the circumstances enunciated at E@Ib&.the examiners
recommendations to cure the deficiencies relating to EC 5.2 are noanchéhatgap was
closed.

17. The examiners recommendation that the MLPA should be amermlethas financial
institutions and persons engaged in &éother b
documents, data or information collected under the CDD process are kaptate and
relevant by undertaking routine reviews of existingprels has been fully met at Section by 17
(2) of the MLPA amendmenihe OEM shortcomings identified by the examineng now
moot because dfhe placing of the recommended provisions into the primary legislation
(MLPA). That gap waslosed.

18. The examinersrecommendation that financial institutions, when they are in doubt about the
veracity or adequacy of previously obtained customer identification, should be mandated to
undertake CDD is now covered (MLPA Amendment s.7 of the Money laundering Prevention
(Amendment) Act No. 9 of 2011Jhat gap waslosed.

19. The recommendation tondertake customer due diligence (CDD) measures when there is a
suspicion of money laundering or terrorist financing, regardless of any exemptions or
thresholds that are referred teewherainder the FATF Recommendations has been addressed
by (MLPA Amendment s.7 of the Money laundering Prevention (Amendment) Act No. 9 of
2011).That gap waslosed

20. The recommendation ttake reasonable measures to understand the ownership and contro
structure of the customer and determine who the natural persons are that ultimately own or
control the customer. This includes those persons who exercise ultimate effective control over
a legal person or arrangemewas specifically address throughl7(4) ands.17 (1) of the
MLPA. That gap waslosed.

21. The recommendation tdotain information on the purpose and intended nature of the business
relationship This has been addresssat7 @) (c) of the MLPA which specifically states that
CDD measures ecod u ct e d muobtdining infarrhatiot en th® purpose and intended
nature of the business relationghiphat gap waslosed

22. The recommendations tprovide for performing enhanced due diligence for higher risk
categories of customer, businesstiefeship or transaction and Provide for applying reduced
or simplified measures where there are low risks of money laundering, where there are risks of
money laundering or terrorist financing or where adequate checks and controls exist in national
system espectivelyhave beemddressed through17 (3)of the MLPA which mandates at 17
(3) (a) the application of enhanced due diligence for higher risk categories of customer,
business relationship or transaction and at 17 (3) (b) the application of redwsietplified
measures where there are low risks of money laundering, where there are risks of money
laundering or terrorist financing or where adequate checks and controls exist in national system
respectively. Those gaps weresed.

23. Based on all of th above the action by Saint Lucia has the effect of fully implementing all the
recommended actiorisr Recommendation thusfully resolving all the noted deficiencies

6
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Recommendation1See Saint Luciabs report here

24, Please see the first folleup report Saint Lucia 1st Followap Report for a detailed
analysis of the action taken by Saint Lucia vkhled tofull resolution of all the noted
deficiencies.

Recommendation13See Saint Lucgiabs report here

25. Please see the first folleup report Saint_Lucia_1st Followp_Repor) for a detailed
analysis of the action taken by Saint Lucia which ledulb resolution of all the noted
deficiencies.

Special Recommendationl(See_Sai nt Luci)abs report here

26. The first (Saint_Lucia_1st Followp Report and third (Saint_Lucia 3rd_Follow
up_Reporxfollow-up reports have already provided detailed analyséiseoprovisions of the
ATA and theAnti-Terrorism (Guidance Notes) Regulations 2010 (ATGNR). Beplorts had
however concluded th#fte AntiTerrorism Act did not provide a clear definition of the term
person Whilst Saint Lucia has still not provided any claiitythe ATA, on April 18, 2013,
the Jurisdiction provided a copy34of their Interpreation Act CAP 106 whiclis concerned
with thefi Rlesas t o gender and number 0. At s. 34 (1)
persons include corporations, whether collectively or as a sole entity, and unincorporated
bodies of persons. Consequently thevmions of ATA do extend to legal persons. Saint Lucia
is still advised to provide the necessary clarity in the ATA. Here all the gaps in the MER have
been closed resulting fall resolution of all the noted deficiencies.

Special RecommendationMS e e Saint Lucgiabds report here

27. S.16 (1) of the 2010MLPA mandates the reporting of STRs in circumstances where there is
suspicion that the transaction involves the proceeds of criminal conduct, irrespective of the
amount. Criminal cotuct is linked to drug trafficking offences, indictable offences and the
MLPA Schedule 1 offences. Schedule 1 offences are offences captured under several other
pieces of legislation in force in Saint Lucia. Additionally, the reporting of STRs where funds
are suspected to be liked to terrorism, terrorist acts or by terrorist organizations or those who
finance terrorism is legislated in tBeti-terrorism Act of 200&t s.32 (1) (d)where a person
is required to disclose forthwith, to the Financial Intelige Agency any information
regarding a transaction or proposed transaction for which there are reasonable grounds to
believe may involve terrorist properilso s.32@) of the ATArequires financial institutions
to report to the FIA every transaction wiigccurs within the course of its activities in respect
of which such financial suspects, on reasonable ground to be related to the commission of a
terrorist act.The gaps discerned by the examiners Heaan closed resulting fall resolution
of all the noted deficiencies.


https://www.cfatf-gafic.org/index.php?option=com_docman&task=doc_download&gid=396&Itemid=417&lang=en
https://www.cfatf-gafic.org/index.php?option=com_docman&task=doc_download&gid=396&Itemid=417&lang=en
https://www.cfatf-gafic.org/index.php?option=com_docman&task=doc_download&gid=396&Itemid=417&lang=en
https://www.cfatf-gafic.org/index.php?option=com_docman&task=doc_download&gid=112&Itemid=417&lang=en
https://www.cfatf-gafic.org/index.php?option=com_docman&task=doc_download&gid=112&Itemid=417&lang=en
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28.

29.

30.

31.

KEY RECOMMENDATIONS

Recommendation3See Saint Luciads report here

This recommendation was rated as PC inherently because the existing forfeiture and
confiscation measures were not beindjz¢d. Saint Lucia has provided the following data to
demonstrate that since the onsitethgsdiction hai fact been utilizing the confiscation and
provisional measureshich areavailable in their legislation.

Table 4: Orders and their values

NO OF ORDERS | TYPE OF ORDER VALUE (ECS$)

10 Cash detention 1,062,555.90
2 Forfeiture $364, 145.42
13 Restraint 7, 749, 498.00

In order to demonstrate that their law enforcement agencies have beerthesigsting
provisional measures to identify andde property Saint Lucia has indicated that they have
obtained five (5) production orders and currently have 28 confiscation cases underTheiew.
relatively low number of production orders is as a result of a power pursuant to section 6(1) (b)
of the MLPA where the FIA requests the production of information from reporting institutions,

in lieu of a production order, where the FIA is investigating a money laundering offEhese

cases have a potential benefit and valuE@#$12,245,845.00Saint Luca has also continued

to develop its provisional measures by providing for the seizure and detemd dorfeitureof

cash when found anywhere in Saint Lucia once there isabis for suspecting that such cash
represents a per s o rdiduct priwere intended to bef used bycsuch ani n a |
person in furtherance of criminal conduct. In this regard Saint | sicee 2010 and 2011 when
these new measures came commenced, theedbanten (10) cash Detention Orders granted

for the detention of E§962,610.51. There kia been eight (8) cash forfeiture applications
made with two (2) forfeiture orders being granted thus far for the sum of EC$264,200 and the
remaining six (6) are still pending.

Recommendation4See _Sai nt Luci)abs report here

The examiners had applied a PC rating and made recommendations for amendments to the
Insurance Act and Registered Agents and TrusteetoAmbvide for expressed provision for

the sharing of information and indemnity forfstaembers making such disclosures. The gap

in relation to the indemnity of reporting staff has been closed owing to the bs.16 (2) of the
MLPA. (SeeSaint_Lucia_1 Follow-up Report At s.25 (1) of the Registered Agents and
Trustees AcB7 of 1999(RATLA), disclosure of information is permitted where the Director

is carrying out his duties or functions under this said Act or when he iggedo do so
pursuant to any agreement or MwAth any other government. At26immunity is provided

to the director against action brought provided that the Director was acting in good faith.
Director or any other person acting under his authoritydsnmified. The gaps noted here
wereclosed.

The amendment to the Insurance Aast not as yet been enacted. HeB®of the Insurance
Act (Secrecy) appears to directly prohibit the disclosing of information on the affairs of the
licensee or the affairsf@ customer of the licensee. Even thosg?0 (3)appears to make an

8
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32.

33.

34.

exception, in this case the information sharing relates to prudential issues and not AML/CFT.
This Recommendation continues to remaumstanding.

Recommendation23See Saint Lucgiabs report here

The examiners had made one (1) recommendation for closing the gap here. The
recommendatiom e r e was f o rconSider anregistiatior dr licensing prdicess for
money or value transfer service buesssed S.4 of the Money Services Business Act, (MSBA)
created a licensing requirement whigsb created several classes licences applicable to
money or value transfer servicdis action by Saint Lucia resultedfull resolution of all

the noted déciencies.

Recommendation2See Saint Luciabs report here

There were four (4) recommendations made by the examiners aimed at closing the noted
deficienciesThe first recommendation was taken on board with thé 20dhmencement of
the ATA and the enactment of related Regulations in 2010.

The second recommendatiahout consideration being given to the establishment of clear and
unambiguous roles in the FIA has been achieved through the implementation of affiregv sta
initiative which saw the appointment afdedicated analyst and four financial investigators.

The FIA has two (2) dedicated analysts who analyse and develop SARs to be passed on to the
Law enforcement section for financial investigation or dissemihet other LEAs in St Lucia

for action or further development. The FIA also has designated the role of Training and
Compliance to a dedicated Snr. Financial Investigator who oversees the training, supervision
and compliance of reporting institutions.Saint Lucia has submitted the following
organisational chart to showWwadhe various roles within the FIA are demarcated:

Chart 1: FIA Organisational Chart (All positions are filled)

FIA ORGANISATIONALICHARIT

Board ofDirectors

ExecutiverDirector

Snr. RlTFraining:and

Snr. FlilzawtEnforcement .
Compliance

Snt. Analyst Admin Secretary

Financial investigator ((X|3 Analyst Office Assistant
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35. The third recommendatiorfor Saint Lucia toconsicer giving the Board of the Financial
Intelligence Authority the power to appoint the Director and staff without reference to the
Minister was partially implemented to througts.4(5) of the MLPA. Here the Financial
Intelligence Authority (Authority) is empeered to appoint the Director on such terms and
conditions determined by the said Authoridt s.3 of the MLP(A)A the powers of the
Aut hority was extended to include the autho
personnel 0 on s weshdetarngnedrty the said Authority dTihis gap was
completelyclosed.

36. The fourth recommendation for Saint Lutieconsider reviewing the level of involvement of
the FIA within the financial communitig anon-going exercise. Saint Lucia has reportédt
owing to the increase a@fdditional seminars, presentations, guidance and advice to financial
institutions have been provided by the FIA. This gap d®sed. The legislative and
administrative action taken by Salnicia has closed all the gagiscened by the examiners
for Recommendation 2@sulting infull resolution of all the noted deficiencies.

37. Saint Lucia was rated NC on account of the Palermo and Terrorist Financing Conventions not
being ratified, there was not agirrorist legislation irplace and the UNSCRs were not fully
implemented. The Jurisdiction began the process of closing these deficiencies by commencing
the ATA in December 2008. In November 2011 Saint Lucia acceded to the International
Convention for the Suppression of Finanairid errorism and by virtue of Article 2 (2) of that
convention has unreservedly acceded to all the annexed conventions. The Jurisdiction has
reported thathe instruments of accession and or ratification have been drawn up and signed
with respect to althe outstanding Conventions and Protocols. These were forwarded to be
deposited and confirmation with respect to the depositing of one convention is awaited.
Consequently the Saint Lucia has acceded to and ratified the following Conventions and or
Protocds:

i.  Protocol to the convention for the Suppression of Unlawful Seizuraofafti 12"
September 2012;

ii.  Convention on the punishment of crimes against pretgoérsons 12" November
2012;

iii. International Convention for the Suppression of Terrorishiagsi 17" October
2012;

iv.  International Convention for the Suppression of Acts of Nuclearofismi 12"
November 2012;

V. Convention on the Physical Protection of NaclMateriali 14" October 2012;

vi.  Convention on the Suppression of Unlawful Acts retatin International Civil
Aviation 12" September 2012;

vii.  Convention Against the Takiraf Hostage$ 17" October 2012;

viii. Protocol of 2005 to the Protocol for the Suppression of Unlawful Acts against the
Safety of Fixed Platforms located on the ContinentalfS 6" February 2013

10
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ix.  Protocol of 2005 to the Convention for the Suppression for the Suppression of
Unlawful Acts against the Safety of mamit Navigation 8 February 2013;

X.  Amendment to the Convention on Physical Protection of Nuclear MateB4
November 2012;

xi.  The following instrument has been depediand confirmation is awaited;

xii. ~ Convention on the Marking of Plastic Explosives floe purpose of identification;
and
Xiii. Convention against corruptionNovember 25, 2011

38. Saint Lucia became a signatdo the Palermo Convention on September 26, 2001 and gave
the said Convention the force of law with the enactment of the MLPA and Criminal Code
(Amendment) Act in 2010.

Recommendation3See Saint Lucgiabds report here

39. Here the first deficiency was related to the the underlying restrictive condition of dual
criminality. Saint Lucia pointed te.18 (2)of the MACMA which provides for the refusal of a
request where the conduct if it had occurred in Saint Lucia wotlldomgtitute an offence. At
s.18 (3)of the MACMA the Central Authority has the right to exercise discretion where the
conduct is similar in Saint Lucia. A.18 (5)however the Central Authority is allowed to
provide MLA notwithstanding s.18 (2) and s(B}. Consequently there is nothing prohibiting
assistance where both countries criminalise the conduct underlying an offence. It should be
noted as well that technical differences do not prevent the provision of mutual legal assistance.
As for there beingho clear channels for emperation, Saint Lucia has reported that clear
channels for communication have been identif
lichannelled hr ough t he Attorney Gener al dlenoedamber s
gapsfor this Recommendation have all been closed resultifigliresolution of all the noted
deficiencies.

Recommendation4QSee Saint Lucgiabs report here

40. Here the deficiencies noted were identical to those of Rgcas they relate to the non
ratification of several UN Conventions and the lack of-tartiorism laws, and Rec. 35 as they
relate to mduly restrictive conditiomof dual criminality. As previously noted, these gaps have
been closed. The lack of MOUs Wiforeign counterpart was also cited as a deficiency which
Saint Lucia has addressed by signing an MOU with St. Vincent and the Grenadines and
FINTRAC of Canada. No updates on the status of MOUs with other couneiesprovided
The noted gaps for thisscRommendation have all been closed resultinfyliresolution of
all the noted deficiencies.

Special Recommendation(See Sai nt Luciabs report here

41. The deficiencies here were identical to those for Rec. 35 and have all bsed @sulting in
full resolution of all the noted deficiencies.

11
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42.

43.

44,

45.

Special Recommendationlli(See Saint Luciabs report here

The second followp report(Saint_Lucia_ 2 Followrup_Repor has provided a detailed
analysis of Saint Luciads action to cl ose
analysis it is noted here tha6 of the ATA creates an offece where any person provides or
makes available any financial or related services intending that they be used to commit or
facilitate the commission of a terrorist act or benefitting any person who is committing or
facilitating the commission of a terrstiact. Ats.7 of the ATA the use of property for the
commission of terrorist acts has been criminalised.®of the ATA an offence is committed
where any person knowingly gets involved in any arrangement which facilitates the acquisition,
retention orcontrol of terrorist property by or on behalf of another persors.8of the ATA

dealing with terrorist property has been criminalised so that an offence is committed where any
person deals, acquires, enters into or facilitates any transaction, cooercsals, disguises

or provides financial or other services in respect of terrorist property at the direction of a
terrorist group commits an offend@elative to the need for there to be expressed provisions
which allow for exparte applications to beade under the MLPA for freezing of funds23

of the MLPANhas provided the necessary cure. Here the Court can, upofparteapplication

by the DPP grant an order freezing the property of, or in possession or under the control of a
person who is abotd be charged with an offence under the said MLPA. It must be noted that
the MLPA is inherently concer ned whightisha t he
Schedule 1 offence and such offences include offences under the ATA. Additios&8B/(a)

of the ATA the Commissioner of Poliaan make @ exparte application for the detentioh o
property suspected of being related to terrorist financ8@86(1) provides for an eparte
application to be made before a judge in chambers where there is réagmpoabds to believe

that there is in any building, place or vessel, any property in respect of which an order for
forfeiture may be made . The other recommendation about formal procedures for
recording requests made pursuant to the MLPA will be discugde@dcommendation 32. All

the gaps noted for this SR has been closed resultirfgllimesolution of all the noted
deficiencies.

Special RecommendationSee Saint Luciabs report here

Please see the second folloyw report Saint_Lucia_2 Follow-up_Reportand third follow
up report(Saint_Lucia_3 Follow-up_Repor} for a detailed analysis of the action taken by
Saint Lucia which led téull resolution of all the noted deficiencies.

OTHER RECOMMENDATIONS
Recommendation 6
Please see the sixtlow-up report(Saint_Lucia 8 Follow-up_Repor} for a detailed

analysis of the action taken by Saint Lucia which ledulb resolution of all the noted
deficiencies.

Recommendation 7

Please see the first folleup report(Saint_Lucia_1 Follow-up_Repory, third follow-up
report (Saint_Lucia_3 Follow-up_Report and fourth follow-up report (Saint
Lucia_4" Followrup_ Report detailed analyses of the action taken by Saint Lucia which led
to full resolution of all the noted deficiencies.
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46.

47.

48.

49.

50.

51.

52.

53.

Recommendation 8

Please see the first folleup report(Saint_Lucia_ Follow-up_Reportand sixth followup
report Saint_Lucia_8 Follow-up_Reporx for detailed analyes of the action taken by Saint
Lucia which led tdull resolution of all the noted deficiencies.

Recommendation 9

Please see the first folleup report(Saint_Lucia I Followup Repoix for a detailed
analysis of the action taken by Saint Lucia which ledulb resolution of all the noted
deficiencies.

Recommendation 11

Please see the first folleup report(Saint_Lucia_1 Follow-up_Report and sixth followup
report Gaint_Lucia_8_Follow-up_Reporx for detailed analyses of the action taken by Saint
Lucia which led tdull resolution of all the noted deficieaies.

Recommendation 12

Please see the second folloyw report Saint_Lucia_2 Follow-up_Repontand sixth follow
up report Saint_Lucia_8 Follow-up_Reporx for detailed analyses of the action taken by
Saint Lucia which led téull resolution of all the noted deficiencies

Recommendation 14

This Recommendation is still outstandipgnding a legislative amendment.
Recommendation 15

Please see the first folleup report (Saint_Lucia_1 Follow-up_ Reporx for a detailed

analysis of the action taken by Saint Lucia which ledulb resolution of all the noted
deficiencies.

Recommendation 16

Please see the first folloup report(Saint_Lucia_1 Follow-up_Report and second follow
up report Saint_Lucia_2 Follow-up_Repor} for detailed analyses of the action taken by
Saint Lucia which led téull resolution of all the noted deficiencies.

Recommendation 17

The first followrup report(Saint_Lucia_1 Followrup_Repor and second follovup report
(Saint_Lucia_2 Followrup_Repor} detailedthe action taken by Saint Lucishich have
resulted in significant improvement for this Recommendatiterethe Insurance Bill which
reportedly contains related administrative sanctions is still to be enatetl is also still
unclear whether the sanctions available to supervisors are in relation to breaches for AML/CFT
requirements.
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54.

55.

56.

57.

Recommendation 18

Please see the second follow report Saint Lucia 2 Followrup_ Repor} for a detailed
analysis of the action taken by Saint Lucia which ledulb resolution of all the noted
deficiengy.

Recommendation 19

The fifth follow-up report Gaint Lucia % Follow-up Report has noted the formal
consideration done by Saint Luciabds CFATF
implementing such a system would be financially prohibitive. Consequently théud is
resolution of all the noted deficienc

Recommendation 20

Here the comments of the second folom report Saint_Lucia_2 Follow-up_Repor} are
relevant specifically as they relate to the use of modern and secure techniques for conducting
financial transactionsConsequently there fall resolution of all the noted deficieng.

Recommendation 21

Please see the first folleup report(Saint_Lucia_1 Follow-up_Report and sixth followup

report Gaint_Lucia_8_Follow-up_Reporx for detailed analyses of the action taken by Saint
Lucia. It should be noted here that implenagioin of the recommendation requiring the FIA

to disseminate information about areas of concern and weaknesses in AML/CFT systems of
other countriess onrgoing In thisregardpursuant to paragraph 147 of the MLPGNR, issued
advisories to the Insurance Gl of Saint Lucia and the Bankers Association of Saint Lucia

in which countries identified by the FATF as having strategic deficiencies in their AML/CFT
regimes were listed. The FIA in these asked the Banks and other financial institutions to apply
advarted scrutiny when transacting business with entities in the listed jurisdi@minsLucia

has reported that this Circular will also be forwardedEt6CB and theCredit Union
Departmentlt is unclear whethedfinancial institutions inSaint Luciaare rejuired to review

these review such information as part of their internal procedures.

14


https://www.cfatf-gafic.org/index.php?option=com_docman&task=doc_download&gid=397&Itemid=417&lang=en
https://www.cfatf-gafic.org/index.php?option=com_docman&task=doc_download&gid=213&Itemid=417&lang=en
https://www.cfatf-gafic.org/index.php?option=com_docman&task=doc_download&gid=397&Itemid=417&lang=en
https://www.cfatf-gafic.org/index.php?option=com_docman&task=doc_download&gid=396&Itemid=417&lang=en
https://www.cfatf-gafic.org/index.php?option=com_docman&task=doc_download&gid=897&Itemid=417&lang=en

PostPlenary Final

58.

59.

60.

61.

62.

Recommendation 22

Herethe examiners had recommended that the details outlined in the guidance note should be
adopted in the MLPA. Saint Lucia has instead applied ttoe fof law to the MLPGR thereby
resulting in the said obligations becoming enforceable. The examiners recomoredati

been met thereby ensurifgl resolution of all the noted deficieng.

Recommendation 24
Please see the sixth follemp report Saint_Lucia 8 Followup Reporx for a detailed

analysis of the action taken by Saint Lucia which ledulb resolution of all the noted
defidencies.

Recommendation 25

Please see the first folleup reporf(Saint_Lucia_1 Follow-up_Reporxfor detailed analyses

of the actiontaken by Saint Lucia in relation to the recommendation that the FIA should
circulate its guidance to all stakeholders. With regards to the recommendation about the FIA
providing regular feedback to financial institutions on STR filed, the MLPGNR makes
provision for acknowledging receipt of the STRs and providing feedback to parties who file
STRs. At Appendix G of the said MLPGNR of the format for providing case by case feedback
and also for acknowledging receipt of STRs. Saint Lucia has also reporteguéntdrly
meetings are held with compliance officers
is also specific feedback in relation to a matter where there is a likelihood of prosecution and/or
further investigationsRelaive to therecommemrdation about reviewing the involvement of the

FIA in the financial community, Saint Lucia has reported that since the evaluation, the FIA has
increased its interaction with the financial institutions and other business activities which it
supervises. Quastly meetings are held with Compliance Officers and therenigoing
training and onsite audits with the institutions. Owing to the number of entities in the insurance
sector, staff at the FIA were assigned specific entities to supervise thereforeng onitie
focused interaction with reporting partieShis action by Saint Lucia has resultéadl
resolution of all the noted deficiencies.

Recommendation Z
Please see the first folleup report (Saint_Lucia 1 Follow-up Repoix for a detailed

analysis of the action taken by Saint Lucia which ledutbresolution of all the noted
deficiencies.

Recommendation 29

Please see the firkillow-up report(Saint_Lucia_1 Follow-up_Reportand the fifth follow

up report Gaint_Lucia_% Follow-up_Reporx for detailedanaly®s of the action taken by

Saint Lucia.The Board of the FSRA has been appointed and has commenced operations. The
Boarddés f i r saonvena@ ent thenZgFebmarys 2013.  Notwithstanding, the
supervisory role has always been undertaken and executed by the trained staff of the FSSU
whose role and responsibility was and continued to be harmonization and supervisory practices
The outstanthg issuehere relates to the fact that Saint Lucia has provided no information to
demonstrate implementation of the new provisions.

Recommendation 30
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63. The now has the two (2) analyst recommended by the examiners having employed an additional
analyst fran 1 March 2013. The UKSAT (Security Advisory Team) has provided training for
t he DPP6s office and the FIA on prosecuti on,
which will facilitate effective prosecution. ECFIAT (formally UKSAT) organised and
delivered training for Magistrate and Prosecutors for September 2ZR@AJKSAT (Security
Advisory Team) has provided training for the
has also provided training for the judiciary which will facilitate effez{ivosecutionECFIAT
(formally UKSAT) organised and delivered training for Magistrate and Prosecutors for
September 2010Chere is alway®n-goingtraining for personnel dealing with ML/FT. Two
officers attended Cyber Crime investigations in Antigua. Toatrrse had a financial crime
investigation aspect as well. Two investigators have received training in interviewing
techniques sponsored by ECFIAT and SUATT to assist in the investigation of Traimeng
was also held for Magistrate in money laundermgl terrorism financing in January 2011.
Training for one officer of the FIA was undertaken in July 2011 in financial analysis sponsored
by Egmont.A cash seizure seminar for prosecutors and financial investigators was held in
August 20110n the 26 and 27" of March 2012 ECFIAT and d&tern Caribbean Supreme
Court/Judicial Education Institute (JBield a mock trial confiscation program for judges,
prosecutors and financial investigatohs.May 2012 two FIA officers undertooKactical
Analyst training in Spain sponsored by Egmorithere is alwayson-going training for
personnel dealing with ML/FT. Two officers attended Cyber Crime investigations in Antigua.
That course had a financial crime investigation aspect as well. Two investigators have received
training in interviewing techniques using digital recording sponsored by ECFIAT and SUATT
to assist in the investigation of crimi@. August 2012 two FIA officersindertook Tactical
Analyst training in Spain sponsored by EgmdmiSeptember 2012 two othdfioers attended
a Tactical Analysis Training programme in Antigua.December 2012, the FIA provided
training on customer due diligence, risks, and red flag issues for FSRA staff particularly in
reference to the Insurance Industry. Also in January 28&3;IA completed training with the
rest of the Insurance companies. A second inspection and awareness program was also
undertaken by the FIA with respect to car dealers and jewdiedanuary 2013, the FSRA
facilitated a training workshop with a consuit from ECCB wherein part of the training was
with respect to onsite inspections which component also dealt with AML/CFT.
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Recommendation 31

64. Implementation of this Recommendation is orgoing. In March2009 Saint Lucia has created
a CFATF Oversight Comrtiee to monitor the implementation of the FATF Recommendations
and existing ML/CFT legislation s@sto ensure they remain effective. This committeteich
is comprised of persons from the Police, FI A
Inland Reenue and FSRA, has met regularly sincevds creaed It has reportedly made
recommendations for strengthening the AML/CFT framework including amendments to the
MLPA. Saint Lucia established a White Collar Crime Task FaM&CCTF) in 2008
comprising highl e v e | persons from the Police, FI A,
Customs, Inland Revenuthe WCCTF mandate is primarily to combat white collar crime and
this generally includes aspects of combatting ML/i#s task force meets monthly and is
taskedwith purpose of cooperating and coordinating domestically to effectively develop and
implement AML/CFT policy.An MOU has been signed amongst the members di\thice
Collar Crime Task ForceMOUs have also been signkdtween FIA and the Police; FIA and
Inland RevenueSaint Lucia has also reported that in January 2013FtAe convened
bimonthly meetings with the Central Intelligence Unit, Drug Squad, Custom Intelligence Unit
and Special Branch.

Recommendation 32

65. The CFATF Oversight Committee has urtdken the SIP exercise which allowed for a

systematic review of Saint Luciabs overall M|
and terrorismThe statistics provided will be presented under the heading of Implementation
Elements.

Implementation Elements

66. Saint Lucia has produced the following statistics to demonstrate the effective implementation
of the Recommendations:

67. Laws and Regulations (R.3)

Table 5: Orders and their values

CASE TYPE NO OF CASES | VALUE OF PROPERTY
Cash Seizures 10 1,062555.90
Forfeiture Orders 2 364145.42
Restraint Orders 13 7,749498.00

Table 5: Provisional measures

PRODUCTION DI RECT OFR CONFISCATION | POTENTIAL
ORDERS REQUESTS CASES VALUE
5 643 28 12, 245, 845.00
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68. Authorities (R.26 &27)

Table 7: STR Received

STRs TOTAL ML PENDING REFERRED | REFERRED | CLOSED
RECEIVED INVESTIGATIONS INVESTIGATIONS ANALYSES | TO POLICE | TO DPP
65 16 2 25 6 0 25

69. Training on the manner of STR reporting

Chart 2: Training on the manner of STR reporting

17
o~ f
15 -/
10 -/
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70.

71.

72.

73.

74.

75.

76.

77.

There was person extradited under the Extradition Act and one person surrendered under the
Backing of Warrants Act.

Recommendation 33

This Recommendation continues to remain outstanding. To Saite Lucia efforts at
implemering the examiners recommendations was to implement a Pinnacle database.

Recommendation 34

In March 2009, an automated system was introducatidiRegistry of Companies which
allows for timely and easy verificatioof the type nature, ownership and ol of legal
persons regulated by the Registrar of Compaiese of the deficiencies noted in the MER
have been addressed.

Recommendation 37

Please see the analysis Recommendation3@ he action taken by Saihticia has led tdull
resolution of all the noted deficiencies.

Please see the second follow report Saint_Lucia_2 Follow-up_Repor} for a detailed
analysis of the action taken by Saint Lucia which ledutbresolution of all the noted
deficiengy.

Special Recommendation VI

Please see the first folleup report(Saint_Lucia_1 Follow-up Repory, third follow-up
report (Saint_Lucia_3 Followrup_Report and fourth followup report Gaint
Lucia_4" Follow-up_Report detailed analyses of the action taken by Saint Lucia which led
to full resolution of all the noted deficiencies.

Special Recommendation VII

This SR continues to be outstandingpending the enactment of amendment to existing
legislation to address the deficiency related to wire transfers where there are technical
difficulties.

Special Recommendation VI

By Statutory Instrument No 144 of 20dated 12th November 2012 the Schedule oMhPA

was amended by including NarProfit Companies and NainProfit Organisations as other
business activitie€Consequently NPOs now have g@mne obligations as financial institutions
and DNFBPsPlease see the first folleup report(Saint_Lucia_1 Follow-up_Repory, third
follow-up report (Saint_Lucia_3 Follow-up_Repornt and fourth followup report Gaint
Lucia_4" Follow-up_Report detailed analyses of the action taken by Saint Lucia relative to
NPOs. For this period Saint Lucia has reported having approved an additional 10 NPO
applications andhave sensitized and trained the directors on Mal/CFT and the MLPA
requirementsSaint Lucia now has to demonstrate the relevant AML/CFT provisions are
effectively implementedlhis SR remains outstanding
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Special Recommendation 1X

78. Please see the firitllow-up report Saint Lucia_#4 Follow-up_Repont and sixth followup
report Saint_Lucia_8 Follow-up_Reporx for detailed analyses of the action taken by Saint
Luciathus far.This SR remains outstanding

CONCLUSION

79. Since the adoption of the MER Saint Lucia Haselpedand executed reform agenda that
has resulted in the great majority of Recommendations being fully resolved. Oétheand
Key Recommendations, Rec 4 now has a very minor deficien€yo r t he 0 Ot he
Recommendations Recs. 17, 21, 29, 33, 34, an¥BR/IIl and IX remain outstanding whilst
awaiting attention for legislative action. Throughout the follgw processhowever the
Jurisdiction has kept dlhe legislativecommitmentst made within its seifimposed deadlines.
In this context Saint Lucihas indicated that it will cure all the remainishgficiencies bylune
2013.There arecurrently no significant outstanding deficiencies.

80. Based on all of the aboveits r ecommended t hat Saint Luci af
Regular followup to biennidupdates beacceptedand the Jurisdiction be asked to provide a
written update to the November 2013 Plenary to be followed by updates every two (2) years
commencingrom November 203.

CFATEF Secretariat
May 30,2013
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18th March 2013

Ms. Dawne Spicetr,

Deputy Executive Director,

Mutual Evaluation Programme
Caribbean Financial Action Task Force
Sackville House

35-37 Sackville Street,

Port d Spain

Trinidad

Dear Ms. Spicer;

Re: Application for Removal from Regular Follow- up Process
In furtherance to our letter dated 26th February 2013 in relation to the captioned subject please find a
detailed compilation of all the actions taken by Saintia in relation to the Recommended Actions

following the November 2008 mutual evaluation.

Saint Lucia has attempted to address each Recommended Action (column 4) identified in the Matrix in a
succinct manner.

It is submitted that Saint Lucia has talsefficient action and steps in addressing the outstanding identified
issues to be removed from regular folloy to biennial updates, not only in relation to the Key and Core
Recommendations but also in relation to the Other Recommendations.

Should therdoe need for any further clarification and assistance, Saint Lucia shall oblige.
Sincerely

,,,,,,,,,,,,,,

eééeéecéeééeée.
Victor P. La Corbiniere

Minister for Legal Affairs

Home Affairs & National Security

CC: The Honourable Kim C. St. Rose
Attorney General
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SAINT LUCIA

ANALYSIS OF RECOMMENDATIONS
18th March 2013

Background

1. There are 40 Recommendations which deal with issues concerning money laundering.

2. There are 9 Special Recommendations which deal with issues concerning Terrorist
Financing.

3. The 2008 Mitual Evaluation resulted in the following ratings, with respect to the Key and

Core Recommendations and other Recommendations.

4. Saint Lucia, from an analysis of the Follovip Reports have made significant progress in
addressing the Recommended Actiond affectively closing the gaps in fifteen (15) of the
Key and Core Recommendations.

5. Significant progress has also been made to the Other Recommendations.

The Core (6) Recommendations

Recommendations Ratings Gaps Closed/Outstanding

Gaps Closed First Follow up
R 1- Offence PC Report.

Gaps ClosedFirst Follow up

Report

Gaps Closed Third Follow
R.51 Customer Due diligencg NC up Report

Gaps ClosedFirst Follow up
R. 10i Record Keeping NC Report

Gaps ClosedFirst Follow up
R.137 Suspicious transaction] NC Report
reporing

Gaps Closed Third Follow
SR T Criminalize terrorist | NC up Report
Financing

Gaps Closed Fourth Follow
SR. IV1 Suspicious NC up Report
Transaction Reporting
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The Key (10) Recommendations

Recommendations Ratings Completed/Outstanding
Item 17 Action Plani FIA
R 3i Confiscation and PC -Effective implementation- Ongoing
provisional measures
Item 27 Action Plani FSSU
R.47 Secrecy laws consisten PC -Legislative
with the Recommendations
Gaps Closeidl Second Follow up Report
R. 231 Regulation, PC
Supervision and Monitoring
Gaps Closed Third Follow up Report
R. 261 The FIU PC
Gaps Closed Sixth
R. 35- Conventions NC Follow up Report
R.361 Mutual Legal PC Gaps Closed
Assistance.
Gaps Closed Sixth
R. 401 Other Forms of PC Follow up Report
Coorperation
Gaps Closed Sixth
SR. IT Implement UN NC Follow up Report
instruments
Gaps Closed Sixth
SR. llIT Criminalise Terrorist| NC Follow up report
Financing
Gaps ClosedThird Follow up Report
SR. Vi International Ce NC
operation
Other Recommendations
Recommendations Ratings | Completed/Outstanding
Gaps Closed Sixth
R.67 Politically exposed NC Follow up Report
persons
Gaps ClosedFourth Follow up Report
R. 71 Correspondent b&ing | NC
Gaps Closed Sixth
R. 87 New technologies & | NC Follow up Report
non facetoi face business
Gaps Closed Second Follow up Report
R 971 Third Parties and PC

Introducers
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Gaps Closed Sixth

R. 117 Unusual Transactiong NC Follow up Report

Gaps Closed Sixth
R. 12- DNFBPs NC Follow up Report

Iltem 57 Action Plani AG
R.1471 Protection & tipping | PC - Legislative
off

Gaps Closeil First Followup Report
R. 157 Internal controls, PC
compliance & audit.

Gaps ClosedThird Follow up Report
R. 16- DNFBP NC

Iltem 61 Action Plani AG
R.17- Sanctions PC - Legislative

Gaps Closeid Second Follow up Report
R. 181 Shell banks NC

Gaps Closed Fourth
R. 191 Other Forms of NC Follow up Report
Reporting

Gaps Closeil Fifth
R. 201 Other NFBP & Securd PC Follow up Report
transaction techniques

Iltem 97 Action Plani FIA
R. 217 Special attention for | NC - Legislative
higher risk countries

Gaps Closed Fourth Follow up Report
R. 221 Foreign branches & | NC
subsidiaries

Gaps Closeil Fifth
R. 247 DNFBPT regulation, | NC Follow up Report
supervision and monitoring

Gaps Closed
R. 25i Guidelines and NC
Feedback

Gaps Closeil Third FollowReport
R. 277 Law Enforcement NC
Authorities

Item 11i Action Plani Min of Finance
R. 29- Supervisors PC - Fully functional FSRA

Iltem 12 (a) and 12 (b) Action Plani FIA/AG
R. 301 Resource, Integrity | NC - Analyst at FIA
and Training - Training
R. 31i National Ceoperation| NC On gang

Items 13 (a) and 13 (b)i Action Plani FIA
R. 32- Statistics NC - Training

Ongoing

Items 14 (a), 14 (b) 14 (c) and 14 (d) Action Plan'i

R. 33i Legal Person and PC FIA/AG

Beneficial owners

- Training
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- Legislative

Once issues in R. 33 are addressé#ukese shall also be

R. 34i Legal Arrangements | NC addressed
and Beneficial Owners

Gaps Closed Third Follow up Report
R. 371 Dual criminality NC

Gaps Closed Second Follow up Report
R. 39- Extradition NC

Gaps ClosedFourth Follow up Report
SRVIT AML T requirements | NC
for money/value transfer
services

Item 197 Action Plani AG
SR VII'i Wire transfer rules | PC - Legislative

Items 20 (a) and 20 (b) Action Plani AG
SR VIII'T Non- Profit NC - NPO outreach
Organisation - Developmen of NPO policy

- Legislative

Item 217 Action Plan i Min of Finance

SR IXi Cross Border NC - Legislative

Declaration and Disclosure
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Recommendation: 1

MONEY LAUNDERING OFFENCE
Rating: NC

Gaps Closed First Follow up Report

Recommended Action Actions Taken

1 The MLPA should be 1 The primary esseiatl criterion required that St. Luci
amended to specificall criminalise money laundering to the extent prescribe
provide that the offence ¢ article 3(1)(b)&(c) of the Vienna Convention and Artig

money laundering doe 6(1) of the Palermo Conve

not of necessity apply t
persons who committe
the predicate offences
light of the lacuna tha

evaluation, the MLPA (No. 27 of 2003) crinailised money
laundering to that required standard. St Lucia has be
signatory to the Palermo Convention sincd' Sgptembel
2001.

presently exists in the lav
T I'n keeping with the assfe
MLPA (No.8 of 2010) was enacte&ection 28 (2) of thg¢
2010 MLPA ceates the offence for laundering the proce
of another.

1 Atthetimeof¥Fol | ow up Report,
the gaps under this recommendation to be closed.

T Amendments were made to the Criminal Code, and
CounterTrafficking Act was enaetd, consequently definin
the offences of hostage taking, migrant smuggl
participation in an organised criminal group and se
exploitation of childrenthereby increasing the range
designated offences to include all acquisitive crimes.

9 Section 28 (1) of the 2010 MLPA created the offence of
laundering. Consequently a distinction is made betweer
laundering and laundering the proceeds of aroth

1 The offece of self
money laundering mus
be distinct from the
offences  which  aré
predicates. 1 St Lucia has indicted one individual for money laundering

has three ongoing criminal investigations to date.

9 In 2010 and 2011 amendments were made to the Proce
Crime Act, providing for the seizure and forfeiture of cag
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1 The FIA has coducted money laundering investigations
most of these cash seizures. Owing to a lack of eviden
the criminal standard, the FIA has opted to pursue civil
forfeitures instead.

1 The country needs 't
ensure that the wide
possible categories of
offences as designated
Convention are include
within the MLPA and ar¢
definitively defined Dby
legislation.

1 Further, the Amendments to the interpretive sections o

1  Under the 2010 MLPA a definition was created for crimi
conduct. Criminal conduct is a drug trafficking offence
other relevant offence A relevant offence means any
indictable matters and matters triable and an offence list
Schedule 1 of the MLPA and the amendments thereto 1
pursuant to Sl 144 of 2012.

Criminal Gode, and the Countfirafficking Act to define the
offences of hostage taking, migrant smuggling, participg
in an organised criminal group and sexual exploitatior
children increased the range of designated offences to e
to the widest range ofimes as defined by the Conventio

Back to followup report

29



PostPlenary Final

Recommendation: 5

CUSTOMER DUE DILIGENCE

Rating: NC

Gaps Closed Third Follow up Report

Recommended Action

Actions Taken

1 The St. Lucian authoritie 1 The Guidance Notes have been given the force of law by [
should consider eithel implemented as Regulations.
amending the MLPA o
giving enforceable mear 9 Statutory Instrument Number 55 of 2010 gave effect &
to the Guidance Note Money Laundering Prevention (Guidance Notes) Regulati
issued by the FIA.
9 Further, the Money Laundering Prevention (Guidance N¢
Regulations was amended by Statutory Instrument Numb
of 2012 by the Money Laundering (Prevention) (Guida
Notes) (Amendment) Regations.
9 Section 2(2() stipulates that a financial institution is liable
fine of $1million for a breach of the Regulations.
1 The MLPA should beg ii.  Section 15(3) of the MLPA provides for CDD to be undertal
amended to includ; by financial institutions.
provisions that woulc
require all financial iii.  The Section states:
institutions to undertak
CDD in the followng| " Thi s section appliessdio the
circumstances:
(a) the forming of a business relationship;
i. when performing
occasional (b) a oneoff transaction where payment is to be made by or t¢
transactions above applicant of $10,000 or more;
designated threshold
(c) two or more oneff transactions that
0] appear to a person handling the transaction on b
of the regulagd institution to be linked; and
(i) in respect of which, the total amount payable by or

to the applicant is $10,000 or more;
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(d) where in respect of a odf transaction a person handling t
transaction on behalf of the financial institution or per
engaged in other business activity knows or susjects

0] that the applicant is engaged in money laundering; or

(i) that the transaction is carried out on behalf of ang
person engaged in money

9 Provision is therefore made for CDD when perforgn
occasional transactions above a designated threshold.

1 Further, with respect to Customer Due Diligence, Section
the MLPA state$)

9 Section 17(1) A financial institution or a person engage
other business activity shall undertake customer digedie
measure®

(b) including identifying and verifying the identity of customers, wi
|

(i) establishing business relations;

(i) carrying out occasional transactions above
$25,000.00 or that are wire transfers;

(i) on funds transfers and relatecessages that are sent;
(iv) suspicious activity funds transfers which do not contain comj
originator information;
(v) there is a suspicion of money laundering or terrorist financing

iv.

carrying out
occasional

transactions that ar
wire transfers unde
SR VIl and

v. Section 17 of the MLPA was amended by the Mo
Laundering (Prevention) Amendment Act No. 9 of 2011.

vi.  Section 17 of the principal Act is amendeddy

(&) deleting subsection (1) and substituting the following:
(1) A f i nanciparson éngagdd iint othéeribosimg
activity shall undertake customer due diligence measures when t
doubt about the veracity or adequacy of previously obtained cusit
identification data including identifying and verifying the identity
customerswheni

(a) establishing business relations;

(b) carrying out occasional transactions above $25,000.00 o
are wire transfers;

(c) on funds transfers and related messages that are sent;
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(d) when funds are transferred and do not contain com
originator informatia;

(e) there is a suspicion of money laundering or terrg
financing. 0;

Vii.

where the financia
institutions is in doub
about the veracity o
adequacy of
previously obtained
customer
identification data:

viii. Section 17 of the MLPA was amended by the Mo
Laundering (Prevention) Amendment Act No. 9 of 2011.

ix.  Section 17 of the principal Act is amendeddy

(a) deleting subsection (1) and substituting the following:
n(1l) A financi al i nstitution
activity shall undertake customeue diligence measures when ther
doubt about the veracity or adequacy of previously obtained cusit
identification data including identifying and verifying the identity
customers, when

(a)establishing business relations;

(b) carrying out occasital transactions above $25,000.00 or that
wire transfers;

(c) on funds transfers and related messages that are sent;

(d) when funds are transferred and do not contain complete origi
information;

(e) there is a suspicion of money laundering or terrorist finc i n

X.

on an ongoing basis;

xi.  Section 17 (4) of the MLPA states that:

i The customer due diligence
are as follows:

(d) conducting ongoing due diligence on the business relationshi
scrutiny of transactionsindertaken throughout the course of t
relationship to ensure that the transactions being conducte
consistent with the financi al
their business and risk profile, including, where necessary, the s
of funds.

Xii.

based on materialit
and risk at
appropriate times.

Section 172) of the MLPA states:

i A financi al institution or
shall ensure that any document, data or information collected und
customer due tgence process is kept #p-date and relevant b
undertaking routine reviews of existing records particularly for

Section 17 (3) of the MLPA states :
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A financial institution or person engaged in other business activity
provide ford

(a) performirg enhanced due diligence for higher risk categorie
customer, business relationship or transaction;

(b) applying reduced or simplified measures where there are low
of money laundering, where there are risks of money launderir
terrorist finanang or where adequate checks and controls exis
national system respectively;

(c) applying simplified or reduced customer due diligence to custo
resident in another country which is in compliance and have effec
implemented the Financial Actiofask Force recommendations.

Section 17(9) of the MLPA states:

For higher risk categories, a financial institution or person engag
other business activity shall perform enhanced due diligence.

Section 17 (10) of the MLPA states:

Where there are Vo risks, a financial institution or person engagec
other business activity may apply reduced or simplified measures

Section 17(14) of the MLPA states:

This section applies to all new customers and existing custome
the basis of materiality andsk, and a financial institution or pers
engaged in other business activity may conduct customer due dili
on existing relationships at appropriate times.

Consistent practice
should be implemente
across all sectors fc

dealing with AML/CFT

issues The awarenes
levels of obligationg
under the MLPA arg
different within the sub
sectors. Supervisor
oversight by the severi
regulators is also ng
consistent.

1 There are specified threshold for various categories of en
including financialinstitutions casinos, jewellers, accour
lawyers, and other DNFBPs when engaged in cash transa
and financial transactions carried out in single operations
several operations that appear to be linked and issuir
Guidance Notes for DNFBPstaButory Instrument 83/2012

The MLPA should be
amended so thdinancial
institutions and person
engaged in other busine
activity should be

Section 17 (2) of the MLPA states:

A financial institution or a person engaged in other business ac
shall ensure that any document, data or information collected und
customer due tgence process is kept #p-date and relevant b
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required to ensure thi
documents, data ¢
information collecteo
under the CDD proceg
are kept ugio-date and
relevant by undertakin
routine reviews of
existing records.

undertaking routine reviews of existing records particularly for
risk categories of customers or business relationships.

Section 17 (4) of the MLPA states:

The customer due diligence measures ttaken under this section a
as follows:

conducting ongoing due diligence on the business relationshi
scrutiny of transactions undertaken throughout the course of
relationship to ensure that the transactions being conducte
consistent witt he f i nanci al institut
their business and risk profile, including, where necessary, the s
of funds.

The MLPA should be
amended so that financi
institutions are requirel
to:

i. Undertake custome
due diligence (CDD)
measures when the
have doubts about th
veracity or adequac]
of previously
obtained  custome
identification data.

1 Section 171) of the MLPA states:

A financial institution or a person engaged in other business ac
shall undertake customer due gédnce measureés
(@) when there is doubt about veracity or adequacy of previg
obtained customer identification data;

Xiii. Section 17 of the MLPA was amended by the Mo
Laundering (Prevention) Amendment Act No. 9 of 2011.
xiv.  Section 17 of the principal At amended bg

deleting subsection (1) and substituting the following:

(1) A financi al institution
activity shall undertake customer due diligence measures when tf
doubt about the veracity or adequacy of pasly obtained custome
identification data including identifying and verifying the identity
customers, wheh

(a) establishing business relations;

(b) carrying out occasional transactions above

$25,000.00 or that are wire transfers;

(c) on funds trarfers and related messages that are sent;

(d) when funds are transferred and do not contain complete orig
information;

(e) there is a of

suspicion n

ii. Undertake custome
due diligence (CDD)
measures when the|
is a suspicion 0
money laundering o

terrorist  financing,
regardless of anj
exemptions of

thresholds that ar

1 Section15d¢) of the MLPA states:

where in respect of a omdf transaction a person hdling the
transaction on behalf of the financial

institution or person engaged in other business activity know
suspect$

(i) that the applicant is engaged in money laundering; or
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referred to elsewher
under the FATF
Recommendations.

(i) that the transaction is carried out on behalf of another pe
engaged in money laundering.

1 Section 171) of the MLPA states:

A financial institution or a person engaged in other business acti
shall undertake customer due diligence meastires

(b) including identifying and verifying the identity of customers,
wheni

(v) there is a suspicion of money laundering or terrorist financing

Xv.  Section 17 of the MLPA was amended by the Mo
Laundering (Prevention) Amendment Act No. 9 of 2011.

xvi.  Section 17 of the principal Act is amendeddy

deleting subsection (1) astibstituting the following:

A(1) A financi al institution
activity shall undertake customer due diligence measures when tf
doubt about the veracity or adequacy of previously obtained cusit
identification dataincluding identifying and verifying the identity ¢
customers, wheh

(e) there is a

suspicion of

Take reasonabl
measures t¢
understand the
ownership and
control structure of
the customer an
determine who th
natural persons ar
that ultimately own ol
control the customel
This includes thos:t
persons who exercis
ultimate effective
control over a legd
person or
arrangement.

1 Section 17 (4) of the MLPA states:

The customer due diligence measures to be takdar this section ar
as follows:

(a) subject to subsection (11), identifying a customer and verifyi
customerdéds identity using rel
independent source documents, data or information;

(b) subject to subsection (11), identifying the beneficial aywaed
taking reasonable measures to verify the identity of the bene
owner such that the financial institution is satisfied that it knows
the beneficial owner is and for legal persons and arrangement
should include financial institutions Kiag reasonable measures
understand the ownership and control structure of the customer;

9 Section 17 (11) of the MLPA states:

A financial institution or person engaged in other business activity
verify the identity of the customer and benefictainer before o
during the course of establishing a business relationship or cond
transactions for occasional customers.

iv.

Obtain information or
the purpose ani
intended nature of th
business relationshig

1 Section 17 (4) of the MLPA states:
The cusbmer due diligence measures to be taken under this sect
are as follows:
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(c) obtaining information on the purpose and intended nature of {
business relationship;

1 Section 17 (2) of the MLPA states

v. Ensure thai

documents, data , e . :

information collected A financial institution or a person enga_ged in o_ther business ac

under the CDD shall ensure that any document, da.ta or information collected und

process are kept uf customer_ due d!llgencg process _|s_kepttcupate anq relevant b

to-date and relevar u_ndertaklng. routine reviews of eX|§t|ng recor_ds particularly for

by undertaking risk categories of customers or business relatipss

reviews of existing _

records, particularly 1 Section 17 (4) of the MLPA states

L(;rtegotr}g:er ”S; The customer due diligence measures to be taken under this sect

customers or busineg as follows: - _ - _ _ _

relationships. (d) c_onductlng ongoing due diligence on the business relationshi
scrutiny of transactions undertaken throughout the coufsthad
relationship to ensure that the transactions being conducte
consistent with the financial

their business and risk profile, including, where necessary, the s

of funds.

9 Paragraph 149 of the MLPA Rdgtions states: The duty of
continuous verification also requires the institution to monitor
accounts for their consistency continuously against the statec
account purpose or the source of funds, or pattern.

1 Paragraph 142 of the DNFBPs Regulations stafés duty
of continuous verification also requires the business
activities to monitor transactions for their consistency
continuously against the stated business purpose or the
source of funds, or pattern.

vi. provide forﬂ Para_graph .145 of the_Re_g_u
performing enhance mechanisms of Iaunderlng_ funds chang_e. Accordlngly_lnstltut
due diligence for should be aware of emerging trends which create a greskdor

higher risk categorie
of customer, busines
relationship or
transaction

money laundering. Primary concern should be for determinin
legitimacy of the source of funds entering the financial systen|
the real owners of these funds. Risks may be categorized a
or low depending on the circumstances.

1 Section ¥ (3) of the MLPA states:

A financial institution or person engaged in other business activit
shall provide fo®

(a) performing enhanced due diligence for higher risk categories
customer, business relationship or transaction;

(b) applying reducedr simplified measures where there are low ri
of money laundering, where there are risks of money laundering
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terrorist financing or where adequate checks and controls exist in
national system
respectively;

vii.  Provide for applying
reduced or simplifieg
measures where the
are low risks oOf
money laundering
where there are risk
of money laundering
or terrorist financing
or where adequat
checks and control
exist in  national
system respectively.

1 Section 17 (3) of MLPA states:

A financial institutionor person engaged in other business activity
shall provide fo®

(b) applying reduced or simplified measures where there are low
risks of money laundering, where there are risks of money laundg
or terrorist financing or where adequate checks andasréxist in
national system

respectively;

9 Section 17 (10) of MLPA states:

Where there are low risks, a financial institution or person engag
other business activity may apply reduced or simplified measures

9 Paragraph 145 of the Regulations sate : AThe
mechanisms of laundering funds change. Accordingly institut
should be aware of emerging trends which create a greater ri
money laundering. Primary concern should be for determinin
legitimacy of the source of funds enterthg financial system an
the real owners of these funds. Risks may be categorized a
or | ow depending on the cir

viii.  Provide for applying
simplified or reducec
CDD to customers
resident in anothe
country which is in
compliance and hay,
effectively
implemented the
FATF
recommendations.

1 Section 17 (3) of the MLPA states:

A financial institution or person engaged in other business activity
provide ford

(c) applying simplified or reduced customer due diligence
customers resident amother country which is in compliance and h
effectively implemented the Financial Action Task Fo
recommendations.

Back to followup report
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RECORD KEEPING

Rating: NC

Recommendation: 10

Gaps Closed First Follow up Repar

Recommended Action

Actions Taken

f The MLPA should bg  -The Money Laundering (Prevention) Act No.8 of 2(
strengthened to provid (MLPA) at Section 16(1)(a) provides, that financial institutiq
that the records to be ke and persons engaged in other business activities establig
are both domestic an maintin transaction records for both domestic and internati
international and also thq transactions for a period of seven (7) years after the compl
such records must b of the transaction recorded.
sufficient to  permit
reconstruction ol
individual transactions s
as to provide, if
necessary, evidence f
prosecution of criming
activity.

The MLPA should be 1 In relation to the retention of records upomimation of an

strengthened to provide that account or business relationship, the MLPA states

financial institutions should following:

maintain recordsf business

correspondence for at least | § Section 16(7)(a) states that, a financial institution or pe

five years engaged in other business activity shall keep a record i

following the termination of record relates to the opening of an accounh whie financial

an institution for a period of 7 years after the day on which

account or business account is closed.

relationship (or

longer if requested by a 1 Section 16(7)(b) states that, if the record relates to the rer

competent authority in specifi by a person of a safety deposit box held by the financial

cases upon institution, for a period of years after the day on which the

proper authority). safety deposit box ceases to be used by the person, and
9 Section 16(7)(c) prescribes, in any other case a period of j

years after the day on which the transaction recorded take
place.
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The provisions in both the
POCA

ard MLPA should create a
statutory

obligation and a correspondir
offence for instances where
information is not maintained
ina

form which enables the
competent

authority to retrieve the
information

on a timely basis. Even thoug
the

various pieces of infonation
may be

available, the timely ability to
reconstruct the transaction of
sufficient evidence to procure
a

prosecution may be impeded

Section 16(8) of the MLPA prescribes that, a financial institu
or person engaged in other business activityt kbap all records
and copies of records in a form that will allow retrieval in leg
form and within a reasonable period of time in order
reconstruct the transaction for the purpose of assisting
investigation and

prosecution of a suspected momeyndering offence.

Section 16(9) of the MLPA also makes it an offence uf
section 16(9)for the failure of a financial institution to com
with this section.

With the actions taken to date and as highlighted by
examiner, the actions taken by Stucia in relation to
Recommendation 10 have effectively closed the gaps.

Back to followup report
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Recommendation: 13

SUSPICIOUS TRANSACTION REPORTING
Rating: NC

Gaps Closed First Follow up Report

Recommended Action Actions Taken

T The POCA and MLPA |
should be amended {

Section 16 (1) (c) the MLPA states:

provide that: A financial institution © a person engaged in other busin
activity shalld
i. Financial institution
should report to th¢ (c) the report to the Authority a transaction where the ide
FIA (a suspicious of a person involved in the transaction or the circumsta
transaction reporti relating to the transaction gives an employee of the fina
STR) when it suspect institution or person engaged in other business acti
or has reasonabl reasonable grounds to suspect that the transaction involvg

grounds to suspe(
that funds are th
proceeds of a criming
acivity. At a

proceeds of criminal conduct or an attempted transa
involves the proceeds of criminal conduct regardless of]
amount of the transaction;

minimum, the| § Section 19(c) of MLPA states:
obligation to make ¢
STR should apply t( Requires the person referred to in paragraph (b) to repo
funds that are th matter under 16 (1) (c) in the event that the person deterr
proceeds of al that sufficient basis exists.
offences that ar¢
required to be
included as predicat
offences unde
Recommendation 1.
ii. The filing of a STR| §  Section 32 (4) of the AntiTerrorism Act, No 36 of 200

must apply to funds
where  there  arg
reasonald grounds tg
suspect or they arn
suspected to be linke

or related to, orto b

makes it mandatory for every financial institution to repor
the FIA every transaction which occurs within the course ¢
activities, and inespect of which there are reasonable groy
to suspect that the transaction is related to the commissio
terrorist act.
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used for terrorism
terrorist acts or by
terrorist organisation
or those who financ

terrorism. All
suspicious
transactions,
including attempteq
transactions, shoul

be reportd regardles
of the amount of th¢
transaction.

1

Further the AntiTerrorism Act, No 36 of 2003 is listed und
Schedule 1 of the MLPA which also Act places an obliga
on the financial institutions to file STRs in relation to terrof
financing.

Section 16 (1) ¢ of the MLPA provides for the following:

A financial institution or a person engaged in other busi
activity shalld

(c) the report to the Authority a transactiwhere the identity
of a person involved in the transaction or the circumsta
relating to the transaction gives an employee of the fina
institution or person engaged in other business act
reasonable grounds to suspect that the transactiotvas the
proceeds of criminal conduct or an attempted transa
involves the proceeds of criminal conduct regardless of]
amount of the transaction;

Back to followup report

41



PostPlenary Final

Special Recommendation Il

CRIMINALIZE TERRORI
Rating: NC

Gaps Closed Third Follow up Report

ST FINANCING

Recommended Action Actions Taken

1 The Governmentneeds| J Onl183'December

2 0 0 8 ;TerrBrism Acucanie it

ratify the Conventions
and UN Resolutions an
establish the prope
framework to effectively
detect and prever
potential vulneraltities to
terrorists and the
financing of terrorism.

force incorporating all the articles of the International Conven
for the Suppression of Financing of Terrorism.

On the 26th May 2010The Anti Terrorism (Guidance Notes
Regulations was published by virtue of SI 56 of 2010 and ¢
the force of law.

On the 18th November 2011 Saint Lucia acceded tg
International Convention for the Suppression of Finan
of Terrorism.

It is noted, that although Saint Lucia is proactive
attempting to prepare and deposit the relevant instrun
with respect to all the applicable conventions and proto
Saint Lucia having acceded to the International Conver
for the Suppression of Financin§Terrorism on the 18th @
November 2011 by virtue of Article 2 (2) of that convent
has acceded to all the annexed conventions wit
reservation.

St Lucia has had no terrorisralated SARSs, intelligence (¢
security reports or resultant investigeis, prosecutions ar
convictions and therefore should not be assessed
statistical bases.

The instruments of accession and or ratification have been ¢
up and signed with respect to all the outstanding Convention
Protocols. These were forvdeed to be deposited ar
confirmation with respect to the depositing of one conventic
awaited.
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Saint Lucia has accordingly acceded to and ratified the follo
Conventions and or Protocols:

Protocol to the convention for the suppression of unlasdizdure
of aircrafti 12th September 2012.

Convention on the punishment of crimes against prote
persond 12th November 2012.

International Convention for the suppression of terrg
bombingsi 17th October 2012.

International Convention for theigpression of Acts of Nucleg
terrorismi 12th November 2012.

Convention on the Physical Protection of Nuclear Matériath
October 2012.

Convention on the Suppression of Unlawful Acts relating
International Civil Aviationi 12th September 2012.

Convention Against the Taking of Hostages7th October 2012

Protocol of 2005 to the Protocol for the suppression of unlaj
Acts against the Safety of Fixed Platforms located on
Continental Shelf 6th February 2013.

Protocol of 2005 to the Conveon for the Suppression for th
Suppression of Unlawful Acts against the Safety of marit
Navigation 6th February 2013.

Amendment to the Convention on Physical Protection of Nu
Material- 8th November 2012.

The following instrument has been dejped and confirmation i
awaited.

Convention on the Marking of Plastic Explosives for the pury
of identification.

Back to followup report
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Special Recommendation 1V

SUSPICIOUS TRANSACTION REPORTING
Ratingi NC

Gaps Closed:Fourth Follow up Report

Recommended Action Actions Taken

T The filing of a STR

must apply to fundy 9 Section 32 (4) of the AntiTerrorism Act, No 36 of 2003 makes
where  there  arg mandabry for every financial institution to report to the FIA evg
reasonable grounds f transaction which occurs within the course of its activities, and in resp
suspect or they ar which there are reasonable grounds to suspect that the transaction is
suspected to be linke to the commission of a terroristtac

or related to, or to b

used for terrorism| q Further the Anti Terrorism Act, No 36 of 2003 is listed under Schedu
terrorist acts or by of the MLPA which also Act places an obligation on the finan
terrorist organisation:s institutions to file STRs in relation to terrorist financing.

or those who financi

terrorism. All| § Section 16 (1) ¢ of the MLPA provides for tfudlowing:

suspicious

transactions, includin{ A financial institution or a person engaged in other business activitydshall
attempted

transactions, ~ shoull (c) the report to the Authority a transaction where the identity of a pe

be reported regardleg
of the amount of the
transaction.

involved in the transaction or the circumstances relating to the transi
gives an mployee of the financial institution or person engaged in ¢
business activity reasonable grounds to suspect that the transaction ir
the proceeds of criminal conduct or an attempted transaction involve
proceeds of criminal conduct regardle$she amount of the transaction;

The MLPA should be
amended to providy
that all suspicious
transactions must b
reported to the FIA

regardless of  the relating to the transaction gives an employee of the financial instituti
amount of the person engaged in other business activity reasonable grounds to susp
transaction. the transaction involves the proceeds of amahiconduct or an attemptg

Section 16(1) (c) of the MPLA provides for the filling of all suspicic
transactions by financial institutions and other business activities rega
of the amount Afihantiahimstitution arm peasontemngag
in otherbusiness activity shall report to the Authority a transaction whe
the identity of a prson involved in the transaction or the circumstar

transaction involves the proceeds of criminal conduct regardless ¢
amount of the transaction; 0
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Recommendation: 3

CONFISCATION AND PROVISIONAL MEASURES

Rating: PC

Gaps Closed On going

Recommended Action

Actions Taken

T Despite the lack of ML

prosecutions there hay
been convictions fo
predicate offences and t
reasons elucidated are n
attributed to a lack o
restraint action nor fron
lack of action by the DPI
to suggest a less thg

effective  attempt a
obtaning a court
sanction.

Notwithstanding, the Si
Lucian authorities havi
not demonstrated thg
there is effective
implementation of thes|
measures. The absence
any confiscation speak
to legislation that haj
never been tested.

1
1

This recommendation is &k recommendation and was rated P

According to the examiners, that rating was given largely bed
of Saint Luci ads inability
provisions which were in place at the time of the assessment
being effectively utilied.

Subsequent to the mutual evaluation and the first fellpweport
St. Lucia has made significant progress to effectively close the
highlighted by the examiners.

In 2010 and 2011 the Proceeds of Crimes Act Chapter 3.04
Revised Laws of S Lucia (POCA) was amended by Proceed;s
Crime (Amendment) Act No. 4 of 2010 and No.15 of 2011
include sections 29A and 49A.

Section 29A provides for the seizing and detention of cash
found at the border or anywhere in St. Lucia, where thege
reasonable grounds for suspecting that the cash directly or indi
represents a personbs proce:¢
in criminal conduct.

Section 49A provides for the forfeiture of the detained cash w
it is satisfied on an apgilition made, that the cash directly
indirectly represents any pe
intended by any person for use in, the commission of crin
conduct.

There has been effective implementation of sections 29A and
of POCA. Since the commencement of the cash civil forfeit
provisions there has been 10 cash Detention Orders granted

detention of XCD962,610.51. There has been six (8) cash forfe
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applications made with two (2) forfeiture orders being granted
far for the sum of XCD264,200 and the remaining four (6)
scheduled for hearing.

St. Lucia has also been making use of the provisional mea
prescribed by POCA as well as the Money Laundering (Prever
Act of St. Lucia No. 8 of 2010 (MLPA).

To date there have been 14 Production Orders granted under R
However, section 6 of the MLPA provides similar powers to W
obtains with the Production Orders prescribed by POCA.

The provisions under section 6 of the MLPA give the Finar|
Intelligence Authority (F.ILA) the power to oblige financis
institutions to produce information for the purpose of mo
laundering investigations. As a consequence most of
information obtained by the F.I.A from the financial institutior
done by way of Directérs Let t er . During

November 2012 the F.I.A hagtg
financial institutions.

The F.ILA has obtained 12 Restraint Orders to date, restrg
property valued at XCD11,139,742.00 pending confisca
proceedigs. There is one confiscation hearing currently before
High Court and that matter is scheduled for thedntl 18 of April
2013.

Recommendation 3 is to be read in conjunction with Sp¢
Recommendation iii. In that regard the Amgrrorism ActNo 36
of 2003 came into force on ®ecember 2008.

Offences under the Anfierrorism Act are captured as Crimir|
Conduct in schedule 1 of the MLPA as well as Schedule of P(
As such the provisional measure under POCA and the MLPA W
apply when daling with enquiries and proceedings relating
Financing of Terrorism under the Asiterrorism Act.

Back to followup report
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Recommendation: 4

SECRECY LAWS CONSISTENT WITH THE
RECOMMENDATIONS

Rating: PC

Gaps Closed

Recommended
Action

Actions Taken

I The Insurance
Act and the
Registered
Agents and
Trustee Act dad
not have
expressed
provision for
the sharing ol

information.
While in
practice, this
has not

prevented then
from sharing
with
authorities, for|
the avoidance
of doubt it is
recommended
that expressel
provisions in
the respective
pieces of
legislation
together with
the requisite
indemnity for
staff members
making such
disclosures.

1 Section 15(2) of the Registered Agents and Trustee Licensing Act Cap
(RATLA) grants the Authority the poweo require the directors, officers a
auditor of a licensee to provide information and explanation and to reque
information and to have access to such books, records, vouchers, doct
securities and other assatsd information held by a licensee.

1 Section 26 of RATLA provides for the disclosure of informatiortii@ purpose
of the performance or exercise of
or when lawfully required to do so by the Court oremtthe provisions of any la
in force in Saint Lucia or under any agreement on mutual legal assista
criminal matters with other Governments, or under any mutual assis
agreement with another regulatory body

1 Section 27 of the RATLA provides immily against prosecution and oth
proceedingso the Minister, the Director, the Financial Centre Corporation ¢
agent of the Financial Centre Corporation or other person in respect of any
matters done or omitted to be done in good faith. bliteh, section 13 of thg
FSRA Act No.13 of 2011 gives the FSRA the powers, duties and fung
assigned to the Authority by the Minister, the Act and the enactments speci
Schedule 1. (Schedule 1 lists the Insurance Act, RATLA among
enactmers).

I These enactments are as follows:

- Cooperative Societies Act, Cap. 12.06

- Insurance Act

- International Banks Act, Cap 12.17

- International Insurance Act, Cap 12.15

- International Mutual Funds Act 2006,No 22

- Money Services Business Act

- Registered Agent ahTrustees Act, Cap. 12. 12
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- Saint Lucia Development Bank Act No 12 of 2008

1 Consequently, the information can be obtained and shared by the license
the Authority. Under section 13 (1) (e) the Authority has the power-tpemate
with the Finagial Intelligence Authority.

1 Further under section 33(1) a regulated entity shall submit to the FSR
report, statement, information or data required for the proper discharge
functions and responsibilities.

Correspondent Banking

Regulation94 of stipulates that enhanced due diligence shall be conduct
commercial banks in ascertaining whether the bank has establishe
implemented sound customer due diligence -auatney laundering policies etc

Regulation 94 states: Correspondentiiam refers to the provision of bankir|
services by one bank (the correspondent bank) to another bank (the resj
bank). Financial institutions are required by FATF to apply appropriate lev
due diligence to such accounts by gathering sufficiafdrmation from ang
performing enhanced due diligence processes on correspondent bank f
setting up correspondent accounts.

These include:

(a) Obtaining authenticated/certified copies of Certificates of Incorporation
Articles of Incorporation (andny other company documents to show registrg
of the institution within its identified jurisdiction of residence);

(b) Obtaining authenticated/certified copies of banking licences or si
authorization documents, as well as any additional licencessddeddeal in
foreign exchange;

(c) Determining the supervisory authority which has oversight
responsibility for the respondent bank;

(d) Determining the ownership of the financial institution;
(e)Obtaining details of respondadtiort, b
(f) Determining the location and major activities of the financial institution;

(g) Obtaining details regarding the group structure within which the responden
may fall, as well as any subsidiaries it may have;

(h) Obtaining proof of its years of opei@t, along with access to its audited finang
statements (5 years if possible);

Information as to its external auditors;
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() Ascertaining whether the bank has established and implemented
customer due diligence, amtioney launderingpolicies and strategies ar
appointed a Compliance Officer (at managerial level), to include obtaining a
of its AML policy and guidelines;

(k) Caution to be exercised by correspondent bank, shall be cautious
while continuing relationships with corsndent banks located in
countries with poor KYC standards
cooperativeo in the fight against
financing;

(I) Ascertaining whether the correspondent bank, in the last 7 years (from th
of the commencement of the business relationship or

negotiations therefore), has been the subject of, or is currently subject
regulatory action or any AML prosecutions or investigations.

A primary source from which this information may be sought aswkriained
would be the regulator for the jurisdiction in which the

correspondent bank is resident. Information may also be available fro
website; (m) Requiring confirmation that the foreign corresponding bank d
permit their accounts to be useddhell banks, i.e. the bank which is incorpora
in a country where it has no physical presence and is unaffiliated to any r
financial group;

(n) Establishing the purpose of the correspondent account;

(o) Documenting the respective responsilatitof each institution in the operati
of the corresponding account;

(p) Identifying any third parties that may use the correspondent banking se

(g) Ensuring that the approval of senior management is obtained for the a
to be opened;

(r) The correspondent bank examining and satisfying itself that the respc
bank has verified the identity of the customers having

direct access to the accounts and
ongoing basis. The bank shall also enshed the

respondent bank is able to provide the relevant customer identifig
data/information immediately on request.

(s) Documenting the AML/CFT responsibility of each institution.

While local banks currently may not provide correspondent bankinicssrto
foreign banks, they may have banking relationships with overseas fing
institutions and must therefore ensure that the above procedures are enga
avis such relationships.

Section 17 (7) and (8) of the MLPA address the recommendezhacind
provides for the sharing of information among financial institutions:
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Section 17(7) statesA financial institution or person engaged in other busir
activity may rely on intermediaries or other third parties to perform paragrap
T (c) of subsection (4) of the customer due diligence process or to intr
business, provided that the criteria set out in subsection (8) are met.

Section 17(8) The criteria that should be met for the purposes of subsect
are as follows:

a financal institution or a person engaged in other business activity re
upon an intermediary or third party shall immediately obtain the nece
information in paragraphs (&)c) of subsection (4) of the customer due dilige
process.

Further, Rgulation 178 of the Money Laundering (Prevention) Guidance N
Regulations 55 of 2010 provides for wire transfers where there are tec
limitations. Sanctions will be provided to ensure that minimum origin
information is obtained and maintaintx wire transfers.

Regulation 179 of the Money Laundering (Prevention) Guidance N
Regulations 55 of 2010 as amended by Statutory Instrument 83 of 2012.

In addition, section 38 of the FSRA Act permits the FSRA to enter into M
with the FIA or dher regulatory authority for the purpose of informat
exchanges.Saint Lucia has also passed an International Tax Cooperation A
6, 2012 for facilitation of tax information exchange with countries with whic|
has signed a Tax information excigg agreement (TIEA). To date
International Tax Camperation Agreements have been signed.

Back to followup report

Recommendation: 23
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REGULATION, SUPERVISION AND MONITORING
Rating: PC

Gaps Closed Second Follow p Report

Recommended Action Actions Taken

9 St. Lucia should conside Section 4 of the Money Services Business Act, No. 11, 2010
a registration or licensin( provides for the licensing of:
process for money O
value transfer servici-(a) #fACl ass A0 |icence permit
businesses. the following businesses

() transmission of money or monetary value in any form;

(i) the issuance, sale or redemption of money orders or

travell erds cheques;

(i) cheque cashing;

(iv) currency exchange;

(b) AClIlass BO licence permit

the following businesses

(i) the issuance, sale or redemption of money orders or

travell erds cheques,;

(i) cheque cashing;

(iii) currency exchange;

(c) ACI asmmi@Ga licensee ® pacryeon the business

of cheque cashing;

(d) fAClass DO licence permit

currency exchange.

Back to followup report
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Recommendation: 26

THE FINANCIAL INTELLIGENCE AUTH ORITY

Rating: PC

Gaps Closed Third Follow up Report

Recommended Action

Actions Taken

1 St Lucian Authorities
should move quickly ang
pass the Prevention ¢«
Terrorism Act. This will
certainly help to
strengthen the AML / CF|
framework of the Coumnyr

T Onl18% December 2 0 0 8 ,-Ter®otism IAat came idte

force incorporating all the articles of theernational Convention fo
the Suppression of Financing of Terroris@n the 26th May 201(
The Antt Terrorism (Guidance Notes) Regulationsra/published by
virtue of SI 56 of 2010 and given the force of law.

1 Consideration should b
given to the establishmel
of clear and unambiguod
roles in the FIA.

St Luciads FI A has both an ¢
well as a regulatorgupervisory role under the MLPA. Since t
evaluation, the FIA has implemented a new staffing initiative.
has increased the number of staff to one dedicated analyst an
financial investigators.

This allowed the FIA to increase the followinginagpliance meeting
training and interaction with financial institutions and DNFB
onsite inspections, analysis of SARs and law enforcement actior
investigations.

This has the overall effect of reviewing and strengthening ¢
Luci abds MlstenassnQbnsiBlefing ¢hg increased interac
which the FIA now has with not only its reporting institutions

other law enforcement and competent authorities, the Royal St

Police Force has agreed to attach two additional officers (ori‘ibfe
March 2013) to the FIA, one to augment the analyst functional an
other the investigative function.

Section 4(5) of the MLPA No. 8 of 2010 gives the Board of the
the power to appoint the Director without a reference being ma
the Minister. Futter section 3 of the MLPA Amendment Act No
of 2011 =extends t he Boar dés
p e r s o mhe Aulthorityfshall appoint a Director and such ot
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general support personnel as the Authority considers necess:
such terms and adlitions as the Authority may determine.

1  The ongoing staffing initiative of the FIA has allowed the FIA
increase the level of interaction with the financial sector. There
been an increase in the number of: compliance meeting, trainin
interaction with financial institutions and DNFBPs and on
inspections. This process in ongoing.

Back to followup report
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Recommendation 35

CONVENTIONS
Rating: NC

Gaps Closed Sixth Follow up Report

Recommended Action Actions Taken

7 St Lucianeedstosignar § On the 18 November 2011 Saint Lucia acceded to the Internati
ratify  or  otherwise Convention for the Suppression of Financing of Terrorism.
become a party to an
fully implement the|  Further Saint Lucia already is a signatory to the Palermo Conve

Conventions which relat having signed on the 2&eptember 2001. The Conventiogigen the
particularly to the force of law through the enactment of the MLPA, CouiTtexfficking
Palermo Convention Act No. 7 of 2010 and the Criminal Code (Amendment) Act No.
Terrorist Financing 2010.

Convention, Suppressig
of FT and UNSCRs { On the 25th of November 2011 Saint Lucia acceded to the U
relating to terrorism. Nations Convention against Corruption.

! Implement the lega 1 The AntiiTerrorism Act No. 36 of 2003 was given the force of law
frameworks for thes December 182008.

conventions i in
particular, enact it{ 1 Itis noted, that although Saint Lucia is proactively attiémgpto
Anti-Terrorism Act. prepare and deposit the relevant instruments with respect to

applicable conventions and protocols, Saint Lucia having acg
to the International Convention for the Suppression of Finar
of Terrorism on the 18th of November 2011 bywerpf Article 2
(2) of that convention has acceded to all the annexed conve
without reservation.

I St Lucia has had no terrorisralated SARs, intelligence ¢
security reports or resultant investigations, prosecutions
convictions and therefore ghld not be assessed using statist
bases.

1 The instruments of accession and or ratification have been drawn (
signed with respect to all the outstanding Conventions and Prot
These were forwarded to be deposited and confirmation with resp
the depositing of one convention is awaited.
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Saint Lucia has accordingly acceded to and ratified the follo
Conventions and or Protocols:

Protocol to the convention for the Suppression of Unlawful Seizu
Aircraft i 12th September 2012.

Convention on the punishment of crimes against protected peis(
12th November 2012.

International Convention for the Suppression of Terrorist Bomkin
17th October 2012.

International Convention for the Suppression of Acts of Nug
Terrorismi 12th November 2012.

Convention on the Physical Protection of Nuclear Matéridl4th
October 2012.

Convention on the Suppression of Unlawful Acts relating
International Civil Aviationi 12th September 2012.

Convention Against the Taking of Hostages7th Odober 2012.

Protocol of 2005 to the Protocol for the Suppression of Unlawful
against the Safety of Fixed Platforms located on the ContinentaliS
6th February 2013.

Protocol of 2005 to the Convention for the Suppression for
Suppression of Uawful Acts against the Safety of maritime Navigat
6th February 2013.

Amendment to the Convention on Physical Protection of Nug
Material- 8th November 2012.

The following instrument has been deposited and confirmatig
awaited.

Convention onhie Marking of Plastic Explosives for the purpose
identification.

Back to followup report
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Recommendation 36

MUTUAL LEGAL ASSISTANCE

Rating: PC

Gaps Closed Closed

Recommended Action

Actions Taken

The underlying restrio/e
condition of dual criminality
should be addressed.

Section 18 (2) of the Mutual Assistance in Criminal Matters Act,
3.03 provides for the refusal of a requests where the conduct if
occurred in Saint Lucia would not constitute an offence.

Section 18 (3) also provides for the central authority to exercig
discretion where the conduct is similar in Saint Lucia.

Importantly, Section 18 (5) allows for the Central Authority to proy
mutual legal assistance notwithstanding the provisadrsection 18
(2) and 18 (3).

Consequently, there is nothing prohibiting assistance where
countries criminalise the conduct underlying an offence.

Technical differences do not prevent the provision of mutual |
assistance.

Back to followup report
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Recommendation 40

OTHER FORMS OF COOPERATION
Rating: PC

Gaps Closed Sixth FollowrUp Report

Recommended Action Actions Taken

1 Sectbn 18 (2) of the Mutual Assistance in Criminal Matters Act, (

T The underlying restrictivg 3.03 provides for the refusal of a requests where the conduct if

condition of dual . . ; )
criminality  should  be occurred in Saint Lucia would not constitute an offence.
addressed.

1  Section 18 (3) also provides for the central authoritgxercise itg
discretion where the conduct is similar in Saint Lucia.

1 Importantly, Section 18 (5) allows for the Central Authority to proy
mutual legal assistance notwithstanding the provisions of section
and 18 (3).

1 Consequently, there is ting prohibiting assistance where bg
countries criminalise the conduct underlying an offence.

1 Technical differences do not prevent the provision of mutual |
assistance.

1 Provide mechanisms th
will permit prompt and
constructive exchange (
information by competer
authorities  with  non
counterparts

0 In December 2008 St. Lucia implemented the ARérrorism
Act.

0 An MOU from FINTRAC (Canada FIU) has been received for
execution.

o] The MOU between Saint Vincent and Saint Lucia has been
signed.

o] The MOUs have been submitted to Dominica, St. Kitts and
Barbados FIU for consideration.

f Onl%"December 2 0 0 8 ;TerrBrism Acticane anto $orc
incorporating all the articles of the Intermatal Convention for thg
Suppression of Financing of Terrorism.

 Several conventions a
yet to be ratified
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On the 26th May 2010, The AntiTerrorism (Guidance Notes
Regulations was published by virtue of SI 56 of 2010 and given the
of law.

On the 18th November 2011 Saint Lucia acceded ®
International Convention for the Suppression of Financing
Terrorism.

It is noted, that although Saint Lucia is proactively attemptin
prepare and deposit the relevant instruments with respect to

applicable conventions and protocols, Saintia having accede
to the International Convention for the Suppression of Finar
of Terrorism on the 18th of November 2011 by virtue of Artic
(2) of that convention has acceded to all the annexed conve
without reservation.

St Lucia has hado terrorismrelated SARs, intelligence (¢
security reports or resultant investigations, prosecutions
convictions and therefore should not be assessed using sta
bases.

The instruments of accession and or ratification have been drawn (
signed with respect to all the outstanding Conventions and Prot(
These were forwarded to be deposited and confirmation with resp
the depositing of one convention is awaited.

Saint Lucia has accordingly acceded to and ratified the follo
Conwentions and or Protocols:

Protocol to the convention for the suppression of unlawful seizu
aircrafti 12th September 2012.

Convention on the punishment of crimes against protected pers
12th November 2012.

International Convention for the supgsion of terrorist bombings
17th October 2012.

International Convention for the suppression of Acts of Nug
terrorismi 12th November 2012.

Convention on the Physical Protection of Nuclear Matdrid4th
October 2012.

Convention on the Suppressioof Unlawful Acts relating tqg
International Civil Aviationi 12th September 2012.

Convention Against the Taking of Hostadies7th October 2012.
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Protocol of 2005 to the Protocol for the suppression of unlawful
against the Safety of Fixed Platforinsated on the Continental Shelf
6th February 2013.

Protocol of 2005 to the Convention for the Suppression for
Suppression of Unlawful Acts against the Safety of maritime Navigs
6th February 2013.

Amendment to the Convention on Physical Prabectof Nuclear
Material- 8th November 2012.

The following instrument has been deposited and confirmatig
awaited.

Convention on the Marking of Plastic Explosives for the purpos
identification.

Back to followup report
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Special Recommendation |

IMPLEMENT UN INSTRUMENTS

Rating: NC

Gaps Closed Sixth Followup Report

Recommended Action

Actions Taken

9 St. Lucia needs to sig
and ratify or
otherwise become
party to and fully,
implement the
Conventions  which
relate particularly to
the Palermd
Convention, Terroris
Financing
Convention,
Suppression of F
and UNSCRs relatin
to terrorism.

1 On the 18 November 2011 Saint Lucia acceded to the Internati

9 Further Saint Lucia already is a signatory to the Palermo Conve

Convention for the Suppression of Financing of Terrorism.

having signed on the 2&eptember 2001.

1 Implement the lega
frameworks for thes
conventions 1 in
particular, enact its
Anti-Terrorism Act.

9 The Antii Terrorism Act No. 36 ©2003 was given the force of law ¢

December 182008.

It is noted, that although Saint Lucia is proactively attemptin
prepare and deposit the relevant instruments with respect
the applicable conventions and protocols, Saint Lucia ha
aceded to the International Convention for the Suppressid
Financing of Terrorism on the 18th of November 2011 by vi
of Article 2 (2) of that convention has acceded to all the ann
conventions without reservation.

St Lucia has had no terrorisrdated SARSs, intelligence ¢
security reports or resultant investigations, prosecutions
convictions and therefore should not be assessed using sta
bases.
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The instruments of accession and or ratification have been dra
and signed with respedo all the outstanding Conventions &
Protocols. These were forwarded to be deposited and confirm
with respect to the depositing of one convention is awaited.

Saint Lucia has accordingly acceded to and ratified the follo
Conventions and orrBtocols:

Protocol to the convention for the Suppression of Unlawful Seizu
Aircraft i 12th September 2012.

Convention on the punishment of crimes against protected pérs
12th November 2012.

International Convention for the Suppression of Tést@ombings
17th October 2012.

International Convention for the Suppression of Acts of Nug
Terrorismi 12th November 2012.

Convention on the Physical Protection of Nuclear Matdrid4th
October 2012.

Convention on the Suppression of Unlawful té\crelating to
International Civil Aviationi 12th September 2012.

Convention Against the Taking of Hostades7th October 2012.

Protocol of 2005 to the Protocol for the Suppression of Unlawful
against the Safety of Fixed Platforms located on thati@ental Shell
T 6th February 2013.

Protocol of 2005 to the Convention for the Suppression for
Suppression of Unlawful Acts against the Safety of marit
Navigation 6th February 2013.

Amendment to the Convention on Physical Protection of Nuc
Material- 8th November 2012.

The following instrument has been deposited and confirmatic
awaited.

Convention on the Marking of Plastic Explosives for the purpos
identification.

Back to followup report
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Special Recommadation ||

CRIMINALISE TERRORIST FINANCING
Rating: NC

Gaps Closed Sixth Followup Report

Recommended Action Actions Taken

St. Lucia authorities need to
implement the AntiTerrorism
legislation such that it
addresses

the following criteria:

The Antii Terraism Act No.36 of 2003 (ATA) came into force
December 2008. Financing of terrorism is criminalized in Section
the ATA which speaks to dealing with terrorist property.

At section 9, Any person who knowingly

i.Criminalisation of terrorist
financing

ii. Access to frozen funds

iii. Formal arrangements for
exchange of information
(domestic and international)
iv. Formal procedures for
recording all requests made ¢
received pursuant to the ATA

a) deals, directly or indirectly, img terrorist property;

b) acquires or possesses terrorist property;

C) enters into, or facilitates, directly or indirectly, any
transaction in respect of terrorist property;

d) converts, conceals or disguises terrorist property;

e) provides financialroother services in respect of terrorist a
the direction of a terrorist group, commits an offence and is
conviction on indictment, liable to imprisonment for a term @
twentyfive years.

1 Section 20(B) of the ArdT errorism (Amendment) Act No.16 0025
imposes criminal sanctions against financial institutions that en
or facilitate the financing of terrorism.

1 The ATA at section 33 gives the Commissioner of Police pow
seize and detain property having reasonable ground to believe tf
property has been, is being or may be used to commit an offence
the ATA. That power can be exercised whether or not any procee
have been instituted for an offence under the ATA in respect ¢
property. Section 35 of the ATA makes provision foe @@ourt to
restrain property in respect of which a forfeiture order may be m

1 Section 27 of the ATA provides for the Commissioner of Palic
share information with international agencies. Section 32(2) pro
for the Financial Intelligence Authoyiof St. Lucia to disclose to th
Financial Intelligence Unit of a foreign state any information in
possession relating to terrorist property.
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In relation to domestic sharing of information section 5(2) of
Money Laundering (Prevention) Act No.8 2010 provides for thg
F.ILA to receive information from other domestic law enforcen
agencies while the MLPA (Amendment ) Act of 2011 provides fof
F.ILA to share information with the Inland Revenue Departm
Customs Department and the Police. Mi©U has also in effeg
between the law enforcement agencies.

Further, there needs to be an
expressed provision which
allows for

exparte applications for
freezing of

funds to be made under the
MLPA.

Further section 32(1) of the ATA places an obligatbm any persol
to disclose information relating to terrorist property to the F.1.A.

In relation to the freezing of property Section 33(3) of the A
prescribes for the Commissioner of Police making amarke
application for the detention on propertyspected of being related
terrorist financing. Section 35(1) provides for anpaxte applicatior
to be made before a judge in chambers where there is reas
grounds to believe that there is in any building, place or vesse
property in respecif which an order for forfeiture may be made.

In addition to the ATA, offences under the ATA fall under

Schedule of offence in the Proceeds of Crime Act which enables
to be frozen where the offence of terrorism financing is commi
This canbe done under section 30 of the Proceeds of Crime Act.

Further section 23 of the MLPA makes provision for ex p
applications for freezing of funds.

Also, the St. Lucian
authorities need

to ensure that there are
provisions to

allow contact with UNSCR
and the

ratification of the UN
Convention on

the Suppression of Terrorist

Financing.

St. Lucia ratified the International Convention for the Suppressig
Financing of Terrorist Financing on"18lovember 2011.

Back to followup report

Special Recommendation V
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INTERNATIONAL CO -OPERATION

Rating: NC

Gaps Closed Third Follow-Up Report

Recommended Action

Actions Taken

f

St. Lucia should enaq
provisions which allowg
for assistance in th
absence of dug
criminality.

Section 18 (2) of the Mutual Assistance in Criminal Matters Act,
3.03 provides for the refusal of a requests where the condug
had occurred in Saint Lucia would not constitute an offence.

Section 18 (3) also provides for the centathority to exercise it
discretion where the conduct is similar in Saint Lucia.

Importantly, Section 18 (5) allows for the Central Authority
provide mutual legal assistance notwithstanding the provisior
section 18 (2) and 18 (3).

Consequeryl, there is nothing prohibiting assistance where [
countries criminalise the conduct underlying an offence.

Technical differences do not prevent the provision of mutual |
assistance.

St. Lucia must enag
legislation that
specifically criminalies
terrorism and financing o
terrorism.

The Antii Terrorism Act No. 36 of 2003 was given the force of |
on December 1'82008.

Terrorism and Terrorist Financing are extraditable offences thr
the enactment of the Extradition (Amendment) Not 3 of 2010.

o St. Lucia should

consolidate the statutor
instruments of the
MLPA to avoid any

inconsistencies.

In the year 2010 the Money Laundering Prevention Act of No.
2010 was enacted and given the force of law.
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Recommendation: 6

The
OTHER

RECOMMEN DATIONS

POLITICALLY EXPOSED PERSONS
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Rating: NC

Gaps Closed Sixth Follow up Report

Recommended Action

Actions Taken

1 Enforceable means
should be introduce
for dealing with
politically exposed
persons (PEPS).

1 Section B of the Money Laundering (Prevention) Act No
of 2010 provides for the obligations of a financial institut
or a person engaged in other business activities with re
to PEPs.

1 In addition paragraph 88 of the Money Launder
(Prevention) Guidate Notes amended by the Mon
Laundering (Prevention) (Guidance Notg¢
(Amendment) Regulations (MLPGNAR) S.1. 82 of 20
includes a range of PE$pecific requirements thg
financial institutions, utilizing a riskased approach, a
bound to perform, alongith their normal customer du
diligence.

1 A failure to comply with the provisions of the MLPGNR
an offence under section 2.

M1 All financial
institutions must
have:

Documented AML/CFT
policies and procedures ar
appropriate risk

management systems

I Section 18 &) of the MLPA 1 Mandates institutions t
document money laundering and terrorist financing poli
and procedures and appropriate risk management systel

1 Regulation 88 (i) of the MLPGNR'T Mandates institution
to have appropriate Ksmanagement systems to determ
whether the customer or potential customer is a PE
whether he or she is acting on behalf of another person w
a PEP;

Policies and procedures shol
deal with PEP$

1 Section 18 ) of the MLPA i Provides for aeating policies
and procedures that deal with politically exposed person
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Regulation 88 (ijof the MLPGNRT Requires institutions
todevelop a clear policy and internal guidelines, proced
and controls regarding such business relationships;

Regulation 88 (c) - Financial institutions should ensure tt
timely reports are made to the FIA where proposed or exi
business relationships with PEPs provide grounds
suspicion.

1 Definition should be
consistent with that o
FATF,

Politically ExposedPersons (PEPs) is defined under T
Money Laundering (Prevention) (Guidance Not
Regulations S.I 55 of 2010. as amended by the Mc
Laundering (Prevention) (Guidance Notes) Amendm
Regulationg S.1 82 of 2012- Section 141states as follows:

141 Ongoing enhanced scrutiny must be applied
transactions by senior foreign or domestic political figu
their immediate family and closely related persons
entities (i.e politically exposed persoris PEPs). They
include:

€)) a senior official in the>aecutive, legislative
administrative, military or judicial branches of
foreign or domestic government (whether electeg
not);

(b) a senior official of a major foreign or domes
political party;

(c) any corporation, business or other entityrfed
by, or for the benefit of, a senior political figure;

(d) 6i mmedi ate familyd
children and in | aws a
person known to maintain unusually clg
relationships with PEPSs).

1 IT systems shodlbe
configured to identify
PEPs,

Section 18 €¢) of the MLPA -Requires configuring
information technology systems to identify politica
exposed persons;

1 Relationships with
PEPs should be
authorised by the
senior management g

Section 18 @) - ensures that transactions relating to politicq
exposed persons are authorized by senior management;

Regulation 88 (iii)) of the MLPGNR -Requires obtaining
senior management approval for the commencemer|
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the financial
institutions,

business relationshipwith such customers or to contin
business relationships with those who are found to b
subsequently become PEPs.

1 Source of funds and
source of wealth
must be determined

Section 18 ¢) of the MLPA - ensures that source of fun
and source of ealth are determined for politically expos
persons;

Regulation 88 (iv) of the MLPGNR - Requires taking
reasonable measures to establish source of wealth and
of funds;

1 Enhanced CDD
must be performed
on an ongoing basis
on all accounts held
by PEPs.

Section 18 {) of the MLPA -Requires enhanced custome
due diligence that must be performed on aigoimg basis
on all accounts held by politically exposed persons.

Regulation 88 (v) of the MLPGNR- ensures the proactive
monitoring of activiy on such accounts, so that changes ¢
be detected and consideration as to whether the change
suggest corruption or the misuse of public assets.

Regulation 88 (b) of the MLPGNR-Requires In the
context of this risk analysis, financial institutions stabul
focus resources on products and transactions that are
characterized by a high risk of money laundering.

Regulation 88 (g -Requires that in order to address PEP
risk, financial institutions should develop and maintain
enhanced security practices whiolay include the
following:

(i) assessing risks in countries where the finan
institutions have financial relationships by evaluat
amongst other things, the potential risk for corruptior
political and governmental organizations. Finan
institutions which are part of an international group n
also use the group network as another source
information;

(ii) if financial institutions maintain business relations w
nationals and entities of countries that are vulnerab
corruption, establling who the senior political figures

countries which are vulnerable to corruption are

determining whether their customer has close links

such individuals (e.g.

immediate family or close associates). Finan
institutions should consider thesk that a customer ma
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be susceptible to acquiring connections with such poli
figures after the business relationship has been establi

(iii) exercising vigilance where their customers
involved in the type of business which appears to bd
vulnerable to corruption, including trading or dealing
precious stones or precious metals.

1 The Government of 1 On the 25th of November 2011 Saint [aiacceded to th
St Lucia should take United Nations Convention against Corruption.
steps to sign, ratify
and implement the
2003 Convention
against Corruption.
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Recommendation: 7

CORRESPONDENT BANKING

Rating: NC

Gaps Closed Fourth Follow up Report

Recommended Action

Actions Taken

1 Commercial Bankg o Correspondent Banking (Regulation 94 of the Mo
should be required to: laundering (Prevention) (Guidance Not¢
regulations provides as per criteria R7.5:

. aSSess a_lrespond_en o Correspondent b&mng refers to the provision ¢
lnstitutid banking services by one bank (the correspon
AMLS CFT controls to bank) to another bank (the respondent bank).
determine  whethe
they are effective an o Financial institutions are required by FATF to ap
adequate; appropriate levels of due diligence to such acco

by gathering sufficientinformation from and
performing enhanced due diligence processes
correspondent bank prior to setting up correspon
accounts. These include:

0 Regulation 94 (j) Ascertaining whether the bank
established and implemented sound customer
diligence, antrmoney laundering policies ar
strategies and appointed a Compliance Officer
managerial level), to include obtaining a copy of
AML policy and guidelines;

o (q) Ensuring that the approval of senior managen
is obtained for the account to beeojed;

. o0 Regulation 94 (o)Requires documenting

i. document the : L C S
AML/CET respective responsibilities of each institution in

operation of the corresponding account;

70



PostPlenary Final

responsibilities of
each institution;

ii. ensure that the responden
institution is able to provide
relevant customer
identification data upon
request.

1 Regulation 94 requires the correspondent bank to exa

and satisfying itself that the respondent bank has verifie
identity of the customers having direct access to thewats
and are subject to cheegkigg
basis. The bank shall also ensure that the respondent b
able to provide the relevant customer identificat
data/information immediately on request.
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Recommendation: 8

NEW TECHNOLOGIES & NON FACE TO FACE

BUSINESS

Rating: NC

Gaps Closed Sixth Follow up Report

Recommended Action

Actions Taken

1 Legislation should bg

enacted to prevent th
misuse of technologicg
developments in ML/ TF

Regulations 90 to 93 an® %102 as amended by paragrég
101(A) of the MLPGNAR of the Money launderin
(Prevention) (Guidance Notes) regulations provides ag
criteria R8.2:

Financial institutions
should be required t
identify and mitigate

AML/CFT risks arising
from undertaking non
face to face busineg
transactions o]
relationships. CDD don
on conducting  suc
business should b
undertaken on an er
going basis.

Regulation 92 requires institutions to (A)apply equd
effective customer identification proceduresifion face tg
face customers as for those available
interview.(B)Ensure that there are specific and adeq
measures to mitigate the higher risk.

These measures to mitigate risk may include:
Certification of documents presented;

Requisition of addional documents to complement thg
which are required for nefaceto-face customers;

Independent verification of documents by contacting a {
party.

Regulation 90 requires ongoing CDD for this type
business

Recommendation: 9
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THIRD PARTIES AN D INTRODUCERS
Rating: PC

Gaps Closed Second Follow up Report

Recommended Action Actions Taken

1 Financial institution
should be required t
immediately obtain from
third parties informatior
required under  the
specified conditions of th
CDD proess.

1 Section 17 (7) and (8) of the MLPA address the recomme
actions:

T (7) A financial institution or person engaged in ot
business activity may rely on intermediaries or other t
parties to perform paragraphs {(aic) of subsection (4)fo
the customer due diligence process or to introduce busi
provided that the criteria set out in subsection (8) are

1 (8) The criteria that should be met for the purpose
subsection (7) are as follows:

T afinancial institution or a persongaged in other busine
activity relying upon an intermediary or third party sh
immediately obtain the necessary information in paragr
(@) 1 (c) of subsection (4) of the customer due dilige
process;

{ Financial institutiond o (b) a financial institution or a pson engaged in othé

should be requiretb take
adequate steps to satis
themselves that copies
identification data an
other relevant
documentation relating t
CDD requirements will be
made available from th
third party upon reques
without delay.

business activity shall take adequate steps to sa
themselves that copies of identification data and ¢
relevant documentation relating to the customer
diligence requirements will be made available from
intermediary orhird party upon request without delay;
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 Financial institutiong
should be obligated t
satisfy themselves that tf
third party is regulate
and supervised [
accordance with
Recommendation 23, 2
and 29 and has measur
in place to comply with
the CDD equirements se
out in Recommendation
5 and 10.

(c) a financial institution or a person engaged in other
business activity shall satisfy itself that the intermediary
third party is regulated and supervised for, and has meas
in place to comply wit the customer due diligence
requirements.

The competent authority for
dealing with AML/CTF
matters should circulate to all
financial institutions lists e.g.
OFAC, UN. The financial
institutions should be require
to incorporate into their CDD
the ug of assessments /
reviews concerning AML/
CFT which are published by
international / regional

organisations.
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Recommendation: 11

UNUSUAL TRANSACTIONS

Rating: NC

Gaps Closed Sixth Follow up Report

Recommended Action

Actions Taken

1 Financal

institutions
should be encouraged

develop various example
of what would constitute
suspicious, unusual an
complex transactions
This should be
disseminated to staff t
make them become awa|

o

launderil
regulatig

Regulation 31 of the Money
(Prevention) (Guidance Notes)
provides as per criteria R11.1

An institution should not enter into a busing
relationship or carry out a significant co#
transaction unless it has fully implemented
above systems. In particulg

of such transactions financialinstitutions should pay particul
Internal reporting attenton to all complex, unusual or larg
procedures shad also be business transactions, or unusual patterns.
initiated to  generats

reports for review an( o0 Regulation 44(e) requires review of
appropriate action to b internally reported unusual transaction rep(
taken and ultimately t on their completeness and accuracy.
develop typologies fo

each type / sector of th

financial sector.

There should be legd

obligation for financial 0 Section 16 (1) (m) of the MLPA states:
ingtitutions to report sucl

transactions which th o (m) report to the Authority comple

institution deems to b
suspicious to the FIA as
suspicious transaction

transactions or unusual transactions;

The MLPA and POCA
should specifically

provide that all

Section 16 (1) (a) of the MLPA states:
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documentation relating t 0 establish and maintain transaction records
the  background an both domestic and international transactions
purpose of a transactig a period of seven years after the completiol
should be retained for the transaction recorded;

similar period of 7 years.
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Recommendation:

12

DNFBPs
Rating: NC

Gaps Closed

Second and Third Follow up Reports

Recommended Action

Actions Taken

9 Deficiencies identifieq
for all financial
institutions as noted i
Recommendations 5, 6,
11 in the relevant sectior
of this report are als
applicable to listeg
DNFBPs. Implementatio
of the specific
recommendation in th
relevant sections of thi
report will also apply to
listed DNFBPs.

o

Refer to comments made

Recommendations 5, 6;14.

ung

See R24 in relation to CDD and STRs for
Legal Profession. See also sections 15, 16
17 of the MLPA.

The MLPA provides by virtue of section 6 f
the FIA to undertake inspections and auditg
ensure AML compliance by the DNFBPs

The Money Laundering (Prevention) Guideli
for Other Business Activity) Regulations a
the amendment to the Money Launder
(prevention) Guidance Notes (Amendme
Reguations have been finalized and publish
respectively by Statutory Instrument 83 of 2(
and 82 of 2012.

Though lawyers are aware
of the potential
vulnerabilities in processin
transactions without doing
customer due diligence, it |
not mandatory fothem to
make any reports with
respect to PEPS, no face ¢
face businesses“party
referral and cross border
banking relationships for

suspect FT activities wherg

i Attorneys at Law are required to adhere tte
provisions of the MLPA and the respective Regulatiq
Attorneys at law are one of the professions listed u
Schedule 2, Part B of the MLPA. Consequently, t
are required to conduct customer due diligence etc
respect to PEPs, etc.

Further,
given the force of law.

it is noted that the Anterrorism Act has bee
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the offence of FT has not
been criminalised.
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Recommendation: 14

PROTECTION & TIPPING OFF

Rating: PC

Gaps Closed

Recommended Action

Actions Taken

1 The

indemnity  shoulg

0 Protection and No Tippingff are addressed in secti

expressly include MLRO
and ComplianceOfficers.
Additionally it should
explicitly include legal anc
civil liability which may
arise. The protectio
should be available whel
there is a suspicion or
reasonable Dbelief eve
though the underlying
criminal activity s
unknown and whether
criminal  activity has
occurred.

0 Section 16 (3) of the MLPA covers suspicion &

0 Consequently Saint Lucia is of the view that tipping of

16(2), (3) and section 33 of the MLPA.
Section 16 (2) provides for the indemnity.

Further, section 37 of the MLPA makes provision
criminal and civil liability protetion against directors ¢
employees of financial institutions.

Section 38 of the MLPA

of fo whereby a person w
form as a result of his or her connection with the Authg
shall not disclose thianformation to any person except
far as it is required. Should any such information
wilfully disclosed, an offence is committed and t{
offender can be fined up to $50,000.00.

Section 16 (3) of the MLPA deals specifically w
MLROs wherein it stees that a financial institution or
person engaged in other business activity makes any 1
pursuant to subsection 1, the financial institution ¢
person engaged in other business activity and
employees, staff, directors, owners or other repriasiges
of the financial institution or person engaged in of
business activity shall not disclose to the person who i
subject of the report to any one elsetc

investigation under section 33 @it MLPA.

prohibited for disclosures that are in the process of b
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made, as a suspicion has to be formulated first. How
an amendment has been drafted to include reports Vv
areoe imrahness of being m

I The MLPA should b
amended to make it g
offence for MLROs,
Compliance Officers
directors and employee
who tip off that a STR hal
been filed.

o0 The offence is therefore created under section 16 (4
the MLPA where theifie imposed is not less thg
$100,000 and not exceeding $500,000.

0 The prohibition to prohibit tipping off of disclosurg
that are in the process of being made has been add
under section 16 (4).

16. Tipping Off

It is an offence for anyone who knewsuspects or has
reasonable grounds to suspect that a disclosure has been
or that the authorities are acting or are proposing to act in
connection with an investigation into money laundering, to
prejudice an investigation by so informing the perstio is
the subject of a suspicion, or any third party of the disclosu
action or proposed action.

With the identical section 16 with respect to DNFBPs

Section 33 prohibits disclosure
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Recommendation: 15

INTERNAL CONTROLS, COMPLIANCE & AUDIT

Rating: PC

Gaps Closed First Follow up Report

Recommended Action

Actions Taken

1 The provisions of the

 Section 16 (1) (n) of the Money Launderi

MLPA should be
extended so that a4
financial institutions ang
other persons engaged
other business activit
should appoint g
Compliance Oficer at the
management level wh
must be a fit and prope
person, approved by th
Board of Directors of the
financial institution with
the  basic function
outlined in the law.

(Prevention) Act provides fothe appointment of
compliance Officer, it states:

(n) appoint a Compliance Officer at the managen
level who must be a fit and proper person approve
the financial institution or person engaged in of
business activity;

Further, Section 19a) (b) and (c): of the Mone
Laundering (Prevention) Act

Internal reporting procedures

19. A financial institution or a person engaged in ot
business activity shall establish and maintain inte
reporting

procedures @

identify personsat the management level to whom
employee is to report information which comes to
empl oyeebs attention in
a person may be engaged in money laundering;

enable a person identified in accordance with parag
to have reamnable access to all information that may
relevant to determining whether sufficient basis ex
to report the matter under section 16(1)(c);

require the person referred to in paragraph (b) to re
the matter under section 16(1)(c) in the event thed
person determines that sufficient basis exists.
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1 The corresponding section in relation to DNFBP3
sections 38, 39, 41 ( c) and 44 (i) of the Mo
Laundering (Prevention) (Guidelines For Otl
Business Activity) Regulations No. 83 of 2012

1 Inaddition Money Laundering (Prevention) (Guidar
Notes) Regulations No. 55 of 2010 and paragraph
39, 41 (c) and 44 (i) deals specifically with t
appointment of a compliance officer at managen

level

T The MLPA guidance
notes should be expded
to require that interng
policies and procedure
provide for the
Compliance Officer tg
have access / report to t
board of directors.

0 The Regulations for both financial institutio

and DNFBPs mandate that internal policies
procedures providéor the compliance office
to have access/report to the Board of Direct

It must also be noted that paragraph 38 of
Regulations provides for the appointment @
reporting Officer/Compliance Officer, makin
it imperative that the Officer reporthirectly to
the Board of Directors.

82



PostPlenary Final

Recommendation: 16

DNFBP

Rating: NC

Gaps Closed Third Follow up Report

Recommended Action

Actions Taken

 St. Lucian authorities mal
conside

wish to

1 The MLPA provides for the FIA to undertal
inspections and audits to ensure AML compliance

amending the MLPA tg
require  DNFBPs g
establish and maintain

internal procedures
policies and controls t
prevent Money

laundering and Terroris
Financing.

the DNFBPs under section 6 of the Act.

Secton 19 of the MLPA provides for the establishmy
and maintaining of internal reporting procedures.

Section 19 states:

Internal reporting procedures
19. A financial institution or a person engaged in oth
business activity shall establish and main internal
reporting

procedures td

identify persons at the management level to whor|
employee is to report information which comes to
empl oyeebs attention in
person may be engaged in money laundering;

enable a person identified in accordance wi
paragraph to have reasonable access to all informa
that may be relevant to determining whether suffic
basis exists to report the matter under section 16(1

require the person referred to in paragraph {dyeport
the matter under section 16(1)(c) in the event that
person determines that sufficient basis exists.

Guidelines for the DNFBPs, provides for inter
procedures and policies to control AML/CFT. Thq
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guidelines provides for employers amiohployees alike
to satisfy AML/CFT obligations.

I St. Lucian authorities mal
wish to conside
amending the MLPA tg
ensure that DNFBP
communicate interng
procedures, policies an
controls, develoy
appropriate  complianc
management
arrangements and pun
place screening
procedures to ensure hig
standards when hirin
employees.

f

Section 19 of the MLPA provides for the establishm
and maintaining of internal reporting procedures.

Guidelines for the DNFBPs, provides for intert
procedures and palies to control AML/CFT. Thos
guidelines provides for employers and employees 4§
to satisfy AML/CFT obligations.

Further, section 16 (1) (o) (i) mandates the developr
of programmes against money laundering and terr
financing. It statessafollows:

(o) develop programmes against money laundering
terrorist financing and the programme must include

the development of internal policies, procedures
controls, including  appropriate  compliang
management arrangements, and adequate BioTg¢
procedures to ensure high standards when hi
employees;

an ongoing employee training programme;

1 an audit function to test the system.

Such amendments should
also require DNFBPs to
give special attention to
business relations and
transactionsvith persons
(including legal entities an
other financial institutions)
in jurisdictions that do not
have adequate AML and
CFT systems.

Paragraph 147 (e) of the Money Launder

(Prevention) (Guidance Notes) Amendm
Regulations No. 82 of 2012 stat
Af(e) Transactions from

have inadequate AML systems. The following webs
contain sources of relevant information for finang
institutions:

Office of Foreign Assets Control (OFAC) f
information pertaining to USA dfreign policy and
national security: www.treas.gov.ofac;

Transparency International for information on count
vulnerable to corruptionwvww.transparency.org

The Financial Crimes Enforcement Network (FINCEH
for country advisoriesyww.fincen.gow ;
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1 The same provision is reflected in paragraph 140 (g

the Money Laundering (Prevention) (Guidelines
Other Business Activity) Regulations No. 83 of 201

St. Lucianauthorities may
wish to consider amending th
MLPA to ensure that sanctior
imposed are effective,
proportionate and dissuasive
to deal with natural or legal
persons covered by the FATH
Recommendations that fail tg
comply with national
AML/CFT requirements

In addition section 2 (2) of the Money Launderi
(Prevention) (Guidance Notes) Regulations No. 54
2010 creates a sanction for non compliance
AML/CFT requirements.

In addition section 2 (2) of the Money Launderi
(Prevention) (Guidelire For Other Business Activity
Regulations No. 83 of 2012 creates a sanction for
compliance with AML/CFT requirements with respg
to DNFBPs.
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Recommendation: 17

SANCTIONS

Rating: PC

Gaps Closed First Follow up Report

Recommended Action

Actions Taken

The full range of sanctions
(civil, administrative and
criminal) should be made
available to all supervisors

Under section 40 of the FSRA other administrative functions shal
available to the AuthorityiThe Authority may require agulated
entity to pay a late filing fee of a prescribed amount where that pel
fails to &

(a) file a return or other information required to be filed by that
regulated entity under this Act or any enactment specified in Sche
1 at the interval setud in, or within the time required

by that enactment;

(b) provide complete and accurate information with respect to a re
or other information required to be filed by that regulated entity un
this Act or any enactment specified in Schedule 1; or

(c) pay the fee that is payable under section 39 at the prescribed t

(2) A failure to file a return, provide information or pay the fee undg¢
subsection (1) is deemed to be a contravention for each day durin
which the failure continues. 0

The MLPA hascriminal sanctions for breaches of tipping off,failure
keep records or copies of records in a form which would allow for
retrieval in a legible form.Section 2 of the MLPGNR for both the
financial institutions and the DNFBPs makes it a criminal offence f
breach of the guidance note regulations.

The Money Services Business Act contains administrative sanctiq
for money services.
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Recommendation: 18

SHELL BANKS

Rating: NC

Gaps Closed Second Follow up Report

Recommended Action Actions Taken

1 The MLPA guidance
note should be
amended to requir
financial institutions tq
ensure that thei
correspondent  bank
in a foreigncountry do
not permit accounts t
be used by shell bank

i Paragraph 94 (m) of the Money Laundering

(Prevention) Guidance Notes Regulations S.I. 55 ¢
2010 issued by FIA require financial institutions to
ensure that their correspondent banks in a darei
country do not permit accounts to be used by she
banks.

Regulations 94 states:

ARCorrespondent banking
banking services by one bank (the corresponde
bank) to another bank (the respondent bank
Financial institutions areequired by FATF to apply
appropriate levels of due diligence to such accoun
by gathering sufficient information from and
performing enhanced due diligence processes (¢
correspondent bank prior to setting up corresponde
accounts. These include:

(m) Reuiring confirmation that the foreign

corresponding bank do not permit their accounts t
be used by shell banks, i.e. the bank which i
incorporated in a country where it has no physicg
presence and is unaffiliated to any regular financig
group; 0
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Recommendation: 19

OTHER FORMS OF REPORTING
Rating: NC

Gaps Closed Fifth Follow up Report

Recommended Action Actions Taken

9 St. Lucia is advised t o Discussions as to the feasibility of t
consider the implementation of a system where all (ca
implementation  of ¢ transactions above a fixed threshold a
system In this regard S required to be reported to the FIA we
Lucia should include a initiated.

part of theirconsideration
any possible increases

the amount of STRs filed o Consequently, having given consideration
the size of this increas the implementation of such a system by the
compared to resource it was found to be financially restrictive af
available for analyzing prohibitive.

the information.
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Recommendatian: 20

OTHER NFBP & SECURE TRANSACTION

TECHNIQUES

Rating: PC

Gaps Closed Fifth Follow up Report

Recommended Action

Actions Taken

1 More onsite inspections

are required.

o Onsite Inspections/Review of Policies a
Procedures/ ConsultationiEfaining have bee
done with respect to the following:

0 Seven (7) car dealers

0 Ten (10) Insurance Companies

0 Inspections:

o All Six (6) Commercial Banks.

1 The Money Remittanc
Laws should be enacted

0 The Money Services Act has been passe(
Parliament and came into effect on the 3
March 2010 as No 10 of 2010.

0 Standard provision
regarding complex an

unusually

transactions should b

imposed  such

DNFBP are mandated t

do enhanced

diligence and moder
secured transactio

large
thg

du

o0 Most financial institutions provide an Intern
Banking Service. This is not only restricted
account enquiries but account transfers
transfers to other agents such as Lucelec, L
Wasco.

o Definition of trarsactions under the MLPA i
not restricted an
transactions?o
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techniqes should bg
scheduled under th
MLPA.

Provision for modern secure transact
techniques and enhanced due diligence
DNFBPs are included in section 16 of t
MLPA.

Further detailed Amendments regard
unusal large transactions have been mads
the Money Laundering Guidance Notes.

These have also been included in the d
guidance notes for DNFBPs to ensure enhat
due diligence and have consequently b
finalised.

The Money Laundering (Prevention) @aline
for Other Business Activity) Regulations a
the amendment to the Money Launder
(prevention) Guidance Notes (Amendme
Regulations have been finalized and publis
respectively by Statutory Instrument 83 of 2(
and 82 of 2012.

Regulation 31 D the MLPGNR and its
amendment states :

n31. An institution
business relationship or carry out a signific
oneoff transaction wunless it has ful
implemented the above systems. In particu
financial institutions should pay ga&ular
attention to all complex, unusual or lar
business transactions, or unusual pattern
transactions, whether completed or not, an
insignificant but periodic transactions whi
have no apparent economic or lawful purpo

31A. Where a trans#ion is inconsistent ir
amount, origin, destination or type with
clientds known, | egi
activities or has no apparent economic
visible lawful purpose, the transaction must
considered unusual and the institution is tg
put on enquiry as to whether the busin
relationship is being used for mon
laundering.

31B. Where a financial institution obsery
unusual or complex activity in relation to
clientds account, t

make inquiries as to the to@e of the activity of
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transaction and make a written record of
analysis or findings in relation to the unusual
complex activities and the written record is
be made availabl e t ¢
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Recommendation: 21

SPECIAL ATTENTION FOR HIGHER RISK

COUNTRIES
Rating: NC

Gaps Closed

Recommended Action

Actions Taken

T The FIA should b
required to disseminat
information about areas ¢
concern and weakness
in AML/CFT systems of
other countries. Financis
institutions showd also be
required as a part of the
internal procedures t
review these reports.

1 Paragraph 147(e), (f), (g), (h) and (i) of the Amen
MLPAGNR No. 82 of 2012 provides high rig
indicators to financial institutions and directs finang
institutions to
(YOFACb6s website for inf

foreign policy and national securit
www.treas.gov/ofac
(i) Transparency International for information
countries vulnerable to corruptio
www.transparency.org
FINCEN for country advisorieswww.fincen.gov o
Further, information with respect to areas of concg
has been circulated to all registered agents and s
the Insurance Council, ECCB, Credit Uni
Department and the Bankers Association by
Advisory Circular on the 9th February 2012.

Financial institutions an

persons engaged in oth

1 Section 147 also provides countermeasures
institutions when dealing with high risk countries wh
do not have proper AML/CFT systems in pla
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business activities should |

required to apply
appropriate couet-
measures here acountry
does not apply or

insufficiently applies the
FATF recommendations.

(Institutions are required to implement enhanced
diligence for transactions involving high risk activitig
This requires:

(i)

(ii)

(i)

(iv)

1 Paragraph

stricter knowyour-customer procedure
e.g. more detailed information ¢
customer 6s backgrdg

management information g¢sns in ordel
to monitor accounts with greater frequet
than low risk accounts;

senior management
establishment of accounts;

approval f

senior management to monitor account

140 of the MLPGNR for Other Busin

Activities No. 83 of 202 contains similar provisions fg

DNFBPs.
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Recommendation:

22

FOREIGN BRANCHES AND SUBSIDIARIES

Rating: NC

Gaps Closed Fourth Follow up Report

Recommended Action

Actions Taken

1 The details outlined in th
guidance note should [
adoptedn the MLPA and
applied consistently
throughout the industry.

o On 17" May 2010, St Lucia made regulatio
being the MLPGNR No.55 of 2010. Paragrs
8 of these Regulations mandate thatch
branches or subsidiaries observe th
Guidelines or adhere tocal standards. Sectig
2(2) of the MLPGNR No.55 of 2010 makesg
breach of any of the provisions of t
Regulations an offence. After the presentat
of St L""u Feoiloa-0ps Repért, the
examiners noted that the gap identified by
Examiners was cked.
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Recommendation: 24

DNFBP i Regulation, Supervision and Monitoring

Rating: NC

Gaps Closed Gaps Closed

Recommended Action

Actions Taken

 St. Lucian authorities mal

wish to conside
regulating DNFBPs an
strengthen the
relationship beveen the
FIA and DNFBPs.

9 On 10" August 2012 St Lucia made regulatio

specifically to deal wi
Regulations for other business activities No. 83 of 2(
Since then the FIA has held Onsite Inspections/Re
of Policies ad Procedures/ Consultations/ Traini
have been done with respect to seven (7) car de
five (5) jewellers and approximately 25 insurar
agents and brokers. This process is ongoing.

The Legal Profession A
needs to be reisited with
respect tathe monitoring
and sanctions that may |
applied by the Bal
Association.

Amendments have been proposed to the dra
consultant with respect to the Legal Professions
Chapter 2.04 to provide for the duty to report suspic
of ML and TF to the~IA. These amendments amon
others having been drawn up by the drafting consu
are being reviewed by the Legislative Drafti
Department for onward submission to Cabinet
approval and thereafter to the Parliament.

Additionally, the
Association reds
funding, its own

secretariat office an
other technical resource
so as to decrease |
reliance upon the
Registrar of the Court.

The lack of a Bar Association secretariat ma
information dissemination difficult. For years now f{
Bar Association s not existed with a very stroi
structure. There are however association meet
although poorly attended. The most effect
communication tool for reaching the Attorneys is
their email as all Attorneys are part of an en
circulation.
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I More foas also needs t
be placed upon continuin
legal education 0

members ang
implementing an
AML/CFT policy
component into the Cod
of Ethics.

1 The FIA has held meetings with the President of the
Association and there is an agreement (in principle
retain a consultant to provide sensitization to the Ba|
AML/CFT legislation and issuesdditionally we have
decided to use the email which is most effectively (
by all counsel to circulate email to members on t
continuous obligations for customearaldiligence.

The concept of legal
professional privilege also
needs to be put in context
lawyers are to be expected
to report STRs and the
recommendations which
outlines, good faith, high
standards and competent
counterparts must be
factored intolese
provisions.
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Recommendation: 25

GUIDELINES AND FEEDBACK
Rating: NC

Gaps Closed Gaps Closed

Recommended Action Actions Taken

1 The guidance notes issu

I The Guidance notes dselates to financial institutions

by the FIA should be
circulated to all
stakeholders.

other business activities (DNFBPs) and a@tiorism
have been circulated to all financial institutio
insurance companies, their agents and brokers
dealerships and jewellers.

Consideration should b
given to the FIA to
providing regular
feedback to financia
institutions and othe
reporting parties who fil¢
Suspicious Transactior
Reports

1 The MLPGNR makes provision for acknowledgi

receipt of the STRs and providing feedback to pal
who file STRs.Currently, quarterly meetings are he
with compliance office
generally. Further, there is also specific feedbac
relation to a matter where there is a likelihood
prosecution and/or further investigations.

The authaties should
consider reviewing the
level of involvement of
the FIA within the
financial community,
though there have bee
some interaction, there
clearly a need to provid
additional seminars

9 Since the evaluation, the FIA has increased its intera

presentations, guidand

with the financial institutions and other busing
activities which it supervises. Quarterly meetings
held with Compliance Officers and there is ongo
training and onsite audits with the institutions. Ow|
to the number of entities in the insurance sector, sta
the FIA were assigned specific entities to super
therefore providing more focused interaction w
reporting parties.
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and advice to financig

institutionrs  and
reporting parties.

othe
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Recommendation 27

LAW ENFORCEMENT AUTHORITIES

Rating: NC

Gaps Closed Third Follow-up Report

Recommended Action

Actions Taken

1 Greater priority shoulg

be given to

investigation of ML /
TF cases by the Polig

and t he
in the law.

the

D

f

We have wdked with UKSAT(Security Advisory
Team) who have provided
the FIA in prosecution matters and who have i
provided training for the judiciary to assist in f{
facilitation of effective
prosecutions.

There are eleven moneyuladering indictment befor
the High Court. There has been 10 cash Deter
Order granted for the detention of XCD962,610.
There has been six (6) cash forfeiture applications n
with two (2) forfeiture orders being granted thus far
the sum of XC264,200.

The F.ILA has obtained 12 Restraint Orders to d
restraining property valued at XCD11,139,742
pending confiscation proceedings. There is
confiscation hearing currently before the High Cqg
and that matter is scheduled for th& ard18" of April
2013.

From the #March 2013, the F.I.A was staffed with o
additional financial investigator and one additio
analyst bringing the total to four financial investigat
and two analysts.

An MOU for AML/CFT has been signed to enhar
inter agency cooperation among the Police, H
Customs and Inland Revenue Department. The pur
of the MOU is to enhance inter agency cooperation
regard to investigation and prosecution.
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It is recommended that
Financial Investigation Unit b
set up as part of the Polig
Force to investigate mone
laundering, terrorist financin
and all other financial crimeg
The
necessary training should |
provided to Officers who wil
staff

this unit.

St. Lucia has instead responded by enacting legisl
giving the F.LLA investigative powers. This w|
effectively done by ensuring that the police office
customs officers and inland revenue officers V
provide services to the secretariat retain ti
substantive powers pursuant to Section 4 (4) (a)®
MLPA No.8 of 2012.

Section 5 (1) of the MLPA No.8 of 2012 howey
provides the F.ILA with the investigative powers
relation to proceeds of criminal conduct and offen
under the Proceeds of Crime Act, Cap 3.04.

The F.ILA also has the power to estigate terroris
financing offences, owing to the fact that these offer
are prescribed in Schedule 1 of the MLPA No.8 of 2
as criminal conduct offences.

These actions taken have ensured that there is n
designate law enforcement authority, tREA, with

responsibility for ensuring the MT and TF offences
investigated. The actions taken above ensure tha
Recommendation is now fully met.
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Recommendation: 29

SUPERVISORS
Rating: PC

Gaps Closed

Recommended Action Actions Taken

f St. Lucia should
expedite the
implementation of the
SRU which will assisl
in harmonizing
supervisory practice
and may lead to mor
effective use and cros
training of staff.

The Financial Services Regulatory Author
(FSRA) Act was passed off Bpril 2011 and camg
into force in 2012.

The office of the FSRA occupies new premise
the Waterfront in Castries and officers of the FS
operate as such and not as officers under the
regime of the FSSU.

As part of their functions they are mateth to
ensure that member of the sector adheres t¢
AML/CFT requirements of the MLPA. It is also
power under section 13(2)(e) of the FSRA Act
the FSRA to cooperate with the F.I.LA and ot
regulatory agencies.

Members of the FSRA have receiveaiing from
the F.LLA in relating to AML/CFT their last sessi
of training was held in December 2012.

Pursuant to section 6(1)(h) of the MLPA No.8
2010, the F.I.A has the power to inspect and a
financial institutions or person engaged in ot
business activity to ensure compliance with
MLPA.

In keeping with its regulatory function in 2012 t
F.I.A conducted an audit of all the traditional bar
as well as the insurance sector. The Car De¢
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were also audited and seminars were conduote
the Insurance sector.

The Board of the FSRA has been appointed ang
commenced operations.

was convened on the 21st February 2(
Notwithstanding, the supervisory role has alw
been undertaken and executed by the exhistaff
of the FSSU whose role and responsibility was
continued to be harmonization and supervis
practices.
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Recommendation: 30

RESOURCE, INTEGRITY AND TRAINING

Rating: NC

Gaps Closed:

Recommended Action

Actions Taken

f The FIA shold be

The F.ILA was staffed with an additional analyst fr

staffed with at leas
two dedicated Analyst

15tMarch 2013 making it a total of two analyst.

St Lucian Authorities
may wish to conside
sourcing  additiona
specialize training fo
the staf, particularly

in financial crime
analysis, money
laundering ang

terrorist financing.

T The UKSAT (Security Advisory Team) has provid
training for t he DPPO
prosecution, and has also provided training for
judiciary which will facilitate effective prosecution

1 ECFIAT (formally UKSAT) organised and deliverg
training for Magistrate and Prosecutors for Septen|
2010.

1 There is always ongoing training for personnel dea|
with ML/FT. Two officers attended Cyber Crin
investigatians in Antigua. That course had a finang
crime investigation aspect as well. Two investigal
have received training in interviewing techniqy
sponsored by ECFIAT and SUATT to assist in
investigation of crime.

1 Training was also held for Magistratim money
laundering and terrorism financing in January 2011

1 Training for one officer of the FIA was undertak
in July 2011 in financial analysis sponsored
Egmont.

1 A cash seizure seminar for prosecutors and finar
investigators was held in Auguad11.
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On the 26th and 27th of March 2012 ECFIAT ¢
Eastern Caribbean Supreme Court/ JEI held a mock
confiscation program for judges, prosecutors
financial investigators.

In May 2012 two F,I,A officers undertook Tactig
Analyst training in Spin sponsored by Egmont.

The authorities shoul
consider providing additiong
resources to law enforceme
agencies since present
allocations are insufficient fo
their

task. All of these entities are
need of additional training ng
only in ML

[/ TF matters but also in th
fundamentals, such F:
investigating and prosecultirn
white-collar crime.

There is always ongoing training for personnel dea
with ML/FT. Two officers attended Cyber Crin
investigations in Antigua. That course had a finan
crime investigation aspect as well. Two investigal
have received training in interviewing techniques ug
digital recording sponsored by ECFIAT and SUATT
assist in the investigation of crime.

In August 2012 two F,I,A officers undertook Tactig
Analys training in Spain sponsored by Egmont.

Adequate training in ML an
TF should be sourced fq
Judges Prosecutors a
Magistrates so as to broad
their understanding of the
various legislations

ECFIAT (formally UKSAT) organised and deliverg
training for Magistrate and Prosecutors for Septem
2010.

Training was also held for Magistrates in mor
laundering and terrorism financing in January 2011

On the 26th and 27th of March 2012 ECFIAT &
Eastern Caribbean Supreme Court/ JEI held a mocK
confiscation program for judges, prosecutors
financial investigators.
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Recommendation: 31

NATIONAL CO -OPERATION
Rating: NC

Gaps Closed On Going

Recommended Action Actions Taken

Consideration should be give 1 A White Collar Crime Task Force was establisheq

to the establishment of an Ant
Money Laundering
Committee. The Committe)
should be given the legi
authority to bring the variou
authorities together regular
to develop and implemer
policies and strategies to tack
ML and TF. The
Committee should also b
tasked with providing pulke
education on issues of ML ar
TF.

2008 implemented which brings together high le
persons from the Police
Chambers, Customs, Inland Revenue, for the n
purpose of coograting and coordinating domestica
to effectively develop and implement AML/CH
policy. The White Collar Crime Task Force me
monthly on the last Tuesday of the month.

Additionally a CFATF Oversight Committee has be
created t o meffedtiteampleng&mtatiorn
of the 40 and 9 recommendations, and to continy
police the various pieces of legislation and policie
ensure that they remain effective in their ability to g
with AML/CFT issues.

The committee has met frequently sinces
implementation in March 2009 and has proposed
changes to the current MLPA. The committee
advised on the implementation of policy to strengt
the AML/CFT framework.

The Committee is made up of persons from the Pg
FIA, DPP, Attorney Gear al 6 s Ch a mb
Inland Revenue and FSRA.

St Lucia may wish to consideé
establishing a multilaterg
interagency memorandu
between the various compete
authorities. This would enab
them to cooperate,

MOUG6s between the FI A ¢
FIA and Inland Revenue have been signed to fq
collaboration. Since then the partiestth e MO U
collaborated on a number of investigations.

An MOU has also been signed among member of
White Collar Crime task Force.
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and where appropriate
coordinate domestadly with
each other concerning th
development an(
implementation of policies an
activities to combat ML an
TF.

1 The FSRA Act at section 13(2)(e) prescribes for

FSRA to cooperate with the F.I.A and other agenciq
the superision of a regulated entity.

Further section 5(2)(a) of the MLPA prescribes for
FIA to receive information from the Police, Custo
and Inland Revenue. The MLPA (Amendment) Act |
9 of 2011 prescribes for the FIA to dissemin
information to the Place, Customs and Inland Revent

Consideration should be give
to developing a process th
would allow for a systemati
review of the efficiency of the
system that provide fo

combating ML and FT.

The CFATF Oversight Committee has undertaken
SIP ercise which allowed for a systematic review
Saint Luciads overall N
money laundering and terrorism.
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Recommendation: 32

Statistics

Rating: NC

Gaps Closed On going

Recommended Action

Actions Taken

1 Consideation should be

given towards putting if
place a comprehensiy
framework to review the
effectiveness  of  the
system to combat ML an
TF on aregular and timel
basis.

1 The MLPA under section 5 and 6 (h) permits the FIA

review the effectiveness ohé systems for combatin
money laundering and terrorist financing.

Currently, the exercise by the CFATF Committee
completing the SIP templates provides and allows f
systematic review of Sa
system in combating money lalering and terrorisn
financing . It allows for the identification of th
weaknesses and strengths in the system. That in
will be a review, which upon completion can be refer
on a regular bases to improve on the system and fu
developSaint uci ads system.

The policy targetd
proffered by the
AG/Minister of Justice
should be implemente
particularly:

i. The training of
the prosecutoria
agencies
particularly in the
areas noted aboy
for which they
are wholly
deficient

o Training is continuous.

The UKSAT (SecurityAdvisory Team) has provide
training for the DPP&s ¢
and has also provided training for the judiciary which
facilitate effective prosecution. As a result there are
pending cases before the court for confiscation.
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The funding of
internal

programmes  tg
improve the
quality of
technical ang
human resources

o Training is continuous.

The
dissemination of
information on
AML/CFT
policies and
activities for
implementation
as internal
policies.

Currently FIA maintains a data base for statistics refleg
but not limited to STRs, received and disseminated, m
laundering investigations, property frozen, restrair
seized and mutual legal assistance, foreign requests |
foreign requetsreceived, wire transfers, types of suspeq
offences, nationality of suspects, reporting institutions

The FIA has increased the range of statistical dat
include wire transfers which has been facilitated by
improved database and two persbase been designatg
to collect statistical data. See R 31 for MOUs betw
local authorities.

Section 6 (h) provides for the FIA to inspect and cong
audits of a financial institution or a person engaged in @
business activity to ensure. Thisdalf allows for some
review of the system.

A structured
system which
promotes
effective nationa
cooperation
between loca
authorities.

It should be noted that the FSRA legislates for an MO
be executed between the FIA and the FSSR.

STATISTIC S

Onsite Inspections/Review of Policies and Procedures/
Consultations/ Training have been done with respect to
following:-

Seven (7) car dealers

Ten (10) Insurance Companies

Inspections:

All Six (6) Commercial Banks.
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Inspections with respetd insurance companies are usua
executed in one day; the banks over a period of three d4
and the car dealers half a day.

It is intended that updates shall be obtained every six
months from agencies with whom the FIA would have
interacted.

A Consulant is being retained to assist with the inspectiq
of Credit Unions, other Lending Agencies, other Credit
Institutions and Investment Brokers which shall commer
August 2012.

Updated Statistics from the FIA:=-

No. of Cash Seizures: 7
Total Value of Casl$eizures: XCD740, 028.00

No of Cash Forfeiture Applications Pending: 6

No of Forfeiture: 1
Total Value $135,000.00

No. of Production Orders: 2
No of Directors Request: 120

No. of Restraint Orders presently: 10
Total Value of Restraint Orders: XCD749, 498.00

No. of Confiscation Cases under investigation: 22
No. of Confiscation matters presently before the Court: 1

Potential Benefit/Value of Confiscation Matters under
investigation: XCD10, 745, 845.00

No. of STRs from Financial
Institutions:41

No of STRs from other business activitie$5
No. of money laundering cases under investigatidhs:
No. of mutual legal assistance sent by FI2\:

No of joint investigations and operations:

No of officers trained in specific areas of AML/CFB:
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Statistical Information from the FSRA (FSSU);

Data and detailes of ongoing training to stakeholders
regarding reporting requirements:

New reporting forms were introduced in order to maintain
statistical information and monitor the business of ir@&onal
financial services representation conducted by licensees.

A list of countries having strategic deficiencies in relation tq
AML/CFT was circulated to institutions in order to apply
scrutiny when transacting business.

Guidance Notes for Internatial Mutual funds Act was
Revised July 23, 2012.

Data on the number, natures and outcomes of interventi
at financial institutions and persons engaged in other
business activities:

- The licence of an Insurance Broker. was suspende
due to insolvency.

- An Insurance Broker was asked to cease doing
business since it was operating without a licence to
solicit and negotiate insurance business. Hence, it
in breach of the Insurance Act. The company then
applied to the Registrar to be licenced as an Imseral
Broker. However, upon review of the application, tl
Registrar concluded that the application did not sat
the conditions for registration and the application w
denied. Subsequently, the company appealed to th
Tribunal for the reversal of thesdision of the
Registrar. The matter was held and the Tribunal
upheld the decision of the Registrar not to issue a
broker6s |licence to the

- Two (2) insurance companie are under Judicial
Management

- The licenses of two (2) insurance brokers were
cancelled

- For the year 2011 five (5) Incorporated Cells (ICs)
were cancelled. One IC was cancelled on March 27
2011 and the remaining four were cancelled on
September 9, 2011.
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Data on compliance failures identified by the regulatory
examination programe:

A number of companies did not submit audited financial
accounts within the stipulated time.
Data on the number of cases where sanctions have bee
applied:
EC$237,875 represents the amount collected with regar
entities which did not submit theaccounts on time for yea
2011.

Updated as at 13 ebruary 2013

No. of Cash Seizures: 10
Total Value of Cash Seizures: XCD1, 062, 555.90

No. of Forfeiture Orders: 2
Total Value $364, 145.42

No. of Production Orders: 5
No. of Directors Request: ppximately 643

No. of Restraint Orders presently: 13
Total Value of Restraint Orders: XCD7, 749, 498.00

No. of Confiscation Cases under investigation: 28
No. of Confiscation matters presently before the Court: 1

Potential Benefit/VValue of ConfiscatidVatters under
investigation: approximately XCD12, 245, 845.00

In November 2012 one individual was extradited pursua
to the Extradition Act and one was surrendered pursuan
the Backing of Warrant Act.
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Recommendation: 33

LEGAL PERSONS AND BENEFICIAL OWNERS

Rating: NC

Gaps Closed

Recommended Action

Actions Taken

T The St.

authorities may wish

to adopt the fo
measures:

i. Adequate

training for the

staff
AML/CFT
measures.

Lucian

llowing

on

0 See R 29 in respect of training.

o All financial institutions, credit unions are now subject
regular and oigoing training on customer due diligencg

o The FIA is in the process of providing training
AML/CFT measures for:

0 FSSU staff, Registrar of Companies, -Queratives,
Insurance, Registrar dfiternational Business Companié
Registrar of I nternati on
Chambers.

0 A new staffing initiative providing for increased staff
the FIA should allow for

(1) an effective and systematic review of the ML and
systems. In theneantime ongoing reviews continue
foreign and domestic banks and credit unions.

(2) Increasedraining to the various financial institutior
and reporting bodies.

1 The UKSAT (Security Advisory Team) has provid
training for theAdPBRaLtoy
and has also provided training for the judiciary which
facilitate effective prosecution.

1 UKSAT (now ECFIAT) has organised training f
Magistrate and Prosecutors for September 2010.
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. It has been agreed that the staff of the FIA #hde

increased. The FIA is currently preparing for
interviewing of persons shortlisted. The Office
currently being reconfigured to accommodate the incr
in staff.

With the new staff structure one person has been iden
to be an Analyst.

There is always ongoing training for personnel dea
with ML/FT such Cyber Crime investigation which ha
financial crime investigation aspect as well. T
investigators have received training in investigat
techniques to assist in the investigataf crime.

Training was also held for Magistrate in money launde
and terrorism financing in January 2011.

Training for FIA personnel was undertaken in July 201
financial analysis sponsored by Egmont.

Training has been identified in techniqueksfimancial
investigation and another for intelligence gather

analysis scheduled for October and December 1
respectively

It is anticipated that one financial investigator and
additional analyst shall be attached to the FIA on or bg
the 30thSeptember 2012.

Two Officers of the FIA did a Tactical Analysis Trainit
intensive programme in May 2012.

In September 2012 two other officers attended a Tag
Analysis Training programme in Antigua.

Article 5 of the Tax Information Exchange Agreemb
allows for the exchange of information.

An amendment dated 22nd October 2012 was passe(
respect to the International Business Companies A
provide for a valid certificate of compliance to be iss
by the Director of Financial Services to IBGcenced tg
undertake banking, insurance and or mutual fund busi

Adequate
database thg

allows for timely

In March 2009, anw@#omated system was introduced
Registry of Companies which allows for timely and e
verification of type nature, ownership and control of le
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and easy
verifications  of
type, nature an
ownership  ang
control of legal
persons ang
customer
identification
data.

persons regulated by the Registrar of Companies.
database is up to date.

The Companies Act of St. Licmandates the striking o
the register a company that does not file annual ret
Those returns require amongst other things

information concerning beneficial ownership is disclog

See R 4 in relation to Registered Agent and Tru
Licensirg Act Section 26 which specifically provides f
disclosure to any regulatory body other governments u
MLAT to the FSSU and by a Court Order.

With respect to Insurance companies when a pari
applying to register all information can be obtained ian
accessible under requests.

The Pinnacle database is up to date.

Recruitment  of
additional  staff
with the requisite
qualifications,

training and
expertise of]
experience in
handling
corporate
matters.

Legislative
amendment
which mandates
adequate
transparency
concerning  the
beneficial
ownership  ang
control of legal
persons.

Legislative
amendments
which addresse

1 The Insurance Adbas penalty provisions which allov
for fines, desist, revoke, intervene in the operation
the company
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the effectivenes
of penalties an(
the imposition of
sanctions by thg¢
Registrars as we
as the judiciary.

Vi,

Policy manuals
that provide ruleg
in relation to
regular reporting
to the Ministers,
proper policing
of  companies
AML/CFT

guidelines on
detecting and
preventing  the
use of legal
persons by
money

launderers.

Vii.

An internal or
external auditing
regime which
provides the
necessary check
and balances fg
accuracy and
currency of files.

Operational independence of
the Registrars.
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Reconmendation: 34

LEGAL ARRANGEMENTS AND BENEFICAL OWNERS
Rating: NC

Gaps Closed

Recommended Action Actions Taken

 Itisrecommended that S

Lucian Authorities o In March 2009, an automated system was introducg
implement measures | Registry of Companies which allows for timely and e
facilitate  access b verification of type nature, ownership and troh of

financial institutions to legal persons regulated by the Registrar of Compa
beneficial owrership and The database is up to date.

control information so a

to allow customel
identification data to b¢ o0 The Companies Act of St. Lucia mandates the stril

easily verified. off the register a company that does not file ani
returns. Those returns require amongst other thingg
information concerning beneficial ownership
disclosed.

Also, given that any
compulsory power for the
purpose of obtaining
relevant information would
have to originate from the
exercise of
powers or FSSU in auditin
the Registered Agénthere
appears to be no guarante
that the information would
be provided. Notably, no
attempts have been made
via the Courts to instill this
compulsory power. Hence,
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attempts at Court action is
recommended as a means
improving the effectiveness
of the FSSU to obtain
relevant information
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Recommendation: 37

DUAL CRIMINALITY

Rating: NC

Gaps Closed Third Follow up Report

Recommended Action Actions Taken

1 The underlying
restrictive condition of
dual criminality
should be addressed

Section 18 (2) of the Mutual Assistance in Crimi
Matters Act, Cap 3.03 provides for the refusal g
requests where the conduct if it had occurred in §
Lucia would not constitute an offence.

Section 18 (3) also provides for the central authao
exercise its discretion where the conduct is simila
Saint Lucia.

Importantly, Section 18 (5) allows for the Cent
Authority to provide mutual legal assistan
notwithstanding the provisions of section 18 (2) ang

3).

Consequently, theris nothing prohibiting assistan
where both countries criminalise the cond
underlying an offence.

Technical differences do not prevent the provisior
mutual legal assistance.

118



PostPlenary Final

Recommendation:39

EXTRADITION

Rating: NC

Gaps Closed Second~ollow up Report

Recommended Action

Actions Taken

f

It is recommended thg
the St. Lucian
Authorities conside
legislative
amendment to:

Include moneyf
laundering, terrorisn
and terrorist financing
as extraditable
offences.

0 The Extradition Actnow includes money launderin
terrorism and terrorist financing as an extradits
offence by the Extradition (Amendment) Act No.3
2010, Money.

Criminalize
Terrorism as ar
additional offence.

o Terrorism has been criminalized with the enactnod the
Anti-Terrorism Act of 2003.

0 The AntiiTerrorism Act No. 36 of 2003 was given t
force of law on December £2008.
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Special Recommendation: VI

AML REQUIREMENT FOR MONEY/VALUE
TRANSFER

Rating: NC

Gaps Closed Fourth Follow up Report

Recommended Action Actions Taken

1 Legislation should b

adopted to require mong
transfer services to tak
measures to prevent the
being used for th¢
financing of terrorism
and to comply with thg
principles of the FATH
Nine Special
Recommendations atme
subject.

o0 The MLPA 2010 makes provision for other business activi

listed under Part B, Schedule 2. Consequently provisig
made under the MLPA for compliance of these entities (M\4
in relation AML requirements.

Further the Money Launde ( Prevention) (Guidance Note
specifically indicates that the Guidelines also applies to m
transmission services. As a result the AML & CFT reg
applies to MVT service operators. Therefore the requirenm
under R. 416 and R 21 25 are incgporated under the MLP/4
and therefore MVTs are subject to AML and CFT procedu

The Money Services Business Act requires money tral
services to take measures to prevent the financing of terro

St. Lucia should ensur
that persons who perfior
MVT services are eithe
licensed or registered ar
that this function is
specifically designated t
one or more competel
authority.

The MLPA 2010 makes provision for other business activi
listed under Part B, Schedule 2. Consequently provitsg
made under the MLPA for compliance of these entities (MV
in relation AML requirements.

Further the Money Laundering ( Prevention) (Guidance Nc
specifically indicates that the Guidelines also applies to m
transmission services. As a restle AML & CFT regime
applies to MVT service operators. Therefore the requiren|
under R. 416 and R 21 25 are incorporated under the MLF
and therefore MVTs are subject to AML and CFT procedu

MVT service operators
should be made subject

the AML & CFT regime.

Specific reference is made to section 16 (b) (ii) of the Mg
Services Business Act wherein an auditor in the performan
his duties must be cognisant of suspicious transactio
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accordance with the MLPA and shall report the terg
immediately to the licensee and the Authority.

St Lucia should ensur o Also section 18 (1) of the MSBA mandates thatarisee sha

that MVT service institute procedure to ensure that the accounting record:s
operators  maintain systems of control comply with the requirements of the ML
listing of its agents an Therefore the regulations MLPGNR must also be comg
that this listing is mads with.

available to competer|

authorities.

1 MVT operators should b 0 In addition section 2 (2) of the Money Laundering (Prevent
made subject to effectivg (Guidance Notes) Regulations creates a sanction for
proportionate andg compliance.
dissuasive sanctions
relation to their lega
obligations.
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Special Recommendation: VI

WIRE TRANSFER RULES

Rating: PC

Gaps Closed

Recommended Action

Actions Taken

1 The guidance note shou

1  Paragaph 178 of the MLPGNR provides guidance on
retention of originator information with respect

be amended to provid

electronic transfers.

details of specia

;gggchetgda;gﬂng V\\/I\I/T: i The MI__PGNR No.55 of 2010 was deficier_lt WiFh reg:

wire transfers where thet to providing guidance where there are tech_nlcal limitati

are technical limitations. However, an amendent to the Regulations in 2012 (No.
of 2012) at paragraph 179 requires that institutions exe|
enhanced scrutiny where electronic transfers do not
complete originator information.

POCA and MLPA should 1 S_ection 17 of the MLPA_ provide_s for t_he ap.plication q

be amended to require risk based approach in dealing with wire transf

risk based approacho Paragraph_179 of th_e MLPGNR as ar_nended in SI No.§

dealing with wire 2012 requires Fhat institutions exercise enhanced scr

transfers yvhere e!ectronlc transfers do not have complete origir]

' information.
Sanctions  should b I Sanctions will be provided to ensure that minim

available for failure tg
comply with the essentia
criteria.

originator information is obtained and maintained wire
transfers. The Ardierrorism (Guidance Notes) Regulati
passed on the 26th May 2010 must be read in conjun
with the Money Laundering Guidelines. Section 2 (2) of
MLPGNR creates a sanction for non compliance. Furth
relation to the miatenance of records for originat
information, the MLPA creates sanction for the failure
the financial institution or a person keep records and cq
of records under sections 16 (8) and (9).
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Special Recommendation: VIlI

Non-Profit Organisation
Rating: NC

Gaps Open:

Recommended Action Actions Taken

1 The authorities shoul |
undertake an outread
programme to the
NPO sector with 4 q
view to protecting the
sector from terroris
financing abuse.

A supervisory committee for the monitoring NPO
from their commencement was created in 2009.

This committee comprises high level personnel fi
the Registry of Companies and Intellectual Prope
Inland Revenue, Ministry for Social Transformatiq
the Attorney General 64
Intelligence Authority. The committee meets on tffe
Tuesday of every month and extredinary meeting
are held on a needs basis.

The Committee is tasked with the function
supervising and monitor
function of the Commite, it scrutinizes application fq
incorporation and undertakes due diligence of
applicants, and enhanced due diligence for applid
who are nomationals.

Face to face interviews are conducted with
applicants during which the applicants arassized
and given guidance with regards to anbney
laundering and anterrorist financing issues.

In January 2012 a sensitization workshop was helg
all NPOs registered as Faith Based Organizat]
whereby they were trained and informed on prooces
to be adopted in conducting enhanced due diligenc

The sensitization continues with initial directors of e
NPO before the approval for registration.

A supervisory programme fq q
NPOs

Pursuant to Statutory Instrument No. 144 of 2012 D
12" November 2012 the Schedule of the Mor
Laundering (Prevention) Act was amended by inclug
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should be developed to identi
noncompliance
and violations.

Non-Profit Companies and NeRrofit Organizations a
other business activities bring them under
supervision of the F.ILA which includes audits &
inspections of the AML/CFT systems.

Systems and  procedur 1 Upon the establishment of NdbBovernmenta
should be Organizations, theyra registered with the Registry
established to allov Companies. This makes their information publi
information on NPOs to b available just as the information on the traditio
publicly available. companies would be.

Points of contacts or 1 Dissemination of information to international F.l.Us

procedures to respond to
international inquiries
regarding terrorism refad
activity of NPOs should be
put in place.

provided for in the MLPA.

1 Section 5(2)(g) of the MLPA states that may prov

information relating to suspected money launderin
information relating to a suspicious activity report
any Foreign Financial Intelligence Unit subject to
conditions the Authority may consider appropriate.
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Special Recommendation: IX

CROSS BORDER
Rating: NC

Gaps Open

Recommended Action

Actions Taken

It is recommended that for th
avoidance of ambiguity and th
need for the exercise (
discretion that legal provisiorn
be put in place requirin
reporting of the transfer into ¢
out of the country of cash,
currency or other bearg
negotiable

instruments valued in excess
US $10,000.00 and thg
appropriate

reporting forms be
simultaneously published ang
put in use, and that
proportionate and dissuasive
sanctions be provided for.

1 Regulations 4 and 5 of the Customs regulati
Cap 15.05 and ston 9(1)(a) of the Immigran
ordinance Cap 76 and regulation 7 of
Immigration Regulations Cap 76 provides for
reporting of a person carrying in excess the sur
US$10,000.00.

1 Section 9(1)(a) states: Every person entering
colony shall trutfully answer all proper questior
put to him by the immigration officer for th
purpose of this Ordinance, and also if requireg
the immigration officer

(a) Made and sign the prescribed declaration.

i The declaration form has been published ur
the Custons Regulation under Schedule 2, Fg
15 and also referred to under Regulation 72 of
said Regulations.

1  Regulation 72 statesThe owner of any baggag
brought into a customs area shall immedia
attend upon the proper officer, answer all s
questias as such officer may put to him or her
make such declarations in writing (including
declaration in Form 15) relating to such bagg
as such officer shall require, thereupon pay to
proper officer any duty that may be paya
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thereon, and removeuch baggage from th
baggage room. The proper officer may refusg
attend to any passenger until the whole of g
passengerds accompani
him or her in one place, or, where any bagg
belongs to more than one person unlesshall
owners thereof attend upon him or her toget
Neither the Comptroller nor any officers is liak
for any loss or damage whatsoever to any bag
which is not cleared as aforesaid.

Regulation 7 of the Immigration Regulations
amended by thdmmigration (Amendment)
Regulations No. 6 of 2007 and section 9 of tf
Customs (Amendment) regulations No. 7 of 2(
provides for the publication of the declarati
form in relation to persons carrying currency
excess of US $10,000.00.

It is further recomranded that
officers of the Police Force,
Customs

and the Marine Services |
empowered to seize and dets
cash,
currency or bearer negotiab
instrument valued in excess (
US$10,000.00 which has n
been properly declared
about which there is suspicic
that they are the proceeds
crime.

Proportionate and dissuasive sanctions
provided for pursuant to Regulation 9 (2) of 1
Immigration ordinance, Cap 76,

Regulation 9(2) states: Any peson who refuse
make and sign the mlbe
deemed to be a prohibited immigrant and dealt
s such.

Sections 32(30, 86, 93, 94, 113, 118 of the Cust
(Control and Management) Act, Cap 15.05 g
Regulation 6 of the Customs regulations, (
15.05 makes provision for cash in excess
$10000 which has not been properly declared.

Section 113 in relation to Untrue Declaration
states: (1)  If any persod

(@) makes or signs, or causes to be mad
signed, or delivers or causes to
delivered to the Comptroller or &g
officer, any declaration, notice,
certificate or other document; or

(b) makes any statement in answer to
question put to him or her by an offic
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(2) If any person knowingly or oklesslyd

M Provision has been made under the Proceec

which he or she is required by or ung
any enactment to answer,

being a document or statement producec
made for any purpose ahy assigned matte
which is untrue in a material particular, he
she commits an offence and is liable to a 1
of $5,000, and any goods in relation to wh
the document or statement was made are li
to forfeiture.

(@) makes or signs, or causes to be mad
signed or delivers or causes to
delivered to the Comptroller or &g
officer, any declaration, notic
certificate or other document; or

(b) makes any statement in answer to
guestion put to him dner by an officer
which he or she is required by or ung
any enactment to answer,

being a document or statement producec
made for any purpose of an assigned ma
which is untrue in a material particular, he
she commits an offence and is liableatdine
of $10,000, or to imprisonment for 2 years,
to both, and may be arrested, and any goo(
relation to which the document or statem
was made are liable to forfeiture.

Crime (Amendment) Act No. df 2011 to allow for
the detention and seizure of cash where the
reasonable ground to suspect that the cash i
proceeds or criminal conduct or is intended for
in criminal conduct.

Section 29A(1) state29A. (1) A police officer not
below tre rank of corporal may seize and detain
accordance with this Part, any cash in Saint Lucia i
officer has reasonable grounds for suspecting th
directly represents any
conduct or is intended by any person for useny
criminal conduct.
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Provisions should be made f
any detained funds to be heg
for a specified renewabl
period to

facilitate the investigation g
the

origin, ownership and intende
use of the funds.

1 Section 29A(2) and 29A(3) of POCA provides 1

detained funds to be held for up to three(3) month
facilitate the investigation into the origin or intend
use of the funds.

Section 29A(2) states: Cash seized by virtue of
section must not be detained for more than feight
hours unlesg$ continued detention is authorized by
order made by a Magistrate; and no such order mu
made unless the Magistrate is satisfied

(&) that there are reasonable grounds for
suspicion mentioned in subsection (1); and

(b) that continued detemtin of the cash is justifie
while its origin or derivation is furthe
investigated or consideration is given to
institution, whether in Saint Lucia or elsewhere
criminal proceedings against any person for
offence with which the cash is connected

Section 29A(3) states: Any order under subsection
must authorize the continued detention of the cag
which it relates for such period, not exceeding th
months beginning with the date of the order, as ma|
specified in the order; and a Coudf summary
jurisdiction, if satisfied as to the matters mentione(
that subsection, may thereafter from time to time
order authorized the further detention of the cash ex
thati

(@) no period of detention specified in such
order must exceed itee months beginning wit
the date of the order; and

(b) the total period of detention must not exce
two years from the date of the order un
subsection (2).

Consideration should be give
to providing law enforcemer
officers with the power tg
detain cash, currency or oth
bearer negotiable

instruments suspected of bei
the proceeds of crime wherey
in the country seized, withoy

being restricted to matters

See above and note that 29(A)(1) of POCA refer
cash found anywhere in St. Lucia and the under se
49(c) cash is defined to mean coin and bank notes i
currency and negotiable instruments.
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cross border transfers with t
view to facilitating appropriate
investigations intotte
source of the funds.

There is a need for ineased
participation by the Custon
Department in  combatin
money

laundering  and  terroris
financing

1 Section 5(2)(a) of the MLPA provides for the filing

suspicious activity reports with the F.ILA and sectio
of the MLPA (Amendment) Act No.9 of 2Q allows
for the dissemination of information by the F.I.A
Customs and Excise.

The MOU between Customs and F.I.A makes provig
for the sharing of information in relation to mon
laundering and terrorist financing.

Consideration should be give
to have Customs officer
trained in the area of ML an
TF.

A number of customs officers having received train
in financial investigations at REDTRAC in Jamaica.

Statistics should be kept ¢
all aspects of Customs al
Excise operations, theg
statstics should be readil
available.

I Statistics are kept by Customs and Excise operationg

are readily available

All Customs fraud case
with  substantial value
should be submitted to th

FI A, Prosecu
predicate offencg
consideration regding

offences pursuant to ML, F
and proceeds of Crim
legislation with a view tg
prosecution of offenders.

1 Within the pass twelve months Pursuant to seg

5(2)(a) of the MLPA Customs have filed two SA
regarding fraud and one case which was stibchto
the F.ILA for money laundering investigation @
prosecution.

Customs must take mo
drastic  action  agains
suspected ML offences ar
Commercial frauo
offenders.

The Customs and Excise Department is proactive i
approach in dealing with emey laundering offence
and commercial fraud offenders and are working \
the other law enforcement agencies in dealing
those matters and more importantly the Finan
Intelligence Authority.

Provision of basic analytica
and case manageme
sdtware must be supplied &

a priority and basic an

129



PostPlenary Final

advanced training in the us
of such software is require
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Appendix Il

Matrix with Ratings and Follow -Up Action3rd Round Mutual Evaluation
Saint Lucia 28th February 2013

Forty Recommendations | Rating Summary of factors underlying Recommended Actions Undertaken Actions
rating?®
Legal systems
1.ML offence PC 1 The MLPA should be amended | The recommended action has been

AML legislation has not bee
effectively utilized and therefor
could not be measured and f
Palermo Convention needs to
ratified.

The lack of effective investigatior
and prosecutions also negative
impacts the effectiveness of the AM
legislation and regime.

Self- laundering is not covered K
legislation.

Conviction of a predicate offence
necessary

All designated categories of offenc
not included

specifically provide that the offend
of money launderingdoes not of
necessity apply to persons w
committed the predicate offences
light of the lacuna that present
exists in the law.

The offence of selmoney laundering
must be distinct from the offence
which are predicates.

The country needs to ensufet the
widest possible categories of offenc
as designated by Convention @
included within the MLPA and ar
definitively defined by legislation.

implemented under the POCA.

Addressed in the MLPA No. 8 of 2010.
See sctions 28 and 29 and 30 of the Act.

See: Section 2 of the Act

- schedule 1 of the Act

- Amendments to Criminal Code to

- increase criminal offences.

- see too Countefrafficking Act No. 7 of
2010

A money laundering charge shall be laid
beforethe end of October 2011.

Gaps closed

! These factors are only required to beag when the rating is less than Compliant.
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2.ML offencei mental
element and corporate
liability

LC

Lack of effectiveness of sanctio
which are also considered n
dissuasive

We have worked with UKSAT
(Security Advisory Team) who has
trai ned tideand DEAPAS S
on prosecution, and has provided
training for the judiciary which will
facilitate effective prosecution. As a
result, there are two pending cases
before the Court for confiscation.

Gaps closed

3. Confiscation and
provisional measures

PC

Lack of effective implementation &
there are no prosecutions noted
ML. Additionally there are othe
avenues such as forfeitures 4
confiscations which are effectiy
measures which have not be
utilized and thus add to the lack
effectiveness in implementation
the AML regime.

1 Despite the lack of ML prosecutior

there have been convictions f
predicate offences and the reas
elucidated are not attributed to a I3
of restraint action nor from lack ¢
action by the DPP to sugdes less
than effective attempt at obtaining
court sanction. Notwithstanding, tk
St. Lucian authorities have n
demonstrated that there is effecti
implementation of these measur
The absence of any confiscati
speaks to legislation that has ne
been tested.

Provisions for civil forfeiture and
specific asset tracing measures have
been incorporated in the POCA.

See section 49 A to 49 C of the
Proceeds of Crime (Amendment) Act
No. 4 of 2010.

Proceedings have been initiated und
POCA with respecto cash seizure.
Three cases are pending before the
Courts for cash forfeiture.

Further, The two confiscation matters
are pending before the Courts. One
matter is scheduled for hearing in
November.

Saint Lucia continues to demonstrate
the effectiveéimplementation of the
legislation by the following:
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No. of Cash Seizures: 5
Total Value of Cash Seizures: XCD35
316.00

No. of Production Orders: 2

No. of Restraint Orders presently: 10
Total Value of Restraint Orders: XCD]
749, 498.00

No. of Confscation Cases under
investigation: 21

No. of Confiscation matters presently
before the Court: 2

Potential Benefit/Value of Confiscatiol
Matters under investigation: XCD10,
445, 845.00

Updated

No. of Cash Seizures: 7

Total Value of Cash Seizures: XCD74
028.00

No of Cash Forfeiture Applications
Pending: 6

No of Forfeiture: 1
Total Value $135,000.00

No. of Production Orders: 2
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No of Directors Request: 120

No. of Restraint Orders presently: 10
Total Value of Restiat Orders: XCD7,
749, 498.00

No. of Confiscation Cases under
investigation: 22

No. of Confiscation matters presently
before the Court: 1

Potential Benefit/VValue of Confiscatiol
Matters under investigation: XCD10,
745, 845.00

Updated as at 3February 2013

No. of Cash Seizures: 10
Total Value of Cash Seizures:
XCD1, 062, 555.90

No. of Forfeiture Orders: 2
Total Value $364, 145.42

No. of Production Orders: 5

No. of Directors Request:
approximately 643

No. of Restraint Orders presently:
Totd Value of Restraint Orders:
XCD7, 749, 498.00
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No. of Confiscation Cases under
investigation: 28

No. of Confiscation matters
presently before the Court: 1

Potential Benefit/VValue of Confiscatiof
Matters under investigation:
approximately XCD12, 245, 8400

Preventive measures

4. Secrecy laws
consistent
with the
Recommendations

PC

There are no bank secrecy laws wh
impede the sharing of informatio
The minor shortcoming arises fro
the reluctance of entities to shg
certain informationn practice.

There is no obligation which requirg
all categories of financial institutior
to share information amon
themselves  for  purposes
AML/CFT

1 The Insurance Act and the Registe

Agents and Trustee Act do not ha
expressed provision for thaaring of
information. While in practice, thi
has not prevented them from shar
with authorities, for the avoidance
doubt it is recommended th
expressed provisions in the respect
pieces of legislation together with ti
requisite indemnity fortaff members
making such disclosures.

The Revised Insurance Act Section
20 which is tabled before
Parliament for its second reading
allows for the sharing of information.

The Revised Act has been forwarde
to a special legislative stdbmmittee
of parliament, where representative
stakeholders were required to provid
comments. It is expected that the
FSSU shall provide its response befq
the next sitting of Parliament.

See also Registered Agent and
Trustee Licensing Act Section 26
which specifcally provides for
disclosure to any regulatory

body and other governments under
MLAT to the Financial Sector
Supervision Unit (FSSU) and by a
Court order.

See section 370f the MLPA No. 8 of
2010 provides adequate protection
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from criminal or civil ativity of any
person, director, employee or person
engaged in other business submit
reports on suspicious activities.

See also section 16 (2) of the MLPA
2010.

Cabinet has decided to review the
Insurance Bill prior to resubmission
to Parliament. Thaill is currently
being re submitted to Cabinet by th
Drafting Department.

It is anticipated that the Bill shall be
passed by Parliament on or before
November 2012.

5.Customer due diligence

NC

The MLPA is significantly deficient
These essentialiteria are required t
be in the law and are not, and eV
where they are, it does not adequat
meet the standard of the essen
criteria.

The MLPA does not create a leg
obligation to undertake CDD abo
designated threshold, carrying ¢
occasionalwire transfers covered b
SR VII, where the financial institutio
has doubts about the veracity of t
adequacy of previously obtaing
customer identification data.

i The St. Lucian authorities shou
consider either amending the MLRF
or giving enforceable means to t
Guidance Notes issued by the FIA.

f The MLPA should be amended
include provisions tht would require
all financial institutions to undertak
CDD in the following circumstances

xvii. when performing occasioni
transactions above a designa
threshold,

Xviii.  carrying out occasiong
transactions that are wil

transfers under SR VIl and

Section 17 of the MLPA No. 8 of 201
has addressed the customer due
diligence requirements as provided fo
by Recommendation 5 in particular:

1 Regulations have been design
to implement a general
threshold of
EC$25,000.00/US$1000 for
CDD.

9 There are specified threshold
for various categories of entitig
including financial institutions
casinos, jewellers, accounts,
lawyers, and other DNFBPs
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There is no legal obligation to car
on due diligence on an ongoing bag

There is no legl obligation to carry
out enhanced due diligence for high
risk categories of customers / busin
relationships

All financial institutions do not apply
CDD to existing customers on tk
basis of materiality and risk and al
do not conduct due diligen@a such
existing relationships at approprig
times.

There is no legal obligation whig
requires financial institutions t
obtain information on the purpose a
intended nature of the busine
relationship.

There is no legal obligation whig
requires Custmer Due Diligence
information to be updated on
periodic basis.

XiX.

XX.

XXi.

 Consistent

iX.

where the fiancial institutions i
in doubt about the veracity (
adequacy of previously obtaing
customer identification data:
on an ongoing basis;

based on materiality and risk
appropriate times.

practices should

implemented across all sectors

dealing with AML/CFT issues. Th
awareness levels of obligations ung
the MLPA are different within th¢
subsectors. Supervisory oversight
the several regulators is also 1
consistent.

The MLPA should be amended
thatfinancial institutions ath persons
engaged in other business activ
should be required to ensure ti
documents, data or informatic
collected under the CDD process :
kept upto-date and relevant b
undertaking routine reviews (
existing records.

The MLPA should be amended
that financial institutions are requirg
to:

Undertake customer due diligen
(CDD) measures when they ha
doubts about the veracity

when engaged in cash
transactions and financial
transactions carried out in
single opeations or in several
operations that appear to be
linked.

It requires a financial
institutions that suspects that
transactions relating to money
laundering or terrorist financin
to:

- Seek to identify and verify
the identity of the custome
and the benefial owner.

- Make a STR to the FIA.

Financial institutions are
required by the MLPA No. 8 of
2010 to:
- carry on due diligence on 3
ongoing basis, over the
designated threshold and
otherwise once a suspicior
is aroused that a transactiq
may be relad to money
laundering and terrorism

- carry out enhanced due
diligence for higher risk
categories of
customer/business
relationships.
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X.

Xi.

Xii.

Xiil.

XiV.

adequacy of previously obtaing
customer identification data.

Undertake customer due diligen
(CDD) measures whetfere is a
suspicion of money laundering
terrorist financing, regardless
any exemptions or thresholds th
are referred to elsewhere ung
the FATF Recommendations.

Take reasonable measures
understand the ownership a
control structure of the ctmmer
and determine who the natur
persons are that ultimately own
control the customer. Thi
includes those persons wi
exercise ultimate  effectiv
control over a legal person
arrangement.

Obtain information on the purpos
and intended nature of el
business relationship

Ensure that documents, data
information collected under th
CDD process are kept tp-date
and relevant by undertakin
reviews of existing records
particularly for higher risk
categories of customers
business relationships.

provide for performing enhance
due diligence for higher ris
categories of customer, busing

relationship or transaction

- Obtain information on the
purpose and intended
nature of the business
relationship.

- Financial institutions.

The Revied GN makes provision for
the carrying out of CDD on an ongoin
basis. The GN also made provision f(
the carrying out of enhanced CDD for
high risk categories of
customers/business relationships.

It addresses the making of an STR wik
the institution isunable to obtain
satisfactory evidence or verification of
identity of customer/beneficial owners

It highlights with particular clarity the
procedure to be adopted for non face
face customers, indicating that no less
diligence procedure should beapted
non face to face business transaction
security transactions and life insuranc
business.

See section 17 of the MLPA No. 8 of
2010.

The Guidance Notes has been given {
force of law by being implemented as
Regulations. S| 55 of 2010.

The requirement that all financial
institutions should undertake custome
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xv. Provide for applying reduced ¢ due diligence is provided for under
simplified measures where the section 17 (1) of the MLPA.
are low risks of money
laundering, where there are ris| In addition section 17 (2) of the MLPA
of money aundering or terrorig provides for a financial institution or a
financing or where adequal person engaged in other business
checks and controls exist | activity to ensure that any document,
national system respectively. | date or information collected under thg
xvi.  Provide for applying simplified o SUENTE CUE ClIEss [p10EEss 2 k_e[
reduced CDD fo custome upt_o-date and releva_nt_by undertaking
resident in another country whig OIS [RBYISHE c_)f ELEINE recor_ds
is in compliance and hay particularly for hlgh risk categories of
effectively implemented customers or business relatships.
SR FEBETIEe EHETS Further section 17 (4) provides for
measures to be taken with respect to
the veracity and adequacy of
information, suspicion of money
laundering or terrorist financing,
understanding the ownership and
control structure of the customer,
obtaininginformation on the purpose
and intended nature of the business €
Gaps have been closed
6.Politically exposed NC 1 Enforceable means should Section 18 of the MLPA No. 8 of 201

persons

There are no provisions in the la
guideline or industry practice whig
completely satisfies the essent
criteria.

The financal sector does not hay
procedures in place where sen
management approval is required
open accounts which are to

introduced fo dealing with politically
exposed persons (PEPs). /
financial institutions should b
required to have:

Documented AML/CFT policies
and procedures andppropriate

risk management systems

provides for PEPS.

Revised GN has introduced measure
for dealing with PEPs. In particular it
provides

9 for senior management approval
open accounts which are to be
operated by PEPs.
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operated by PEPs, as defined
FATF.

The financial sector does not have
going enhanced CDD for PEPs.

Majority of financial ingitutions do
not utilise a risk based approach
AML/CFT issues

Major gate keepers do not deal w
the subject of PEPS pursuant
ECCB guidelines.

Insurance companies & Creq
Unions do not treat with the issue

1 The government of St Lucia shou

Policies and procedures shol
deal with PEPsi definition
shoull be consistent with that (
FATF, IT systems should b
configured to identify PEPY
relationships with PEPs should
authorised by the senig
management of the financi
institutions, source of funds ar
source of wealth must 0
determined, enhanced CDDust
be performed on an egping
basis on all accounts held |
PEPs.

take steps to sign, ratify ar
implement the 2003 Conventig
against Corruption.

1 Ongoing enhanced CDD for PEP
Money Laundering (Prevention)
Guidance Notes) Regulations Sl
of 2010, Money Laundering
(Prevention) Guidance Notes)
Regulations SlI 55 of 2010, under
paragraphs 84 to 88.

1 for low risk and high risk
indicators includind?EPs.

In addition PEP has been defined un
the Money Laundering (Prevention)
Guidance Notes) Regulations S| 55 @
2010, (GN) wherein it includes seniof
officials in the executive, legislative,
administrative, military or judicial
branches of a foreiggovernment,
senior official of a major foreign
political party.

Steps have been taken to ratify the
2003 International Convention on
Corruption, wherein Cabinet has
agreed to its ratification. Steps are
currently being taken to determine th
steps andcedure in facilitating that
process.

Amended Draft Regulations, with
proposed amendments circulated for
review and finalization.

On the 25th of November 2011 Saint
Lucia acceded to the United Nations
Convention against Corruption.
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Detailed Amendmes regarding
PEPs have been made to the Mong
Laundering Guidance Notes and
have also been included in the draf
Guidance Notes for DNFBPs and
have consequently been finalised g
signed by the Honourable Attorney
General.

The Money Laundering (Preveon)
Guideline for Other Business
Activity) Regulations and the
amendment to the Money
Laundering (prevention) Guidance
Notes (Amendment) Regulations
have been finalized and published
respectively by Statutory Instrumen
83 of 2012 and 82 of 2012.

Gaps Cbsed

7.Correspondent banking

NC

There are no provisions in the la
guideline  or  practice  whic
completely satisfies the essent
criteria.

Commercial banks policies ar
procedures are deficient. There are
measures in place to :

assess a responde i nst
AML/CFT controls to determing
whether they are effective ar
adequate, document the AML/CH
responsibilities of each institution

f Commercial

Banks should b

required to:

iii. assess a respo
AML/CFT controls to determing
whether they are effective ar

adequate;

iv. document the AML/CFT|
responsibilities of eac
institution;

v. ensure that the responde
institution is able to mvide

Has been addressed in the Revised GN.

These recommendations have been met |
Saint Lucia in that under section 17 of the
MLPA it is a requirement that financial
institutions and persons engageather
business activity shall immediately obtain
the information required under the CDD
process.

It is also required that adequate steps be
taken in satisfaction of identity data etc

from intermediaries and third parties upor|
request.
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ensure that the respondent institut
is able to provide relevant custom
identification data upon request

relevant customer identificatio
data upon request.

Section 94 (jpof the Money laundering
Guidance Notes stipulates that enhanced
due diligence shall be conducted be
commercial banks in ascertaining whethe
the bank has established and implemente
sound customer due diligence, ambney
laundering policies and strategiand
appointed a Compliance Officer ( at
managerial level) to include obtaining a
copy of its AML policy and guidelines.

Gaps closed

8.New technologies & nol
faceto-face business

NC

There are no provisions in the la
guideline  or  practice  whic
comgetely satisfies the essenti
criteria.

There is no
mitigates against the risk of misusi
technology in ML/TF.

Financial institutions are not require
to conduct on going CDD on busing
undertaken on non face to fa
customers

1 Legislation should be enacted

framework whic| g

prevent the misuse of technologic
developments in ML / TF.

Financial institutions should B
required to identify and mitigat
AML/CFT risks arising from
undertaking nofiace to face busines
transactions or relationships. OO
done on conducting such busine
should be undertaken on an-gaing
basis.

Recommendation 8 has also been
addressed in the Revised GN paragrg
90-101.

Financial services providers offering
services over the internet are required to
implement procede to identify its client
similar to those adopted for personal
interview clients.

Provision for non face to face business is
contained at paragraphs D@3 of the
Money Laundering Guidance Notes. It
should also be noted that a breach of the
Guidance Ntes constitutes an offence
under section 2 (2) of the Regulations.
Consequently, the enactment of Guidancg
Notes provides a mechanism/regime for t
misuse of technological developments in
ML/TF.

Technological developments outside of
those posed by Inteet related transactiong
have been specifically addressed at
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paragraph 98 where it speaks to other
products emerging technology include:
smartcards and-eash.

Amended Draft Regulations, with
proposed amendments circulated for
review and finalization

Detailed Amendments regarding ne
technologies and nefiace to face
business have been made to the
Money Laundering Guidance Noteg
and have also been included in the
draft guidance notes for DNFBPs
and have consequently been
finalised.

The Money Launding (Prevention)
Guideline for Other Business
Activity) Regulations and the
amendment to the Money
Laundering (prevention) Guidance
Notes (Amendment) Regulations
have been finalized and published
respectively by Statutory Instrumen
83 of 2012 and 82 ofA 2.

Gaps closed

9.Third parties and
introducers

PC

Legislation or other enforceab
means do not address CLCO
requirements where business

9 Financial

institution should b
required to immediately obtain fro
third parties information require
under the specified conditions of t

CDD process.

These issues have been addressed
the MLPA section 17 and GN.
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introduced by third parties ¢

intermediaries. 1

Adequate steps are not taken
insurance companies to ensuthat
copies of identification data and oth
relevant documentation relating
CDD requirements will be mad
available from the third party upg
request without delay.

Financial
implement procedures to satis
themselves that thirdparties are
regulated and supervised.

institutions do  ng q

Financial institutions should B
required to take adequate stefo
satisfy themselves that copies
identification data and other releva
documentation relating to CD
requirements will be made availah
from the third party upon reque
without delay.

Financial institutions should b
obligated to satisfy themsels that
the third party is regulated arn
supervised in accordance wi
Recommendation 23, 24 and 29 &
has measures in place to comply w
the CDD requirements set out
Recommendations 5 and 10.

The competent authority for dealir
with  AML/CTF matters should
circulate to all financial institution
lists e.g. OFAC, UN. The financig
institutions should be required

incorporate into their CDD the use
assessments / reviews concern
AML/ CFT which are published b
international / regional organisans.

Section 17 (a) provides for the reliang
on intermediaries and third parties to
perform and undertake aspects of
Customer Due Diligence.

Gaps closed

10.Record keeping

NC

No requirement to maintain records Il

domestic and internation
transactions for at least five yesg
whether or not the relationship h
been terminated

No requirement to maintai
identification data, account files ar

The MLPA should be strengthened
provide that the records to be kept
both domestic and international a
also that such records ust be
sufficient to permit reconstruction (¢
individual transactions so as

provide, if necessary, evidence f

prosecution of criminal activity.

The MLPA No. 8 of 2010 contains a
provision under section 16(1) to
establish and maintain transaction
recorded for both domestic and
internatbnal transactions for a period
7 years after the completion of the
transaction record.
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business correspondence for at lg
five years following the terminatig
of a relationship

No requirement to make availah
customer and transaction records ¢
information on a timely basis.

No requirement to transaction recor
which are retained must be sufficie
to permit reconstructionfandividual
transactions, so as to provide,
necessary, evidence for prosecut
of criminal activity.

No requirement for financig
institutions to maintain records
business correspondence for at lg
five (5) years following the
termination of an @count or busines
relationship or longer if requested
a competent authority in specif
cases upon proper authority.

i The MLPA should be strengthened
provide that financial institution
should maintain records of busine
correspondence for at least five ye
following the termination of ai
account or business relationship
longer if requested by a compets
authority in specific cases up(
proper authority).

I The provisions in both the POCA a
MLPA should create a stabry
obligation and a correspondir
offence  for instances whe
information is not maintained in
form which enables the compete
authority to retrieve the informatio
on a timely basis. Even though t
various pieces of information may |
available, he timely ability to
reconstruct the transaction
sufficient evidence to procure
prosecution may be impeded.

The minimum retention period
according to section 16(7) of the MLP.
No. 8 of 2010 is:

(a) If the record relates to the
opening of an account is 7
years after the dagn which
the account is closed.

(b) if the record relates to the
renting of a safety deposit bg
the period of 7 years after th
day the safety deposit box
ceases to be used, or in any
other case a period of 7 year
after the day on which the
transaction reorded takes
place.

The MLPA provides under section
16(8) that a financial institution shall
keep its records in a form to allow the
retrieval in legible form within a
reasonable period of time in order to
reconstruct the transaction for the
purpose of asisting the investigation
and prosecution of a suspected mone
laundering offence. The act also mak
it an offence under section 16(9)for th
failure of a financial institution to
comply with this section.

Recommendations have been fully mq

11.Unusuatransactions

NC

A legal obligation does not exist f¢
financial institutions to pay speci

attention to complex, unusual or lar

1 Finartial institutors should b
encouraged to develop vario
examples of what would constitu

The MLPA makes provision in section
16(1)(l) and (m) for financial
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transactions. Financial institutions
not document findings on th
background and purpose of complé
large or unusual tresactions

There are no procedures which wo
require financial institutions to kee
the findings on the background a
purpose of all complex, unusual stg
such information to enable it to K
retrievable by the compete
authorities or auditors.

suspicious, unusual and compl
transactions. This should |
disseminated to staff to make the
become aware of such transactio
Internal reporting procedures alid
also be initiated to generate repo
for review and appropriate action
be taken and ultimately to devel
typologies for each type / sector of t
financial sector.

There should be legal obligation f
financial institutions to report sug
trans&tions which the institutior
deems to be suspicious to the FIA
a suspicious transaction

The MLPA and POCA shoul
specifically  provide that al
documentation relating to th
background and purpose of
transaction should be retained for
similar periodof 7 years.

institutions to report complex, unusual
or large transactions.

The definition of transaction record
under section 2 of the MLPA has beel
extended to include all business
correspondence relating to the
transaction, all documents relating to
the background and purpose of the
transaction.

Paragraph 31 of the GN provides for {
mandatory attention to be given by
financial institutions to all complex,
unusual or large businesansactions,
or unusual patterns of transactions,
whether completed or not and to
insignificant but periodic transactions
which have no apparent economic or
lawful purpose.

There is an obligation for financial

institutions to report large complex an
unusual transactions to the FIA pursug
to section 16 of the MLPA.

In particular financial institutions are
required to establish and maintain a
record that indicates the nature of the
evidence obtained.

Section 156 of the Money Laundering

Guidancedt es sti pul at e
Compliance Officer should be well versed
in the different types of transactions whick
the institution handles and which may giv¢
rise to opportunities for money laundering
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Examples are set out in Appendix A, thes
not intendedo be exhaustive. Further the
roles and responsibilities of the Complian
Officer are stated under section 44 of the
Money laundering Guidance Notes. Theg
include inter alia the requirement to devel
various examples of suspicious/unusual
transactioretc and the need to organise
training sessions for staff on various
compliance related issues etc

The recommendation in relation to the
obligation for financial institutions to
perform enhanced due diligence have beg
prescribed by the guidelines in thsction
2 of the MLPA indicates what constitutes
transaction record and as such pursuant {
section 16 (1) a financial institution is
obligated and mandated to examine the
background for the purposes of reporting
the FIA in writing.

Amended DrafRegulations, with
proposed amendments circulated for
review and finalization

Detailed Amendments regarding
unusual transactions have been ma
to the Money Laundering Guidance
Notes and have also been included
the draft guidance notes for DNFBH
and fave consequently been
finalised.

The Money Laundering (Preventior
Guideline for Other Business
Activity) Regulations and the
amendment to the Money
Laundering (prevention) Guidance
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Notes (Amendment) Regulations
have been finalized and published
respectiely by Statutory Instrument
83 of 2012 and 82 of 2012.

Gaps closed

12.DNFBPi R.5, 6, 811

NC

No requirement for DNFBPs t
undertake CDD measures when:

They have doubts as to the veracity
adequacy of previously obtaing
customer identification dat

Transaction is carried out in a sing
operation or in several operations tl
appear to be linked

Carrying out occasional transactio q

in relation to wire transfers in th
circumstances covered by t
Interpretative Note to SR VII.

There is a suspicionof money
laundering or terrorist financing
regardless of any exemptions
thresholds that are referred
elsewhere  under the FAT|
Recommendations.

Entering relationship with custom
(whether permanent or occasion
and whether natural or legal persq
or legal arrangements) and verify tf
customer 0s i den
independent source documents, d
or information.

9 Deficiencies

identified for al
financial institutions as noted i
Recommendations 5, 6-18 in the
relevant sections of this report a
also applicable to listed DNFBP
Implementation of the specifi
recommendation in the releva
sections of this report will also app
to listed DNFBPs.

Though lawyers are aware of t
potential vulnerabilities in processgj
transactions without doing custom
due diligence, it is not mandatory f
them to make any reports with resp
to PEPs, no face to face businesg
39 party referral and cross bord
banking relationships for suspect |
activities where the offencd BT has
not been criminalised.

Refer to comments made under
Recommendations 5, 6;14.

See R24 in relation to CDD and STRS
for the Legal Profession. See also
sections 15, 16 and 17 of the MLPA.

The MLPA provides by virtue of
section 6 for the FIA tondertake
inspections and audits to ensure AML
compliance by the DNFBPs.

Specific guidelines are being drawn u
with respect to D
finalised shortly for review and
publication.

These Guideline have been drafted,
approved and shall bauplished in
October 2011.

The Specific draft guidelines with
respect to DNFBPs have been finalisg
for further review by a Drafting
Consultant prior to publication.
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No requirement for DNFBPs t
undertake CDD measures (when
person is acting on behalf of anoth
person) to verify the identitgnd the
authorization of mandatory of th
person.

No obligation under MLPA to verify
the legal status of legal person or le
arrangement.

No threshold amount is addressed
the MLPA.

No legislation exits to perm
compliance with Specig
Recommendzon

VIl against Financing of Terrorism.

No requirement to conduct ongoif
due diligence on the busine
relationship

No requirement for financig
institutions to ensure that documen
data or information collected und
the CDD process is kept dp-date
and relevant

No requirement for simplified CDI
measures to be unacceptable
specific higher risk scenarios

There are no rules or regulatio
requiring DNFBPs to comply with th
essential criteria of Recommendati
6,

There are no rules coveringhet

proposals of Recommendation 8, g

Detailed Guidance Notes regarding
DNFBPs have been made accepte
and finalised.

The Morey Laundering (Prevention
Guideline for Other Business
Activity) Regulations and the
amendment to the Money
Laundering (prevention) Guidance
Notes (Amendment) Regulations
have been finalized and published
respectively by Statutory Instrumen
83 of 2012 ad 82 of 2012.

Further Amendments have been

proposed to the drafting consultant
with respect to the Legal Professior
Act, Chapter 2.04 to provide for the|
duty to report.

These amendments amongst other
having been drawn up by the drafti
consultant areding reviewed by the
Legislative Drafting Department for
onward submission to Cabinet for
approval and thereafter to the
Parliament.

It is anticipated that the amendmen
to the Legal Profession Act shall bg
finalised on or before November
2012.

Gaps Clsed
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requiring  financial  institutions
DNFBPs to take steps to give sped
attention to the threats posed by n
technologies that permit anonymity

No requirement for financig
institutions to have policies an
proceduresin place to address ar
specific risks associated with no
faceto-face business relationships
transactions.

There are no rules requiring DNFB
to pay particular attention
relationships  with  persons

countries that do not apply the FAT
Recommenditions.

[1There are no rules to ensure that the
financial institutions are informed ¢
Concerns about the weaknesses in
AML/CFT systems of other countrie

There are no countegneasures fo
countries that do not apply the FAT
Recommendation, or applygm to an
insufficient degree.

Lawyers for the most part claim leg
professional privilege and a denial
awareness s to the prescribed S
form

13.Suspicious transaction
reporting

NC

Essential criteria 13.43 should be in
law / regulations this is not the case

The reporting obligation does n

apply to all designated categories

f The POCA and MLPA should b
amended to provide that:

Section 16 (1) (c) and 19 of the MLPA
requires the reporting of STR where
there are reasonable grounds to susp
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predicate offences undyt
Recommendation 1.

There is no leglly enforceablg
obligation for financial institutions t
report transactions which a
attempted but not complete
regardless of the value of itk
transaction.

STRs are not generated by finang
institutions when they should becay
there is neither anyuidance from the
FIA or in their policies ang
procedures as to what constitutes
suspicious transaction.

iii. Financial institution should repo
to the FIA (a suspiciou
transaction repoit STR) whent
suspects or has reasona
grounds to suspect that funds {
the proceeds of a criming
activity. At a minimum, theg
obligation to make a STR shou
apply to funds that are th
proceeds of all offences that 3
required to be included &
predicate offenes under
Recommendation 1.

iv. The filing of a STR must apply t
funds where there are reasona
grounds to suspect or they ¢
suspected to be linked or relat
to, or to be used for terrorisn
terrorist acts or by terroris
organisations or those whH
finance terrorism. All suspiciou
transactions, including attempte
transactions, should be report
regardless of the amount of t
transaction.

that a transaction involves proceeds g
prescribed offence.

An amendment has been done to
broaden the category of predicate
offences. See Recommendation 1.

The MLPA further extends the catego
of predicate offences to all criminal
conduct triable igher way or on

i ndictment by the
of fenceo under se

The MLPA and the Antirerrorism Act
section 31 and 32 also provides unde
section 19 for the filing of STRs wherg
there are reasonable grounds to susp
that the transdion or attempted
transaction involves the proceeds of
criminal conduct regardless of the
amount of the transaction.

Additionally, training continues to all
financial institutions in identifying an
STR and the procedure for its reportin

The gaps diserned by the examiners
have been closed.
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14.Protection & no
tipping-off

PC

There is no specific protection fro
both criminal and civil liability for
breach of any restriction on disclosl
of information imposed by contract
by any legislative, regulatory or|
administrative provision, if they repo
their suspicions in good faith to t
FIA.

There is no prohibition again
financial institutions, their directors
officers and employees (permang
and temporary) f
fact that &STR or related informatio
is being reported or provided to t
FIA.

1 The

indemnity should express
include MLROs and Compliang
Officers.  Additionally it shoulo
explicitly include legal and civi
liability which may arise.  Th¢
protection should be avable where
there is a suspicion or a reasong
belief even though the underlyir
criminal activity is unknown an
whether a criminal activity ha
occurred.

The MLPA should be amended
make it an offence for MLROJ
Compliance Officers, directors arf
enployees who tip off that a STR h
been filed.

Protection and No Tippingff are
addressed in section 16(2), (3) and
section 33 of the MLPA.

Further, section 37 of the MLPA
makes provision for criminal and
civil liability protection against
directors oremployees of financial
institutions.

Section 38 of the MLPA creates the
of fence of fAtipgp
person who obtains information in
any form as a result of his or her
connection with the Authority shall
not disclose that information to any
persm except as far as it is require(
should any such information be
wilfully disclosed, an offence is
committed and the offender can be
fined up to $50,000.00.

Section 16 (3) of the MLPA deals
specifically with MLROs wherein it
states that a financial ingttton or a
person enagaged in other business
activity makes any report pursuant
subsection 1, the financial institutio
or a person enagaged in other
business activity and the employee
staff, directors, owners or other
representatives of the financial
institution or person engaged in oth
business activity shall not disclose
the person who is not subject of the
report to any one elseetc
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The offence is therefore created
under section 16 (4) of the MLPA
where the fine imposed is not less
than $.00,000 and not exceeding
$500,000.

The prohibition to prohibit tipping
off of disclosures that are in the
process of being made has been
addressed under section 16 (4)

Section 16 (3) of the MLPA covers
suspicion and investigation under

section 33 of th MLPA. Consequently,
tipping off is prohibited for disclosures
that are in the process of being made
a suspicion has to be formulated first.

Proposed amendments have been
suggested to the Consultant drafter tg
deal specifically with tipping off that

fare in the proce

Draft Amendments to deal with
tipping off have been made by the
consultant drafter and have been
reviewed by the Legislative Drafting
Department and shall be presented
Cabinet for approval and
subsequently broughtefore
Parliament.

Pending
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15.Internal controls,
compliance & audit

PC

Provisions are contained in the Ig
but all financial institutions do nd
comply.

There is no requirement to appoin
compliance officer at th
management level and on going d
diligence on employees.

Where the financial institutions d
have policies and procedures there
deficiencies e.g. do not provig
guidance on treatment of unusu
complex and suspicious transactiot|

The general requirements &g
contained in documents vdh have
no enforceability for non complianc

There is no obligation for financiz
institutions and persons engaged
other business activity to establi
ongoing employee training to ensu
that employees are kept informed
new developments, includin
information on current ML and F]
techniques, methods and trends; &
that there is a clear explanation of
aspects of AML/CFT laws an
obligations, and in particula
requirements concerning CDD a
suspicious transaction reporting.

There is no obligtion for financial
institutions and persons engaged

other business activity to docume

i The provisions of the MLPA shoul
be extended so that all financ
institutions and other psons
engaged in other business activ
should appoint a Compliance Offic
at the management level who must
a fit and proper person, approved
the Board of Directors of the financi
institution with the basic function
outlined in the law.

1 The MLPA guidance notes should |
expanded to require that interrn
policies and procedures provide f
the Compliance Officer to hay
access / report to the board
directors.

The Guidance Notes (GN) and
paragraph 39 deals specifically with th
appointment ba compliance officer at
management level. The GN have beg
expanded to require that internal
policies and procedures provide for th
compliance officer to have access/rep
to the Board of Directors.

It must also be noted that paragraph 3
of the GNprovides for the appointmen
of a reporting Officer/Compliance
Officer, making it imperative that the
Officer reports directly to the Board of
Directors.

The GN in Part Ill 170.1 provides for
mandatory ongoing due diligence of
the compliance officer ahother
employees.

The MLPA legislates for employee dy
diligence under section 16(1)(0).

Recommendations by examiners have be
fully implemented.
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and implement screening procedu
for employees on an egoing basis.

16. DNFBPi R.1315 &
21

NC

No obligation to establish an
maintain internal procedures, polici
and controls to prevent Terrorig
Financing.

No obligation to communicat
internal procedures,
controls to prevent  Mone
Laundering and Terrorist Financin

to their employees.

None of the DNFBPs interviewed h
ever filed a STR to the FIA.

No obligation to develop appropria
compliance manageme
arrangements at a minimum t
designation of an AML/CF1
compliance officer at th
management level.

No obligation to put in plac
screening procedures to ensure h
standards when hiring employees

No obligation to give special attentic
to business relations and transacti
with persons (including legal entiti€
and other financial institutions) i

1 St Lucian authorities may wish f{

policies a f

consider amerndg the MLPA to
require DNFBPs to establish a
maintain internal procedures, polici
and controls to prevent Mone
laundering and Terrorist Financing.

St. Lucian authorities may wish 1
consider amending the MLPA
ensure that DNFBPs communics

intemal procedures, policies ar
controls, develop appropria
compliance manageme

arrangements and put in pla
screening procedures to ensure h
standards when hiring employe¢
Such amendments should also reqt
DNFBPs to give special attention
bushess relations and transactig
with persons (including legal entiti¢
and other financial institutions) i
jurisdictions that do not hayv
adequate AML and CFT systems.

St. Lucian authorities may wish 1
consider amending the MLPA
ensure that sanctionsnposed are
effective, proportionate an
dissuasive to deal with natural or leg
persons covered by the FAT
Recommendations that fail to comg
with national AML/CFT
requirements.

The MLPA provides for the FIA to
undertake inspections and audits to
ensire AML compliance by the
DNFBPs under section 6 of the Act.

In addition to the internal reporting
procedures currently under section 19
the MLPA, we are currently drafting
guidelines for the DNFBPs, which
guidelines will provide for internal
procedure and policies to control
AML/CFT those guidelines will also
make provision for employers and
employees alike to satisfy AML/CFT
obligations. See further
Recommendation 24.

Further, section 16 (1) (o) (i) mandatg
the development of programmes agai
money laundering and terrorist
financing.

Gap significantly closed

In addition section 2 (2) of the Money
Laundering (Prevention) (Guidance
Notes) Regulations creates a sanctior
for non compliance with AML/CFT
requirements ..

These Guideline have beerafted,
approved and shall be published in
October 2011, as regulations.
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jurisdictions that do not hav
adequate systems in place to prev
or deter ML or FT.

No obligaton to put effective
measures in place to ensure t
financial are advised of concer
about weaknesses in the AML/CH
systems of other countries.

Sanctions are not effectiv
proportionate and dissuasive

The Specific draft guidelines with
respect to DNFBPs have been finalise
for further review by a Drafting
Consultant prior to publication.

17. Sanctions

PC

The full ranges of setions (civil,
administrative as well as criminal) a
not available to all supervisors.

The lack of enforcement of crimin
sanctions negatively impacts t
effectiveness of the imposition
criminal sanctions.

1 The full range of sanctions (civi

admnistrative and criminal) shoul
be made available to all supervisor

Since the last Mutual Evaluation
exercise we have increased the lev
of enforcement, in that regard we
have revoked licences for non
compliance and have appointed
judicial managerto entities in
jeopardy.

The Revised FSRA Act has been
forwarded to a special legislative
subcommittee of parliament, wherg
representative stakeholders were
required to provide comments. Itis
expected that the FSSU shall provi
its response beforegmext sitting of
Parliament.

It is anticipated that upon the coming

into force of the

FSRA under section 40 other

administrative functions shall be

available to the AuthorityiThe
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Authority may require a regulated enti
to pay a late
filing fee of aprescribed amount wherg
that person fails té

(a) file a return or other information
required to be filed by that

regulated entity under this Act or any
enactment specified in

Schedule 1 at the interval set out in, 0
within the time required

by that enattment;

(b) provide complete and accurate
information with respect to a

return or other information required to
be filed by that regulated

entity under this Act or any enactment
specified in Schedule 1;

or

(c) pay the fee that is payable under
section 39 athe prescribed

time.

(2) A failure to file a return, provide
information or pay the fee

under subsection (1) is deemed to be
contravention for each day during
which the failure
The FSRA has been passed by
Parliament and s in effect.

Cabiret has decided to review the
Insurance Bill prior to resubmission to
Parliament. The Bill is currently bein
re submitted to Cabinet by the Draftin
Department.
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It is anticipated that the Bill shall be
passed by Parliament on or before
November 2012.

It is also noted that on the 20th Octol
2012 the International Tax Cooperati
Act No 6 of 2012 was passed. This

allows for the sharing of information i
relation to tax matters.

18. Shell banks NC There is no requirement for financi 1 The MLPA guidance note should | Paragraph 94 (m) of the GN
instituions to satisfy themselves th amended to require financi issued by FIA has been amended
respondent financial institutions in institutions to ensure that the require financial institutions to
foreign country do not permit the| correspondent b&s in a foreign ensure that their correspondent
accounts to be used by shell banks country do not permit accounts to banks in a foreign country do not

used by shell banks. permit accourd to be used by shel
banks.
Recommendation has been satisfig

19. Other forms of NC St. Lucia is advised to consider t| The MLPA makes provision via sectio

reporting

There has been no consideration 1

the implementation of a system f
large currency transaction reporting

There is no enforceable requireme
for financial institutions to implemen
an IT system for reporting curren
transactions above a specifi
threshold to the FIA.

implementation of a system In th
regard St. Lucia should include as p
of their consideration an possible
increases in the amount of STRs filé
the size of this increase compared
resources available for analyzing t
information.

21 for all cash transactions above
EC$25,000 to complete a source of
funding delaration in a prescribed
form.

Section 16 (1) (I) makes it mandatory
that upon the request of the FIA all
currency transaction above EC
$25,000.00 shall be reported to the FI

Further, it should be noted that under
section 16 (8) of the MLPA it is
mandatory that a financial institution g
a person engaged in other business
activity to record all transactions.
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Proposals are ongoing for increasing
staff at FIA for analyst and financial
investigators to deal with analysing al
STRs.

It has ber agreed that the staff of the
FIA should be increased. The FIA is
currently preparing for the interviewing
of persons shortlisted. The Office is
currently being reconfigured to
accommodate the increase in staff.

Discussions as to the feasibility okth
implementation of a system where all
(cash) transactions above a fixed
threshold are required to be reported
the FIA have been initiated and is
ongoing.

See further Recommendation 26 & 3
There has been consideration of the
implementation of a sysm by the FIA

which is financially restrictive.

Gap closed

20. Other NFBP & secure
transaction techniqueg

PC

Lack of effectiveness of procedur T

which have been adopted for mods

secure techniques Il

More onsite inspections are require

The Money Remittance Laws shoy
be enacted.

Standard provisions regardir
complex and unusually larg

transactions should be imposed sl

The Government of St. Lucia,

As a result of the Economic
Partnership Agreement (EPA) has
commenced an exercise of regulati
the Designated NerFinancial
Business Practices (DNFBP) and it
intended that this process will allow
for more effective regulatioaf that
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that DNFBP are mandated to

enhanced due diligence and mod
secured transaction techniques sha
be schedulednder the MLPA.

sector.

The Money Services Business Bill
will go through its remaining stageg
in Parliament on February 9 and 16
2010.

This Bill has been passed by
Parliament and came into effect on
the 3rd March 2010 as No 10 of
2010.

It should be noted that most financi
institutions provide an Internet
Banking Service. This is not only
restricted to account enquiries but
account transfers and transfers to
other agents such as Lucelec, Limg
Wasco.

Definition of transactions uler the
MLPA is not restricted and includes
Al nternet transad

Provision for modern secure
transaction techniques and
enhanced due diligence for
DNFBPs are included in section 16
of the MLPA.

A schedule of training shall
commence for other NFBRPm
January 2012.

Onsite Inspections/Review of
Policies and Procedures/
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Consultations/ Training have been
done with respect to the following:

Seven (7) car dealers

Ten (10) Insurance Companies
Inspections:

All Six (6) Commercial Banks.

A Consultamis being retained to
assist with the inspection of Credit
Unions, other Lending Agencies,
other Credit Institutions and
Investment Brokers which shall
commence August 2012.

Detailed Amendments regarding
unusual large transactions have be
made to thévloney Laundering
Guidance Notes.

These have also been included in t
draft guidance notes for DNFBPs tq
ensure enhanced due diligence an(
have consequently been finalised.

The Money Laundering (Preventior
Guideline for Other Business
Activity) Regulatbns and the
amendment to the Money
Laundering (prevention) Guidance
Notes (Amendment) Regulations
have been finalized and published
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respectively by Statutory Instrumen
83 of 2012 and 82 of 2012.

On site inspections continues to be
undertaken by the FIA. Audits
were done by the FIA with respect
Banks, Insurance companies, car
dealers and jewelers.

Onsite Inspections/Review of
Policies and Procedures/
Consultations/ Training have been
done with respect to seven (7) car
dealers, five (5) jewellers and
approximately 25 insurance agents
and brokers. This process is ongoir

21. Special attention for
higher risk countries

NC

There are no obligations whig
require financial institutions to giv|
special attention to busine
relationships and traastions with
persons including legal persons 4
other financial institutions from or i

countries which do not o
insufficiently apply the FATH
recommendations. f

There are no effective measures
place to ensure that financi
institutions are advised afoncerns
about weaknesses in the AML/CH
systems of other countries.

There is no obligation with regard
transactions which have no appar
economic or visible lawful purpos
the background and purpose of si

f The FIA should be

required
disseminate information about are
of concern and weaknesses

AML/CFT systems of other countrie
Financial institutions should also |
required as a part of their intern
procedures to review theseports.

Financial institutions and perso
engaged in other business activit
should be required to app
appropriate countemeasures here
a country does not apply or
insufficiently applies the FATH
recommendations.

The Revised GN makes reference to
regions that do not have proper
AML/CFT systems in place. Therefor
all countries that are not referred to
should be considered as higher risk
countries, for which high enhance dug
diligence should apply.

Paragraph 147 of the GN (regulation
provideshigh risk indicators and direct
the procedure to be adopted in
identifying NCCTs.

Reference is made to paragraph 147
the MLPA and Antiterrorism
regulations wherein by virtue of these
regulations the FIA has disseminated
information about areas of coern.
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transactions should, as far as possi
be examined and written finding
should be available to ass
competent authorities and auditors

There is no obligation that where
country continues not to apply

insufficiently applies the FATH
recommendations for St. Lucia to

able to apply appropate
countermeasures.

Amended Draft Regulations, with
proposed amendments circulated for
review and finalization. Further the
FIA has proactively disseminated
information about areas of concern by
forwarding the information to all
financial institutions and to the FSSU
now FSRA which has circulated the
information to the financial service
sector.

The information with respect to are
of concern has been circulated to &
registered agents and trustees.

These were forwarded by an
Advisory Circular on the 9th
Februay 2012

These shall also be forwarded to th
Insurance Council, ECCB, Credit
Union Department and the Bankers
Association.

The information with respect to are
of concern has been circulated to tf
Banker6s Associ 4
Insurance Council.

Thesewere forwarded by an
Advisory Circular dated the 26th
September 2012.

22. Foreign branches &

NC

There are no statutory obligatio

which require financial institutions t

I The details outlinedn the guidance
note should be adopted in the MLHR

The Revised GN reflects that foreign
branches and subsidiaries of financial
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subsidiaries

adopt consistent practices within
conglomerate structure. Although
this is done in practice, given tf
vulnerabilities, it should be made
legal obligation.

There are no enforceable meg
which require financial institutions t
ensure that their foreign branches ¢
subsidiaries observe  AML/CF
standards comstent with the homg
country.

No requirement for financig
institutions to inform their hom
supervisor when a foreign branch
subsidiary is unable to obser
appropriate AML/CFT measurg
because it is prohibited by the hg
country.

and applied consistently througha
the industry.

institutions observe AML/CFT
standards consistent with St. Lucia
Laws

The GN notes are published and have beg
given legislative enforceability.

Gaps closed

23. Regulation,
supervision
and monitoring

NC
(reflected
as PCin
the final
mutual
evaluatio
nreport)

The effectiveness of the FIA ll
negatively impacted becau
awareness of the FIA and its role
AML/CFT matters is relatively low in
some parts of the financial sector.

The FIA has only recently attemptg
to provide written guidance to th
sector and not all stakeholders :
aware of the existence of the guidar
notes.

The regulatory and superviso
measures which apply for prudent
purposes and which are also relev,
to money laundering is not applied
a similar manner for anthoney
laundering and terrorist financin

St. Lucia should consider
registration or licensing process f
money or value transfer servi
businesses.

The Government via Meney
Services Business Act allows for the
regulation and licensing of money an
value transfer services.

Gaps closed
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purposes, except where speci
criteria aldress the same issue in {
FATF methodology.

Money or value transfer servig
businesses are not licensed

24. DNFBP- regulation,
supervision and
monitoring

NC

No supervision of the DNFBPs Il

No supervisory regime that enegi
they are effectively implementing th
AML/CFT measures required und

the FATF Recommendations 1

No monitoring by Bar Association.

St. Lucian authorities may wish {
consider regulating DNFBPs arf
strengthen the relationship betwe
the FIA and DNFBPs.

The Legal Profession Act needs to
re-visited with respect to th
monitoring and sanctions that may
applied by the Bar Association.

Additionally, the Association neec
funding, its own secretariat office ar
other technical resources so as
decrease its reliance upon th
Registrar of the Court.

More focus also needs to be plag
upon continuing legal education
members and implementing
AML/CFT policy component into thg
Code of Ethics.

The concept of legal profession
privilege also needs toebput in
context if lawyers are to be expect
to report STRs and th
recommendations which outline
good faith, high standards al
competent counterparts must

factored into these provisions.

We are currently drafting guidelines fqg
the DNFBPs, which gidelines will
provide for internal procedures and
policies to control AML/CFT those
guidelines will also make provision for
employers and employees alike to
satisfy AML/CFT obligations.

The lack of a Bar Association
secretariat makes information
dissenmation difficult. For years now
the Bar Association has not existed w
a very strong structure. There are
however association meetings althoug
poorly attended. The most effective
communication tool for reaching the
Attorneys is via their email as all
Attorneys are part of an email
circulation.

In that regard, we have undertaken to
introduce members at a Bar Associati
meeting MLPA and Terrorism
financing legislation and issues.

Additionally we have decided to use tl
email which is most effectivelysed by
all counsel to circulate email to
members on their continuous
obligations for customer due diligence
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These Guideline for DNFBP s have
been drafted, approved and shall be
published in October 2011, as
regulations.

The Specific draft guidelines thi
respect to DNFBPs have been finalise
for further review by a Drafting
Consultant prior to publication.

Detailed Guidance Notes regarding
DNFBPs have been made, accepted
finalised and are expected to be pass

The Money Laundering (Preventior]
Guideline for Other Business
Activity) Regulations been finalized
and published respectively by
Statutory Instrument 83 of 2012.

Members of the Legal Profession wou
also be guided by the provisions of th
DNFBP6s Gui dance

Further Amendments haveen

proposed to the drafting consultant
with respect to the Legal Professiol
Act, Chapter 2.04 to provide for the|
duty to report.

These amendments amongst other|
having been drawn up by the drafti
consultant are being reviewed by tl|
Legislative Drafing Department for
onward submission to Cabinet for
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approval and thereafter to the
Parliament.

It is anticipated that the amendmen
to the Legal Profession Act shall bg
finalised on or before November
2012.

It is to be noted the lawyers have
already beescheduled to the MLPA
and are obligated to adhere to the
provisions of that Act.

25. Guidelines &
Feedback

NC

The guidance notes issued by the F
does not give assistance on iss
covered by relevant FAT
recommendations

FIA does not provide feedbatk the
financial institutions on STR filed an
FATF best practices

1 The guidance notes issued by the F
should be vcirculated to a
stakeholders.

I Consideration should be given to t
FIA to providing regular feedback 1t
financial institutions and othe
reporting parties who file Suspiciol
Transactions Reports.

 The authorities should consid
reviewing the level of involvement ¢
the FIA within the financial
community, though there have be
some interaction, there is clearly
need to provide additionakminars,
presentations, guidance and advice
financial institutions and othe
reporting parties.

The Revised GN makes provision for
acknowledging receipt of the STRs ar
providing feedback reports to parties
who file STRs.

This will be achieved bysing special
reference numbers or identification
codes, to protect the identity of the
person being investigated.

The receipt of STRs are being
acknowledged by the FIA. Currently
the logistics of feedback are being
considered by the FIA.

Currently,quarterly meetings are held
with compliance officers in relation to
filed STR&s, gene

Further, there is also specific feedbac
in relation to a matter where there is 4
likelihood of prosecution and/or furthe
investigations.
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Gaps closed

In addiion to the number of onsite
inspections, training workshop
conducted by the FIA, the FIA has als
embarked on a number of news pape
articles.

The Office of the Attorney General
shall also issue an annual publication
which first publication shall be
published in March 2013 wherein
articles are written to sensitise reader
on AML/CFT matters.

Institutional and other
measures

26. The FIU

PC

There is no systematic review of t| §

efficiency of ML and FT systems.

Periodic reports produced by the F
are not published; also they do n
reflect ML trends and activities.

A number of reporting bodies are l

to receive training with regard to tk
manner of reporting.

Some stakeholders were unaware
specified reporting form.

St Lucian Authorities should ove
quickly and pass the Prevention
Terrorism Act. This will certainly
help to strengthen the AML / CF
framework of the Country.

Consideration should be given to t
establishment of clear arn
unambiguous roles in the FIA.

The authorities should cowgr
giving the Board of the Financiz
Intelligence Authority the power t
appoint the Director and staff witho
reference to the Minister.

The authorities should consid
reviewing the level of involvement ¢
the FIA within the financia

The AntiTerrorism Act was brought
into effect in December 2008.

The Anti-Terrorism (Guidance Notes)
Regulation S| 56 of 2010 was
published on the 26th May 2010 and i
in effect. A breach of which constitute
an offence, liable to a fine not
exceeding $1million.

A new staffing initiative
providing for increased statf®
the FIA should allow for

(1) an effective and systematic
review of the MLand FT
systems. In theneantime
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community, thoughthere have bee
some interaction, there is clearly
need to provide additional semina
presentations, guidance and advice
financial institutions and othe
reporting parties.

ongoing reviews continue of
foreign and domestic banks ar
credit unions.

(2) Increasettainingto the
various financial istitutions
and reporting bodies.

Section 4(5) of the MLPA gives the
Board of the FIA the power to appoint|
the Director without being subject to ti
approval of the Minister.

Under sections 5, 6, 7 and 8 of the
MLPA 2010 the functiongyowers etc
are provided for.

In addition the section 4 (5) of the
MLPA 2010 is being amended by
deleting and substituting the
following: The Authority shall appoint
a Director and such other general
support personnel as the Authority
considers necesseon such terms and
conditions as the Authority may
determine. The Money Laundering
Prevention (Amendment) Act has bee|
passed by at the last sitting of
Parliament in February 2011.

Two additional financial investigators
have been appointed to the FIA.

Budgetary provisions have been mad
for the appointment of a Deputy
Director, analyst and Legal Officer.
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Provision has been made for two
additional financial investigators from
the Customs and Excise Department.

It is anticipated that one financial
investigator and an additional analyst
shall be attached to the FIA on or befq
the 30th September 2012. These
officers prior to being assigned to the
FIA shall be required to undergo the
requisite Know Your Employee to
ensure that the incoming persons @fre
the highest integrity.

The two additional officers ( one
investigator and one analyst) to be
assigned to the FIA shall now take
effect on the 1st of March 2013.

27. Law enforcement
authorities

NC

No legislation or other measures hg
been putin place to allow for the
postponement or waiver the arrest
suspected persons when investigat
ML or seizure of cash so as to ident
other persons involved in su
activity.

Investigation structure not effective
Low priority given to ML and FT|

crime by the Police, there has been
prosecution to date.

Investigative structure mechanism
ineffectivei unable to ensure polig
did its function property

9 Greater priority should be given tot
investigation of ML / TF cases by th
Pol i ce anadffice. he [

I It is recommended that a Financ
Investigation Unit be set up as part
the Police Force to investigate mon
laundering, terrorist financing and &
other financial crimes. The necess:
training should be provided t
Officers who will staff his unit

We have worked with UKSAT
(Security Advisory Team) who
have provided t
office and the FIA in prosecution
matters and who have also provid
training for the judiciary to assist if
the facilitation of effective
prosecution. As eesult there are
two pending cases before the cou
for confiscation.

The investigative powers of FIA
has been enhanced in ensuirng th
there is now a designate law
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enforcement authority with
responsibility for ensuring the MT
and TF offences are instgated.

An MOU for AML/CFT has been
prepared to enhance inter agency
cooperation among the Police, FIA
Customs and Inland Revenue
Department. The purpose of the
MOU is to enhance inter agency
cooperation with regard to
investigation and prosecution.

It has been agreed that the staff of the
FIA should be increased. The FIA is
currently preparing for the interviewing
of persons shortlisted. The Office is
currently being reconfigured to
accommodate the increase in staff.

Recommendation is now fullgompliant.

28. Powers of competent
authorities

LC

The FIA is not able to take witne
statements for use in investigationg

FIA cannot search persons
premises which are not financi
institutions or businesses of financ
nature

Section 44) to the MLPA preserves
the power of officers of the FIA who
are Police officers, Customs officers
and Inland Revenue officers. The
concomitant effect of this is that they
retain the powers afforded to them
under the Police Act, Criminal Code,
Cudoms Act and Income Tax Act
which allows the taking of witness
statements for use in investigations t
search of any premises.

Gaps Closed
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29. Supervisors

PC

Effectiveness of the ability g T
supervisors to conduct examinatig
is negatively impacted by the
differing levels of the scope of th
examinations and the training of stg

There is no obligation which gives tf
FIA adequate powers to monitor a
ensure compliance by financi
institutions  with requirements t
combat money laundering ar
terrarist financing consistent with th
FATF recommendations.

St. Lucia should expedite th
implementation of the SRU whic
will assist in harmonizing superviso
practices and may lead to mg
effective use and cross training
staff.

The Financial ServiceRegulatory
Authority Bill will be going through its
final stages in Parliament in February
2010. Therefore establishing the sing|
Regulatory Unit. The supervisors hav
recently received the benefit of trainin
from the FIA on Money Laundering ar
Finarcing of Terrorism compliance
procedures.

Notwithstanding the fact that the SRU
has not been implemented, currently,
the FSSU is responsible to uphold tha
mandate in harmonizing the supervisq
practices.

Ordinarily supervisors anequired to
monitorand ensure compliance
procedures whicincludes AML/CFT.
The training receivedill ensure that
supervisors are possessed of the spe
knowledge required to ensure effectiv
compliance of AML/CFT.

Under the MLPA FIA, section 67 910
(h) has been maatkd with the specifig
function to inspect and conduct audits
of financial institutions to ensure
compliance with the Act.

The FSRA has been passed by
Parliament and is in effect.

The office of the FSRA occupies new
premises and officers of the FSRA
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opeate as such and not as officers
under the old regime of the FSSU.

The Board of the FSRA has been
appointed and has commenced
operations. The
was convened on the 21st February
2013. Notwithstanding, the
supervisory role has alwayeen
undertaken and executed by the train
staff of the FSSU whose role and
responsibility was and continued to b
harmonization and supervisory
practices.

30. Resources, integrity
and training

NC

The FIA is not sufficiently staffed an §

trained to fuly and effectively
perform its functions

The Law enforcement agencies ¢
not sufficiently staffed and trained
fully and effectively perform thei
functions.

The independence and autonomy
the Authority as is
structured could be subjected
undue influence and or interference

Inability to maintain trained staff
Inability to maintain ongoing stai
training

The FIA and the other compete
authorities are lacking in th
necessary technical
resources to effectively impleme

presentl ¢

and hum q

The FIA should be staffed with
lease two dedicated Analyst.

St Lucian Authorities may wish t
consider sourcing addition
specialize training for the staf
particularly in  financial crime
analysis, money laundeg and
terrorist financing.

The authorities should consid
providing additional resources to Ig
enforcement agencies since pres
allocations are insufficient for the
task. All of these entities are in ne
of additional training not only in ML
[ TF matters but also in th
fundamentals, such as investigati
and prosecuting whiteollar crime.

Adequate training in ML and T
should be sourced for Judg

A new staffing initiative providing for
increased staff to the FIA should allow
for

3 an
effective
and
systematic

review of the ML and FT
systems. In the meantime
ongoing reviews continue of
foreign and domestic banks
and credit unions.

(4) Increasedraining to the
various financial institutions
and reporting bodies.

The UKSAT (Security Advisory Team
has provided trai
office and the FIA on prosecution, ang
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AML/CFT poalicies and activities an
prosecutions

Prosecutors and Magistrates so a
broaden their understanding of t
various legislations.

has also provided training for the
judiciary which will facilitate effective
prosecution.

UKSAT (now ECFIAT) has organised
training for Magistrate and Prosecutor
for September 2010.

It has been agreed that the staff of the
FIA should be increased. The FlIA is
currently preparing for the interviewing
of persons shortlisted. The @# is
currently being reconfigured to
accommodate the increase in staff.

With the new staff structure one persg
has been identified to be an Analyst..

There is always ongoing training for
personnel dealing with ML/FT such
Cyber Crime investigation whichas a
financial crime investigation aspect as
well. Two investigators have receive
training in investigating techniques to
assist in the investigation of crime.

Training was also held for Magistrate
money laundering and terrorism
financing in Janary 2011.

Training for FIA personnel was
undertaken in July 2011 in financial
analysis sponsored by Egmont.
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A cash seizure seminar for prosecuto
and financial investigators was held in
August 2011.

Training has been identified in
techniques of finarial investigation
and another for intelligence gathering
analysis scheduled for October and
December 2011 respectively

The FIA currently has in place one
financial analyst.

On the 26 and 27" of March 2012
ECFIAT and ECSC JEI held a mock
trial confiscation program for judges,
prosecutors and financial investigator

It is anticipated that one financial

investigator and an additional analyst
shall be attached to the FIA on or befq
the 30th September 2012.

Two Officers of the FIA did a Tactical
Analysis Training intensive programm
in May 2012.

In September 2012 two other officers
attended a Tactical Analysis Training
programme in Antigua.

In December 2012, the FIA provided
training on customer due diligence,
risks, and red flag issues for FSR#af$
particularly in reference to the
Insurance Industry.
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Also in January 2013, the FIA
completed training with the rest of the
Insurance companies.

A second inspection and awareness
program was also undertaken by the
FIA with respect to car dealers and
jewellers.

In January 2013, the FSRA facilitated
training workshop with a consultant
from ECCB wherein part of the trainin
was with respect to on site inspection
which component also dealt with
AML/CFT.

The two additional officers ( one
investigatorand one analyst) to be
assigned to the FIA shall now take
effect on the 1st of March 2013.

Quarterly meetings are held by FIA
with the compliance officers from the
financial institutions.

In addition, Officers from the FIA are
assigned to specific grpings to liaise
with compliance officers to assist and
make recommendations on their
respective AML/CFT systems.

31. National ceoperation

NC

There are no effective mechanisms

place to allow policy makers, such

i Consideration should be given to t
establishment of an Anti Money
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the FIA, FSSU and other competg
authorities to cooperate and whg
appropriate, coordinate domestical
with each other.

Coordination and  cooperatic
amongst agencies is -hdc and
inconsistent.

No provision for competen
authorities to effectively develop ar
implement policies and #uities for
AML/CFT.

Laundering Committee. Th
Committee should be given the leg
authority to bring the variou
authorities together regularly |
develop and implement policies a
strategies to tackle ML and TF. TH
Committee should also be tasked w
providing public education on issu
of ML and TF.

St Lucia may wish to considé
establishing a multilatera
interagency memorandum betwe
the various competent authoritig
This wauld enable them to cooperatl
and where appropriate, coording
domestically with each othe
concerning the development a
implementation of policies an
activities to combat ML and TF.

Consideration should be given
developing a process that wouldoail
for a systematic review of th
efficiency of the system that provig
for combating ML and FT.

A White Collar Crime Task Force was
established in 2008 implemented whig
brings together high level persons frof
the Police, FIA, DPP, Attorney

Ge n e r ambers, C@toms, Inland
Revenue, for the main purpose of co
operating and cordinating
domestically to effectively develop an
implement AML/CFT policy.

The committee meets regularly.

More exposure has been given to
members of the international fora to
develop their appreciation for
AML/CFT issues.

Additionally a committee has been
created to monito
implementation of the 40 and 9
recommendations, and to continue
police its legislation and policy to
ensure that it remains effectiireits
ability to deal with AML/CFT issues.
The committee has met frequently sin
its implementation in March 2009 and
has proposed major changes to the
current MLPA. The committee has
advised on the implementation of poli
to strengthen the AML/CFT &mework

Arrangements have been made for FI
and Police to execute an MOU within
the next two weeks, which shall assisi
and facilitate cooperation between the
two entities.
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The MOU between the FIA and the
Police has been signed and since the
the two agncies have collaborated on
number of investigations.

The FSSU is a member of the Oversig
Committee for CFATF.

A joint MOU has been signed by law
enforcement stakeholders to provide i
mechanism for cooperation and
coordination.

Currently, the exeise by the CFATF
Committee in completing the SIP
templates provides and allows for a
systematic revi ew
overall ML and FT system in combatin
money laundering and terrorism
financing. It allows for the
identification of the weaknesses and
strengths in the system.

Currently an MOU between FIA and
Inland Revenue Department has beer
executed. An MOU between Custon
and Excise Department has also beer
executed.

Further, the MLPA has been amende(
to also allow for the dissemination of
information to the Customs and Excis
Department, Inland Revenue
Department.
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Bimonthly meetings are convened wit
the Central Intelligence Unit, Drug
Squad, Custom Intelligence Unit and
Special Branch. These meetings
commenced in January 2013.

32. Statifics

NC

Legislative and Structural framewo
does not exist and there are no cg
relative to terrorism as a predicg
offence. Thus no statistical data w
available

They do not keep comprehensi
statistics and these are 1

disseminated or acknowlgdd as ¢

received

There are no reviews of th
effectiveness of the systems f
combating money laundering al
terrorist financing.

There are no reviews of th
effectiveness of the systems f
combating money laundering ai
terrorist financing.

Could not be pplied as there is n
data where no ML prosecutions ha
been conducted

M Consideration

should be giveg
towards putting in  place
comprehensive framework to revie
the effectiveness of the system
combat ML and TF on a regular a
timely basis.

The polcy targets proffered by th
AG/Minister of Justice should b
implemented particularly:

v. The training of the
prosecutorial agencie
particularly in the areas notg
above for which they ar
wholly deficient

vi. The funding of interna
programmes to improve th
quality of technical ang
human resources

vii.  The dissemination o
information on AML/CFT
policies and activities fo
implementation as interng
policies.

The MLPAunder section 5 and 6 (h)
permits the FIA to review the
effectiveness of the systems for
combating money laundering and
terrorist financing.

The UKSAT (Security Advisory
Team) has provided training for the
DPP6s office and
prosecution, and hadso provided
training for the judiciary which will
facilitate effective prosecution. As a
result there are two pending cases
before the court for confiscation.

The FIA has increased the range of
statistical data to include wire transfer
which has beefacilitated by an
improved database and two persons
have been designated to collect
statistical data. See R 31 for MOUs
between local authorities.

It should be noted that the FSRA whe
passed legislates for an MOU to be
executed between the FIA and the
FSSR.
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viii.

A structured system whic
promotes effective nationg
cooperation between loc
authorities.

Section 6 (h) provides for the FIA to
inspect and conduct audits of a finang
institution or a person engaged in oth¢
business activity to ensure. This in s€
allows for some review of the system.

Currently, the exercise by the CFATF
Committeein completing the SIP
templates provides and allows for a
systematic revi ew
overall ML and FT system in combatin
money laundering and terrorism
financing . It allows for the
identification of the weaknesses and
strengths in the systemThat in effect
will be a review, which upon
completion can be referred on a regul
bases to improve on the system and
further develop S

Currently FIA maintains a data base f
statistics reflecting but not limited to
STRs, receivednd disseminated,
money laundering investigations,
property frozen, restrained, seized an
mutual legal assistance, foreign reque
made, foreign request received, wire
transfers, types of suspected offences
nationality of suspects, reporting
institutiors etc.

Onsite Inspections/Review of
Policies and Procedures/
Consultations/ Training have been
done with respect to the following:
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Seven (7) car dealers
Ten (10) Insurance Companies
Inspections:

All Six (6) Commercial Banks.

Inspections with respéeto insurance
companies are usually executed in
one day; the banks over a period o
three days and the car dealers half
day.

It is intended that updates shall be
obtained every six months from
agencies with whom the FIA would
have interacted.

A Consutant is being retained to
assist with the inspection of Credit
Unions, other Lending Agencies,
other Credit Institutions and
Investment Brokers which shall
commence August 2012.

Updated Statistics from the FIA:-

No. of Cash Seizures: 7

Total Value of Cas Seizures: XCD740

028.00

No of Cash Forfeiture Applications
Pending: 6
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No of Forfeiture: 1
Total Value $135,000.00

No. of Production Orders: 2

No of Directors Request: 120

No. of Restraint Orders presently: 10
Total Value of Restraint Orders: XGD
749, 498.00

No. of Confiscation Cases under
investigation: 22

No. of Confiscation matters presently
before the Court: 1

Potential Benefit/Value of Confiscatiol
Matters under investigation: XCD10,
745, 845.00

No. of STRs from Financial
Institutions 41

No of STRs from other business
activitiesi 15

No. of money laundering cases under
investigations: 3

No. of mutual legal assistance sent by
FIA:- 3

No of joint investigations and
operations: 1
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No of officers trained in specific areas
of AML/CFT:- 3

Statistical Information from the

ESRA (FSSU):

Data and detailes of ongoing training
stakeholders regarding reporting
requirements:

New reporting forms were introduced
order to maintain statistical informatio
and monitor the business of
international financial services
representation conducted by licensee

A list of countries having strategic
deficiencies in relation to AML/CFT
was circulated to institutions in order ]
apply scrutiny when transacting
business.

Guidance Notes for Internanal
Mutual funds Act was Revised July
23, 2012.

Data on the number, natures and
outcomes of interventions at
financial institutions and persons
engaged in other business activitie

- The licence of an Insurance
Broker. was suspended due tg
insolvency.
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An Insurance Broker was aske
to cease doing business since
was operating without a licenc
to solicit and negotiate
insurance business. Hence, it
was in breach of the Insurance
Act. The company then applig
to the Registrar to be licenced
as an Inswance Broker.
However, upon review of the
application, the Registrar
concluded that the application
did not satisfy the conditions
for registration and the
application was denied.
Subsequently, the company
appealed to the Tribunal for th
reversal of theecision of the
Registrar. The matter was hel
and the Tribunal upheld the
decision of the Registrar not tq
i ssue a broker
company.

Two (2) insurance companie
are under Judicial Managemer

The licenses of two (2)
insurance brokers were
cancelled

For the year 2011 five (5)
Incorporated Cells (ICs) were
cancelled. One IC was
cancelled on March 22, 2011
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and the remaining four were
cancelled on September 9,
2011.

Data on compliance failures
identified by the regulatory
examination programe:

A number of companies did not
submit audited financial accounts
within the stipulated time.

Data on the number of cases whers
sanctions have been applied:

EC$237,875 represents the amoun
collected with regard to entities
which did not submit theiaccounts
on time for year 2011.

Updated as at 13February 2013
No. of Cash Seizures: 10

Total Value of Cash Seizures:
XCD1, 062, 555.90

No. of Forfeiture Orders: 2
Total Value $364, 145.42

No. of Production Orders: 5

No. of Directors Request:
approximately 643
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No. of Restraint Orders presently:
Total Value of Restraint Orders:
XCD7, 749, 498.00

No. of Confiscation Cases under
investigation: 28

No. of Confiscation matters
presently before the Court: 1

Potential Benefit/Value of Confiscati
Matters under investigation:
approximately XCD12, 245, 845.00

In November 2012 one individual was
extradited pursuant to the Extradition
Act and one was surrendered pursual
to the Backing of Warrant Act.

Statistics from FIA for the
periodAuqgust 202 and February 2013

Processing of STR$65 SARs were
filed, of whichl16 are under

investigation24 are pending and5
have been closeé;were referred to the
Police.

Number of SARS received vs number
referred to DPPof the65 SARS
filed O were refered to the DPP for
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prosecution, howeves were referred to
the Police

ML/FT investigations initiated?
money laundering investigations were|
initiated during the period

Details of ongoing training to
stakeholders relative to manner of
reporting.

Efforts taken to ensure widespread
awareness of specific STR reporting
form.

AML Compliance Meeting held in
October 2012 with 12 Insurance
Brokers.

AML Compliance Meeting held in
October 2012 with 6 Banks.

AML Audit conducted in November
2012 with 3 Jewellers.

Compliance training was conducted
with respect to 13 Insurance/brokers i
November 2012.

Compliance training was conducted
with respect to 6lnsurance/brokers in
December 2012.
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Compliance training was conducted
with respect to 5 Insurance/brokers ir
and 5Banks in February 2013.

33. Legal persoris
beneficial owners

PC

There are inadequacies and lack
transparency in collating an
maintaining accurate informatig
which negatively affects access
beneficial information

Minor shortcoming in the
transparency of trust deeds.

Registered agents have to
compelled by court order to comp
even at onsite visit by FSSU. Min
shortcoming in the transparency
trust deeds.

Registered agents have to
compelled by court order to comp
even at ons$e visit by FSSU.

1 The St. Lucian authorities may wis
to adopt the following measures:

viii.  Adequate training for th
staff on AML/CFT measureg

ix. Adequate database th
allows for timely and eas
verifications of type, natur
and ownership and control
legal persons and custom
identification data.

X.  Recruitment of additiona
staff with the requisitg
gualifications, training an
expertise or experience
handling corporate matters.

Xi.  Legislative amendmer
which mandates adequdg
transparency concerning tt
bendicial ownership ang
control of legal persons.

xii.  Legislative amendment
which addresses th
effectiveness of penalties al
the imposition of sanction
by the Registrars as well i
the judiciary.

Xiii. Policy manuals that provid

rules in relation to regulg

See R 29 in respect of training.

All financial institutions, credit unions
are now subject to regular and-on
going training on customer due
diligence .

The FIA is in the process of providing
training on AML/CFT measures for:

FSSU staff, Registrar of Companies,
Co-operatives, Insurance, Registrar of
International Business Companies,
Registrar of International Trusts and
Attorney General 6

In March 2009, an automated systen
was introducd in Registry of
Companies which allows for timely
and easy verification of type nature,
ownership and control of legal persor
regulated by the Registrar of
Companies. The database is up to d

The Companies Act of St. Lucia
mandates the striking offfie register a
company that does not file annual
returns. Those returns require amon
other things that information
concerning beneficial ownership is
disclosed.
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reporing to the Ministers
proper policing of
companies, AML/CFT
guidelines on detecting ar
preventing the use of leg
persons by mone
launderers.

Xiv. An internal or externa
auditing  regime  whick
provides the necessa
checks and balances f
accuracy and curmey of
files.

Xv.  Operational independence
the Registrars.

See R 4 in relation to Registered Age
and Trustee Licensing Act Section 26
which spedically provides for
disclosure to any regulatory body oth
governments under MLAT to the
FSSU and by a Court Order.

With respect to Insurance companies whe
a party is applying to register all
information can be obtained and is
accessible under request

The Pinnacle database is up to date.

Article 5 of the Tax Information Exchange
Agreement allows for the exchange of
information.

The Insurance Act has penalty provisions
which allows for fines, desist, revoke,
intervene in the operations of the compa

An amendment dated 22nd Octol
2012 was passed with respect to
International Business Companies A
to provide for a valid certificate ¢
compliance to be issued by the Direc
of Financial Services to IBCs licencs
to undertake banking, insuree and of
mutual fund business.

34. Legal arrangemenis
beneficial owners

NC

No requirement to file beneficia

ownership information

f

It is recommended that St. Lucig
Authorities implement measures
facilitate access by financiz

institutions to beneficial ownersh

See R 33 and R4.

An amendment dated 22nd Octol
2012 was passed with respect to
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Non disclosure of beneficia
ownership to Registered Agents
enabled by the secrecy provision
the Internabnal Trusts legislation

No obligation to disclose benefici T

ownership information to th
competent authorities without
warrant from the court or the FSS
stating the direct purpose of for t
request to inspect individual file

Trusts created within theector are
usually well layered so that benefic
ownership is not easily discerned

and control information so as ttaav
customer identification data to §
easily verified.

Also, given that any compulsot
power for the purpose of obtainin
relevant information would have {
originate from the exercise of tk
Courtds power s (
the Registered Agent, treeappears t(
be no guarantees that the informat
would be provided. Notably, n
attempts have been made via

Courts to instill this compulsor
power. Hence, attempts at Co
action is recommended as a mean
improving the effectiveness of th
FSSUto obtain relevant information

International Business Companies A
to provide for a valid certificate ¢
compliance to be issued by the Direc
of Financial ServicesotIBCs licenced
to undertake banking, insurance and
mutual fund business.

International Co-
operation

35.Conventions

NC

Palermo and Terrorist Financin 1

Conventions have not been ratified
No Anti-Terrorism Act
UNSCR not fully implemented.

St. Lucia needs to sign and ratify
otherwise become a party to and fu
implement the Conventions whig
relate particularly to the Palerm
Convention, Terrorist Financin
Convention, Suppression of FT a
UNSCRs relating to terrorism.

Implement the legaframeworks for
these conventions in particular,
enact its AntiTerrorism Act.

The convention on trans national
organised crime has been approved f
ratification by Cabinet who have furthg
advised on implementing legislation fg
the convention. The @wention is
given the force of law through the
enactment of the MLPA, Counter
Trafficking Act No. 7 of 2010 and the
Criminal Code (Amendment) Act No.
of 2010.

Cabinet has considered the Conventiq
on Corruption for its ratification.

The AntiTerrorismAct has been
implemented.
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Steps are being taken to have these
conventions acceded to. Itis
anticipated that the instruments of
accession shall be deposited on or
before the end of November 2011.

On the 18 November 2011 Saint Lucii
acceded to the tarnational Conventior
for the Suppression of Financing of
Terrorism.

On the 25th of November 2011 Saint
Lucia acceded to the United Nations
Convention against Corruption.

Further Saint Lucia is already is a
signatory to the Palermo Convention,
having sgned on the 26September
2001.

In July 2012 Cabinet approved the
accession and or ratification of the
following conventions:

International Convention for the
Suppression of Terrorist Bombings.

Convention on the physical Protection
of Nuclear Materiallnternational.

Convention Against the Taking of
Hostages.
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Protocol Supplementary to the
Convention for the Suppression of
Unlawful Seizure of Aircraft.

Convention on the Suppression of
Unlawful Acts relating to International
Civil Aviation.

The Instruments have already been
drawn up and are awaiting signing an
depositing. This process should be
completed within the next two weeks.

Further, the Draft memoranda to
Cabinet with respect to the following
protocols and conventions, having beg
reviewed ad finalised by the
Honourable Minister for Legal Affairs
are being considered by Cabinet for
ratification and or accession and it is
anticipated that the respective
instruments with respect to these sha
be deposited on or before November
2012:

Protocolof 2005 to the Protocol for the
suppression of unlawful Acts Against

the Safety of Fixed Platforms located

the Continental Shelf.

Protocol of 2005 to the Convention fo
the Suppression of Unlawful Acts
against the Safety of Maritime
Navigation.
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Intermational Convention for the
Suppression of Acts of Nuclear
Terrorism.

Convention on the Prevention and
punishment of Crimes Against
Internationally Protected Persons.

Convention on the Marking of Plastic
Explosives for the purpose of
Identification.

Amendment to the Convention on the
Physical Protection of Nuclear Materig

It is noted, that although Saint Lucia is
proactively attempting to prepare and
deposit the releavant instruments with
respect to all the applicable conventio
and protocols, Saintucia having
acceded to the International Conventi
for the Suppression of Financing of
Terrorism on the 18th of November
2011 by virtue of Article 2 (2) of that
convention has acceded to all the
annexed conventions without
reservation.

Further, the AntiTerrorism Act has
incorporated by reference the provisiq
of the International Convention for the
Suppression of Financing of Terrorisn,
and consequently is domestically
implemented.

Gaps Closed
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The instruments of accession and
ratification have beerdrawn up ang
signed with respect to all the outstand
Conventions and Protocols. These w
forwarded to be deposited a
confirmation with respect to th
depositing of one convention is awaitg

Saint Lucia has accordingly acceded
and ratified tle following Conventions
and or Protocols:

Protocol to the convention for th
suppression of unlawful seizure
aircrafti 12th September 2012.

Convention on the punishment of crim
against protected persons 12th
November 2012.

International Convendn for the
suppression of terrorist bombingd 7th
October 2012.

International Convention for th
suppression of Acts of Nuclear terrorig
T 12th November 2012.

Convention on the Physical Protection
Nuclear Material 14th October 2012.

Convention @ the Suppression (
Unlawful Acts relating to Internationg
Civil Aviation 1 12th September 2012.
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Convention Against the Taking ¢
Hostages 17th October 2012.

Protocol of 2005 to the Protocol for tf
suppression of unlawful Acts against t
Safety ofFixed Platforms located on th
Continental Shelf 6th February 2013.

Protocol of 2005 to the Convention f
the Suppression for the Suppression
Unlawful Acts against the Safety

maritime Navigation 6th February 201

Amendment to the Conventioron
Physical Protection of Nuclear Materi
- 8th November 2012.

The following instrument has beg
deposited and confirmation is awaited

Convention on the Marking of Plast
Explosives for the purpose
identification.

36. Mutual legal
assistance
(MLA)

PC

The underlying restrictive conditio
of dual criminality is a shortcoming.

The condition of dual criminality
applies to all MLA requests includin
those involving coercive methods.

No clear channels for emperation.

I The underlying restrtove condition
of dual criminality should be
addressed.

Clear channels for communication have
been identified andg
all agencies are channelled through the
Attorney General 6s
Central Agency.

Consideration is giverotsection 18 (2) of
the Mutual Assistance in Criminal Matters
Act, Cap 3.03 provides for the refusal of
requests where the conduct if it had
occurred in Saint Lucia would not constitu
an offence.
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Section 18 (3) also provides for the centra
authorty to exercise its discretion where tf
conduct is similar in Saint Lucia.

Importantly, Section 18 (5) allows for the

Central authority to provides mutual legal
assistance notwithstanding the provisions
section 18 (2) and 18 (3).

Consequently, thers nothing prohibiting
assistance where both countries
criminalise the conduct underlying an
offence. Technical differences do not
prevent the provision of mutual legal
assistance.

Gap closed

37.Dual criminality

NC

Dual criminality is a prerequisite ar
the request shall be refused if abse

The condition of dual criminality
apply to all MLA requests includin
those involving coercive methods

I The underlying restrictive conditio
of dual criminality should be
addressed

Consideration is given to sectioB 1(2) of
the Mutual Assistance in Criminal Matters
Act, Cap 3.03 provides for the refusal of
requests where the conduct if it had
occurred in Saint Lucia would not constitu
an offence.

Section 18 (3) also provides for the centra
authority to exernse its discretion where th
conduct is similar in Saint Lucia.

Importantly, Section 18 (5) allows for the

Central authority to provides mutual legal
assistance notwithstanding the provisions|
section 18 (2) and 18 (3).

Consequently, there is nothingppibiting
assistance where both countries

criminalise the conduct underlying an
offence. Technical differences do not
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prevent the provision of mutual legal
assistance.

Gap closed

38.MLA on confiscation
and freezing

LC

No formal arrangements f¢

coordnating seizures,

confiscations provisions with othg

countries

forfeiturey

The Cabinet of Saint Lucia has
agreed the ratification of the
Palermo Convention and for it

to be given the force of law which
convention will assist in

the formalising 6arrangements for
co-ordinating seizures, forfeitures,
confiscations provisions with
other countries.

Mutual Assistance in Criminal
(Matters) Act, CAP 3.03 in
particular section 21 and
particularly in relation the USA an
the Mutual Assistance (Eension
and Application to USA)
Regulations.

A formalised process has been
established making the
Attorney Gener a
the Central Authority for the
purposes of receiving and
processing of requests for
assistance under the MLPA and
the Muual Assistance in

Criminal (Matters) Act , CAP 3.03
and other requests for criminal
assistance.
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Steps are being taken to have thes
conventions acceded to. Itis
anticipated that the instruments of
accession shall be deposited on or
before the end dflovember 2011.

39.Extradition NC WVIL fis et a1 ediah el aranes It is_ recommendgd that th(aT 9 The Extradition' Act now i_ncludes
Lucian Authorities considel money laundering, terrorism and
legislative amendment to: terrorist financing as an extraditable
offence by the Extradition
ii. Include money laundering (Amendment) Act No.3 of 2010, Mong
terrorism and terrorist financin
as extraditable offences. Gap closed
iv. Criminalize Terorism as ar
additional offence.
gg.e(?égirnforms of co - Undgly restricti\_/e_ co.ndition which The underlying restrictive SR
requires dual criminality. condition of dual criminality

Several conventions are yet to
ratified

No Anti-Terrorism Law

No MOU has been signed with a
foreign counterpart

should be addressed.

Provide mechanisms that wi
permit prompt and constructiy
exchange of information b
competent authorities with nel
counterparts

In December 2008 St. Lucia
implemented the ArttiTerrorism
Act.

The Cabinet of Saint Lucia has
agreed to the tdication of the
Palermo Convention and for it to be
given the force of law. An MOU
from FINTRAC (Canada FIU) has
been received for execution.

An MOU shall be signed between
Saint Vincent an

The MOU between Saint Vincent
and Sint Lucia has been signed.
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An MOU between Taiwan and Saint
Lucia is being considered.

On the 18 November 2011 Saint Lucii
acceded to the International Conventi
for the Suppression of Financing of
Terrorism.

On the 25th of November 2011 Saint
Luciaacceded to the United Nations
Convention against Corruption.

Further Saint Lucia is already is a
signatory to the Palermo Convention,
having signed on the 2&eptember
2001.

In July 2012 Cabinet approved the
accession and or ratification of the
following conventions:

International Convention for the
Suppression of Terrorist Bombings.

Convention on the physical Protection
of Nuclear Material, International.

Convention Against the Taking of
Hostages.

Protocol Supplementary to the
Convention for the @opression of
Unlawful Seizure of Aircraft.
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Convention on the Suppression of
Unlawful Acts relating to International
Civil Aviation.

The Instruments have already been
drawn up and are awaiting signing an
depositing. This process should be
completed witin the next two weeks.

Further, the Draft memoranda to
Cabinet with respect to the following
protocols and conventions, having beg
reviewed and finalised by the
Honourable Minister for Legal Affairs
are being considered by Cabinet for
ratification and oaccession and it is
anticipated that the respective
instruments with respect to these sha
be deposited on or before November
2012:

Protocol of 2005 to the Protocol for th
suppression of unlawful Acts Against
the Safety of Fixed Platforms located
the Continental Shelf.

Protocol of 2005 to the Convention fo
the Suppression of Unlawful Acts
against the Safety of Maritime
Navigation.

International Convention for the
Suppression of Acts of Nuclear
Terrorism.
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Convention on the Prevention and
punishmat of Crimes Against
Internationally Protected Persons.

Convention on the Marking of Plastic
Explosives for the purpose of
Identification.

Amendment to the Convention on the
Physical Protection of Nuclear Materig

It is noted, that although Saint Lads
proactively attempting to prepare and
deposit the releavant instruments with
respect to all the applicable conventio
and protocols, Saint Lucia having
acceded to the International Conventi
for the Suppression of Financing of
Terrorism on the 18thf November
2011 by virtue of Article 2 (2) of that
convention has acceded to all the
annexed conventions without
reservation.

Further, the AntiTerrorism Act has
incorporated by reference the provisiq
of the International Convention for the
Suppressionf Financing of Terrorism
and consequently is domestically
implemented.

Gaps Closed
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The instruments of accession and
ratification have been drawn up a
signed with respect to all the outstand
Conventions and Protocols. These w
forwarded to kb deposited an
confirmation with respect to th
depositing of one convention is awaitg

Saint Lucia has accordingly acceded
and ratified the following Conventior
and or Protocols:

Protocol to the convention for th
suppression of unlawful seizuref
aircrafti 12th September 2012.

Convention on the punishment of crim
against protected persons 12th
November 2012.

International Convention for th
suppression of terrorist bombingd 7th
October 2012.

International Convention for th
suppressio of Acts of Nuclear terrorisn
T 12th November 2012.

Convention on the Physical Protection
Nuclear Material 14th October 2012.

Convention on the Suppression
Unlawful Acts relating to Internationg
Civil Aviation T 12th September 2012.
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Convention Against the Taking o
Hostages 17th October 2012.

Protocol of 2005 to the Protocol for tf
suppression of unlawful Acts against t
Safety of Fixed Platforms located on t
Continental Shelf 6th February 2013.

Protocol of 2005 to the Conventioarf
the Suppression for the Suppression
Unlawful Acts against the Safety
maritime Navigation 6th February 201

Amendment to the Convention (
Physical Protection of Nuclear Materi
- 8th November 2012.

The following instrument has beg
deposited ad confirmation is awaited.

Convention on the Marking of Plast
Explosives for the purpose
identification.

Nine Special
Recommendations

SR.I  Implement UN
instruments

NC

UNSCR not fully implemented.

Anti-Terrorism Act not yet enacted.

No laws enacted to provide itk

requirements

funds or other assets of persc

t o

9 St. Lucia needs to sign and rat

or otherwise become a party

and fully implement thg
Conventions which relat
particularly to the Palerm

Convention, Terrorist Financin

See R35.

The Antii Terrorism Act has been
implemented and given the force of la|
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designated by the UN Al Qaida
Taliban Sanctions Committee.

The necessary (Anterrorism Act),
regulations, UNSCR and oth
measures relating to the pretien
and suppression of financing

terrorism have not been implementg

Convenion, Suppression of F]
and UNSCRs relating t
terrorism.

I Implement the legal framework
for these conventionsi in
particular, enact its Ami
Terrorism Act.

Steps are begtaken to have these
conventions acceded to. Itis

anticipated that the instruments of
accession shall be deposited on or
before the end of November 2011.

On the 18 November 2011 Saint Luci;
acceded to the International Conventi
for the Suppressioof Financing of
Terrorism.

On the 25th of November 2011 Saint
Lucia acceded to the United Nations
Convention against Corruption.

Further Saint Lucia is already is a
signatory to the Palermo Convention,
having signed on the 2&eptember
2001.

In July2012 Cabinet approved the
accession and or ratification of the
following conventions:

International Convention for the
Suppression of Terrorist Bombings.

Convention on the physical Protection
of Nuclear Material, International.

Convention Against the kang of
Hostages.
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Protocol Supplementary to the
Convention for the Suppression of
Unlawful Seizure of Aircraft.

Convention on the Suppression of
Unlawful Acts relating to International
Civil Aviation.

The Instruments have already been
drawn up and arenaiting signing and
depositing. This process should be
completed within the next two weeks.

Further, the Draft memoranda to
Cabinet with respect to the following
protocols and conventions, having beg
reviewed and finalised by the
Honourable Minister fotegal Affairs
are being considered by Cabinet for
ratification and or accession and it is
anticipated that the respective
instruments with respect to these sha
be deposited on or before November
2012:

Protocol of 2005 to the Protocol for th
suppressio of unlawful Acts Against
the Safety of Fixed Platforms located
the Continental Shelf.

Protocol of 2005 to the Convention fo
the Suppression of Unlawful Acts
against the Safety of Maritime
Navigation.
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International Convention for the
Suppression ofcts of Nuclear
Terrorism.

Convention on the Prevention and
punishment of Crimes Against
Internationally Protected Persons.

Convention on the Marking of Plastic
Explosives for the purpose of
Identification.

Amendment to the Convention on the
Physical Potection of Nuclear Material

It is noted, that although Saint Lucia is
proactively attempting to prepare and
deposit the releavant instruments with
respect to all the applicable conventio
and protocols, Saint Lucia having
acceded to the Internationab@vention
for the Suppression of Financing of
Terrorism on the 18th of November
2011 by virtue of Article 2 (2) of that
convention has acceded to all the
annexed conventions without
reservation.

Further, the AntiTerrorism Act has
incorporated by refereedhe provisiong
of the International Convention for the
Suppression of Financing of Terrorisn,
and consequently is domestically
implemented.

Gaps closed
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SR.II  Criminalise
terrorist financing

NC

Terrorist financing is not criminalize
as the anti tearism act whilst passe
by parliament is not yet in force.

No practical mechanisms that col
be considered effective

1 The government needs to rati

the Conventions and Ul
Resolutions and establish t
proper framework to effectivel
detect and prevent paitial
vulnerabilities to terrorists an
the financing of terrorism.

See R35.

On the 26th May 2010, The Anti
Terrorism (Guidance Notes)
Regulations was published by virtue g
S| 56 of 2010 and given the force of
law. Further, it should be noted that
these Guidelines should be read in
conjunction with the Guidance Notes
with respect to Money Laundering.

Steps are being taken to have thes
conventions acceded to. Itis
anticipated that the instruments of
accession shall be deposited on or
before the eth of November 2011.

On the 18 November 2011 Saint Lucii
acceded to the International Conventi
for the Suppression of Financing of
Terrorism.

On the 25th of November 2011 Saint
Lucia acceded to the United Nations
Convention against Corruption.

Furthe Saint Lucia is already is a
signatory to the Palermo Convention,
having signed on the 2@&eptember
2001.

In July 2012 Cabinet approved the
accession and or ratification of the
following conventions:
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International Convention for the
Suppression of Tesrist Bombings.

Convention on the physical Protection
of Nuclear Material, International.

Convention Against the Taking of
Hostages.

Protocol Supplementary to the
Convention for the Suppression of
Unlawful Seizure of Aircraft.

Convention on the Supmsion of
Unlawful Acts relating to International
Civil Aviation.

The Instruments have already been
drawn up and are awaiting signing an
depositing. This process should be
completed within the next two weeks.

Further, the Draft memoranda to
Cabinet withrespect to the following
protocols and conventions, having beg
reviewed and finalised by the
Honourable Minister for Legal Affairs
are being considered by Cabinet for
ratification and or accession and it is
anticipated that the respective
instruments wi respect to these shall
be deposited on or before November
2012:

Protocol of 2005 to the Protocol for th
suppression of unlawful Acts Against
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the Safety of Fixed Platforms located
the Continental Shelf.

Protocol of 2005 to the Convention fo
the Supression of Unlawful Acts
against the Safety of Maritime
Navigation.

International Convention for the
Suppression of Acts of Nuclear
Terrorism.

Convention on the Prevention and
punishment of Crimes Against
Internationally Protected Persons.

Convention o the Marking of Plastic
Explosives for the purpose of
Identification.

Amendment to the Convention on the
Physical Protection of Nuclear Materig

It is noted, that although Saint Lucia is
proactively attempting to prepare and
deposit the releavant ingtnents with
respect to all the applicable conventio
and protocols, Saint Lucia having
acceded to the International Conventi
for the Suppression of Financing of
Terrorism on the 18th of November
2011 by virtue of Article 2 (2) of that
convention has aeded to all the
annexed conventions without
reservation.
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Further, the AntiTerrorism Act has
incorporated by reference the provisig
of the International Convention for the
Suppression of Financing of Terrorisn
and consequently is domestically
implementel.

Gaps Closed

The instruments of accession and
ratification have been drawn up a
signed with respect to all the outstand
Conventions and Protocols. These w
forwarded to be deposited a
confirmation with respect to th
depositing of one camention is awaited

Saint Lucia has accordingly acceded
and ratified the following Conventior
and or Protocols:

Protocol to the convention for th
suppression of unlawful seizure
aircrafti 12th September 2012.

Convention on the punishment ofraes
against protected persons 12th
November 2012.

International Convention for th
suppression of terrorist bombing4d. 7th
October 2012.
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International Convention for th
suppression of Acts of Nuclear terrorig
T 12th November 2012.

Convention on ta Physical Protection ¢
Nuclear Material 14th October 2012.

Convention on the Suppression
Unlawful Acts relating to Internationg
Civil Aviation T 12th September 2012.

Convention Against the Taking ¢
Hostages 17th October 2012.

Protocol of 20050 the Protocol for the
suppression of unlawful Acts against t
Safety of Fixed Platforms located on
Continental Shelf 6th February 2013.

Protocol of 2005 to the Convention f
the Suppression for the Suppression
Unlawful Acts against the $saty of
maritime Navigation 6th February 201

Amendment to the Convention (
Physical Protection of Nuclear Materi
- 8th November 2012.

The following instrument has beg
deposited and confirmation is awaited

Convention on the Marking of Plast
Explosives for the purpose (
identification.
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SR

Freeze and
confiscate terrorisf
assets

NC

There is no specific legislation
place

No reported cases of terrorism
related activities,

The extent to which the provisior
referred to the MLPA are efttive
cannot be judged.

The AntiTerrorism law has not bee
enacted.

f St. Lucia authorities need 1
implement the AntiTerrorism
legislation such that it address
the following criteria:

i.  Criminalisation of terroris
financing

ii.  Access to frozen funds

iii. Formd arrangements fo
exchange of informatio

(domestic and
international)
iv. Formal procedures fq

recording all requests mag
or received pursuant to th
ATA.

I Further, there needs to be
expressed provision which allows f
exparte applications for freezinof
funds to be made under the_PA.

9 Also, the St. Lucian authorities ne
to ensure that there are provisions
allow contact withUNSCR and the
ratification of the UN Convention o
the  Suppression of  Terrori
Financing

The Antii Terrorism Act implemeted
in December 2008 addresses the
criminalisation of Terrorist Financing
under section 9. The AritiTerrorism
(Amendment) Act No. 5 of 2010:

- allows access to frozen funds

- provides formal arrangements for
exchange of information (domestic

- provides formal procedures for all
requests made or received.

The MLPA makes provision under
section 23 foex parteapplications for
freezing of funds. The convention on
the suppression of terrorist financing
has been ratified by St. Lucia through
the enatment of the AntiTerrorism Act
in December 2008.

The AntiT terrorism (Guidance Notes)
Regulation SI 56 of 2010 must be rea
in conjunction with the Guidance Notg
for Money Laundering.

Steps are being taken to have thes
conventions acceded to. Itis
anticipated that the instruments of
accession shall be deposited on or
before the end of November 2011.

On the 18 November 2011 Saint Lucii
acceded to the International Conventi
for the Suppression of Financing of
Terrorism.
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On the 25th of Novemb&011 Saint
Lucia acceded to the United Nations
Convention against Corruption.

Further Saint Lucia is already is a
signatory to the Palermo Convention,
having signed on the 2&eptember
2001.

Gaps Closed

The instruments of accession and
ratification have been drawn up at
signed with respect to all the outstand
Conventions and Protocols. These w
forwarded to be deposited a
confirmation with respect to th
depositing of one convention is await

Saint Lucia has accordingly acceded
and gtified the following Convention
and or Protocols:

Protocol to the convention for th
suppression of unlawful seizure
aircrafti 12th September 2012.

Convention on the punishment of crim
against protected persons 12th
November 2012.

Internationh Convention for the
suppression of terrorist bombing4 7th
October 2012.
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International Convention for th
suppression of Acts of Nuclear terrorig
T 12th November 2012.

Convention on the Physical Protection
Nuclear Material 14th October 2012.

Convention on the Suppression
Unlawful Acts relating to Internationg
Civil Aviation T 12th September 2012.

Convention Against the Taking ¢
Hostages 17th October 2012.

Protocol of 2005 to the Protocol for ti
suppression of unlawful Acts against t
Safety of Fixed Platforms located on
Continental Shelf 6th February 2013.

Protocol of 2005 to the Convention f
the Suppression for the Suppression
Unlawful Acts against the Safety
maritime Navigation 6th February 201

Amendment to the @hvention on
Physical Protection of Nuclear Materi
- 8th November 2012.

The following instrument has beg
deposited and confirmation is awaited

Convention on the Marking of Plast
Explosives for the purpose
identification.

214



PostPlenary Final

aroacionvporng | | Terorism s noted as a predieq T e fing of 2 STR st obel I, o
offence in the MLPA but it is doubtfu | see R13
whether this can be enforced sin grounds to suspect or they &
there is no antierrorism legislation ir] suspected t0 be Imkc_ed or relate_d 0 Further part IV of the Anfi Terrorism
place. to be used for terrorl_sm,_ IBTEE E (Guidance Notes) Regulations highlights
o by'terrorlst orggnlsatlons s tho the terrorism financing red flags.
who finance terrorismAll suspicious
The mandatory legal requiremer transactions, including attempt¢ Section 32 (4) of the AntiTerrorism Act,
of recommendation 13 are n transactions, should be report] No 36 of 2003 makes it mandatory for
codified in the law. regardless of the amount of t| every financial inst_ituon to report to th_e- _
transaction. FIA every transaction which occurs within
the course of its activities, and in respect
1 The MLPA should be amended which there are reasonat_)le grounds to
transactions must be reported to i
FIA regardless of the amount dfet| Gap closed
transaction.
SR.V_ Intenational ce NC Terrorism and Terrorist Financing n i St._ Lucia should engct provisiot _ - _
operation which allows for assistance in tff Terrorism and Terrorist Financing are

extraditable offences

Dual criminality is a prerequisite ar
the request shall be refused if abse

absence of dual crimifigy.

1 St. Lucia must enact legislation th
specifically criminalises terrorisr
and financing of terrorism.

 St. Lucia should consolidate tf
statutory instruments of the MLPA {
avoid any inconsistencies.

extraditatte offences through the
enactment of the Extradition
(Amendment) Act No. 3 of 2010.

See MLPA No. 8 of 2010.

See R37

Consideration is given to section 18 (2) o
the Mutual Assistance in Criminal Matters
Act, Cap 3.03 provides for the refusal of
reqlests where the conduct if it had
occurred in Saint Lucia would not constitu
an offence.

Section 18 (3) also provides for the centra
authority to exercise its discretion where t
conduct is similar in Saint Lucia.
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Importantly, Section 18 (5) allowsifthe
Central authority to provides mutual legal
assistance notwithstanding the provisions
section 18 (2) and 18 (3).

Consequently, there is nothing prohibiti
assistance where both countries
criminalise the conduct underlying an
offence. Technical ffierences do not
prevent the provision of mutual legal
assistance.

Gap closed

SR VI

AML
requirements for
money/value
transfer services

NC

No legal
MLPA.

requirement

No obligation to persons who perfor

MVT services to licensed ¢
registerel.

1
No obligation for MVT service

operators to subject to AML/CF
regime.

No listing of MVT operators is mad 1

available to competent authorities.

No effective,
dissuasive sanctions in relation
MVT service are set out

under th l

proportionate an 1

Legislation shold be adopted tq
require money transfer services
take measures to prevent their be
used for the financing of terrorisn
and to comply with the principles (
the FATF Nine Specia
Recommendations on the subject.

St. Lucia should ensure that persc
who perform MVT services are eith
licensed or registered and that t
function is specifically designated
one or more competent authority.

MVT service operators should K
made subject to the AML & CF]
regime.

St Lucia should ensure that MV
serviceoperators maintain a listing ¢
its agents and that this listing is ma

available to competent authorities.

The Money Servies Business Act
requires money transfer services to ta
measures to prevent the financing of
terrorism.

The MLPA 2010 makes provision for
other business activities, listed under
Part B, Schedule 2. Consequently
provision is made under the MLPA for
compliance of these entities ( MVTS) i
relation AML requirements.

Further the Money Laundering

( Prevention) (Guidance Notes)
specifically indicates that the
Guidelines also applies to money
transmission services. As a result the
AML & CFT regime applieso MVT
service operators. Therefore the
requirements under R.-46 and R 21
25 are incorporated under the MLPA
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 MVT operators should be mac
subject to effective, proportionate a
dissuasive sanctions in relation
their legal obligations.

and therefore MVTs are subject to
AML and CFT procedures.

In addition section 2 (2) of the Money
Laundering (Prevention) (Guidance
Notes) Regulations creates a sanction
for non compliance.

Specific reference is made to section
(b) (ii) of the Money Services Busines
Act wherein an auditor in the
performance of his duties must be
cognisant of suspicious transaction in
accordance with theILPA and shall
report the matter immediately to the
licensee and the Authority.

Also section 18 (1) of the MSBA
mandates that a licensee shall institut
procedure to ensure that the accounti
records and systems of control compl
with the requirements dhe MLPA.
Therefore the regulations MLPGNR
must also be complied with.

Gaps closed

SR VI
rules

Wire transfer

PC

There is no enforceable requireme
to ensure that minimum originat
information is  obtained an
maintained for wire transfers.

Thereare no risk based procedur
for identifying and handing wir¢

1 The guidance note should be amen
to provide details of speciz
recommendation VIl with respect
dealing with wire transfers whe
there are technical limitations.

The GN (in particular paragraph 178)
has been amended to provide details
special SRVII on wire ansfers where
there are technical limitations. The

Sanctions will be provided to ensure
that minimum originator information is
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transfers not accompanied
complete originator information.

There is no effective monitoring i

place to ensure compliance with rul q

relating to SRVII.

The exemption of retaining records
transactions which are less th
EC$5,000 is higher than th
requirement of the essential crite
which obliges financial institutions t
obtain and maintain  specif
information on all wire transaction ¢
EUR/USD 1,000 or more.

Sanctions are unavailabfor all the
essential criteria under th
recommendation.

1 POCA and MLPA should be aanded

to require a risk based approach
dealing with wire transfers.

Sanctions should be available f
failure to comply with the essenti
criteria.

obtained and maintained for wire
transfers.

The Antiterrorism (Guidance Notes)
Regulation passed on the 26th May

2010 must b read in conjunction with
the Money Laundering Guidelines.

Section 17 the MLPA provides for the
application of a risk based approach i
dealing with wire transfers.

In addition section 2 (2) of the Money
Laundering (Prevention) (Guidance
Notes) Regulabns creates a sanction
for non compliance..

Further in relation to the maintenance
records for originator information, the
MLPA creates sanction for the failure
of the financial institution or a person
keep records and copies of records
under section&6 (8) and (9).

Technical limitation issues are also
addressed under paragraph 179 of th
MLPGR wherein it is stated that wher
electronic transfers do not give
complete originator information,
institutions are required to give
enhanced scrutiny to these

Amended Draft Regulations, with
proposed amendments circulated for
review and finalization
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Draft Amendments to deal with wirg
transfer have been made by the
consultant drafter and has been
reviewed by the Legislative Drafting
Department and shall lpgesented tg
Cabinet for approval and
subsequently published.

Pending

SR.VIII Non-profit
organisations

NC

No supervisory programme in pla Il

to identify noncompliance anc
violations by NPOs.

No outreach to NPOs to protect t 1

sector from terrorist fimacing abuse.

No systems or procedures in place 1

publicly access information on NPQ

No formal designation of points ¢ 1

contact or procedures in place
respond to international inquirie
regarding terrorism related activity
NPOs.

The authorities fsould undertake a
outreach programme to the NR
sector with a view to protecting th
sector from terrorist financing abus

A supervisory programme for NPC
should be developed to identify ro
compliance and violations.

Systems and procedures should
established to allow information @
NPOs to be publicly available.

Points of contacts or procedures
respond to international inquirie
regarding terrorism related activity
NPOs should be put in place.

A supervisory committee for the
monitoring of NRO from their
commencement has been created.

This committee comprises high level
personnel from the Registry of
Companies and Intellectual Property,
Inland Revenue, Ministry for Social
Transformation and the Attorney
General 6s Chamber

The committee whmeets at least once
a month has been tasked with the
function of supervising and monitoring
of NPOO6s.

In that regard, it

1 Scrutinses application for
incorporation and undertakes
due diligence of all applicants,
and higher due diligence for
applicants whare non
nationals.

T It undertakes face to face
interviews with all applicants,
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1 It srutinizes all applications to
determine its legitimacy and
genuinesses.

9 It circultes financial and CDD
guidelines for all approves
applications

1 It has developed best praaic
for NPO, guidelines and
Customer Due Diligence
requirements.

1 Itis currently developing a
database of al
Directors and other members.

The Committee has been endorsed by
Cabinet as the Not for Profit Oversigh
Committee as the committee whi
conducts due diligence, monitoring an
oversight of applicants and existing
NPOs.

The information in relation to registerg
NPOGs are availab
Companies.

Currently, central authority is the poin
of contact to dealing with mutuagdal
assistance request. Therefore
international inquiries regarding
terrorism related
be dealt with by the central authority.
I n addition the a
are approved by the office of the
Attorney General subject to the
recommendation of the Not for Profit
Oversight Committee.
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Currently personnel from the FIA is
part of the NPO oversight committee §
a means of sensitizing NPO applicant
of money laundering and terrorism
financing issues by advocating for the|
need forenhanced due diligence
requirements etc.

In January 2012 a sensitization
workshop was held for all NPOs
registered as Faith Based Organizatig
whereby they were trained and
informed on procedures to be adopteq
in conducting enhanced due diligence

Between 2009 to present 95 Non
Profit applications have been
presented to the Office of the
Attorney General for approval.

All NPO applicants are issued
guidelines regarding money
laundering and terrorism financing
which they need to be familiar with
prior toan interview by the NefEor-
Profit Oversight Committee. As a
consequence, they would be requir
to implement mechanisms regardin
AML/CFT in their organisation if
approved, by the Attorney General
for implementation.

28 of the 95 No#Profit Applicatiors
have been completed and approve
The initial directors for these

221



PostPlenary Final

applicants were sensitised and
trained with respect to AML/CFT
and the expectations required.

Further, consideration is being give
to the commencement of the Non
Governmental Organisatn Act No.
36 of 2006 which includes neprofit
organisations and organisations
which depend on donations.

The Act shall be reviewed to make
the requisite amendments, if any, ir
compliance with the AML/CFT
regime.

The Act provides for the
appointment ofa Council under
section 18 which function includes
the following:

i 4) to issue certificates and registe
Non-Governmental

Organizations;

(b) to keep and maintain a register
Non-Governmental

Organizations;

(c) to research the aims or objects
a registered Non

Governmental Organization to
ensure that it is set up for a

bona fidepurpose;

(d) to conduct investigations into th
administration and activities

of registered NorGovernmental
Organizations where
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complaints are made against a Nor|
Governmersl

Organization;

(e) to record all complaints received
by the Council and to make

copies of such complaints availablg
to the public; o

By Statutory Instrument No 144 of
2012 dated 12th November 2012 th
Schedule of the Money Laundering
(Prevention) Act waamended by
including Noni Profit Companies
and Noni Profit Organisations as
other business activities.

A additional 10 NorProfit
Applications have been completed
and approved. The initial directors
for these applicants were sensitise(
and trained witlrespect to
AML/CFT and the expectations
required and were further informed
of the requirements under the Mon{
Laundering (Prevention) Act.

With respect to mutual legal
assistance, the Central Authority hg
dealt with 45 mutual assistance
requests. Thegequests comprise
those coming into Saint Lucia and
those which Saint Lucia has
requested.
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SR.IX Cross Border
Declaration & Disclosure

NC

No legal provision for reporting or fg T

a threshold

The provisions in the legislation a
not sufficiently clear ad specific.

No stand alone Prevention
Terrorism Legislation

The | egi sl ati on
address the issue of currency &
bearer negotiable instruments.

No specific provisions in th
legislation that allows Custom
authorities
currency and bearer negotial
instruments to determine if ML/F
may be found.

No mechanism in place to allow f
the sharing of informatiokNo

comprehensive mechanism in place
allow for proper ceordination by the
various agencies.

In some insinces, the effectivene

of the international coperation in|

customs cases are
political interference.

impeded

to stop and swain f

It is recommended that for th
avoidance of ambiguity and the ne
for the exercise of discretion that leg
provisions be put in place requig
reporting of the transfer into or out
the country of cash, currency or ot
bearer negotiable instruments valy
in excess of US $10,000.00 and t
appropriate reporting forms |
simultaneously published and put
use, and that proportionate a
dissuasive sanctions be provided f¢

It is further recommended th
officers of the Police Force, Custor
and the Marine Services |
empowered to seize and detain cz
currency or bearer negotiab
instrument valued in excess
US$10,000.00 which hasot been
properly declared or about whig
there is suspicion that they are {
proceeds of crime.

Provisions should be made for a
detained funds to be held for
specified renewable period
facilitate the investigation of th
origin, ownership and iehded use o
the funds.

Consideration should be given

providing law enforcement officer
with the power to detain cas
currency or other bearer negotial

instruments suspected of being 1

An amendment is in the procesfs
being drafted to the Customs Control
and Management Act to require the
reporting to the transfers into or out of
St. Lucia of cash, currency or other
bearer negotiable instruments valued
excess of US$10,000.

The Proceeds of Crime (Amendment)
Act No.4 of 2010 empowers Police
Officers, Customs Officers, and Marin
Services to seize and detain cash,
currency or bearer negotiable
instruments valued in excess of
US$10,000.

The MLPA provides the FIA with the
power to collect, receive and analyse
reportssubmitted by Customs, Police
and Inland Revenue Departments ung
section 5.

An Amendment to the Proceeds of
Crime Act is before Parliament to allo
for the seizure and detention of cash.

Provision has been made under the
Proceeds of Crime (Amendmeritgt
No. 1 of 2011 to allow for the detentio
and seizure of cash.

Amendments regarding the
US$10,000.00 declaration, amongs
others have been drawn up by the
drafting consultant and is currently
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proceeds of crime wherever in t
country seized, without baj
restricted to matters of cross borg
transfers with the view to facilitatin
appropriate investigations into tk
source of the funds.

There is a need for increas
participation by the Custom
Department in combating moné
laundering and terrorisirfancing.

Consideration should be given to ha
Customs officers trained in the ared
ML and TF.

Statistics should be kept on all aspe
of Customs and Excise operatiol
these statistics should be read
available.

All Customs fraud cases w
substantial values should be submit
t o t he FI A, Pr g
predicate  offence  considerat
regarding offences pursuant to ML,
and proceeds of Crime legislation w
a view to prosecution of offenders.

Customs must take more drastic ac
against suspected ML offences
Commercial fraud offenders.

Provision of basic analytical and cag
management software must

supplied as a priority and basic a
advanced training in the use of su

software is required.

being reviewed by the Drafting
Department for onward subssion
to Cabinet for approval and
thereafter to the Parliament.

It was anticipated that the
amendment to the Customs Act
would have been finalised on or
before November 2012.

However, the drafting unit has
indicated that provisions already
exist in ourlaws.

Regulations 4 and 5 of the Custom
regulations Cap 15.05 and section
91) of the Immigrant ordinance Cay
76 and regulation 7 of the
Immigration Regulations Cap 76
provides for the reporting of a persq
carrying in excess the sum of
US$10,000.00.

The declaration form has been
published under the Customs
Regulation under Schedule 2, Forn
15 and also referred to under
Regulation 72 of the said
Regulations.

Regulation 7 of the Immigration
Regulations as amended by the
Immigration (Amendment)
Regulatims No. 6 of 2007 and
section 9 of the Customs
(Amendment) regulations No. 7 of
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2007 provides for the publication of
the declaration form in relation to
persons carrying currency in exces
of US $10,000.00.

Section 32 (1) and 94 of the Custor
(Control ad Management) Act Cap
15.05 provides for the detention of
the cash.

Proportionate and dissuasive
sanctions are provided for pursuan
to Regulation 9 (2) of the
Immigration ordinance, Cap 76,

Sections 32(30, 86, 93, 94, 113, 11
of the Customs (Control dn
Management) Act, Cap 15.05 and
Regulation 6 of the Customs
regulations, Cap 15.05.

An amendment has been proposed
include a defini
include cash and bearer negotiable
instruments.
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