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POST-PLENARY FINAL

MUTUAL EVALUATION OF GRENADA: TENTH FOLLOW-UP REPORT
Request to move from regular follow-up to biennial updates (exit follow-up process)

Key decision: Would the Plenary agree that Grenada has taken adequate measures to exit
the follow-up process?

. INTRODUCTION

1. The third round Mutual Evaluation Report (MER) of Grenada was adopted by the
CFATF Council of Ministers in May 2009 in Trinidad and Tobago. Grenada was placed on
expedited follow-up and required to report every Plenary. Grenada’s first follow-up report was
presented at the Plenary in October 2009. No report was submitted to the Plenary in May 2010.
Grenada submitted reports in November 2010, and May and November in 2011, 2012 and 2013.
Grenada has submitted information in the attached matrix on measures taken, particularly, since
the Ninth Follow-Up Report to comply with the examiners’ recommendations. Grenada was
rated partially compliant or non-compliant on ten (10) Core and Key Recommendations® and
twenty six (26) other Recommendations. The Core and Key Recommendations ratings are
indicated in italics in the table below.

Table 1; Ratings of Core and Key Recommendations

1 3 4 8 10 |13 |23 |26 |35 |36 |40 |1 1 I | v

Rating | PC |LC | C NC|LC |[NC|PC |LC |PC|C LC | PC | NC | NC | NC

1. With regard to the remaining Recommendations, Grenada was rated partially compliant
or non-compliant on twenty-seven (27) as indicated below:

Table 2: Non Core and Key Recommendations rated Partially Compliant and Non-

Compliant
Partially Compliant (PC) Non-Complaint (NC)
R. 14 (Protection & no tipping-off) R. 6 (Politically exposed persons)
R. 17 (Sanctions) R. 7 (Correspondent banking)
R. 20 (Other NFBP & secure transactions) R. 8 (New technologies & non face-to-face
business)
R. 25 (Guidelines & Feedback) R. 9 (Third parties and introducers)
R. 30 (Resources, integrity and training) R. 11(Unusual transactions)
R. 31 (National co-operation) R. 12 (DNFBP - R.5,6,8-11)

! Core Recommendations are Recommendation 1, Special Recommendation Il, and Recommendations 5,
10, 13 and Special Recommendation IV. Key Recommendations are Recommendations 3, 4, 23, 26, 35, 36,
40 and Special Recommendations I, 1l and V.
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R. 32 (Statistics) R. 15 (Internal controls, compliance & audit)

R. 35 (Conventions) R. 16(DNFBP — R.13-15 & 21)

R. 18 (Shell banks)

R. 19 (Other forms of reporting)

R. 21 (Special attention for higher risk
countries)

R.22 (Foreign branches & subsidiaries)

R. 24 (DNFBP - regulation, supervision and
monitoring)

R. 33 (Legal persons — beneficial owners)

R. 34 (Legal arrangements — beneficial owners)

SR. VI (AML requirements for money value
transfer services)

SR. VII (Wire transfer rules)

SR. VIII (Non-profit organizations)

SR. IX (Cross-border Declaration &
Disclosure)

2. The following table gives some idea of the level of risk in the financial sector by
indicating the size and integration of the sector in Grenada.

Table 3: Size and integration of Grenada’s financial sector
As at November, 2014

Banks Other C?redli Securities Insurance* TOTAL
Institutions
Number of Total # 5 11 24 44
institutions
Assets uss 1,038.1m 180.5m. 120.26m* 1,338.86mm
Total: US$ 942.1mm 148.8m. n.a+ 1,090.9m
LEFEEE % Non- 18.2% of na
resident deposits
% Foreign- % of assets % of assets % of assets % of assets % of assets
owned:
International
Links 77.3%
#Subsidiaries 0 0 2,428.95m
abroad

* Estimate — Amalgamation of four smaller credit unions reduced the total to 11. Three insurance companies are 100% locally owns,
two are minority locally owned and the rest are foreign.
+ Not applicable

3. In accordance with the provisions of paragraphs 67 and 68 of the CFATF Mutual
Evaluation Procedures of 2007, amended in 2012 (through Communication dated August 30,
2013), and a communication from the CFATF Secretariat on June 10", 2014, regarding “Exiting
the follow-up Process™, Grenada indicated its interest in exiting the follow-up process, for which
it presented a detailed matrix on September 1st, 2014, outlining the actions undertaken to resolve
the deficiencies identified in the Mutual Evaluation Report (MER).

4. The Secretariat prepared a detailed analysis of the progress made in Recommendations
1, 3 (for the purposes of continued implementation), 5, 10 (for the purposes of continued
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implementation), 13, 23, 26 (for the purposes of continued implementation), 35, 40 (for the
purposes of continued implementation), Special Recommendations I, Il, 11I, IV and V, based on
such matrix.

1. SCOPE OF THE REPORT

5. Based on the decision by the May 2014 ICRG and Plenary? it was agreed that once a
Member satisfied the following criteria, they may apply for exiting the Follow-Up Process: a)
countries who have achieved the level of C/LC in all of their Core and Key Recommendations
that were rated PC/NC in their MERs to apply to exit the follow-up process; or b) Countries that
have achieved the level of C/LC in all their Core Recommendations, but have one or more Key
Recommendations that were rated PC/NC and still have not achieved the level of C/LC in those
Recommendations to apply to exit, once they have achieved substantial compliance (the large
majority of non-Core and Key Recommendations have been addressed) in their non-Core or Key
Recommendations that were rated PC/NC in their MER. A process for the above, was also
defined.

6. In this regard Grenada is compliant with all the Core and Key Recommendations which
will be the sole object of the Report. Grenada has also made relevant progress in other
Recommendations, which details can be found in the matrix attached and in a summary below.

I11. MAIN CONCLUSIONS AND RECOMMENDATIONS TO PLENARY

7. Core and Key Recommendations (classified as NC or PC): Grenada has
substantially improved the level of compliance with Core and Key Recommendations 1, 5, 13, 23,
35, and Special Recommendations I, 11, I1l, IV and V, through the implementation of measures
that effectively address all deficiencies identified in the Mutual Evaluation Report. In addition, it
raised the level of compliance with Recommendations 3, 10, 26 and 40, previously rated as
LC.

8. Recommendation 1: With respect to this Recommendation, the major deficiency was
to ensure all predicate offenses were adequately criminalized and to ensure effectiveness in
money laundering cases and convictions. Pertinent modifications to the criminal code were made
and additional legislation enacted as needed to criminalize human trafficking, migrant smuggling,
piracy of products, among other offenses, and number of cases and convictions grew. Therefore,
there is compliance with this Recommendation, at a level essentially equivalent to at least an LC.

9. Recommendation 5: there were several deficiencies regarding this Recommendation,
including the need to include specific provisions to apply enhanced due diligence to high risk
clients. All deficiencies were cured primarily through a variety of modifications to the
POCAMLTF Guidelines and there is now compliance with these Recommendations at a level
essentially equivalent to at least an LC.

10. Special Recommendation 35: This Recommendation rated as PC, is now compliant in
a level equivalent to at least an LC. In most cases, special Legislation was promoted to ensure full
implementation of Vienna and Palermo Convention articles, such as the “Interception of
Communications Act No. 22 of 2013” and “Protection of Witnesses Bill No. 17 of 2014”, and in
the case of for instance, those referring to special investigative techniques, it was clarified that
these can be dealt with administratively.

2 See cfatf-plen-xxxix-icrg-co-chair-report and cfatf-plen-xxix-2014-sr.
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11. Recommendation 13 and Special Recommendation 1V: With respect to these
Recommendations, the main deficiency was related to limitation in reporting obligations (i.e.
subjected to an amount, or because of involving fiscal matters. This was resolved primarily
through amendments to the POCAMLTF Regulations. There is now compliance with these
Recommendations at a level equivalent essentially to at least an LC.

12. Recommendation 23: With respect to this Recommendation, the main deficiencies
referred to the absence of supervision in Money Services Businesses and the lack of fit and proper
requirements for entities regulated by ESRC (Caribbean Securities Regulatory Commission) and
the Grenada Authority for the Regulation of Financial Institutions (GARFIN), which were solved
through legislation and structural changes; despite no on-site visits being planned for 2014 with
regard to Money Service Businesses, it should be noted that only three (3) companies operate in
Grenada and off-site supervision is performed by GARFIN and the FIU on a permanent basis.
There is now compliance with this Recommendation at a level equivalent essentially to an LC.

13. Special Recommendations I, I, Ill, and V: The deficiencies in these
Recommendations were connected to each other and referred mainly to potential problems in the
criminalization of the terrorist financing offence and the absence of a mechanism to implement
the Resolutions issued by the United Nations Security Council (UNSC). They were mostly
resolved through amendments to the Terrorist Act (TA), and a freezing mechanism was also
included in the TA. These Recommendations are met in a level equivalent to an LC, with only
some minor deficiencies remaining in Special Recommendations | and Ill, which should be
addressed over time. Special Recommendations I, Il, 11l and V are now complied with, in a level
comparable to an LC. Amendments were made to the Terrorist Act to ensure the terrorism
financing offence was adequately criminalized and therefore covered by Mutua Legal
Assistance Mechanisms. There is a general obligation for financial institutions to freeze, seize
and confiscate funds in agreement with UNSC Resolutions 1267 and 1373 immediately which
can be considered as “without a delay”, and can only grant access to funds or other assets under
conditions set by UNSC Resolution 1452. The country has the ability to designate individuals
under UNSC Resolution 1373 and has legal provisions to give effect to, if appropriate, to freezing
actions initiated under the freezing mechanisms of other jurisdictions under article 27 A of the
Terrorist Amendment Act (Act No. 11, 2013).

14. Other Recommendations: Though this report will focus on compliance with Core and
Key Recommendations, it is relevant to mention that Grenada advanced in resolving virtually all
the deficiencies in R. 7, R.8, R 11, R.14, R.15, R.17, R.18, R. 19, R.20, R.21, R. 22, R. 25, and
R.30, as well as Special Recommendations VI and VII. Moreover, advancements were made
regarding compliance with R.6, R.9, R.12, R.16, R. 24, R. 31, R. 32, R. 33 and R. 34, and Special
Recommendations VIII and IX. A summary (not a detailed analysis) is presented in this report for
information purposes.

15. Conclusion: Grenada received the rating of C in Recommendations 4 and 36. It also
obtained an LC rating in Recommendations 3, 10, 26, and 40 and pursued further amendments to
continue improving the level of compliance with these Recommendations (summary of increased
compliance was also included in this report). Subsequently, through various regulatory,
administrative measures, among others, Grenada achieved a satisfactory level of compliance,
essentially equivalent to at least an LC in Core and Key Recommendations 1, 5, 13, 23, 35,
Special Recommendations I, II, 1I, 1V and V. In addition, progress has been made in the
implementation of other Recommendations such as Recommendations: 6, 7, 8, 9, 11, 12, 14, 15,
16, 17, 18, 19, 20, 21, 22, 24, 25, 30, 31, 32, 33, 34, and Special Recommendations VI, VII, VIII
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and IX. Therefore, it is recommended that the Plenary agrees to remove Grenada from the follow-
up process.

IV. SUMMARY OF PROGRESS ACHIEVED BY GRENADA SINCE LAST MUTUAL
EVALUATION (NEW REGULATIONS, MEASURES TAKEN)

16. Since the MER, the authorities in Grenada began to assess the various means to achieve
compliance. The main focus of the authorities was instituting changes in the legal framework
including consolidation of previous statutes, legislative amendments to specific laws and
proposals for new legislation. As a result of this process the following were enacted: Money
Services Business Act 2009 (MSBA), in April 2009 and the Insurance Act No 5 of 2010 (lA) in
December 2009. Since the Follow-Up Report of November 2011, the Proceeds of Crime Act,
2012 (POCA) was enacted in January, 2012, followed by the Proceeds of Crime (Anti-Money
Laundering and Terrorist Financing) Regulations, 2012 (POCAMLTFR), the Financial
Intelligence Unit Act, 2012 (FIUA), and the Terrorism Act (TA) in February 2012, At the same
time on February 17, 2012, the Proceeds of Crime (Anti-Money Laundering and Terrorist
Financing) Guidelines (POCAMLTF Guidelines) were issued by the Anti-Money Laundering and
Combating Terrorism Financing Commission (the Commission) as per section 32(1) of POCA.
These statutes and guidelines provide for measures which address a large number of the
outstanding examiners’ recommended actions resulting from Grenada’s MER. Grenada also
enacted, among others:

e The Criminal Code (Amendment) Act, 2013 (CCAA, 2013)

e Proceeds of Crime (Amendment) (No 2) Act, 2013 (POCAA No 2 2013)

e The Proceeds of Crime Anti-Money Laundering and Terrorist Financing
(Amendment) Guidelines, 2013 (POCAMLTFA Guidelines 2013)

e Terrorism (Amendment) (No 2) Act, 2013 (TAA No 2, 2013)

Proceeds of  Crime (Anti-Money Laundering and Terrorist

Financing)(Amendment) Regulations (POCAMLTFAR)

Banking (Amendment) Act 2013

Offshore Banking (Amendment) Act 2013

International Companies (Amendment)(No 2) Act 2013

Companies (Amendment) Act, 2014

Interception of Communications Act No. 22 of 2013

Protection of Witnesses Bill No. 17 of 2014

Section 15 (A) of GARFIN (Amendment) Act No. 27, 2014

Securities (Amendment) Act No. 26, 2014

Insurance (Amendment) Act No. 25 of 2014

FIU (Amendment) Act, No. 27 of 2013

Exchange of Information (Amendment) Act, No. 30 of 2014

17. Authorities also focused on resources and in this sense, increased resources and
training provided to the FIU, Registrar’s Office and Customs.

V. DETAILED ANALYSIS OF COMPLIANCE WITH CORE AND KEY
RECOMMENDATIONS
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Recommendation 1

18.

Deficiency 1 - The low number of ML convictions suggests ineffective use of ML
provisions given the wide range of measures available under legislation. In connection
with this deficiency, examiners suggested that the authorities consider pursuing ML as a
stand-alone offence. As explained in the 9" Follow-Up Report for Grenada, this was met
through revisions to the POCA sections 34 and 35, which allow for the prosecution of
ML without a need for conviction on the predicate offense. Authorities also submitted
updated statistics on prosecutions and convictions which greatly surpass the three (3)
convictions and six (6) cases before the Magistrate Court, that were presented at the time
of the MER (see paragraph 87). From August 2013 to January 2014, Authorities had
twenty eight (28) ML cases altogether with nineteen (19) convictions, six (6) cases were
withdrawn and 3 were pending. During February to July 2014, there was one (1)
additional case ongoing. This R.1/ Deficiency 1, was rectified.

Deficiency 2 — The list of psychotropic substances in the Drug Abuse (Prevention and
Control) Act (DAPCA) is not in accordance with the list under the Vienna Convention.
This deficiency was solved under the Drug Abuse (Prevention and Control) Order, 2011,
which repealed Part I11 of the Schedule | of the DAPCA, replacing it with Tables I and II,
which were compliant with the Vienna Convention. This R.1 / Deficiency 2, was
rectified. Additionally, the Minister has the power under section 3 (2)to amend the First
Schedule for the purpose of adding any drug, substance or product to, or removing any
drug substance or product from any of Parts I to 111 of that schedule.

Deficiency 3 — List of predicate offenses for ML does not cover five (5) of the designated
category of offenses, particularly trafficking in human beings and migrant smuggling,
counterfeiting and piracy of products, environmental crime and piracy or terrorist
financing offense of providing or receiving money or other property in support of
terrorist acts. As explained in the 9" Follow-Up Report, the entire list of predicate
offenses for ML was included in the list of predicate offenses contained in Grenada’s
POCA, however, as it was indicated in the MER, there was no legislation for
criminalizing the offenses of human trafficking, migrant smuggling, counterfeiting and
piracy of products, environmental crime and piracy or terrorist financing offense of
providing or receiving money or other property in support of terrorist acts. The terrorist
financing offense and in particular, the offense of receiving money or property in support
of terrorist acts is now criminalized in section 19 of the TA 2012. Counterfeiting and
piracy of products are criminalized in the Copyright Act no. 16 of 2011. Finally, the
Criminal Code (Amendment) Act, 2013 (CCAA, 2013) was enacted in November 2013
to criminalize all other offenses listed above. It is worth noticing that all offenses have
penalties of at least one (1) year and some have over five (5) years. This R. 1 /
Deficiency 3, was rectified.

General Conclusion for Recommendation 1: This Recommendation rated as PC, has

now been complied at a level equivalent to at least an LC. The number of ML cases and
convictions have increased; list of controlled substances included in the Vienna Convention was
fully incorporated through the Drug Abuse (Prevention and Control) Order, 2011 and all
categories of predicate offenses are now criminalized.

Recommendation 5
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Deficiency 1 — CDD measures are required when there is suspicion of money laundering
and only with one-off transactions. In connection with this deficiency, examiners
suggested that the authorities consider carrying out a national risk assessment to
determine the risk of money laundering and terrorist financing to enable the application
of reduced or simplified anti-money laundering and terrorist financing measures (see
paragraph 361 of the MER in particular). To this effect, as explained in the 9™ follow-up
report, authorities indicate that sections 21 and 22 of Part Il of the POCAMLTF
Guidelines provide for customer due diligence (CDD) measures including enhanced CDD
which are broader than those existing at the time of the MER (see paragraphs 325 and
326). There were some cases where enhanced CDD was required regarding credit unions,
PEPs, and specific type of accounts. However this did not adequately cover all high risk
categories. Section 21 of the POCAMLTF Guidelines now provides guidance on the
applicability of the risk based CDD approach by financial institutions, entities or
professionals. There is no indication in the POCAMLTF Guidelines, however, that a
national risk assessment was conducted and used to enable the application of reduced or
simplified anti-money laundering and counter terrorist financing measures. This
recommendation would then be considered outstanding. However, as an element that
mitigates the fact that the recommendation is outstanding, the authorities included the
need for technical assistance in conducting a national risk assessment as part of
Grenada’s Technical Assistance and Training Needs matrix for 2013 that was submitted
to the CFATF. Grenada also sent representatives to the CFATF/World Bank National
Risk Assessment Workshop held in Barbados in March 2014 and authorities indicated
that a meeting with persons who received training and the AML/CFT Commission would
take place, to determine the way forward with regards to conducting the assessment. R. 5
/ Deficiency 2 was sufficiently addressed.

Deficiency 2- CDD measures for wire transfers are for occasional transactions over
US$10,000 rather than over the FATF US $1,000 limit. As described in the 9" Follow-
Up Report, the above recommendation is part of the asterisked essential criterion 5.2 and
in accordance with the FATF Methodology needs to be implemented by laws, decrees or
regulations issued or authorized by a legislative body. The above measure was therefore
incorporated in the POCAMLTF Guidelines, subsection 21(4)(c), which requires an
entity to undertake CDD when there is suspicion of money laundering or terrorist
financing irrespective of any exemption or threshold that may be referred to in the
AMLTF Guidelines. These Guidelines were issued by the Commission and subject to
negative resolution by the House of Representatives on May 28, 2013. Requirement
however, was applicable only to entities and did not include professionals. An
amendment to provide for the addition of the words “or professionals” wherever the word
“entity” appears without the words “or professionals” in the POCAMLTF Guidelines was
included as subsection 6(a) of the Proceeds of Crime (Anti-Money Laundering and
Terrorist Financing) (Amendment) Guidelines, 2013 Statutory Rules and Order (SRO) 24
of 2013 (POCAMLTFA Guidelines 2013). The amendment was given effect on
November 15, 2013 by a resolution passed by the House of Representatives.
Consequently R. 5/ Deficiency 2 was solved.

Deficiency 3) - CDD measures are not required when there are doubts about the veracity
of previously obtained due diligence. With regard to this deficiency, as also discussed in
the 9" Follow-Up Report, subsection 21 (4) (e) of the POCAMLTF Guidelines requires
entities to undertake customer due diligence when the entity has doubts about the veracity
and adequacy of previously obtained customer identification data. An amendment similar
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Vi.

Vil.

viii.

to the explained for deficiency 2) was also done, for this provision to apply for both
entities and professionals. As in the previous deficiency, the requirement is an asterisked
obligation to be in law, decree or regulations and was established as such. This R. 5/
Deficiency 3, was addressed.

Deficiency 4) - No provision to verify that any person purporting to act on behalf of the
customer is so authorized, and identify and verify the identity of that person. On this
matter, section 21 (3) of the cited POCAMLTF Guidelines requires that entities and
professionals verify that a person who purports to act on behalf of the customer or an
applicant of business, which is a legal person, partnership, trust or other legal
arrangement is so authorized and its identity is verified. Same clarification made for
deficiency 3) above, in the sense of obligations being applicable to both entities and
professionals and Guidelines being in law or regulations, for the purposes of asterisked
obligations within FATF Recommendations. This R. 5/ Deficiency 4, was solved.

Deficiency 5) — No requirement in law or regulation for the verification of identification
of customers. As also discussed under the 9" Follow-Up Report, this deficiency was
solved through section 21 (3) of POCAMLTF Guidelines which refers to customer
identification and verification. This R.5 / Deficiency 5, was addressed.

Deficiency 6) - No provision to understand the ownership and control structure of
customers that are legal persons or legal arrangement. As also discussed under the 9™
Follow-Up Report, provisions to understand the ownership of customers that are legal
persons or legal arrangements were introduced in section 21 (5) of the POCAMLTF
Guidelines. Reference to the need of understanding the control structure was later
included in subsection 6 (e) of the POCAMLTF Guidelines 2013. This R. 5 / Deficiency
6, was addressed.

Deficiency 7) — No requirement for financial institution to obtain information on the
purpose and intended nature of the business relationship. As also discussed under the 9™
Follow-Up Report, this was met through subsection 21 (3) (b) of POCAMLTF
Guidelines. Clarifications made as for other customer due diligence obligations described
above, to apply to both entities and professionals are also applicable here. This R. 5/
Deficiency 7, was addressed.

Deficiency 8) — No legislative provision for financial institutions to conduct ongoing due
diligence to include scrutiny of transactions and ensuring that CDD documents and
information are kept up-to-date. As also discussed under the 9" Follow-Up Report, this
was met through subsection 21 (3) (¢) of POCAMLTF Guidelines and through a
modification to the said guidelines, contained in section 6 (c) of the POCAMLTF
Guidelines 2013. This last amendment included a requirement for entities and
professionals to include scrutiny of transactions and ensure CDD information is kept up
to date. This R.5/ Deficiency 8, was solved.

Deficiency 9) — No requirement for financial institutions to perform enhanced due
diligence for high risk categories of customers. As also discussed in the 9" Follow-Up
Report, subsection 22 (2) of the POCAMLTF Guidelines requires every entity or
professional to engage in enhanced customer due diligence in its or his dealing with an
applicant for business or a customer who, or in respect of a transaction which, is
determined to be a higher risk for business, customer or transaction, irrespective of the
nature or form of the relationship or transaction. This R.5 / Deficiency 9, was solved.
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Xx.  Deficiency 10) — The exemptions for reduced or simplified CDD measures are not
justified on the basis of low risk. On this matter, examiners noted in several sections of
the MER, that the country did not conduct a national risk assessment and that risk based
approach measures were applied based on a perceived level of risk rather than a result of
a structured risk framework. Provisions such as those included in subsection 21 (6) (h) of
the POCAMLTF Guidelines, now stipulate that an entity and professional, in adopting a
risk-based approach, may determine customers or transactions that it considers carry low
risk in terms of a business relationship, and to make such a determination, the entity or
professional may take into account that the applicant for business or customers are
resident in foreign jurisdictions that the Commission is satisfied are in compliance with
and effectively implement the FATF Recommendations. A further modification
introduced in 2013 Guidelines (section 6, paragraph 6 (f)), restricts the use of simplified
or reduced CDD measures to the cases where the customer risk level qualifies for this
treatment (low risk) and conditions for this treatment are laid out in section 21 (8), also it
expressly prohibits applying reduced CDD in the case of suspicion of money laundering
or terrorist financing. This R. 5/ Deficiency 10, was addressed. As in cases above cited,
inclusion of the words “or professionals” for subsection 21 was done by POCA
(Amendment) Regs. SRO 24 of 2013 at section 6(a) (amendment of section 21 of
principal guidelines).

xi.  Deficiency 11) — No requirement for financial institutions to limit simplified or reduced
CDD measures to non-resident customers from countries that the authorities are satisfied
are in compliance with FATF Recommendations. As explained above, this R. 5 /
Deficiency 11, was also solved.

xii.  Deficiency 12) — No provisions prohibition simplified CDD measures whenever there is
suspicion of money laundering or terrorist financing. Limitations on reduced CDD
explained under deficiency 10 above, are also applicable here. R. 5/ Deficiency 12 was
addressed.

xiii.  Deficiency 13) — No requirement for financial institutions to apply CDD measures to
existing customers on the basis of materiality and risk. With regard to this deficiency, as
also explained in the 9" Follow-Up Report, the authorities cited an amendment to
subsection 21(4) of the POCAMLTF Guidelines in subsection 6(d) of POCAMLTFA
Guidelines 2013 which requires an entity or professional to undertake CDD where there
is an existing client or business relationship at appropriate times. Additionally subsection
25(5) of the POCAMLTF Guidelines was amended in section 8 of POCAMLTFA
Guidelines 2013 to require an entity or professional which establishes a business
relationship and is unable to carry out required or enhanced CDD to terminate the
business relationship and close all existing accounts. R.5 / Deficiency 13 was addressed.

19. General Conclusion for Recommendation 5: This Recommendation rated as NC, is
now complied at a level equivalent to at least an LC. Examiners made fourteen (14)
recommendations to cure the thirteen (13) deficiencies stated above, all which were addressed as
explained, with the exemption of the need for conducting a national risk assessment which is in
progress. Among others, authorities ensured that the POCAMLTF Guidelines captured all
relevant CDD, enhanced CDD and risk analysis. Authorities were also called upon ensuring
Guidelines met the requirements of enforceability applicable to asterisked obligations under
FATF Recommendations, since Guidelines were not taken as “other enforceable means” at the
time of Grenada’s Mutual Evaluation (see paragraph 292). This has changed, since Guidelines are
now issued by a Competent Authority, are mandatory and have sanctions for non-compliance. As

10
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explained in the 9" Follow-Up Report, Section 32(2) of POCA indicates that the POCAMLTF
Guidelines are applicable to entities regulated by the Commission, entities designated as
vulnerable to money laundering and terrorist financing by the Commission, and professionals
engaged in preparing or carrying out transactions for their clients concerning the following:

e The buying and selling of real estate;
e managing client monies, securities or other assets;
e management of bank, savings or securities accounts;

e organization of contributions for the creation, operation or management of
companies;

e The creation, operation or management of legal persons or arrangements;
e The buying and selling of business entities, and

e any other activity relating or incidental to any of the matters outlined above.

20. Additionally, section 4 of the POCAMLTF Guidelines specifies that every entity and
professional is subject to the POCAMLTF Guidelines. The definitions of entity and professional
as set out in section 2 of the POCAMLTF Guidelines with reference to sub-regulation 2(1) of the
POCAMLTEFR, include all financial institutions and the categories of DNFBPs and their relevant
activities as required by the FATF. With regard to sanctions for breaches of the POCAMLTF, as
described in the 9" Follow-Up Report and further in this report, Guidelines section 32(4) of
POCA was amended by the Proceeds of Crime (Amendment) (No.2) Act, 2013 in December
2013 to increase the penalty on summary conviction of a fine not exceeding EC $50,000 (US
$18,500) or a term of imprisonment not exceeding four years or both. Additionally, section 17 of
the POCAMLTFA Guidelines 2013 amends administrative penalties for specific breaches listed
in Schedule IV of the POCAMLTF Guidelines. These penalties are fines ranging from EC
$10,000 (US 3,700) to EC $40,000 (US$14,814) for corporate entities and EC $7,000 (US$2,600)
to EC $25,000 (US$9,250) for individuals. .These measures allowed for a range of penalties
provides for proportional application, however while the amounts for individuals were considered
dissuasive in the context of the a per capita gross domestic product of US$7, 868 for 2011, the
penalties for corporate entities are not, particularly when compared with the sanctions available
under POCA which include on summary conviction a fine of EC $500,000 or imprisonment for a
term of three years or both and on conviction on indictment an unlimited fine or imprisonment for
a term not exceeding ten years. In this regard, authorities advised of a draft amendment to POCA
Guidelines which adjusts administrative penalties for corporate entities, raising them to a range
between EC $ 70,000 - EC $250,000, and which could be considered as dissuasive, as it brings
them closer to those established in the POCA. . Amendments were tabled in the House of
Representatives on November 13, 2014. The amended Guidelines will be signed by the
Chairman of the AML/CTF Commission for publication in the Government
Gazette.

Recommendation 13

i.  Deficiency 1) — The obligation to submit suspicious transaction reports does not apply to
the proceeds of all FATF predicate offenses. As noted under Recommendation 1 in the 9™

11
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Follow-Up Report and in this report, the list of designated offences as set out in the
Schedule attached to POCA consists of all FATF designated categories of offences
including trafficking in human beings and migrant smuggling, counterfeiting and piracy
of products, environmental crime and piracy and terrorist financing. However, the
recommendation required the criminalization of these offences which would be a
prerequisite for making them predicate offences for money laundering as required by
FATF standards. It is noted that terrorist financing in particular the offence of providing
or receiving money or other property in support of terrorist acts is criminalized in section
19 of the TA 2012. Counterfeiting and piracy of products are criminalized in the
Copyright Act no. 16 of 2011. The CCAA, 2013 was enacted in November 2013 to
criminalize the offences of trafficking in human beings, migrant smuggling,
environmental crimes and piracy. Section 4 of the CCAA, 2013 inserts section 176B after
section 176A of the Criminal Code Cap 72A (CC). Section 176B criminalizes migrant
smuggling with a penalty on conviction on indictment of a term of imprisonment for ten
years. Section 5 of the CCAA, 2013 inserts section 176C after section 176B. Section
176C criminalizes human trafficking with a penalty on conviction on indictment of a
term of imprisonment for ten years. Section 6 of the CCAA, 2013 inserts section 271A
after section 271 of the CC. Section 271A criminalizes environmental pollution with a
penalty on conviction on indictment of a fine of two hundred thousand dollars or a term
of imprisonment for fifteen years. Finally, section 7 of the CCAA, 2013 replaces former
section 335 with section 355 criminalizing piracy on the sea and in the air with a penalty
on conviction on indictment of life imprisonment. R.13 / Deficiency 1 was addressed.

Deficiency 2) - Requirement to report STRs relating to the financing of terrorism is
discretionary and does not include funds used for terrorism or by terrorist organizations
or those who finance terrorism. With regard to this item, as explained in the 9" Follow-
Up Report, section 25 of the TA 2012, criminalises the failure to disclose information by
any person in the regulated and public sectors who knows or suspects or has reasonable
grounds for knowing or suspecting that another person has committed an offence under
sections 19 to 22 of TA 2012. Disclosure is to be made to a police officer or a nominated
officer. Sections 19 to 22 details terrorist financing offences. While section 19 of the TA
2012 criminalizes the offence of providing or receiving money or other property in
support of terrorist acts, funding of terrorist organizations or those who finance terrorism
has not been criminalized and therefore are not part of the suspicious transaction
reporting. The authorities have advised that an amendment was made under the Terrorism
(Amendment) Act 2013 (TAA 2013) which was enacted in August 2013 to insert in
section 19 of the TA a provision criminalizing the providing or collecting of property for
and on behalf of an individual terrorist or terrorist organization and with the intention that
the property should be used or there is reasonable cause to suspect that it may be used for
the purpose of terrorism. This provision directly links the provision of funding for the
purpose of terrorism. However, the requirement is for the criminalization of any funding
of terrorist organizations or those who finance terrorism. Section 9 of the TAA No. 2 of
2013 enacted in November 2013 criminalizes the collecting, providing or attempts to
collect or provide or make available any property whether directly or indirectly to any
terrorist organization or any person who is concerned or connected with the financing of
terrorism. R 13 / Deficiency 2, was addressed.

Deficiency 3) - No requirement to report suspicious transactions regardless of the

amount of transaction. With regard to this deficiency, section 20(2) of the POCAMLTF
Guidelines requires employees of an entity or a professional to report any attempted
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activity or transactions without limiting it to a specific amount. R. 13 / Deficiency 3, was
addressed.

Deficiency 4) - No requirement to report suspicious transactions regardless of whether
they are thought among other things to involve tax matters. With regard to this
deficiency, as indicated in the 9" Follow-Up Report, section 8 of POCAMLTFA
Guidelines 2013 amends subsection 25(5) of the POCAMLTF Guidelines which requires
an entity or professional to report suspicious transactions to the FIU regardless of the
amount or whether they are thought to involve tax matters. This provision addressed R.
13/ Deficiency 4.

Deficiency 5) — The reporting of suspicious transactions is ineffective. With regard to this
deficiency, it is important to note that as explained above, suspicious transaction
reporting obligations were limited and this in turn made reporting ineffective. Once these
were addressed, this deficiency in turn, was closed. Also, authorities indicated that the
number of STRs received has been increasing and see comparative table including
“Actions by the Judicial System in cases of Money Laundering. See tables below
(Source: FIU).

STRs Reported Year
65 2009
100 2010
205 2011
155 2012
215 2013
130 2014 (as of October 2014)

Status of STRs 2004-2007 (MER page 2009-2014 (sample post
55) Mutual Evaluation)
Received 141 870
Closed 43 According to the National
(1 prosecution derived | Drug Avoidance Secretariat
from all STRs reported statistics, 25 criminal
according to procedures initiated (2
Paragraph 216 MER) convictions) derived from a
STR in 2013, 3 in 2014, see
specific table below.
Action Number Of Number Of Number Of | Number Of Value Of Investigation Amount Of
Persons Criminal Persons Persons Confiscated Of Cases Of Cash Seized
Arrested Based Procedures Tried Convicted Property Laundering Of
On Initiated Money Derived
Investigations From lllegal
Drug
Trafficking
M F M F M F M F
Investigations 2 0 19 0 2 0 2 0 0 0
undertaken based
on reports of
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suspicious
transactions
Other 1 0 3 0 0 0 0 0 0 0 0
investigations of
cases relating to
money laundering
TOTAL 3 22 2 2 0 0 0
M (Money Laundering), F (Terrorism Financing)
Action Number Of Number Of Number Of | Number Of Value Of Investigation Amount Of
Persons Criminal Persons Persons Confiscated Of Cases Of Cash Seized
Arrested Based Procedures Tried Convicted Property Laundering Of
On Initiated Money Derived
Investigations From lllegal
Drug
Trafficking
M F M F M F M F

Investigations
undertaken based 0 1 0 1 0 1 0 0 $200,000 0 0
on reports of
suspicious
transactions
Other
investigations of 0 0 0 0 0 0 0 0 0 0 0
cases relating to
money laundering
TOTAL

1 1 1 0 $200,000 0 0

21.

investigations and seizures as shown in tables above.

General Conclusion for Recommendation 13: This Recommendation rated as NC, is
now complied at a level equivalent of at least, LC. As explained for Recommendation 1, all the
designated categories of predicate offenses were covered by legislation but not all were
criminalized and this had an impact on suspicious transaction reporting obligations being
applicable to all predicate offenses. Changing this, together with the fact of all suspicious
transactions should be reported regardless of the amount, or of them involving among others,
fiscal matters, derived in fairly effective reporting. It has also resulted in an increase in

Special Recommendation 11

Deficiency 1) —Criminalization of terrorist financing does not include all offences in the
Annex to the Terrorist Financing Convention. With regard to this deficiency, as explained
in the 9" Follow-Up Report, examiners recommended that Schedule 2 of the TA was
amended to include the treaties on the Convention on the Physical Protection of Nuclear
Material and the International Convention for the Suppression of Terrorist Bombing. This
recommendation resulted from the definition of terrorist act as set out in previous TA not
including offences under the treaties on the Convention on the Physical Protection of
Nuclear Material and the International Convention for the Suppression of Terrorist
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Bombing as required by Article 2 of the Terrorist Financing Convention. It is noted that
the TA which replaced the previous Act not only did it fail to include offences from the
recommended Conventions but also appeared to have excluded the other Conventions
which were previously listed in Schedule 2 of the previous TA. Section 2 of the TA was
amended by the TAA 2013 in August 2013 by inserting a new paragraph (iii a)) revising
the definition of terrorism to include offences within the scope of and defined in any of the
treaties listed in Part IA of the Fifth Schedule, which among others, included the Terrorist
Financing Convention to ensure all treaties were covered. This Fifth Schedule to the TA
was amended by the TAA 2013 to include the Conventions required by Article 2 (a) of the
Terrorist Financing Convention.  Consequently the SR. Il / Deficiency 1, was
addressed.

Deficiency 2 - The terrorist financing offences do not cover the provision/ collection of
funds for an individual terrorist. With regard to this matter, sections 19 to 22 of the TA
criminalizes the soliciting, receiving, providing, using, possessing and arranging for
property to be used for terrorist purposes. Additionally, the facilitating of the retention or
control by or on behalf of another person of terrorist property is also criminalized.
Terrorist property is defined in section 18 of the TA to mean property however acquired
which is likely to be used for the purpose of terrorism, proceeds from the commission of
acts of terrorism and proceeds of acts carried out for the purpose of terrorist acts. The
above provisions specifically only criminalize the provision/collection of funds to be used
for terrorism and not all funds collected for or on behalf of an individual terrorist. The
authorities later advised that an amendment was made under the TAA 2013 which was
enacted in August 2013 to insert in section 19 of the TA a subsection 3(a) criminalizing
the providing or collecting of property for and on behalf of an individual terrorist or
terrorist organization and with the intention that the property should be used or there is
reasonable cause to suspect that it may be used for the purpose of terrorism. This
provision directly links the provision of funding for the purpose of terrorism. However, the
requirement is for the criminalization of any funding of an individual terrorist. Section 9
of the TAA No. 2 of 2013 amends subsection (3a) of section 19 of the TA by inserting
paragraph (aa) which criminalizes the collecting, providing or attempts to collect or
provide or make available any property whether directly or indirectly to any terrorist
organization or any person who is concerned or connected with the financing of terrorism.
This provision refers to terrorist organization and persons concerned or connected with the
financing of terrorism and does not include individual terrorists. However, authorities
advised of a further amendment to the TA, approved on November 13th 2014, which
would amend section 19 to also include the collection of any funds or on behalf of an
individual terrorist, with this, the deficiency (SR. 11 / Deficiency 2), was addressed.

Deficiency 3) — The terrorist financing offense of fund-raising is not subject to any
sanctions and therefore is not a predicate offence for money laundering. As discussed in
the 9™ Follow-Up Report, the terrorist financing offences set out in sections 19 to 22 of the
TA include the offence of providing or receiving money or other property in support of
terrorist acts. The penalties for offences under sections 19 to 22 of the TA consist of on
summary conviction a fine not exceeding EC$ 400,000 or imprisonment for four years or
both and on conviction on indictment to a fine not exceeding EC $1,000,000 or to
imprisonment for thirty years or both. This SR. Il / Deficiency 3, was addressed.

Deficiency 4) The terrorist financing offence of fund-raising does not apply regardless of

whether the person alleged to have committed the offence is in the same country or a
different country from which the terrorist/ terrorist organization is or the terrorist act
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22.

occurred / will occur. As discussed on the 9" Follow-Up Report, the terrorist financing
offences as set out in sections 19 to 22 of the TA do not provide for the terrorist financing
offence of fund-raising to apply regardless of whether the person alleged to have
committed the offence is in the same country or a different country from the one in which
the terrorist/terrorist organization is or the terrorist act occurred/or will occur. The TA
was amended by the TAA 2013 by the insertion of a new section 22A which allows for the
terrorist financing offence occurring outside of Grenada to be treated as having been
committed in Grenada. Consequently this SR. 11 / Deficiency 4, was solved.

Deficiency 5) — Effectiveness of terrorist financing regime is difficult to assess in light of
the absence of investigations, prosecutions and convictions for FT. With regard to this
deficiency, authorities indicated that legislation is in place but there has not been to date,
any suspicion of TF or cause for investigations, prosecutions or convictions. This
deficiency is however palliated by the fact of amendments made to the TF offense to bring
it in compliance with Special Recommendation II, and mechanisms in place under Special
Recommendation I1l. Also, it must be mentioned that Grenada is an island country and
sovereign state in the Caribbean with an area of 344 square km (133 square miles), and a
small financial sector (see Table 3 above), with an estimated population of 110,000. There
are no known reports of Terrorist Organizations operating in or from Grenada and it is
therefore possible to ascertain that there is a low risk of TF. Hence, this deficiency is
considered addressed.

General Conclusion for Special Recommendation I1: This Recommendation rated as

NC, is now complied at a level essentially equivalent to, at least an LC. The Terrorism Financing
offense was amended to fully include offenses established in the Annex to the Convention for the
Suppression of the Financing of Terrorism and includes, among others, the provision/collection of
funds for or on behalf of an individual terrorist.

Special Recommendation 1V

Deficiency 1) - No requirement to report STRs relating to the financing of terrorism, is
discretionary and does not include funds used for terrorism or by terrorist organisations
or those who finance terrorism. As discussed in previous follow-up reports with regard to
this matter, section 25 of the TA 2012, criminalises the failure to disclose information by
any person in the regulated and public sectors who knows or suspects or has reasonable
grounds for knowing or suspecting that another person has committed an offence under
sections 19 to 22 of TA 2012. Disclosure is to be made to a police officer or a nominated
officer. Sections 19 to 22 detail terrorist financing offences. While section 19 of the TA
2012 criminalizes the offence of providing or receiving money or other property in support
of terrorist acts, the funding of terrorist organizations or those who finance terrorism was
not criminalized and therefore are not part of the suspicious transaction reporting.

The authorities advised that an amendment was made under the TAA 2013 was enacted in
August 2013 to insert in section 19 of the TA a provision criminalizing the providing or
collecting of property for and on behalf of an individual terrorist or terrorist organization
and with the intention that the property should be used or there is reasonable cause to
suspect that it may be used for the purpose of terrorism. This provision directly links the
provision of funding for the purpose of terrorism. However, the requirement is for the
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criminalization of any funding of terrorist organizations or those who finance terrorism.
Finally, section 9 of the TAA No. 2 of 2013 amends subsection (3a) of section 19 of the

TA by inserting paragraph (aa) which criminalizes the collecting, providing or attempts to
collect or provide or make available any property whether directly or indirectly to any
terrorist organization or any person who is concerned or connected with the financing of
terrorism. This provision addressed this deficiency. SR. 1V / Deficiency 1 was addressed.

Deficiency 2- No requirement to report all suspicious transactions including attempted
transactions, regardless of the amount of transaction. As also explained in the 9" Follow-
Up Report, this was addressed through section 20(2) of the POCAMLTF Guidelines
requiring employees of an entity or a professional to report any attempted activity or
transactions. SR. IV / Deficiency 2 was addressed.

Deficiency 3 — There is no requirement to report suspicious transactions regardless of
whether they are thought among other things to involve tax matters. As explained in the 9™
Follow-Up Report, section 8 of POCAMLTFA Guidelines 2013 amends subsection 25(5)
of the POCAMLTF Guidelines requiring an entity or professional to report suspicious
transactions to the FIU regardless of the amount or whether they are thought to involve tax
matters. SR. 1V / Deficiency 3 was addressed.

General Conclusion for Special Recommendation 1V: This Recommendation rated

as NC, is now complied at a level essentially equivalent to, at least, LC. Limitations on suspicious
transaction reporting were eliminated and the obligation to report attempted transactions was
included, among other improvements, which raised the overall level of compliance with this
Recommendation.

Recommendation 23

Deficiency 1 — There is a limited number of inspections by the Eastern Caribbean Central
Bank (ECCB) in the last four years, is ineffective to ensure compliance of its licensees.
With regard to this matter, for the 9th Follow-Up Report, authorities advised that the
ECCB conducted on-site examinations of three (3) banks during the last three (3) years,
the most recent of which occurred as at March 31, 2013. These examinations included
checks to ensure compliance with AML/CFT obligations. Information submitted for that
report states that comprehensive inspection/supervision was carried out by the ECCB
during the period June 24 to July 5, 2013 to ensure that the banks policies, programmes
and the country’s AML/CFT legislations are adhered to. The ECCB assured that
inspection of countries are done randomly before scheduling an inspection within the
region. The records of the bank are taken in to consideration in assessing its vulnerability
to ML/TF. Authorities indicated that sanctions were not needed for any AML/CFT
breaches, since area of breach was very minor. No inspections reported for 2014, however
authorities further indicated that though there are no inspections planned for 2014, off-site
monitoring is done on a consistent basis by the ECCB, the banks are in constant contact
and are required to submit weekly, monthly, quarterly and annual reports. If there is an
issue with any of the reports more than usual communication would be necessary to rectify
deficiency. This deficiency (R.23 / deficiency 1) was sufficiently addressed. Authorities
also made reference to recent training administered by the FIU and the Commission in the
area of Compliance Audit, on 23rd and 24th September, 2014. Reference was also made
to a follow-up workshop held November 17th 2014 and another upcoming on 1st
December, 2014, in preparation for the first on-site inspection of a Credit Union scheduled
for 3rd and 4th December, 2014. Six (6) supervisors attended the session geared at
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developing a questionnaire/checklist among other things. Inspection of other Financial
Institutions will take place during the first quarter of 2015.

Deficiencies 2) and 3) — No indication in law that fitness and probity checks on directors,
shareholders, and management of licensees is a requirement for the licensees of the
ECSRC or GARFIN. As noted in the 9th Follow-Up Report and in the follow-up report of
May 2012 the above recommendation for legal provisions to be enacted for fitness and
probity checks on directors, shareholders and management of licensees of the ECSRC and
the Grenada Authority for the Regulation of Financial Institutions (GARFIN) was partially
met for the licensees of GARFIN under the provisions of the Insurance Act and the Money
Services Business Act (MSBA). To further address this deficiency, authorities issued the
Section 15 (A) of Garfin (Amendment) Act No. 27, 2014 which contains fit and proper
requirements for shareholders and directors or who performs senior management functions
in licensees by GARFIN. Authorities also presented a Securities (amendment) No. 26,
2014 which broadens application of fit and proper requirements to ensure that they are
applicable to directors, officers and whoever performs corporate management functions in
the licensee. Therefore, these deficiencies (R. 23 / Deficiencies 2 and 3) were
addressed.

Deficiency 4) - No supervisory regime and by extension, no reporting obligations are in
place for money service business (MSB's). As indicated for the 9" Follow-Up Report,
authorities had indicated in previous reports that a legal framework was established for
implementing effective systems for monitoring and ensuring compliance with AML/CFT
requirements by the enactment of the MSBA and that GARFIN had begun an on-site
inspection regime by inspecting all three (3) money service operators in Grenada in 2011.
It was noted that one of the money service operators did not require 1Ds from their clients
to conduct transactions. No sanction was applied but a recommendation for remedial
action was made and was complied with within three (3) months of the date of GARFIN’s
inspection report. No inspections of money service operators occurred during 2012. One
(1) inspection was completed in January 2013. There were no major compliance issues
arising from the inspection. GARFIN maintained constant contact with the institution to
ensure submission of annual audited financial statements and follow-ups. GARFIN has
also been conducting off-site supervision of all money service operators during 2013.
There were no on-site inspections conducted by GARFIN on Money Services Businesses
during the 2014. However as a result of the FIU’s constant training conducted with the
MSB’s and the sharing of emerging trends and typologies the MSBs have developed a
close relationship with the Financial intelligence Unit and as such a significant number of
SARs have been reported for the year. Number of SARs reported by MSB’s as at 4™
November 2014 is 75 while previously in the entire year 2013 was 118, and in 2012 it was
113. It is also important to note, that the size of sector is relatively small, only three (3)
MSB businesses, two (2) (Money Gram and Western Union) of them are actually agents of
and part of a wider Caribbean and out the Caribbean company with global AML/CFT
policies and procedures (this comment is not meant to prejudge effectiveness of such
programs, but to state that as a minimum basic procedures and policies would be in place).
The above measures suggest that the R 23 / Deficiency 4 was solved.

General Conclusion for Recommendation 23: This Recommendation rated as PC, is

now complied at a level essentially equivalent of at least an LC. This considering that supervision

for Money Services Businesses is in place and that fit and proper requirements are in place for
directors, officers, shareholders and any individual who exercises corporate management

functions for both GARFIN and ECSRC Licensees.
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Recommendation 35

Deficiency 1) — All designated categories of offences are not adequately addressed in the
range of predicate offences. As described for Recommendation 1 in this report, and in the
previous follow-up report, the list of designated offences as set out in the Schedule
attached to POCA consist of all FATF designated categories of offences, though some of
the offences lacked criminalization. Terrorist financing in particular, the offence of
providing or receiving money or other property in support of terrorist acts is criminalized
in section 19 of the TA 2012. Counterfeiting and piracy of products are criminalized in
the Copyright Act no. 16 of 2011. The CCAA, 2013 was enacted in November 2013 to
criminalize the offences of trafficking in human beings, migrant smuggling,
environmental crimes and piracy. Section 4 of the CCAA, 2013 inserts section 176B after
section 176A of the Criminal Code Cap 72A (CC). Section 176B criminalizes migrant
smuggling with a penalty on conviction on indictment of a term of imprisonment for ten
years. Section 5 of the CCAA, 2013 inserts section 176C after section 176B. Section
176C criminalizes human trafficking with a penalty on conviction on indictment of a
term of imprisonment for ten years. Section 6 of the CCAA, 2013 inserts section 271A
after section 271 of the CC. Section 271A criminalizes environmental pollution with a
penalty on conviction on indictment of a fine of two hundred thousand dollars or a term
of imprisonment for fifteen years. Finally, section 7 of the CCAA, 2013 replaces former
section 335 with section 355 criminalizing piracy on the sea and in the air with a penalty
on conviction on indictment of life imprisonment. This R.35 / Deficiency 1) was
addressed.

Deficiency 2) — Not all relevant articles of the Conventions have been fully implemented.
As noted in the 9" Follow-Up Report, in Grenada’s MER, there were no legislative
provisions covering Articles 8, 10, 11 of the Vienna Convention and Articles 20 and 24
of the Palermo Convention. In this regard, article 8 was incorporated with regard to
transfer of proceedings, however, it remains outstanding. This because authorities cited
sections 24 and 25 of the Mutual Assistance in Criminal Matters Act Cap 202B which
cover other aspects of the Palermo Convention, such as “assistance in transferring of
prisoners” for the purposes of providing, for instance, evidence in a process, but not the
“transfer of proceedings” as such. This would include the possibility of transferring
documentation to foreign authorities, to secure conviction / higher sentence. If offender is
not already in the country, there may be a transfer through an extradition or similar
agreement. With regard to Article 10, authorities cited the Mutual Assistance in Criminal
Matters Act and the Financial Intelligence Act No. 14 of 2012 (section 21) which
addresses agreements and arrangements between, for instance, the FIU and other foreign
intelligence units, and this covers in a way, what is required by article 10 of the
Convention. The FIU has the ability to celebrate agreements and expand the prevention
network available to a country like Grenada. In the case of article 11, which refers to
controlled delivery, authorities indicate that this can be dealt administratively and through
bilateral and multilateral agreements. For example the (RRU) Rapid Response Unit is a
unit of the Royal Grenada Police Force and they have bilateral agreements with other
OECS countries, as St. Vincent. They combine forces and conduct successful sting
operations especially in drug related matters. Finally with regard to articles 20 and 24 of
the Palermo Convention, which cover Special Investigative Techniques and the
Protection of Witnesses, they were both covered separately by the “Interception of
Communications Act No. 22 of 2013” and the “Protection of Witnesses Bill No. 17 of
2014. The Interception of Communications Act contains provisions that would allow
authorities, once a warrant is issued, to intervene communications within a network, for
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the purposes of obtaining evidence in a process, among others. Section 30 of the Act
establishes there is certain information, that once is protected by law (and examples of
banking and financial secrecy are provided) will remain a privilege, however this should
not be deemed as hindering application of article 20, in accordance to domestic law.
Particularly, since as described in its MER, there are no secrecy laws in Grenada
(Recommendation 4 was rated C) and authorities have the ability to share information.
The Protection of Witnesses Bill does allow for witnesses’ protection, provides forms to
that effect, and even contains the possibility for a witness to provide evidence via remote
or virtual presence. This R. 35/ Deficiency 2, was addressed.

General Conclusion for Special Recommendation 35: This Recommendation rated

as PC, has still elements outstanding. Special Legislation was promoted to ensure full
implementation of Vienna and Palermo Convention articles but was found to still have a minor
deficiency to address with regard to the transferring of proceedings, therefore making it possible
to conclude that this Recommendation is how complied at a level essentially equivalent to LC.

Special Recommendation |

26.

Deficiency 1) (unique deficiency) — No requirement to freeze terrorist funds or other
assets of persons in accordance with UN Resolutions (S/RES/1267(1999) and
(S/RES/1373(2001). As explained in the 9th Follow-Up Report, the examiners
recommendation proposed to cure this deficiency, that the authorities implement the UN
Security Council Resolutions relating to the prevention and suppression of terrorist
financing as set out in S/RES/1267(1999) and S/RES/1373(2001). The authorities have
advised that both UN Security Council resolutions have been implemented in the TAA
(No. 2) Act 35 of 2013 and the TAA (No. 11) 2014. The specific provisions of the TAA
(No. 2) Act 35 of 2013 addressing this matter are discussed in this report in the section
under Special Recommendation 111, though with some deficiencies noted. Therefore SR.
I / Deficiency 1, was addressed.

General Conclusion for Special Recommendation I: This Recommendation is still

outstanding.

Special Recommendation 111

Deficiency 1) — No provision in the TA for the freezing of property other than restraint
orders (Examiner’s recommendation: The TA should be amended to allow for the
freezing of terrorist funds or other assets of persons designated by the United Nations Al-
Quaida and Taliban Sanctions Committee in accordance with S/RES/1267(1999)). With
respect to this matter, as explained in the 9™ Follow-Up Report, the authorities have
advised that the TAA (No. 2) Act 35 of 2013 amends section 14 of the TA by inserting
freezing provisions for designated entities in accordance with the requirements of
S/RES/1267(1999). With regard to the examiners’ recommendation it is noted that it
reflects the requirements of the first criterion of SR. Il in the FATF methodology. The
criterion requires the freezing of funds including funds derived from funds or other assets
owned or controlled directly or indirectly or other assets of entities designated by the
United Nations Al-Quaida and Taliban Sanctions Committee without delay. In order to
assess compliance, the provisions of the TAA (No. 2) Act 35 of 2013 had to be analyzed
against the requirements of the criterion. With regard to the freezing of funds of
designated entities, section 5 of the TAA (No. 2) Act 35 of 2013 amends section 14 of the
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TA Dby inserting subsection 14A. Subsection 14A(1) defines designated entities for
section 14AB and 14C, to mean individuals or entities and their associates designated as
terrorist entities by the Security Council of the United Nations. Section 14A requires the
FIU to maintain a list of designated entities to be circulated to financial institutions which
are required to report_immediately to the FIU whether any designated entity has funds
with the institution. Section 14B provides for the Attorney General to submit on the basis
of information supplied by the FIU from a financial institution, an ex-parte application to
a judge for an order to freeze without delay the funds of any designated entity.
Additionally and very importantly, section 14AB of the TAA (No. 2) Act 35 of 2013 was
repealed in Act No. 28, 2014, which sets a requirement for all Financial Institutions to
immediately freeze assets and at the same point in time immediately inform the FIU and
the Attorney General, as well as the designated entity, that funds have been frozen. While
this process is in general accordance with the requirements of the criterion there are some
specifics which need further clarification. There is no definition of funds in the Act to
compare against the requirement of the criterion. However, section 27A (TAA 11 of
2013), for example, though related to a separate process, as well as other sections of the
TA (Principal Act of 2012), define “property” to freeze as follows: “includes money or
property where situated and whether real or personal, heritage or movable, and things in
action and other intangible or incorporeal property”, and this is close to the definition of
funds or other assets, though not as descriptive as required.® It is also relevant to argue
that given that Grenada acceded to the UN Convention on the Suppression of the
Financing of Terrorism since December 13", 2001; has taken action to implement articles
as described along in this report, and in the same act, the cited Convention is included
among treaties listed for the definition of offence and processes derived therein, it is
possible to imply that the definition of funds as per the Convention, in the absence of a
specific definition for funds, could be invoked by a court (though preferably to be
included expressively over time, since this has not been tested). Additionally, the length
of time taken to implement any freezing order from the moment a financial institution has
identified funds held by a designated entity to the enforcement of a freezing order is
limited if any, since financial institutions have an obligation to_immediately freeze and
this is relevant while assessing compliance with the requirement to freeze “without
delay”. It should be noted that the requirement “without delay” has been consistently
defined in these circumstances as a period of hours from the moment of first
identification by the financial institution to the enforcement of the freezing order. In this
regard, authorities explained that the amendment to the Terrorism Act (Act No. 28,
2014), requires Financial Institutions to freeze_immediately regardless of the process to
follow under 14B. Requests under 14B, would also be dealt with in a relatively
immediate manner. The court in its normal course of functioning facilitates the granting
of Orders within a day or two, depending on the time of day in which it is made or even
within the same day (i.e. case of detention orders). Grenada has seized (as described
under Recommendation 3 and other sections of this Report) funds and other property and
have made several applications to the court for Detention Orders in order to apply for
forfeiture in various instances. The process is a fairly simple one, the application is taken

3 According to FATF Special Recommendation 11, the term funds or other assets mean financial
assets, property of every kind, whether tangible or intangible, movable or immovable, however,
acquired, and legal documents or instruments in any form, including electronic or digital,
evidencing title to, or interest in, such funds or other assets, including but not limited to, bank
credits, travellers cheques, bank cheques, money orders, shares, securities, bonds, drafts or letters
of credit, and any interest, dividends or other income or value accruing from or generated by such
funds or other assets.
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to the Court along with an affidavit. The Applicant then signs the affidavit, (done in
triplicate) in front of the Registrar, he then takes it to the Court Clerk for filing. That
same document is then taken to the Magistrate who once satisfied with the grounds for
the application grants the Order. A copy is served on the Respondent and an
Acknowledgement of Service is signed by the parties. This contributes to the fact of
freezing being done within a reasonable amount of time. In conclusion, SR. 111 /
Deficiency 1) was addressed.

Deficiency 2) — No provisions for freezing of terrorist funds or other assets of designated
persons in accordance with S/RES/1267 (1999) and S/RES/1373 (2001) (Examiners
recommendation: TA should be amended to provide for the freezing of terrorist funds or
other assets of persons designated in the context of S/RES/1373(2001)). As for the prior
follow-up report, the authorities have also advised that the TAA (No. 2) Act 35 of 2013
also includes the requirements of S/RES/1373(2001) since persons designated under
S/RES/1373(2001) are covered in the definition of designated entities in subsection
14A(1). As such, the process outlined above for S/RES/1267(1999) will also be
applicable for S/RES/1373(2001) and as explained above, was almost sufficient.
Additionally, there were doubts on the publicity of listing which would enable
individuals designated under 14B, since provisions indicate that a list “may” be published
and it does not make it mandatory. A further amendment reflecting a change to replace
the word “may” with the word “shall” which makes it mandatory would have been
approved in November 2014. This SR. 111/ Deficiency 2, was addressed.

Deficiency 3) — No provision in TA to provide for confiscation of property used in
connection with the commission of the terrorist financing offence of fund-raising under
section 8 of the of TA. As indicated in the 9" Follow-Up Report, authorities have cited
amended section 27A of the TA which provides for the freezing of property of terrorists,
however this does not refer to the terrorist financing offence of fund-raising as required
by examiners recommendation related to this deficiency. Further Amendment seemed to
address outstanding issue and was approved on November 13™, 2014. Country needs to
explain why items (words) 3 and 4 were deleted and replaced with 22A solely, since it
seems this would imply provisions with regard to 3) Terrorism and 4) Weapons training
of the Principal Act (16, 2012) are being deleted. This minor matter would be addressed
on an already scheduled amendment. Authorities also continue to work to ensure
adequacy and integrity of the TA, which has been amendment in several occasions. SR.
111/ Deficiency 3 was sufficiently addressed.

Deficiency 4) — No mechanism available where victims of offense committed under the
TA are compensated consistent with Article 8 of the Terrorist Convention. This SR. 111 /
Deficiency 4, was addressed. As explained in the 9" Follow-Up Report, section 12 of the
TAA (No 2) Act 35 of 2013 amends section 55 of the TA by inserting subsection (55A)
which allows for the sharing of property derived from forfeiture pursuant to the TA and
the compensation of victims of offences under the Act from forfeited property. The
above provision should allow for the establishment of a mechanism for compensation of
victims. This deficiency (SR. 111 / Deficiency 4) was addressed.

Deficiency 5) — No clear guidance issued to financial institutions concerning their
obligations in taking action for freezing accounts in relation to the circulated lists of
terrorists and/ or terrorist organisations. As indicated in the 9" Follow-Up Report, no
information has been provided regarding this deficiency which therefore remains
outstanding. Currently, authorities explained that the FIU receives the list from the
Ministry of Foreign Affairs and sends it to all Financial Institutions under section 14AB
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Vi.

of TAA 2014, with an enclosed letter that serves as guidance, requesting them to update
their asset freeze list and if they observe any names on the list that hold accounts with
them, they should immediately bring to the attention of the Financial Intelligence Unit
who would act immediately. The last communication was sent out in November 2013.
The country also monitors for any updates in a proactive basis. SR. 111 / Deficiency 5
was sufficiently addressed.

Deficiency 6) —No publicly-known procedure for de-listing of names of proscribed
organizations and terrorists listed in the Schedule to the TA. With regard to this
deficiency, as explained in the 9" Follow-Up Report, section 7 of the TAA (No 2) Act 35
of 2013 amends section 14 of the TA by inserting section 14B which provides for the
Attorney General to submit on the basis of information supplied by the FIU from a
financial institution an ex parte application to a judge for an order to freeze without delay,
the funds of any designated entity. Additionally, subsections (8) to (12) establish
procedures for entities which include designated entities affected by freezing orders
under subsections (3) and (4) of section 14B of the TA to challenge such freezing orders.
The Attorney General under subsection (11) of section 14B is required to review all
freezing orders implemented under subsection (3) every six (6) months to determine
whether the circumstances continue to exist in respect of the listed entity. One of the
circumstances for consideration is whether the individual or entity is still designated as a
terrorist entity by the Security Council. Consequently once the Security Council has
delisted a name, an application to revoke any relevant freezing order will be made. SR.
111/ Deficiency 6 was solved.

Deficiency 7) — No procedures for authorizing access to funds or other assets that were
frozen via restraint orders, necessary for basic expenses and the payment of certain types
of fees in accordance with S/RES/1452(2002). The authorities have cited subsection (4)
of new section 14B of the TA which allows the Court in an order to freeze the funds of a
designated entity to make provisions for living and legal expenses of the individual or
legal entity as the case may be. While the provision does provide for the payment of
basic expenses there is no reference to the requirements of S/RES/1452(2002) which
specifically list basic expenses: payment for foodstuffs, rent, mortgage, medicine and
medical treatment, taxes, insurance premiums etc. Additionally access for the payment
of such expenses can only be granted after notification of the Committee established
pursuant to 1267(1999) of the intention to authorize access to such funds and in the
absence of a negative decision by the Committee within 48 hours of such notification.
Given the above, this recommendation deficiency had only been solved partially. Section
14B of the principal Act was further amended in November 13", 2014, to include precise
references to items listed in S/RES/1452(2002) and to the need of prior authorization.
SR. 111 / Deficiency 7 was addressed.

Deficiency 8) — Difficult to assess effectiveness of mechanism for ensuring compliance
with TA due to lack of statistics. SR. 111 / Deficiency 8 was outstanding as there have not
been TF cases, though measures are in place, as indicated by authorities and described
throughout this report. The deficiency is however palliated by the fact of amendments
made to the TF offense to bring it in compliance with Special Recommendation 11, and
mechanisms in place under Special Recommendation Ill (though with some items that
require improvement). Also, it must be mentioned that Grenada is an island country and
sovereign state in the Caribbean with an area of 344 square km (133 square miles), and a
small financial sector (see Table 3 above), with an estimated population of 110,000.
There are no known reports of Terrorist Organizations operating in or from Grenada and
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it is therefore possible to ascertain that there is a low risk of TF. Hence, this deficiency
(SR. 111/ Deficiency 8) is considered addressed.

217. General Conclusion for Special Recommendation I11: This Recommendation is now
compliant on a level comparable to an LC, level of compliance was increased through a number
of amendments to the Terrorism Act which developed the legal mechanisms that would enable
financial institutions to immediately freeze terrorist funds or other assets and provide access to
funds or other assets only for certain expenses as required by UNSC Resolution 1452. The
country also has the authority to designate the persons and entities that should have their funds or
assets frozen, as well as to examine and give effect to, as appropriate, to actions initiated under
the freezing mechanisms of other countries.

Special Recommendation V

i. Deficiency 1) — Not of all TF offences are covered by mutual legal assistance
mechanisms. As explained under several Recommendations above, including Special
Recommendation Il above and under deficiency 2) below, fundraising mechanisms as
well as other offenses previously missing are now criminalized under the TA and
amendment Acts, and therefore covered by the Mutual Assistance in Criminal Matters
Act, which definition of a “criminal matter” refers to (a ) an investigation into a matter
certified by the Central Authority of the country to be a matter in respect of which there
is reasonable cause to believe that an offence under the laws of that country has been
committed and in respect of which criminal or forfeiture proceedings could be instituted
in that country; or (b) proceedings certified by the Central Authority of the country to be
criminal or forfeiture proceedings instituted in respect of an offence committed, or
suspected on reasonable rounds to have been committed, against the laws of that country.
This matter (SR. V / Deficiency 1) that derives from the expressed in paragraph 670
of the MER, was addressed.

ii.  Deficiency 2) - The terrorist financing offence of fund-raising is not an extraditable
offence. With regard to this deficiency, as explained in the 9" Follow-Up Report, the TA
has been amended in section 19 by the insertion of sub-section 3 which criminalizes the
providing or collection of property for and on behalf of an individual terrorist or terrorist
organization and intends that it should be used, or has reasonable cause to suspect that it
may be used for the purposes of terrorism. The above provisions specifically only
criminalize the provision/collection of funds intended or suspected to be used for
terrorism and not all funds collected for or on behalf of an individual terrorist as required
by the Recommendation. Section 9 of the TAA (No. 2) Act 35 of 2013 then amended
subsection (3a) of section 19 of the TA by inserting paragraph (aa) which criminalizes the
collecting, providing or attempts to collect or provide or make available any property
whether directly or indirectly to any terrorist organization or any person who is
concerned or connected with the financing of terrorism. This provision refers to terrorist
organization and persons concerned or connected with the financing of terrorism and
does not include individual terrorists. As such the recommendation was outstanding.
However, authorities informed of a further amendment to the TA approved in November
2014, which would cover in section 19, the collection, provision of any property for or on
behalf of an individual terrorist. This deficiency (SR. V / Deficiency 2) was addressed.
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28. General Conclusion for Special Recommendation V: This Recommendation was
solved since deficiencies in extradition primarily related to deficiencies under the TF Offense
which were solved.

VI. OVERVIEW OF COMPLIANCE WITH OTHER RECOMMENDATIONS

Recommendation 6

29. This Recommendation was rated as NC. To cure deficiencies found, as discussed in the
9" Follow-Up Report, authorities included several provisions with regard to identification, due
diligence and monitoring of PEPs in section 24(1) of the POCAMLTF Guidelines. This
provisions referred to ensuring “a process of regular monitoring of the business relationship with
a politically exposed person” and the examiner’s recommendation referred to “enhanced ongoing
monitoring” rather than “regular monitoring”. Section 7 of POCAMLTFA Guidelines 2013
further amended paragraph (d) of subsection (1) of section 24 of the POCAMLTF Guidelines by
replacing “regular monitoring” with “enhanced ongoing monitoring” thereby closing most of the
gaps on this Recommendation. Grenada is a member of the Organisation of American States
Convention against Corruption. Cabinet in October 2013 approved Grenada’s accession to the
UN Convention against Corruption and authorities indicated that administrative preparations were
being made through the Ministry of Foreign Affairs for the ratification of the Convention.
Ratification is still underway. Based on examiner’s recommendation for Grenada to become a
Member of the UN Convention against Corruption, this Recommendation is still outstanding.

Recommendation 7

30. This Recommendation was also rated NC and compliance was improved through the
POCAMLTF Guidelines as described in the 9" Follow-Up Report, specifically sections 37 and 38
which speak to the need of managerial approval for new correspondent banking relationships,
among other measures.

Recommendation 8

31. This Recommendation was also rated as NC and the country met all the outstanding
requirements for this Recommendation, based on what is requested by section 13 and 21 of the
POCAMLTF Guidelines. Section 13 of the POCAMLTF Guidelines includes a requirement to
have policies and procedures in place to prevent the misuse of technological developments for
money laundering or terrorist financing. Requirements for dealing with non-face to face business
relationships or transactions are set out in section 31 of the POCAMLTF Guidelines. There is no
requirement for financial institutions to have policies to address specific risks associated with
non-face to face business relationships and transactions. However, financial institutions are
obliged to apply the provisions of the AMLTF Guidelines relating to identification and
verification to non-face to face business relationships. Additionally, where identity is verified
electronically or copies of documents are relied on in relation to a non face to face application for
business, an entity or a professional shall apply an additional verification check, including the
enhanced CDD measures, to manage the potential risk of identity fraud. The above measures
already helped mitigate some of the risks associated with non-face to face relationships, though
they did not comply with the examiners recommendation for financial institutions to have policies
to address specific risks associated with non-face to face business relationships and transactions.
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32. Section 9 of POCAMLTFA Guidelines 2013 amends section 31 of the POCAMLTF
Guidelines by inserting after subsection (4) a subsection (5), a requirement for entities and
professionals to have specific written policies and procedures, including effective customer due
diligence procedures, to address risks associated with non-face to face transactions.

Recommendation 9

33. This Recommendation was also rated as NC. Examiners made five (5)
recommendations to aid in curing deficiencies identified. The first one had to do with the
financial institutions being required to immediately obtain from introducers the necessary
information concerning certain elements of the CDD Process (Criteria 5.3 to 5.6). In this sense, as
described in the 9" Follow-Up Report, Regulation 7(1) of the AMLTFR requires the production
by the introducer, of satisfactory evidence of the identity of the applicant for business. Measures
for introduced business are set out in section 33 of the POCAMLTF Guidelines, however there
are no requirements for a financial institution to immediately obtain from the introducer the
elements of the CDD process as set out in criteria 5.3 to 5.6. While the requirement of regulation
7(1) of the AMLTFR would entail information as to the name, address and legal status in the case
of legal persons and arrangement, there is no need to obtain information on beneficial owners, the
ownership and control structure and the purpose and intended nature of the business relationship.
Section 10 of POCAMLTFA Guidelines 2013 however, amended section 33 of the POCAMLTF
Guidelines by inserting after subsection (2) a new subsection (2a) which requires an entity or
professional to immediately obtain from an introducer elements of the CDD or enhanced CDD
process undertaken for the introduced applicant. This measure was unfortunately not specific as
to the elements of the CDD process that should be obtained which includes information on any
beneficial owners, the ownership and control structure and the purpose and intended nature of the
business relationship. Authorities indicated for this report that they are preparing a further
amendment to section 33 of the POCAMLTF Guidelines to ensure specific elements of CDD are
set out.

34. Examiners also recommended that financial institutions be required to test agreements
with third parties to ensure that CDD held satisfies the provisions of Recommendations 5 and 10.
This testing should also confirm whether information can be provided by the third party without
delay. Authorities referred to sub-regulations 7(4) and 7(5) of the AMLTFR which stipulates that
satisfactory evidence of the identity of an applicant for business can be a written assurance from
the introducer that evidence of the identity of the applicant has been obtained in accordance with
identification procedures maintained by the introducer which comply with the measures
equivalent to the AMLTFR and the POCAMLTF Guidelines and that such evidence will be
provided upon request. However, this provision did not have a requirement to test whether the
written assurance is valid. Regulation 4 of the POCAMLTFAR amended regulation 7 of the
POCAMLTFR by inserting a sub-regulation (6) stating that nothing in the regulation limits the
duty of the person carrying on the relevant business from testing the validity of the written
assurance and satisfying himself that the CDD held by the introducer is in accordance with
measures of the AMLTFR and the POCAMLTF Guidelines and that such information can be
provided without delay. This measure complied with the examiners’ recommendation.

35. In a separate recommendation by examiners, financial institutions should be required to
satisfy themselves that the third party is regulated and supervised in accordance with
Recommendations 23, 24 and 29. Authorities referred to section 33 (3)(b) of the POCAMLTF
Guidelines which stipulates that financial institutions are exempted from verification of the
identity of an applicant if the introducer is a regulated person, or a foreign regulated person
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within the meaning of the AMLTFR. A regulated person as defined in the AMLTFR is a person
who is licensed or registered to carry on a relevant business in or from within Grenada. A foreign
regulated person is defined in the AMLTFR as an authority outside of Grenada which exercises
supervisory functions that substantially correspond to the supervisory functions of the Anti-
Money Laundering and Combating Terrorism Financing Commission. The above provision deals
with exemption from verification of identity, but did not require financial institutions to be
satisfied that third parties are regulated in accordance with FATF Recommendations 23, 24 and
29. Section 10 of POCAMLTFA Guidelines 2013 amends section 33 of the POCAMLTF
Guidelines by inserting after subsection (5) a new subsection (6) which stipulates that an entity or
professional has the ultimate responsibility to be satisfied that third parties are regulated in
accordance with FATF recommendations. This provision complied with the examiners’
recommendation.

36. Examiners also requested that the competent authorities considered issuing a list of
jurisdictions that adequately apply FATF Recommendations for third parties which may operate
in foreign jurisdictions. Authorities embraced this recommendation and included Schedule Il in
the POCAMLTF Guidelines, to list recognized jurisdictions which apply or sufficiently apply the
FATF Recommendations and whose anti-money laundering and terrorist financing laws are
equivalent to the provisions of the AMLTFR and the AMLTF Guidelines. Section 54 of the
POCAMLTF Guidelines outlined the circumstances under which the list may be used, but had no
indication that financial institutions should use the list for third parties operating in foreign
jurisdictions. Section 14 of POCAMLTFA Guidelines 2013 amended section 54 of the
POCAMLTF Guidelines by inserting subsection (4a) which stipulates that entities and
professionals should use the list of jurisdictions listed in Schedule “2” to evaluate third parties
operating in foreign jurisdictions. Consequently this recommendation was met (though Schedule
was listed as “II” and not “2”).

37. Finally, examiners recommended an amendment to legislation or guidance to stipulate
that the verification and identification of a client remains the responsibility of the financial
institution, regardless of whether or otherwise it has relied on a third party to conduct the
verification and identification of the client is still outstanding. To that effect, section (iv) of the
Explanation of section 33 of the POCAMLTF Guidelines places the ultimate responsibility for
the establishing and reviewing CDD on the applicant or customer with the entity or professional.
However as indicated in subsection 2(2) of the POCAMLTF Guidelines, Explanations are
provided to serve as a guide and to afford clarity in better understanding the sections of the
POCAMLTF Guidelines. This suggests that requirements placed in the Explanations are not
legally enforceable and therefore cannot be considered mandatory. Consequently, this measure
did not comply with the examiners’ recommendations.

Recommendation 10

38. This Recommendation was rated as LC and as described in the 8™ Follow-Up Report,
the only deficiency to do with the need to amend legislation to require financial institutions to
maintain records of account files and business correspondence for a period of at least five years
after the completion of a business relationship, was cured through a modification to section 47 (1)
and (2) of the POCAMLTF Guidelines which requires business and professionals to do so.

Recommendation 11

39. With regard to Recommendation 11 which was rated as NC, authorities included the
requirement for financial institutions to examine the background and purpose of all complex,
unusual large transactions or unusual patterns of transactions for no less than five years, as well
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as to retain the findings from the review of these types of transactions in the AMLTF Guidelines,
which were not considered other enforceable means, specifically sections 15 (2) (h) and 15 (2) (i).
This was indicated since the 4th Follow-Up Report. Time after, these guidelines were approved
by the House of Representatives and issued in February 2012, containing section 15
requirements. Therefore, examiners recommendations for this Recommendation were met.

Recommendations 12, 16 and 24

40, With regard to these Recommendations which were all rated NC, one of the most
important deficiencies solved, was the designation of a competent authority with the
responsibility of monitoring and ensuring compliance of the DNFBPs with AML/CFT
Requirements. This was included in section 3 of the POCAMLTFA Guidelines 2013 which
amended the previous section 9 of the POCAMLTF Guidelines to require AMLTF Commission
to monitor compliance by an entity, professional or person who is subject to the Guidelines with
all ML/TF enactments and Guidelines. Deficiencies identified for financial institutions with
regard to Recs. 5, 6, 8 to 11, as well as 13-15 and 21, are also applicable to DNFBPs, and as
explained in the 9th Follow-Up Report, the requirements of the AMLTFR and the POCAMLTF
Guidelines are applicable to all persons who conduct “relevant business” which has been defined
in the AMLTFR to include all the DNFBPs and their activities in accordance with FATF
standards. Then, the analysis in relation to the provisions of the AMLTFR and the POCAMLTF
Guidelines under the relevant sections of this report dealing with Recs. 5, 6, 8, 9, 11, 13-15 and
21, are also applicable to the DNFBPs. Authorities also advised that they submitted their training
needs to the CFATF, as regards to DNFBPs.

Recommendation 14

41, Recommendation 14 was rated as PC and examiners had recommended that the POCA,
2003 was amended to extend the tipping off offence to include disclosure of the fact that a STR
concerning money laundering is being reported or provided by the FIU. As explained in the 5"
Follow-Up Report, subsection 39 (2) of POCA makes it an offence for a person who knows or
suspects that a disclosure is being or has been made to the Financial Intelligence Unit under
section 34, 35 or 38, discloses to any other person information or any other matter concerning the
matter. Sections 34, 35 and 38 of the POCA stipulate the reporting obligations for suspicious
transactions reporting related to money laundering and proceeds of criminal conduct. This
Recommendation was closed.

Recommendation 15

42. With regard to this Recommendation, which has significant progress though not fully
complied with, examiners requested that all financial institutions be required to establish and
maintain internal procedures, policies and controls to prevent money laundering and financing of
terrorism. As explained in the 9th Follow-Up Report, Regulation 3 of the AMLTFR requires
relevant persons, i.e. financial institutions and DNFBPs to maintain identification, record keeping
and internal reporting procedures in accordance with regulations of the AMLTFR and internal
controls and communication procedures which are appropriate for the purposes of forestalling and
preventing money laundering. Internal controls and communication procedures were therefore
limited to money laundering and did not include terrorist financing. This requirement however,
was then further elaborated in section 12 of the POCAMLTF Guidelines where an entity or a
professional is required to maintain a system of internal controls which provides appropriate
policies, processes and procedures for forestalling, and preventing money laundering and terrorist
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financing. As stated, this requirement includes terrorist financing, and given the enforceable
status of the POCAMLTF Guidelines it meets the requirements for compliance with FATF
standards. Consequently this recommendation was met. Also, regulation 13 of the AMLTFR
requires relevant persons to appoint a Money Laundering Reporting Officer (MLRO) responsible
for ensuring compliance by staff with legal AML/CFT requirements including guidelines. While
there are provisions detailing qualifications for the appointment of a MLRO there is no
requirement that the appointment should be at a management level. However, it is noted that
subsection 12(3)(c ) of the POCAMLTF Guidelines stipulates that an entity’s or professional’s
written system of internal controls should include the designation of an individual or individuals
at the level of the entity’s or professional’s senior management who is responsible for managing
anti-money laundering and terrorist financing compliance. This requirement complies with the
examiners’ recommendation.

43. Examiners also recommended that the requirement for AML/CFT compliance officer
and other appropriate staff to have timely access to customer identification data and other CDD
information, etc., should be enforceable. To this effect, Sub regulation 13(2) (b) provides for the
MLRO to have access to all relevant information to enable him to perform the functions given to
him under the Guidelines and the AMLTFR. This provision limits access only to the MLRO and
does not include other appropriate staff in accordance with the examiners’ recommendation.
However, authorities advised that an appropriate further amendment to sub-regulation (2) of
Regulation 13 was submitted and approved by Cabinet on 27" of October, 2014. The amendment
refers to the MLRO and other appropriate staff having access to all relevant information and
material to perform its functions given under the Guidelines and Regulations. Provisions fully
meet the recommendation.

44, Examiners also suggested that financial institutions be required to maintain an
adequately resourced and independent audit function to test compliance with the procedures,
policies and controls. Section 12(4) of the POCAMLTF Guidelines requires entities and
professionals to establish and maintain an independent audit function that is adequately resourced
to test compliance, including sample testing with the written system of internal controls and other
provisions of the AMLTFR and the POCAMLTF Guidelines. This measure complies with the
recommendation. Among other examiner’s recommendations, financial institutions were also
required to train all staff on an ongoing and regular basis to ensure that employees are aware of
money laundering and terrorist financing mechanisms, as well as the requirements of anti-money
laundering and counter-terrorist financing laws and their obligations under these laws. In this
sense, Regulation 16 of the AMLTFR requires relevant persons i.e. financial institutions and
DNFBPs to provide training at least once a year to all directors, management and key staff to
ensure that they are aware of the AML/CFT legal requirements in the POCA , the TA, the
POCAMLTF Guidelines and any other AML/CFT enactments, the relevant regional and
international conventions and standards of compliance, the relevant person’s manual of
compliance procedures or internal controls systems, their personal and the relevant person’s
obligations. This provision fully complies with the examiners’ recommendation.

45, Finally, there was a need for a requirement for financial institution to put in place
screening procedures to ensure high standards when hiring employees be enforceable. Section 51
of the POCAMLTF Guidelines requires an entity or professional to assess the competence and
probity of its or his employees at the time of their recruitment and at any subsequent change in
role and subject their competence and probity to ongoing monitoring. This measure fully
complies with the recommendation.

Recommendation 17
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46. The examiner’s recommendation for the authorities to amend the POCA and the Money
Laundering (Prevention) Act (MLPA) to ensure sanctions were consistent and broad in range
continues to be addressed, for instance, administrative penalties for specific breaches by corporate
entities have been further increased, as included in draft legislation approved on November 13"
2014. Sanctions range from EC$ 70,000 to EC$ 250,000.

Recommendation 18

47. This Recommendation was rated as NC and level of compliance is expected to be
increased, as described in the 9" Follow-Up Report and here. The only measure outstanding was
that legislation pertaining Offshore Banks contained, among others that an entity licensed under
such Act, was to have its mind and management within Grenada.

48. A draft amendment expected to be approved November 13th, 2014 was prepared to that
effect. With regard to other deficiencies, sections 3 and 4 of the Banking (Amendment) Act, 2013
enacted in October 2013 amends sections 2 and 5 of the Banking Act to prohibit the granting of a
license to a shell bank. Similarly sections 3 and 4 of the Offshore Banking (Amendment) Act
2013 enacted in October 2013 amends sections 2 and 13 of the Offshore Banking Act to also
prohibit the granting of a license to a shell bank. Also, subsection 36(1)(a)(i) of the POCAMLTF
Guidelines requires that an entity shall not enter into or maintain a correspondent relationship
with a shell bank. Finally, subsection 37(1)(a) of the POCAMLTF Guidelines requires that a bank
should not enter into or maintain a relationship with a respondent bank that provides
correspondent banking services to a shell bank. It is noted that the requirement is only applicable
to banks while the examiners’ recommendation stipulates financial institution. ~Section 12 of
POCAMLFTA Guidelines 2013 amended section 37 of the POCAMLTF Guidelines by inserting
the words “or financial institution” after wherever the word “bank” occurs in the section. This
extends the requirement to all financial institutions as required by the recommendation.

Recommendations 19

49. With regard to this Recommendation rated NC in the MER, its single deficiency was
cured, given that competent authorities were advised to consider the feasibility and utility of
implementing a system where financial institutions report transactions in currency above a
prescribed threshold to a centralised national authority. As reported in the 9" Follow-Up Report,
on July 4 2011, Cabinet directed that the FIU be designated as the authority to which every
financial institution will be required to report all currency transactions above the threshold of
EC$50,000. Section 5 of the POCAMLTFA Guidelines 2013 amends subsection (7) of section
20 of the POCAMLTF Guidelines requiring all employees to report all transactions of EC$50,000
and above or equivalent to the financial institution’s Reporting Officer who is then required to
report the transactions to the FIU.

Recommendation 20

50. With regard to this Recommendation rated PC, examiners indicated that they were
unable to assess whether consideration was given to apply FATF Recommendations to non-
financial businesses and professions other than DNFBPs and as explained in the 5" Follow-Up
Report, the AMLTFR and the AMLTF Guidelines are applicable to all persons who conduct
“relevant business” which has been defined in the AMLTEFR to include all DNFBPs and their
activities, in accordance with FATF Standards, including the buying and selling of cars, which
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demonstrates that authorities considered extending implementation of FATF Standards beyond
DNFBPs. This Recommendation was closed.

Recommendation 21

51. This Recommendation was rated NC and level of compliance has increased
significantly. To cure the deficiencies, Examiners made four (4) recommendations all of which
were met. First recommendation has to do with imposing mandatory requirements to pay special
attention to business relationships and transactions with persons from or in countries which do not
or insufficiently apply FATF Recommendations. Subsection 54(1) of the POCAMLTF
Guidelines requires every entity and professional to pay special attention to a business
relationship and transaction that relates to a person from a jurisdiction which the AMLTF
Commission considers does not apply or insufficiently applies the FATF Recommendations with
respect to money laundering and terrorist financing. The AMLTF Commission provides a list of
countries which it recognizes as applying the FATF Recommendations in Schedule 2 of the
POCAMLTF Guidelines. It is therefore assumed that countries not listed in Schedule 2 will be
covered by the requirement of section 54(1) of the POCAMLTF Guidelines.

52. Examiners also suggested that effective measures be put in place to ensure that
financial institutions are advised of concerns about the weaknesses in the AML/CFT systems of
other countries. To that effect, Subsection 54(5) of the POCAMLTF Guidelines provides for the
AMLTF Commission to issue from time to time advisory warnings to entities and professionals
advising about the weaknesses in the anti-money laundering and terrorist financing systems of
other jurisdictions. The FATF Public Statements in February and June 2013 were forwarded to
the Ministry of Finance and GARFIN. The statements were placed on the Ministry of Finance
website and e-mailed to the banks and some other companies/institutions/professionals while
GARFIN emailed the statements to all non-financial institutions which it regulates. No
information as to the continuing compliance with the recommendation with regard to advising of
FATF and CFATF Public Statements to financial institutions was provided for the 9" Follow-Up
Report, however, authorities indicated that after the November 2014 CFATF Public Statement,
several actions including the approval by Cabinet of countermeasures by the AML/CTF
Commission against Guyana and the dissemination of advisories to all Media houses including
radio and television stations, sent to all Banks, Credit Unions, sent to GARFIN and the FIU for
further dissemination, among other actions. Authorities advised that these actions and advisory by
the AML/CTF Commission remain in force unless otherwise advised by CFATF on sufficient
progress made by Guyana.

53. Examiners also emphasized the need for financial institutions being required to
examine transactions with no apparent economic or visible lawful purpose from countries which
do not or insufficiently apply the FATF Recommendations and make written findings of such
available to assist competent authorities. In this sense, section 4 of POCAMLTFA Guidelines
2013 inserts sub-paragraph (ha) in subsection (2) of section 15 of the POCAMLTF Guidelines
requiring an entity or professional to examine transactions with no apparent economic or visible
lawful purpose including the background and purpose of such transactions from countries which
do not or insufficiently apply the FATF Recommendations and make written findings of such
available to assist competent authorities. The measure complies with the examiners’
recommendation.

54. Finally, examiners indicated authorities in Grenada should be empowered to apply
appropriate counter-measures where a country continues not to apply or insufficiently apply the
FATF Recommen