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TRINIDAD AND TOBAGO — SIXTH FOLLOW-UP REPORT

l. Introduction

1. This report presents an analysis of measures takdrrinidad and Tobago to comply
with the CFATF follow-up procedures and the recomdaions made in the third round
Mutual Evaluation Report (MER). The MER of Trindland Tobago was adopted by the
CFATF Council of Ministers in May 2007 in Guatemalde first written follow-up report
on Trinidad and Tobago was presented to the Plandvay 2009. As a result of a decision
taken by the Plenary in October 2009, three sulm@queports on recently enacted
legislation, a proposed action plan submitted t Phenary, and the feasibility of proposed
deadlines were prepared by the CFATF Secretaridt distributed to Plenary delegates
during the last two months of 2009 and the firshthaf 2010. Subsequently, Trinidad and
Tobago has submitted three follow-up reports in Maw October 2010 and May 2011,
respectively. Based on a review of the follow-gpart, this report will recommend whether
Trinidad and Tobago should be placed on regulaemiain on expedited follow-up.

2.  Trinidad and Tobago was rated partially complianhon-compliant on fifteen (15) of

the sixteen (16) Core and Key Recommendations érmttr Recommendations. The Core
and Key recommendations were rated as follows:

Table 1; Ratings of Core and Key Recommendations

Rec.

1 3 4 5 10] 13| 23 26 3% 36 40 | Il v v

Rating

NC | PC|PC |NC| NC|NC|NC|NC|NC|LC |[PC|NC|NC]|NC|NC|NC

3. With regard to the remaining Recommendations, @&di and Tobago was rated
partially compliant or non-compliant on twenty-¢26) as indicated below:

Table 2: Non Core and Key Recommendations rated Ptally Compliant and Non-
Compliant

Partially Compliant (PC) Non-Complaint (NC)

R. 2(ML offence- mental element ar R. 6 (Politically exposed perso

corporate liability)

R. 11(Unusual ansaction: R. 7 (Correspondent bankil

R. 14 (Protection & no tippir-off) R. 8 (New technologies & non fe-to-face
business)

R. 15 (Internal controls, compliance & au | R. 9 (Third parties and introduce

R. 18 (Shell bank R. 12 (DNFBF-R.5,68-11)

R. 19 (Other forms of reportin R. 16(DNFBP-R.1%-15 & 21

R. 30 (Resources, integrity and traini R. 17 (Sanction

R. 31 (National c-operation R. 21 (Special attention for higher ri
countries)

R. 32 (Statistic: R.22 (Foreign branches subsidiaries




R.33 (Legal persor- beneficial owner: R. 24 (DNFBF-regulation, supervision ar
monitoring)

R. 25 (Guidelines & Feedba

R. 29 (Supervisor

R. 34 (Legal arrangemer— beneficial owner:
SR. VI (AML requirements for money vée
transfer services)

SR. VII (Wire transfer rule:

SR. VIII (Nor-profit organizations

4.  The following table gives some idea of the levelrisk in the financial sector by
indicating the size and integration of the seatoFrinidad and Tobago.

Table 3: Size and integration of Trinidad and Tobag@'’s financial sector

As at September 2011
Other Credit .
Banks TreEiiomss Securities Insurance TOTAL
Number of Total # 8 18 33 59
institutions
Assets US$Mn 16,947 1,602 5,067 23,616
Total: US$ 12,247 249 n.a.
% Non- % of deposits
Deposits resident 1.97 1.02 n.a.
% Foreign- % of assets % of assets % of assets % of assets % of assets
International owned: 48.0 47.6 18
Links #Subsidiaries 13 3 2 18
abroad**

* Refers to non-bank deposit-taking institutions.
** Refer to financial subsidiaries

. Scope of this Report

5. In Trinidad and Tobago’s Second Follow-Up Repdrtwas noted that enactment of
relevant legislation had addressed substantiatidefiies identified in fourteen (14) Core and
Key Recommendations (R.1, R.3 — R.5, R.10, R.126RR. 40, and SR.l — SR.V) and
seventeen other Recommendations (R.2, R.6 — R18, R.12, R.14, R.15 — R.18, R.20,
R.21, R.25, R.32, SR. VI and SR.VIl) in Trinidaddafobago's MER. Substantial

deficiencies in one Key Recommendation (R.23) and nther Recommendations remained
to be addressed.

6. In the Third Follow-Up Report it was reported thakeasures carried out by the
authorities in Trinidad and Tobago appeared focusednitial steps in implementing a
supervisory regime for DNFBPs through identifyingdaregistering listed business and
developing the Anti-Terrorism Regulations. The Fiabl been engaged in providing training
and awareness seminars for reporting entities lma@&ARS reporting system appeared to be
increasing its scope. However, there was neethfoe details with regard to planned action
and deadlines particularly with regard to the Flkégulatory function.



7. It was also noted that developments with proposgiliation i.e the Credit Union Bill
and the Securities Bill appeared to have slowelis iB particularly important in relation to
supervision for compliance with AML/CFT obligatioffier credit unions and the securities
sector. Additionally, there was need for inforroation the implementation of AML/CFT
supervision for money remitters by the Central Bak¥hile a confiscation/forfeiture regime
with regard to terrorist financing had been legakyablished, there was need to demonstrate
implementation.

8. In the Fourth Follow-Up Report it was noted that theasures implemented with the
enactment of the FIUTTR and the FOFTR resultedhénlével of compliance of Recs. 8 and
15 being considered LC. In the Fifth Follow-UppgRe& information on the measures
implemented by the FIU to register listed business® commence an AML/CFT inspection
regime and the issuance of revised AML/CFT Guiddiby the Central Bank were noted.

9. Concern remains about the slow pace of developinerdlation to the enactment of
the Credit Union Bill and the Securities Bill anketimplementation of supervision for
compliance with AML/CFT obligations for credit umie and the securities sector. Finally,
information on the implementation of AML/CFT supisien for money remitters by the
Central Bank and the confiscation forfeiture regimggnain outstanding. Based on the
forgoing this report will focus on those recommeiates that remain substantially
outstanding and those to which there have beendes@iopments since the Fifth Follow-Up
Report.

Il. Summary of progress made by Trinidad and Tobago

10. Shortly after the mutual evaluation visit of Trianaland Tobago in June 2005, the Anti-
Terrorism Act, 2005 (ATA) was passed on SeptemBeR2005. In an effort to address some
of the major recommended actions made by the examjithe authorities in Trinidad and
Tobago enacted on October 9, 2009 the ProceedsriaieC(Amendment) Act, 2009
(POCAA), the Financial Intelligence Unit of Trinidaand Tobago Act, 2009 (FIUTTA) and
the Financial Obligations Regulations, 2009 (FORAdditionally, the Anti-Terrorism
(Amendment) Act, 2010 (ATAA) was enacted on Janzdry2010.

11. Following the Third Follow-Up Report on Trinidaddaobago, the authorities enacted
the Financial Intelligence Unit of Trinidad and Bgo (Amendment) Act No 3 of 2011 on
February 8, 2011, the Financial Intelligence UiifTanidad and Tobago Regulations, 2011
(FIUTTR) on February 10, 2011 and the Financialigations (Financing of Terrorism)
Regulations, 2011 (FOFTR). Legislative enactmemtioued with the passage in May 2011
of the Financial Intelligence Unit of Trinidad arkbbago (Amendment) Act No 8 of
2011(FIUTTAA 2011) and in June 2011, the Anti-Teistm (Amendment) Act 2011 (ATAA
2011) and the Trafficking in Persons Act (TPA).

12. Other legislative measures continue to be prepiagethe Credit Union Bill or are due
for debate in Parliament i.e. the Securities Bilhe authorities have been reviewing the
organizational structure and staffing needs ofatertaw enforcement agencies. Statistics
have been presented demonstrating the continuingleimentation of the suspicious
transaction reporting system and functioning ofaiedaw enforcement authorities.



Core Recommendations

Recommendation 13

13. The situation as indicated in last follow-up repatains the same in relation to the
legal provisions. The outstanding requirement & dRclusion of one-off transactions from
the suspicious transaction reporting requirementaed in the Follow-Up Report of May
2010. This was reported in the last follow-up amb under review by the authorities. With
regard to implementation, the following table inmmrates the most recent statistics on the
number of suspicious activity reports (SARs) sutetditto the Financial Intelligence Unit
(FIU) for the period October 2010 to March 2012.

Table 4: No of SARs submitted to FIU from Oct 201@o March 2012

Year Number of SARs | Number of Analysed

received Reports  submitted
to the LEAs

Oct 200¢ — Sept 111 3

2010

Oct 201C — Sept 303 15

2011

Oct 2011 - Mar 10C 14

2012

14. The table below gives a breakdown of the typesepbrting entities which submitted
SARs for the period October 2009 to March 2012.

Table 5: Breakdown of Types of Reporting EntitiesSubmitting SARs from Oct 2009 to

Jan 2012
Type of Reporting |Oct 2009 — Sept 20100ct 2010 — Sept 2011/0Oct 2011 — Mar 2012
Entity
Banks 58 151 67
nsurance Compani 1 9 7
Investmen 18 28 9
Companies
Mortgage Compani 5 14 5
Security Dealel 1 0 0




Cao-operative 2 5 7
Societies
Remittance 25 90 27
Companies
Attorneys-al-Law 0 2 0
Motor Vehicles Sale 0 1 3
Real Estal 0 3 0
TOTAL 111 303 126

15. Table 4 above indicates that the number of SARsn#ttdd for 2011 is almost triple

the total of 2010. The level of reporting for thix month period ending March 2012
suggests that the number of SARs on a yearly limsisclining. This is further highlighted

in the breakdown of reporting entities in tableWhile the majority of SARs originated from
banks and remittance companies it is noted thatddéwine in reports is generated from
remittance companies. For the six month periodrgnfflarch 2012, only motor vehicle

dealers among listed businesses have submitted.SARs

Key Recommendations

Recommendation 23

16. As indicated in the Follow-Up Report dated April12Q while relevant supervisory
agencies had been designated for ensuring comelidmyc their licensees with AML
obligations, the FOFTR stipulates that the oblmyai prohibitions and offences contained in
the FOR applynutatis mutandi¢o a financial institution or a listed businessrélation to
the financing of terrorism.  While the applicatiohmutatis mutandieffectively provides
for inclusion of CFT obligations within the respibility of the supervisory agencies, the
authorities should be mindful that the blanket egten of AML obligations, prohibitions and
offences to include financing of terrorism coulduk in inconsistencies which could affect
implementation or form the basis for legal challendhe authorities should consider
conducting an in-depth review of the relevant $estuto ensure that financing of terrorism
obligations, prohibitions and offences as creatgdhe FOFTR are consistent, valid and
constitutional.

17. As part of the implementation of its supervisorginee, the FIU has registered 1,465

listed businesses as indicated in the followindetab

Table 6: Registration of Listed Businesses & Non-&yulated Financial Institutions
For the period Oct 2010 to Jan 2012

Oct 2010 to Sept Oct 2011 to Mar
Nature of Listed Business 2011 2012

Accountants 109 8




Art Dealers 8 0
Attorneys at Law 565 26
Building Society 2 0
Co-operative Society 172 4
Gaming House 4 0
Independent Legal Professional 0 0
Jewellers 89 9
Money or Value Transfer Services 4 0
Motor Vehicle Sales 100 S
National Lotteries On-Line Betting Games 1 0
Pool Betting 8 0
Postal Service 11 2
Private Members' Clubs 35 7
Real Estate Agencies 341 33
Trust and Company Service Provider 16 1
Total Registrations 1465 =

18. The FIU has implemented its supervisory regime ragpg compliance programs
submitted by the listed businesses and entities. HI has examined twenty-one (21), and
has submitted eighteen (18) compliance programsth@r Supervisory Authorities for
consultation and approved six (6) compliance proga

19. . In August 2011, the FIU completed its CompliariEgamination Manual and
commenced on-site examinations. The FIU has coegblkeight on-site examinations of listed
businesses from August to April 2012. These inetuthree attorneys-at-law, two private
members clubs, a real estate business, a jewelliea anotor vehicle dealer. The FIU's target
is to conduct two examinations per month for 201Zhese examinations would be a
combination of onsite and off-site. This is expddte increase with the advent of more staff
and with greater experience. The FIU adopts a beked approach in determining which
entities should be subject to examination. Giveat th,465 listed businesses have been
registered, this low number of on-site examinatichsnadequate for effective inspection
coverage. This together with the reviewing andreyad of the compliance programs of the
listed businesses demonstrates the FIU’s inalidityffectively supervise listed businesses at
present.

20. The authorities also advised that there is needefgulation 2(1) (a) of the FOR to be
amended to allow for the Central Bank to be thegmhesed supervisory authority for money
transmission or remittance business. With regardther examiners’ recommendations for
the Trinidad and Tobago Securities Exchange ConomsgTTSEC) to apply the
International Organization of Securities CommissioflOSCO) Core principles the
authorities indicated in the Follow-Up Report datadril 2011 that the IOSCO Core
principles had been included in the Securities $tides Bill. At present, the Bill has been
further revised to comply with IOSCO requirementsl & before the Technical Committee



of the Ministry of Finance. It is estimated thae Bill will be presented in Parliament shortly
for debate.

21. The examiners’ recommendation for measures in tAetd-prevent criminals or their
associates from gaining control or significant owshép of financial institutions to be
duplicated in relevant legislation governing th@ewision of other financial institutions is
still largely outstanding. Section 20 of the Iremge Act gives the Central Bank power of
approval over any change in controllers or chiefoexive officers of insurance companies.
Similar requirements for the security sector aratlitrunions are still outstanding.

22. Additionally, AML/CFT supervision of the securitiesector and credit unions are
dependent on enactment of the Securities Bill wlaismoted above is before the Technical
Committee of the Ministry of Finance and the Crddition Bill. With regard to money
transfer companies and cash couriers being sutgjedML/CFT supervision the last report
indicated that a draft framework for supervisiorsviman advanced stage of development. At
present, the authorities advise that the CentrakBeith the assistance of a technical expert
from the Office of Technical Assistance, United t&aDepartment of Treasury is in the
process of finalizing draft Regulations and a Igiag regime for money remitters. Further,
since December 2011, the Central Bank has commeameedings with money remitters to
discuss their AML/CFT regimes and advise on theil&gry regime being developed by the
Central Bank. Given the above, the examiners’ menended actions still remain
substantially outstanding.

Recommendation 26

23. As reported in a previous follow-up report, mosttbé examiners’ recommended

measures were met with the enactment of the FIUTTAese included implementation of a
legislative framework with a view to gaining memdtdp to the Egmont Group, introduction

of periodic reports by the FIU on its operationsd aissuing of public reports and

strengthening and restructuring of staff of the FWith regard to Egmont membership, the
authorities advise that two issues remain outstende. the permanent appointment of the
Director of the FIU and FIU measures to freeze aithdelay terrorist property. The FIU is

awaiting specifics on the outstanding issues iriotd respond to Egmont.

24. Concern about the autonomy of the FIU was indicaidatie previous follow-up report
with regard to employment of staff since final ap@l appears to rest with the Permanent
Secretary of the Ministry of Finance. The FIU Aas amended in May 2011 to clarify that
certain appointments has to be made by the Pukligcic®@ Commission and other by the
Permanent Secretary in consultation with the DiedtlU. The authorities have advised that
from the budget year 2011 to 2012 the FIU’s budgitbe reported as a separate item in the
Ministry of Finance’s budget. Disbursement of farid at the discretion of the FIU and
suggests an acceptable level of financial autonomy.

25. With regard to staffing, the authorities advisettlaa Deputy Director has been
appointed as of November 8, 2011 and on April 30122 a Director of the FIU was
appointed with effect from February 14, 2011. Bagipointments being made by the Public
Services Commission.. In July and August 2011, rdarination Systems Manager and a
Network Administrator were appointed to the FlUaitidition three compliance officers were
appointed by the Permanent Secretary in consuitatiith the Director to perform
supervisory functions. The FIU has 3 analysts.



26. The recruitment for other positions in the FIU islMon the way with interviews for
Director, Supervisor and Compliance officers of @@empliance and Outreach section
together with the Public Affairs officer of the Flkhs commenced. Job descriptions for the
new positions of Director Analyst, Intelligence Basch Specialist and Analyst have been
approved by the Public Service Commission. In Jukgd August 2011, an Information
Systems Manager and a Network Administrator wepoigped to the FIU and a Compliance
Analyst contracted to perform supervisory functiod®b description for the Senior Legal
Officer has been completed. The above measufestigély places final approval for
employment of staff at the FIU outside the FIU. Whirocedures allow for the consultation
of the FIU Director in the employment of staff thethorities should consider measures
which ensure that the FIU Director's consultatisnneither overruled nor ignored thereby
undermining the autonomy of the FIU and its effextoperation as required by FATF
standards.

27. With regard to the recommendation that the FIU mersthe introduction of public
periodic reports about its operations including kthid TF trends, the FIU Annual Reports
for 2010 and 2011 were presented in the Parliamgmtinidad and Tobago on January 27,
2012 in accordance with section 18(2) of the FIUTTEhe reports were also made available
to the public and published on the FIU’s websitee Teports contain trends and typologies
and statistics on the operations of the FIU. ldittah local and foreign trends and typologies
on money laundering are also available on the FliEbsite. Given the above, the issues of
autonomy and Egmont membership remain outstanding.

Recommendation 40

28. The examiners’ recommended action requires theodtifs to implement legislation

to enable law enforcement agencies and other cemipatthorities to provide the widest
range of international co-operation to their forepunterparts. There has been no change
since the follow-up report of May 2010 which indied that the FIU and the Central Bank
have the power to share information with local fardign authorities under the FIUTTA and
the FIA respectively. It was noted with regardhe FIU that legislation only allows for the
sharing of statistics on money laundering sinceotist financing is not included. The
authorities have not advised as to the situatigganding the TTSEC, the other financial
supervisory body, in relation to this recommendatio

29. At present, the authorities advise that i the Rtid the Financial Investigation Division
(FID) of Jamaica are in the final stages of esshidtig a memorandum of understanding
(MOU) for the exchange of information. In the negporting year the FIU intends to sign
MOU'’s with two (2) other regional FIUs.

Special Recommendation Il

30. As indicated in the follow-report dated June 20d€sessment of the compliance with
the examiners’ recommended action focused on thasumes to address the identified
deficiency of lack of implementation of S/RES/126999) and S/RES/1373(2001).

31. It was noted that while section 22B of the ATA pd®s for the freezing of funds of
listed and associated entities as required by SIR®B3(1999), the sole reference to entities
excludes persons associated with the listed emtitie acting on their behalf or at their
direction as required by the resolution. Additithnathe resolution requires the freezing of
funds derived from funds or other assets ownedootrolled by designated persons. The



definition of funds as stipulated in section 2 b&tATA is comprehensive and includes
“assets of any kind, whether tangible or intangibleoveable or immovable, however
acquired.” While the definition in its broadestpépation complies with the resolution
requirements, an explicit reference to funds derivem funds should be considered.

32. The procedure for freezing as laid out in the almesrisions would be initiated by the
financial institution or listed business reportitig existence of suspected funds to the FIU
and the Attorney General taking appropriate actinder section 22B to freeze such funds.
There is no set deadline in the ATA for the implatation of such procedure and there has
been no need to apply it. Assessment as to ttaitiess of the procedure was therefore not
possible particularly with regard to the resolutiequirement “without delay”.

33. With regard to S/IRES/1373(2001), subsection 22B{ibhe ATA specifically provides
for the Attorney General to apply to a judge foraader to freeze the funds of an entity. The
procedures as outlined for listed entities are afggicable in this situation.

34. Additionally, section 34 of the ATA has been amahde allow a customs officer,
immigration officer, or police officer above thenkaof sergeant who reasonably believes that
property in the possession of a person is propgetgnded to be used for the purpose of a
terrorist act or for financing terrorism, terrorigtoperty or property of a person or entities
designated by the United Nations Security Courmilapply for a restraint order for the
property concerned.

35. It is noted that the provision in subsection 22B ¢bthe ATA refers only to entities,
which appears to exclude individual terrorists. #ddally, section 34 of the ATA provides
for the restraining of property involved in term or terrorist financing rather than all
property of individuals or entities engaged in@elsm as stated in the resolution. As such,
the scope of the above provisions would be narraweapplication than required by the
resolution.

36. Additionally it is noted that the restraint and iiag provisions in sections 18 to 20 of
POCA may also be applicable for offences under AR@ in that terrorist acts and the
financing of terrorism are predicate offences famney laundering. Proceeds as set out in the
definition of money laundering in POCA includes ragror other property derived, obtained
or realized, directly or indirectly from a spectfieffence. This would suggest that proceeds
would have to be linked to a specified offence sasherrorism or the financing of terrorism
in accordance with the definition of terrorist peofy as outlined above. Provisions under
POCA therefore do not appear to offer any extenefdie application of freezing measures
in line with the requirements of the resolution.

37. S/RES/1373(2001) also requires countries to exaaninegive effect to, if appropriate,

the actions initiated under the freezing mechanisfn®ther countries. Such procedures
should ensure the prompt determination, accordingpplicable national legal principles,

whether reasonable grounds or a reasonable basts &xinitiate a freezing action and the
subsequent freezing of funds or other assets wittheay.

38. In Trinidad and Tobago, the above procedures averged by the Mutual Assistance
in Criminal Matters Act. As indicated in Trinidawhd Tobago’'s mutual evaluation report,
section 30 of the referenced statute allows foist®e to countries for confiscating or
forfeiting property orders and orders that restdalings with property derived or obtained
from the commission of a specified serious offen@mne of the requirements for providing

10



assistance is dual criminality. The criminalizatiof terrorism and terrorist financing under
the ATA therefore provides the basis for the adutles in Trinidad and Tobago to
incorporate assistance in giving effect to freezimechanisms of other jurisdictions under the
procedures established by the Mutual Assistanc€riminal Matters Act. However the
requirement for dual criminality may limit applidet with regard to freezing mechanisms
giving the constraints on freezing described above.

39. At present, with the enactment of the ATAA 201lctemn 22AA (2) of the ATA
provides for the FIU to maintain a list of currdsited Nations designated entities and to
circulate the list whenever changes occur or astlesaery three months to all financial
institutions and listed businesses for them tofyavhether they hold any funds in names of
the designated entities.

Other Recommendations
Recommendation 4

40. The situation remains the same as reported indheWwUp Report of June 2010. With
regard to allowing the competent authorities thiitplio share locally and internationally
information necessary to perform their function® Central Bank has the power to share
information as required for financial institutionader the FIA and the IA and the FIU has
similar powers under the FIUTTA. Similar informatiosharing provisions have been
included in a draft Credit Union Bill which will brg credit unions under the supervision of
the Central Bank. This Bill is still to be presethin Parliament for debate.

41. With regard to other competent authorities in Tdad and Tobago i.e. the Trinidad and
Tobago Securities Exchange Commission (TTSEC) lgatvia same ability, a Securities Bill
which had been under consideration in Parliamead, been revised to comply with IOSCO
standards and is presently before a Technical Ctteendf the Ministry of Finance for
review. The recommendation to specifically requirat no financial institution secrecy law
inhibit the implementation of the FATF Recommengiatiemains outstanding. As such, only
one of the two examiners’ recommendations has pedially met

Recommendation 6

42. As indicated in the Follow-Up Report of May 2010royisions of the FOR
substantially comply with the examiners’ recommeiuties which included all of the criteria
of Recommendation 6. Section 12.3.2 of the Cerahk’s Guideline on Anti-Money
Laundering and Combating of Terrorist Financing GJBvhich was issued in October 2011
requires financial institutions to consider extemgdthe application of enhanced diligence to
domestic PEPs. This requirement is more strindattthe present FATF essential criteria of
Recommendation 6.

Recommendation 7
43. The Follow-Up Report of May 2010 indicated that epicfor the requirement that a
respondent institution be able to provide relevidentification data upon request to the

correspondent institution for “payable-through acus”, all the examiners’
recommendations which include all criteria of Reomendation 7 were met.

11



44. Section 12.4 of the CBG list correspondent banking “payable-through accounts” as

high risk activities and requires financial indtitens to conduct enhanced due diligence on
such activities. While the above measure impraegsirements for correspondent banking,
it does not comply with the outstanding requirermfenta respondent institution to be able to

provide relevant identification data upon requegsalzorrespondent institution

Recommendation 8

45. The Follow-Up Report of May 2010 noted that exdeptthe requirement for financial
institutions to be required to have measures fonagig risks including specific and
effective CDD procedures that apply to non-facefdoe customers, all the examiners’
recommendations which include all criteria of Reomendation 8 were met.

46. Section 12.3.2 (v) of the CBG requires financiastitutions to have policies and
procedures in place to prevent the misuse of tdoggdor money laundering and terrorist
financing schemes. Additionally, financial institins are required to ensure that their
policies and procedures address non-face to faosdctions which have an inherent risk of
fraud or forgery. While the above measure comphiéh the outstanding requirement it is
only applicable to the financial institutions undise supervision of the Central Bank.
Further the status of the CBG with regard to itoereability will have to be demonstrated
by effective implementation through the impositioh sanctions for identified AML/CFT
breaches. As such, the outstanding recommendad®oily been partially met.

Recommendation 9

47. The examiners’ recommended actions for third paried introducers include all the

essential criteria of Rec. 9. While regulatio®sahd 14 of the FOR were intended to meet
the criteria of Rec. 9, the follow-up report of Ma910 indicated that the regulations were
unclear and did not comply with the criteria. Aettime the authorities advised that the
regulations were being reviewed in relation to ¢hissues. The situation remains unchanged.

Recommendation 12

48. The situation with regard to compliance with theaminers’ recommendations for
Recommendation 12 remains the same as indicatdeilast follow-up report. As noted in
previous follow-up reports DNFBPs, motor vehicléesamoney or value transfer services,
gaming houses, pool betting, national lotterieslima betting games, private members clubs
and art dealers are defined as listed businesh@relbeen subjected to the same AML/CFT
requirements as financial institutions. Howevewas noted that with regard to the activities
subject to AML/CFT requirements, that managemergeafurities account and the creation,
operation or management of legal persons or armeges by accountants, attorneys at law
and independent legal professionals are not indiudéth regard to the activities of trust and
company service providers, acting as (or arranfingnother person to act as) a trustee of an
express trust has also not been included. Thisidafiy remains outstanding.

49. With regard to the examiners’ recommended actioat tthe requirements of
Recommendations 5, 6 and 8-11 should be appliedciloumstances detailed in
Recommendation 12. It was noted in the follow-uporé of May 2010 that the FATF
requirement that casinos should be subject to aBRee®mmendations when their customers
engage in financial transactions equal to or add8®3, 000 had not been included in the
enacted legislation. At present the applicablestation threshold for gaming houses, pool
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betting, national lotteries on-line betting gamed arivate members’ clubs is the same as all
financial institutions and listed businesses i ES%0,000 and over or US$14,285 for one-off
transactions. In a previous report it was noted tha authorities advised that a policy
direction on this matter was expected in Novemlidi02 No update has been provided with
regard to this issue. The requirements of Recordatens 5, 6 and 8-11 as enacted are
applicable to all the listed businesses and whiteetxaminers recommended actions for Recs.
5, 6, 8, 10 and 11 have been substantially meetbb&ec. 9 are still largely outstanding as
indicated in this report.

50. The previous follow-up report noted that while #& was responsible for supervising
listed businesses, this supervision was limitedRdL obligations, since combating of the
financing of terrorism was not included in sect®hof POCAA. However, as noted under
Recommendation 23 in this report, supervisory agsnare now responsible under the
FOFTR for ensuring compliance of financial insiibms and listed businesses with the
obligations, prohibitions and offences relatingthte financing of terrorism. Information on
the establishment and implementation of an AML supery regime by the FIU can be
found in sections of this report dealing with R&2%and 24.

51. In accordance with the examiners’ recommendaticdtcate and inform the DNFBPs
and persons engaged in relevant business actiatiesit their legal responsibilities, the
authorities have carried out and continue to camay a number of training sessions,
conferences and outreach measures. During thedp@dtober 2010 to December 31, 2011,
the FIU held 28 outreach and training seminars ligted businesses, private business
associations, government agencies, co-operativietiscand a regulator. A total of 1,608
participants took part in these seminars. In Jgn2@12, the FIU held 125sessions for listed
businesses and commercial banks with 400 attendees

Recommendation 16

52. As already noted under Recommendation 12, whigeti business” has been extended
to include all FATF DNFBPs, the list of detailedigities subject to AML/CFT obligations
does not include all FATF requirements. Sinceetisbusinesses are subject to the same
AML/CFT requirements as financial institutions thieuation as noted in the analysis of the
requirements of Recommendations 13 to 15 are giglicable to DNFBPs.

53. With regard to Recommendation 13, the situatiomdiated in last follow-up report
remains the same in relation to the legal provisiohhe outstanding requirement is the
exclusion of one-off transactions from the suspisitransaction reporting requirement. This
was reported in the last follow-up as being underew by the authorities.

54. With regard to Recommendation 14, the examinersdmenended actions to prohibit
the disclosure of reporting to the designated aiitfiBlU and ensure that the confidentiality
requirements in POCA apply to the personnel of Fiid were all met by enactment of
POCAA and the FIUTTA as indicated in previous fallap reports.

55. With regard to Recommendation 15, the examinersbmemended measures with
regard to internal controls, compliance, trainimg &iring procedures have been addressed in
the FOR and the FOFTR as noted in previous follpweaports.

56. As part of ensuring implementation of the above sness, section 55(5) of POCA
requires every financial institution or listed mess to develop and implement a written
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compliance program approved by the FIU. In taneeéth this provision, regulation 31(1) of
the FIUTTR requires financial institutions and didt businesses to submit compliance
programs to the FIU within three months of the aggninto effect of the FIUTTR. The
FIUTTR became enforceable on February 10, 2011.

57. For the period February to January 2012, the [Ekéived 159 compliance programs,
consisting of 96 from financial institutions and 88m listed businesses. While the above
figures are encouraging it should be noted thatfatanuary, 2012, the FIU had registered
1,527 listed businesses. The submission of onl§ &&mpliance programs by listed
businesses during the eleven months period afeeettactment of the FIUTTR means that
1,368 or 90% of listed businesses are in breachegdlation 31(1) as stated above. In
January 2012 the FIU issued written warning letterprivate members clubs, accountants
and jewelers registered with the FIU concerning-compliance with respect to regulation
31(1) of the FIUTTR. Assessment of the adequachisf measure is not possible since the
number of letters has not been provided. Adddtilgn while non-compliance with
regulation 31(1) has been outstanding since Mayl 2fere is no indication as to if or when
sanctions maybe imposed. As such, there hasrmnplementation of regulation 31(1).

58. With regard to the reporting of suspicious tranisactthe authorities advise that listed
businesses submitted STRS/SARS for the period @clil0 to March 2012 as follows;

Table

7 Listed Busines: No. of STR/SAR: No. of STR/SAR:
' Oct 2010 to Sept 2011| Sept 2011 to Mar 2012

Attorney<at Law
Motor Vehicle Sale

Real Estal
Total

Breakdown of STRs/SARs submitted by listed business for Oct 2010 — Mar 2012

O W(I={IN
w(olw|o

59. The above figures are very low when compared with registered number of 1,527
listed businesses and suggest that the reportirgugicious transactions and activity by
listed businesses is ineffective.

Recommendation 17

60. The Follow-Up Report of October 2010 noted thateékaminers’ recommendation for
considering the amendment of the provisions focans in the POCA to allow for penalties
to be applied jointly or separately was dealt wittder section 68(3) of the Interpretation Act
which allows for the imposition of the stipulatédds in the penalties in POCA separately on
companies.
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61. With regard to the other outstanding recommendaf@nincreasing the range of

sanctions for AML/CFT non-compliance to includedildinary sanctions and the power to
withdraw, restrict or suspend the financial insitto’s licence where applicable, the Central
Bank's range of sanctions for AML/CFT had been edtsl for banks and insurance
companies under the FIA and the Insurance AmendAetr2009 respectively.

62. The authorities have advised that section 10 andf 1Re FIA further provides for the
Central Bank to issue AML/CFT guidelines and toade to impose compliance directions
or seek restraining orders for breaches of the dlmiels. However, it is noted that the
Securities Bill 2010 which has provisions to extehe disciplinary sanctions of the TTSEC
for AML/CFT non-compliance has been redrafted asdpiesently before a Technical
Committee of the Ministry of Finance for review.

63. The FIU’s range of sanctions was extended by thErFAA 2011 which was enacted
in May 2011. Section 15 of the FIUTTAA 2011 creafeart IIIA of the FIUTTA which
includes section 18G which provides for the Flllsgue directives to non-regulated financial
institutions or listed businesses which are vialgator are about to violate provisions of the
FIUTTAA 2011, the FOR, the ATT, the FIUTTA, the FTWR and any other guidelines
issued by the FIU. These directives will be iniidd to the penalties already available
under the mentioned statutes and will require #ssation or refraining from committing the
specified act or violation or pursuing the idemiificourse of conduct. The directives can also
require the performance of such duties that inofsiion of the FIU are necessary to remedy
a situation. Failure to comply with a directivencaesult in the FIU applying to the High
Court for an Order requiring the unregulated finahioistitution or listed business to comply
with the directive.

64. The FIU's extended range of sanctions has not bmpfemented since enactment in
May 2011. As already mentioned, in relation to 98Pbsted businesses being in violation of
regulation 31(1) of the FIUTTR, the FIU has to datdy issued warning letters to private
members clubs, accountants and jewelers registdatbdhe FIU concerning non-compliance
with regulation 31(1). Additionally, there hasdn no information as to implementation by
the Central Bank of its extended range of sanction&ML/CFT since their enforcement.

Recommendation 19

65. The situation is unchanged from the previous follgwreport which noted that with

regard to the authorities considering the feasjbdind utility of a large currency transaction
reporting system, the FIU was considering a redionghe systematic reporting of foreign
exchange transactions and cash transactions. Ther#igs advised that imposition of such a
reporting system would require legislative amendnaen that the spirit and intention of the
AML/CFT law is to report suspicion regardless ofetlamount of any transaction.
Documentation of the consideration of this issuehgyFIU would be necessary to verify the
above.

66. As noted in the Follow-Up Report of April 2011 tlexaminers’ recommendation
regarding Customs Division notifying as appropriatee Customs Division or other
competent authorities of relevant countries abdwat discovery of unusual international
shipment of currency, monetary instruments, precioetals or gems has been addressed
through membership of the World Customs Organinatind the Caribbean Customs Law
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Enforcement Council (CCLEC). This allows for tHeagng of such information with other
custom authorities.

67. Additionally the authorities advised in the Folldyp Report of April 2011that strict
safeguards to ensure the proper use of informatioifCustoms and Excise Division’s
computerized database of custom declaration foradsbieen implemented. Some of these
measures include encryption technology to protechraunication and data transfer and
access being limited to only specific officers. iWhthe above measures substantially
comply with the examiners’ recommended actions, udwntation regarding the
consideration of the feasibility and utility of argje currency transaction reporting system as
noted above should be submitted for verification.

Recommendation 21

68. As indicated in the previous follow-up report, ale examiners’ recommended
measures were addressed in POCAA and the FIUTTAeptxtor the requirement for

financial institutions to give special attention tmsiness relationships with persons
(including legal persons and other financial ingiitns) from or in countries which do not or
insufficiently apply the FATF Recommendations. Tidsommendation remains outstanding.

69. The Follow-Up Report for May 2010 noted that teeammendation for effective
measures to be put in place to ensure that finkimsiitutions are advised of concerns about
weaknesses in the AML/CFT systems of other coumtikgs mandated by subsection
17(1)(a) of the FIUTTA requiring the FIU to publighlist of countries identified by the
FATF as non-compliant or not sufficiently compliarithe FIU website currently contains a
list of jurisdictions that do not sufficiently coypwith the FATF Recommendations. The
FIU has also published the FATF Public Statemetedi&ebruary 16, 2012.

70. With regard to implementation, at present the aitibe advise that financial
institutions have indicated that transactions famwantries which are non-compliant, or do
not sufficiently comply with FATF standards areefatly scrutinized and in some instances
stopped. Additionally, enhanced due diligencdss applied when dealing with transactions
involving severe risk territories

Recommendation 22

71. The examiners’ recommended measures consistedjoifirey the implementation of
the essential criteria of Recommendation 22. Thiesee been outstanding since the
finalization of the MER as the authorities adviseda previous follow-up report that the
Central Bank would address these measures in mgvigé AML/CFT Guidelines and
updating its licensing procedures. Central BankML/ CFT Guidelines are considered
other enforceable means. The Central Bank haedsmvised AML/CFT Guidelines as of
October 2011 which can be found on its websitee fdguirements of Recommendation 22
are addressed in section 4.4 of the draft Guidelitigs noted that this measure will only be
applicable to banks and insurance companies, tamdial institutions the Central Bank is
currently responsible for supervising. The othearficial institutions i.e. securities entities,
credit unions and listed businesses will not bgestitto this measure.
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72. In the previous follow-up report the authoritiegud that branch offices being part of
locally incorporated financial institutions are fdi to the laws of the home country
irrespective of where the branches are located.erefare, branches located in foreign
countries are required to observe AML/CFT requimstaeconsistent with home country
requirements as set out in the first criterion @c®nmendation 22. Additionally, to the
extent that the host country also has laws, théehawve to be met by the branch. If the
home country has higher AML/CFT standards, the diramould be required to meet the
higher standard in the host jurisdiction to theeekthat the local laws permit.

73. While branches are required as part of a legalyetatiobserve AML/CFT requirements
consistent with those of their home country, theTFAcriterion and the examiners’
recommended action refers to the obligation togayicular attention to those branches and
subsidiaries in countries which do not or insuéfitly apply the FATF Recommendations.
This would suggest that additional scrutiny othieant routine should be required from
financial institutions in these circumstances.

74. With regard to the application of the higher AML/CBtandard where the minimum
host and home country AML/CFT requirements diffianches will be required to comply
both with their host country and home country legajuirements where possible and as such
the higher standard should of necessity apply. d&h sbranches of financial institutions
would meet the requirements of the application h& higher AML/CFT standard where
minimum host and home country AML/CFT requiremetitter.

75. Given the above, all the examiners’ recommendatimmeerning Recommendation 22
have been imposed on financial institutions untersupervision of the Central Bank via the
AML/CFT Guidelines. However, with regard to otligrancial entities as mentioned above,
all of the examiners’ recommended measures remastamding except for the requirement
for branches of financial institutions to apply thigher AML/CFT standard where minimum
host and home country AML/CFT requirements differ.

Recommendation 24

76. The situation as noted in the last Follow-Up Repwa$ remained unchanged. With
regard to the examiners’ recommendation that gamminges (or private member clubs), pool
betting and the national lottery on line bettingngs should be subject to a comprehensive
regulatory and supervisory regime, a previous ¥ollgp report noted that the FIU was
designated in the FOR as the competent authorifyorgsible for ensuring compliance by
listed businesses which includes DNFBPs, gamingé®mor private member clubs), pool
betting and the national lottery on line bettingngawith only AML obligations. However,
as noted under Recommendation 23 in this repapersisory agencies are now responsible
under the FOFTR for ensuring compliance of finanicistitutions and listed businesses with
the obligations, prohibitions and offences relatmghe financing of terrorism. Additionally,
section 15 of the FIUTTAA creates Part IlIIA of tRRUTTA which includes section 18E
which required the FIU to effectively monitor nosgulated financial institutions and listed
businesses and take necessary measures to ensyskaoge with the FIUTTAA, POCA,
ATA, FOR, FIUTTR, FOFTR and any other written lavexjuiring compliance with FATF
Recommendations.

77. Additionally the previous follow-up report notedaththe process of identifying and
registering listed businesses had begun and wasirangdt is noted that regulation 28(1) of
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the FIUTTR requires supervised entities to registith the FIU within three (3) months of
the FIUTTR coming into force. The FIUTTR came ifiboce on February 10, 2011. Failure
to register according to regulation 28(2) of theFTR is liable on summary conviction to a
fine of fifty thousand dollars ($50,000) and a fient fine of five thousand dollars ($5,000) for
each day that the offence continues. The total murob registrants for the period October
2010 to January 2012 is 1,465 listed businesses.

78. In previous follow-up reports authorities adviséattregulatory measures to prevent
criminals or their associates from holding or beihg beneficial owner of a significant or
controlling interest, holding a management functionor being an operator of a gaming
house (or private members club), pool betting dredrtational lottery on line betting games
were to be addressed in the form of guidelineseidsbhy the FIU under Regulations
emanating from the FIUTTA. The policy to guide tlegulations for the FIU was being
considered along with possible criminal or admmaiste sanctions for breaches of the
guidelines.

79. In accordance with the above, regulation 30 (1jhef FIUTTR requires the FIU to
provide guidelines and standards to supervisetiesti While there is a general provision in
the FIUTTR for sanctions for financial institutions listed businesses committing offences
for which there in no specified penalty, breachhef guidelines issued under regulation 30(1)
is not specified as an offence. The issuanchexe guidelines would be in accordance with
the recommended action to establish guidelines wlilhiassist DNFBPs to implement and
comply with their respective AML/CFT requirementdlo deadline for the issuance of the
guidelines by the authorities was given in the fallbw-up report and the position remains
unchanged. The above measures are initial stepfendevelopment of an effective
supervisory regime for DNFBPs. Given the above tauting requirements, this
recommendation remains largely outstanding.

Recommendation 25

80. A previous follow-up report noted that the recomdestion for the designated
authority/FIU to have a structure in place to pdevfinancial institutions that are required to
report suspicious transactions, with adequate @pdoariate feedback, was met by section
10 of the FIUTTA. The authorities advise that fbe fperiod October 1, 2010 to January 31,
2012, the FIU provided 403 feedback responsesitmiial institutions and listed businesses
upon their submission of STRs/SARs. From the towamnber of feedback sent to the
financial institutions and listed businesses, 8emalated to specific issues arising out of
STR/SAR submissions.

81. Under section 8(3) (d) of the FIUTTA, the FIU igjuéred to set reporting standards to
be followed by financial institutions and listedsimesses in furtherance of section 55(3) of
the POCA which deals with suspicious transactiquoréng. At present, the FIU has drafted
and published the required standards on their webs$takeholders’ comments have been
received and the reporting standards are beingedvaccordingly before seeking further
stakeholder comment.

82. With regard to the Central Bank AML/CFT Guidelinesing enforceable and having
sanctions for non-compliance a previous follow-aepart noted that sections 10 and 86 of the
FIA create a legal basis for the enforceabilityttod Central Bank AML/CFT Guidelines.
Effective implementation of this enforceabilitylistias to be demonstrated by the Central
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Bank. Many of the requirements in Central Bank)2 Guidelines have been codified in
the FOR 2010. As a result, the Central Bank issegsed Guidelines as of October 2011.
The Guidelines have been published on the CentiakB website.

83. With regard to the recommendation that guidelinesilar to the CBTT AML/CFT
Guidelines should be issued by the relevant autéesrifor all financial institutions and
persons engaged in relevant business activitylatgaiin the POCA, regulation 30 (1) of the
FIUTTR requires the FIU to provide guidelines andngards to supervised entities. No
deadline for the issuance of the guidelines has heen by the authorities. The authorities
have advised that the Board of Commissioners off f@EC has approved guidelines for the
securities industry and these will be issued shortlGiven the above outstanding
requirements, this recommendation remains largeistanding.

Recommendation 29

84. Concerning the recommended action that the CrediibJSupervisory Unit (CUSU)
have adequate powers to supervise credit unionsofopliance with AML/CFT obligations,
the authorities advised in a previous follow-upamtghat a decision had been taken to place
the supervision of credit unions under the CenBahk and that legislation was being
developed to accommodate this change. The au#®atvised since June 2010 that a credit
union bill was been drafted and under review. Asspnt, the credit union bill is still under
review.

85. It was noted in the previous follow-up report thattil enactment of the proposed
Credit Union Bill, the FIU is the designated supsowy authority for credit unions for AML
obligations. At present, the FIU has registerefl d2dit unions and received thirty-six (36)
compliance programs from credit unions since thacement of the FIUTTR in February
2011. Compliance programs are still being recefveih credit unions. The FIU proposes to
conduct 2 on-site examinations of credit unionsFebruary 2012. The FIU has also
conducted outreach sessions with credit unions mzrease awareness of AML/CFT
obligations. In 2011, the FIU conducted 6 outreaeBsions with 318 attendees and in
January 2012, 4 sessions with 242 attendees waiedcaut. These measures are at best a
start and the recommendation for the effective sigien of credit unions for AML/CFT
obligations remains outstanding.

86. As noted in a previous follow-up report, the recoemaled actions for all supervisors to
have adequate powers of enforcement and sanctigamsa financial institutions, their
directors or senior management and the need todystems in place for combating ML and
FT and to review the effectiveness of these systadusessed specific deficiencies of the
TTSEC and the CUSU. As already mentioned concanosit the CUSU are being dealt with
by transferring supervisory responsibility to then@al Bank in new legislation. The
authorities advised in a previous follow-up repibrat the absence of adequate powers of
enforcement and sanctions and an effective AML/G&fiervisory compliance regime for the
securities industry was to be addressed by therBesuBill. The Bill was previously
scheduled for debate in Parliament, however, gilienchange in government, in May 2010,
the Bill lapsed and has been revised and is nowrbethe Technical Committee of the
Ministry of Finance. As such, all recommendedaoms under this Recommendation still
remain outstanding.

Recommendation 30
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87. The main recommended actions under this Recommendatidress deficiencies in

resources and training in the FIU, the DirectoPablic Prosecutions (DPP), the Magistracy,
Customs Division, the Police, the Strategic Sews/itgency (SSA), TTSEC and CUSU. The
authorities advised in a previous follow-up repdimat the DPP was contemplating
establishing a specialist Proceeds of Crime/Monayndering Unit. A plan had been

submitted to the Attorney General and was receit@vgrable consideration. No additional
information on this measure has been submittedhioiast two follow-up reports or for the

present report.

88. The situation with regard to the Financial Investigns Branch (FIB) dedicated to the
investigation of money laundering offences remainshanged from the last Follow-Up
Report. The FIB was transferred to the Trinidad &nbago Police Force and re-established.
The FIB is currently located at the old Special iAltime Unit of Trinidad and Tobago
(SAUTT) Headquarters and the resources of the formi are now being used by the FIB.
There is currently twenty (20) staff members withlie FIB, ten (10) are regular serving
officers, eight (8) are special reserve officerd awo (2) are civilians.

89. With regard to the FIU, as part of its continuingining program as noted in previous
follow-up reports, members of staff attended in 20ten (10) workshops, training seminars
and sessions. These included a technical analgsise sponsored by Egmont, the Financial
Investigation Course at the Caribbean Regional Orag Enforcement Training Centre
(REDTRAC) and a Financial Crimes Training Courseried out by the Federal
Investigations Bureau in Trinidad and Tobago.

90. In addition to the above the authorities advised previous t follow-up report that the
organizational structure and staffing complementttef FIU were reviewed and a new
structure approved by Cabinet in November 2010A similar review of the staffing
requirements and appropriate training needs of DOR® was being conducted and was
expected to be completed by December 2010.

91. A training policy was created in December 2010tfe FIU and financial provisions
were made for staff training in the FIU’s budgdireate for 2010 to 2011

92. With regard to the staffing of the FIU, this is aekked under Recommendation 26 in
this report in relation to the autonomy of the FIbW.August 2011, Cabinet approved the
strengthening of staffing complement of the FIUhathe creation of a Compliance and
Outreach Division which has a staff complementeafes (7). The Analyst Division of the
FIU has an approved structure of six (6) analystsAdditionally, renovation
(compartmentalizing) of the office space of the Eléxpected to begin in the second quarter
of 2012.

93. No information on the staffing requirements andnirey needs of the DPP were
provided in the last follow-up report or has beebrsitted for this follow-up report. The
authorities advise that the DPP’s office has bewfited to participate in training to be
conducted by the US Department of Treasury, OTAairiing of the prosecutors is expected
to take place during the court vacation. The DRPdgreed that prosecutors who have been
selected to form the financial crimes unit will besigned to participate in this training
course. The DPP of Jamaica has invited two prosecfitom Trinidad to attend a Financial
Crime/Proceeds of Crime training course in Jamiaiddarch 2012.

20



94. The authorities advise that the TTSEC is curremdyiewing its organizational
structure. A staffing assessment and trainingmecendations will flow from the exercise
and will take into account the duties of the TTSECa supervisory authority.

95. With regard to the recommendations concerningrtiaihg and shortage of staff at the
Customs Division, the authorities advised in thevfmus report that staff members of the
Customs and Excise Division had access to Certifelid Detection and Investigation
training and also training in financial investigati Additionally, the Customs and Excise
Division had adequate training and internal capatit carry out their functions. No

information in relation to the numbers of staffiied in the specified areas or the total
number of staff were provided for the last follow-teport or for this report. No information

on the remaining recommendations dealing with isigiffonstraints faced by the Magistracy
has been provided for the last two follow-up repant for this report.

Recommendation 31

96. As reported in the Follow-Up Report of May 2011 tiNational Anti-Money
Laundering Committee’s focus in 2007 was in theaayklegislative drafting. In 2008, the
Committee was concerned with the adoption and sulese ratification by Cabinet of a
national AML/CFT policy and a national AML/CFT stegy, both of which was approved by
Cabinet and has been publishdthe Committee was also involved in the following:

» Canvassing with the relevant Ministerial Team fav&rnment policy and legislative
enactment.

» Advocating on the committee’s behalf with the Prikfimister and Prime Contact for
expediency in recommendation implementation.

» Making representations to Cabinet for the full fatgf of the Prime Contact’s
Secretariat so that the Committee’s work couldfy@@priately buttressed by a full
time team of legal research experts.

» Making appropriate representations with line Mirnést for the strengthening of
representation on the AML/CFT Committee.

* Negotiating with the CFATF for assistance from intional bodies such as the
IMF/World Bank and CARTAC.

 Engagement of a full time legal drafting expert goomote the committee’s
legislative agenda in accordance with the Strapeigyities

97. In the Follow-Up Report of May 2011, the authostedvised that the Committee had
been reconstituted to include a broader crossesedti stakeholders within the AML/CFT

community and its terms of reference had been edviblo information on the activities of

the Committee has been submitted for this followrejport.

98. With regard to the recommendation for the introgtucof MOU's between the CBTT,
the TTSEC and the FIU, section 8(3) of the FIA @llows the Central Bank to enter into
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MOU'’s with the Deposit Insurance Corporation, othegulatory bodies and the designated
authority i.e. the FIU to share information. Then€@al Bank already has a multilateral MOU
to share information with other regional regulator$he Central Bank is also currently
considering a draft MOU with the FIU. The propo&sturities Bill provides for the TTSEC
to be able to share information with the CentrahiBand other regulatory agencies and
specified foreign entities. While information simgris a form of corporation, the examiners’
recommended action referred to MOU’s which woukbanable where appropriate domestic
coordination with each other, concerning the dgwalent and implementation of policies
and activities to combat money laundering and teftréinancing.

99. In relation to the recommendation for improved gem@tion amongst law enforcement
and other competent authorities, the Follow-Updrepf May 2011 indicated that the FIU
had signed a MOU with the Criminal Tax Investigatidnit, an Exchange of Letter between
the FIU and Customs & Excise Division for the exulpa of data on cross-border currency
declaration and cash seizures had been approgetharCommissioner of Police (COP) had
issued a departmental order for the investigatfaalaeports sent by the FIU to the COP. In
January 2012 the FIU was advised by the ChairmadheoBoard of Inland Revenue (BIR) in
a letter about standards operating procedureséoreceipt of analysed reports from the FIU
and the investigation and subsequent feedbackebBlItR.

100. In the last report the authorities advised thatewride FIUTTA and the FIUTTAA the
COP, the Comptroller of Customs and Excise, ther@tan of the Board of Inland Revenue
(BIR) and the Chief Immigration Officer had beersideated law enforcement authorities.
As a result, consultations were held with the Caoollgr of Customs and Excise, Chairman
of the BIR and FIB and it was decided to hold raguhonthly meetings. The first of such
meetings was held in August 2011, with the FIB.e Tdst meeting was held in January 2012.
Arrangements are being made to meet with the @misfigration Officer. Information on the
results of these meetings with regard to any coatdd activities or decisions should be
provided for future reports.

101. Letters of Exchange/MOUs between law enforcemettaities have been drafted.
The FIU and the Central Bank held their first megfin August 2011 to discuss the approval
of compliance programmes of financial instituti@m proposed to have quarterly meetings
of supervisory authorities.

102. Additionally, an MOU was signed between the FIU ahé Registrar General's
Department (RGD) in February 2011 to allow the Edlhave direct access to information on
all business entities, property ownership and pexisbiodata.

103. The examiners’ recommended action also referreccdoperation amongst other
competent authorities. Information with regardhis aspect of the recommended action has
not been provided.

104. Concerning the last recommendation for the comiposiif the FIU to be expanded to
include personnel from different relevant entitiesthe October 2010 report the authorities
advised that members of the Counter Drug and CTliesk Force had been transferred to the
FIU and the FIB. The present efforts at hiring netaff for the FIU should afford an
opportunity for the authorities to implement thiscommendation. The above measures
demonstrate increased co-operation among law esfognt authorities and initial
implementation of a National Anti-Money Launderi@gmmittee.
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Recommendation 32

105. There has been no change since the previous falfpweport in relation to the
recommendation to review the effectiveness of thé $ystems to combat ML and FT. As
indicated, section 9 of the FIUTTA requires the RtJimplement a system for monitoring
the effectiveness of its anti-money laundering gedi by maintaining comprehensive
statistics on suspicious transaction or suspicactsvity reports received and transmitted,
money laundering investigations and convictionspprty frozen, seized and confiscated and
international requests for mutual legal assistaroather cooperation. It was noted that the
provision did not include FT.

106. Statistics with regard to the operations of the FIR011 have been submitted for this
report. For the year 2011, the FIB received thiitght (38) cases of which eighteen (18) are
ongoing. A breakdown of the cases is presentéiteifollowing table.

Table 8: Cases received by the FIB for the Year 221

Cases for the Year 2011 | On-going Completed
Money launderin 1 1
Suspicious Activity Repor | 11 1

Cash seizurt 2 2
Application for restrain 2

order

Intelligence Developme 3 4

Mutual Legal Assitance 1 1C

Total 18 20

107. With regard to completed cases, a money laundditeygwo applications for restraint
orders and two cash seizures have been forwardéldet®PP’s Office. Ongoing cases
include one (1) money laundering file, ten (10)picisus activity reports and one (1) cash
seizure under investigation, and one (1) cash seibafore the Court for forfeiture. No
information on the amounts involved in the cashges has been submitted for this report.
Along with the cash seizures, the FIB also maddieans for five (5) detention orders,
three (3) search warrants, twenty-two (22) produrctdorders and three (3) continuing
detention orders during 2011. During 2011, the FEl&eived twelve (12) SARs from the FIU
and submitted thirty-seven (37) requests for infation to the FIU. Twenty-four (24) of the
requests were responded to and the remainingehiftE3) are still pending.

108. While the previous report contained statistics ariual legal assistance treaty (MLAT)
requests made and received by the Central Authaptyo July 2011, no information has
been submitted for this report. ,

109. In addition to the provision for the maintenancesttistics by the FIU, section 18(1)
of the FIUTTA requires that annual reports on tlkeefgrmance of the FIU be prepared and
submitted to the Minister within two months of teed of the financial year. The Annual
Reports for 2010 and 2011 were published in Jang@tp. While section 9 of the FIUTTA

requires the FIU to implement a system for monitgrthe effectiveness of its anti-money
laundering policies by maintaining comprehensivatistics on suspicious transaction or
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suspicious activity reports received and transmhitt®oney laundering investigations and
convictions, property frozen, seized and confistatad international requests for mutual
legal assistance or other cooperation, it is ndteat the Annual Reports did contain

information on all of the above except for moneynidering investigations and convictions,
property frozen, seized and confiscated. While previsions address the FIU, the
examiners’ recommended action refers to tangitdalte from other relevant stakeholders in
the system. The authorities advised in a previollsw-up report that the office of the DPP

generates an annual report that is statisticalbetha No figures from this report have ever
been presented for the follow-up reports..

110. The following table was submitted to show the numbkincoming and outgoing

requests for assistance received and sent by tbefdétl the period October 2010 to
September 2011.

Table 9: No of requests received and sent by FIWdm October 2010 to September 2011

Type of Agency | No. of Incoming| No. of Outgoing
Requests Requests

Local LEAs 36 17

Government 0 2

Dept

111. The authorities advise that all requests receivieove were granted. Information

pertaining to the nature of the request and the tieguired to respond would have to be
provided in order to assess the effectiveness ajparvation. Information on the number of
SARs submitted to the FIU and a breakdown of thesyof reporting entities can be found in
the section of this report dealing with Rec. 13fodmation about on-site examinations
conducted by the FIU is reported under Rec. 23.

112. No information was provided in the last follow-ugport with regard to the examiners’
recommended action that measures be instituteeview the effectiveness of Trinidad and
Tobago’s ML and TF systems. The situation remaichanged.

113. The Central Bank has not submitted statistics emtimber of on-site inspections with
AML components conducted since the last follow-epart.

114. No figures on requests for assistance were sulihfiirethe last follow-up report or for
this report. No information was provided in thetlfollow-up report or has been provided for
this report on the examiners’ recommended actiorafoeview of the effectiveness of the
systems for AML/CFT extradition cases. Additiomaflormation in relation to the request
will be necessary to assess effectiveness of imggation. As such, the recommended
actions for this recommendation remain substagt@ltstanding.

Recommendation 33

24



115. The situation remains unchanged from the previoggont with regard to the
recommendation for a comprehensive review to determways to ensure that adequate and
accurate information on beneficial owners can talable on a timely basis. A review of the
operations of the registrar of companies had notdgeermined ways to comply with the
recommendation.

116. At present, the authorities advise that the FIU @nedRegistrar General's Office have
entered into a MOU making the exchange of inforomatin respect of beneficial owners
easier and accessible on a timely basis. Furthesrttte Registrar General has computerized
its information system thereby making access torinition easier. This measure should
allow for easier access by the FIU to informatia@idhby the Registrar General. However
there has been no report on the situation with rcega the access of other competent
authorities such as law enforcement or measuresrfearing that information on beneficial
owners held by the Registrar General is adequateeturate. As such this recommendation
remains largely outstanding.

Recommendation 34

117. The situation remains unchanged since the FollowRgport of October 2010. The

only recommended action for Rec. 34 required thieidad and Tobago authorities to take
steps to implement a mechanism to prevent the dnlase of legal arrangements in relation
to money laundering and terrorist financing by eimguthat its commercial, trust and other
laws require adequate transparency concerningeheficial ownership and control of trusts
and other legal arrangements. The authoritiegrefeto regulation 12 of the FOR which
stipulates requirements for the identification amdlification of beneficial owners of legal

arrangements. Legal arrangements are definechéoptirposes of regulation 12 to include
express trusts.

118. In addition to the above, regulation 17 stipulabesaddition to the requirements
outlined in regulation 15, financial institutions listed businesses must obtain evidence of
the appointment of the trustees by means of die@rtiopy of the Deed of Trust, information
on the nature and purpose of the trust and vetiificaf the identity of the trustee. Trustee in
this regulation is defined to include the settlprotector, and person providing the trust
funds, controller or any person holding power tpapt or remove the trustee.

119. The above regulations would require all financiatitutions and listed businesses to
identify and verify the identities of the parti@sa trust. Trust service providers are included
in listed businesses and are therefore requiredommply with the above provisions.
However, as noted in the section of this reportlidgavith Rec. 12 trust and company
service providers, acting as (or arranging for heaoperson to act as) a trustee of an express
trust and the creation, operation or managementegél persons or arrangements by
accountants, attorneys at law and independent fggéssionals are not included as part of
the activities subject to AML/CFT obligations. Asich, while financial institutions are
required to maintain information on the benefi@alnership and control of trusts and other
legal arrangements, such requirements are notcappdi to accountants, attorneys at law,
independent legal professionals and trust and coynparvice providers. As such adequate
transparency concerning the beneficial ownershig eontrol of trusts and other legal
arrangements has only been partially met.

Special Recommendation VI
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120. As noted in the previous follow-up reports, momewalue transfer service operators
were included as listed businesses in POCAA ancbfiie subject to the same AML/CFT

requirements as financial institutions. Additidpait was reported that the Central Bank was
responsible for supervising money remitters and #maappropriate framework was being
developed. The authorities advised that a regylatod supervisory framework for money

remitters has been drafted and was issued to thestry for comments in February 2011. At
present the authorities advise that this initiattvat an advance stage of development.

121. With regard to the examiners’ recommended actiguireng the implementation of a
system of monitoring money transfer companiesatithorities advised that the Central Bank
conducted AML/CFT on-site examinations on cambiosl ahat money remitters were
registered with the FIU as the POCAA includes r@anite business as listed businesses. At
present, the Central Bank has revised its AML/CHIidélines to include sector specific
guidance to cambios. Additionally, the Central Béuals acquired the services of a technical
expert from the Office of the Technical Assistarideited States Department of the Treasury
to assist with the finalizing and implementation afregulatory framework for money
remitters and a supervisory framework for insuramezkers, cambios and money remitters.
Information on the number of onsite AML/CFT inspent of cambios and money remitters
carried out by the Central Bank would aid in adsgssimplementation of this
recommendation.

122. The other outstanding recommendations requiring eyotransfer companies to
maintain a current list of agents and the authesrito implement measures set out in the Best
Practice Paper for SR VI remain as reported infdHew-up report dated October 2010.. At
the time authorities advised that the National Amtiney Laundering Committee and the
Compliance Unit of the Ministry of National Secyritvere reviewing them and would be
proposing an appropriate amendment.

V. Conclusion

123. Overall, the measures put in place since the FHihow-Up Report, have dealt with
the continuing efforts of the FIU to achieve effeetoperations and implement a supervisory
regime for DNFBPs through identifying and regisigriisted business and commencing an
on-site inspection function. While these meashi@ge been put in place, some of them are
problematic, such as the supervisory function ef iU which from the start is ineffective
given present resources and the number of liststhésses. It is also noted that there is no
initiative with regard to measures for ensuring @réminal elements are not involved in the
ownership or management of private members clubikhwbonduct casino operations.
Additionally, measures regarding the employmengtaff at the FIU raise concern about the
autonomy of the FIU and its effective operation..

124. Statistics have been submitted in relation to MU&TGuests, international exchange of
information, money laundering investigations, casizures, restraint orders and STR
reporting. These demonstrate continuing implemiman the areas of international co-
operation and the functions of the law enforcenaanhorities, although there are no money
laundering prosecutions or convictions as yet. Thatral Bank needs to submit information
on AML/CFT inspections conducted on financial itgibns it is responsible for supervising.
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125. As noted in the last follow-up report, developmentish proposed legislation the
Credit Union Bill and the Securities Bill have skedvand are still outstanding  This is
particularly important in relation to supervisioor fcompliance with AML/CFT obligations
for credit unions and the securities sector. inalfy while a confiscation/forfeiture regime
with regard to terrorist financing has been legalyablished, there is need to demonstrate
implementation. Based on the foregoing it is recemded that Trinidad and Tobago remain
on expedited follow-up and be required to repoitkbto the Plenary in November 2012.
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Matrix with Ratings and Follow Up Action Plan 3rd Round Mutual Evaluation
Trinidad and Tobago

Forty Recommendations Rating Summary of factors underlying rating Recommended Actions Undertaken Actions
Legal systems
1.ML offence NC .

For money laundering offences the PO(
only recognizes property as being the proce
of crime where a person has been convicte
a predicate offence.

Terrorism, including terrorist financing an
piracy is not covered under Trinidad a
Tobago legislation as predicate offences;
Predicate offences for ML do not extend
conduct occurring in another jurisdiction th
would have constituted an offence had
occurred domestically.

The Mission concluded that AML offences &
not effectively investigated, prosecuted &
convicted. There were no ML convictions
date of the on site visit.

The money laundering legislation does n
appear to be effective as there have beer)
convictions in 6 years.
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Consider defining the term money laundering in

POCA and also, for completeness sake, broade
the scope of section 43 beyond drug trafficking

include “or a specified offence”.

Terrorism, including terrorist financing, and piya
should be covered under Trinidad and Toba

legislation.

The examiners’ recommendation regarding

definition of the term money laundering being

included in the Proceeds of Crime Act, 20
(POCA) and broadening the scope of section

beyond drug trafficking to include “a specifigd

offence” has been incorporated in the POCAA.

Section 43 of the Proceeds of Crime Act 200
amended by deleting the words “drug traffickin
and substituting the words “a specified offens|
thereby broadening the scope of section

beyond drug trafficking. Accordingly, Sectian

he

D0
43

is
b

43

43 of Proceeds of Crime Act 2000 has been

amended by virtue of Section 22 of the Proce|
of Crime (Amendment) Act 2009 and states
following:

eds
he

“A person is guilty of an offence who concealls,

disposes, disguises, transfers, brings i

Trinidad and Tobago or removes from Trinidad

and Tobago and money or other prope

nto

ty

knowing or having reasonable grounds to suspgect

that the money or other property is derived,

obtained or realized, directly or indirectly from
specified offence”

A specified offence has been defined in the
POCAA to include an indictable offence and any

act committed or omitted to be done outside
Trinidad and Tobago.

With regard to piracy, section 2 of the Criminal

Offences Act Chapter 11:01 states that ey
offence which if done or committed in Englan|

of

ery

would amount to an offence in common Igw

shall, if done or committed in Trinidad and

Tobago, be taken to be an indictable offence
shall be punished in the same manner as it w

and
uld

be in England, under or by virtue of any spedial

or general statute providing for the punishmen
such offence, or if there be no such statute,

of
by
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common law. In the UK, piracy is criminalized
as the common law offence of piracy jure

gentium and under section 2 of the Piracy Act
1837 as noted in the UK MER. In accordar|ce

with section 2 of the Criminal Offences Aqt,

these provisions make piracy an indicta
offence in Trinidad and Tobago. Additionall

section 6 of the Civil Aviation (Tokyd

ble

Convention) Act Chapter 11:21 provides for the

jurisdiction of a Court in Trinidad and Tobagdo

with respect to piracy committed on the high s

£as

to be extended to piracy committed by or against

an aircraft.

. The financing of terrorism is criminalized und

Section 22A. (1-4) of the Anti-Terrorism

(Amendment) Act,2010 as follows:
22A. (1) Any person who by any means, dire
or indirectly, willfully provides or collects funds

er

ctly

or attempts to do so, with the intention that they

should be used or in the knowledge that they
to be used in whole or in part-

(a) in order to carry out a terrorist act; or

(b) by aterrorist; or

(c) by a terrorist organisation, commits the

offence of financing of terrorism.

(2) An offence under subsection (1) immitted
irrespective of whether —
(a) the funds are actually used to commit or attetop
commit a terrorist act;
(b) the funds are linked to a terrorist act ; and
(c) the person alleged to have committed the offén
in the same country or a different country from time:
in which the terrorist or terrorist organisation i
located or the terrorist act occurred or will occur

(3) A person who contravenes this section cosn
an offence and is liable on conviction on indictinen

(a)in the case of an individual, to imprisonment
twenty five years; or

(b) in the case of a legal entity, to a fine of twilion
dollars.

(4) A director or person in charge of a legal ignt]

are

mit
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Predicate offences for ML in the POCA should a
in anotl
jurisdiction that would have constituted an offen

be extended to conduct occurring

had it occurred domestically.

Include in the POCA that where it is proven tl

property is obtained from the proceeds of crime
should not be necessary that a person be conv

of a predicate offence in order for the court tden
a confiscation order in relation to such property.

her
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at

it
cted
1

who commits an offence under this section is liaiolg
conviction on indictment be to imprisonment
shyventy-five years

Predicate offences for money laundering un
the POCA no.55 of 2000 are extended to cond
occurring in another jurisdiction that would ha
constituted an offense had it occurr
domestically by expanding the meaning
specified offence under section 5 (g) to inclu
among other things; Any act committed
omitted to be done outside of Trinidad al
Tobago which would constitute an indictah
offence in Trinidad and Tobago;

POCA as drafted meets the perceiy
deficiency. This conclusion is based on the fi
that confiscation of proceeds can only occur
the basis of conviction for a specified offeng
While this procedure does recognize proceed
crime on the basis of a conviction, this is o

absolutely necessary for confiscation purposes.

Sections 18 to 20 of POCA allows fq
restraint and charging orders to be made agg
realizable property prior to a person bei
charged with an offence under POCA. There
no specific provision in POCA requirin
conviction of a specified offence as a p
condition for the application for a restraint
charging order to be made against realizg
property i.e. criminal proceeds. Applications fi
such orders are required to be supported
affidavits which may contain statements
information or belief with sources and grounds

The above provisions would suggest that
money laundering offences under POCA it is
necessary that a person be convicted o
predicate offence to recognize property as be
the proceeds of crime and thereby dealing W
the deficiency which forms the basis for t
recommended action.

The Trafficking in Persons Act was assented
on the ¢ June 2011. This Act gives effect to t

der
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UN Protocol t« Prevent, Suppress and Pur
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Trafficking in Persons, Especially Women and

Children, Supplementing the UN Conventi

Against Transnational Organized Crime. Thi

Act will now make the trafficking in persons

specified offence and is therefore a predicate

offence to money laundering. See Appendix 1

2.ML offence — mental element ar

corporate liability

dPC

There is no dissuasive criminal or
administrative sanctions for money laundering
against a company directly

The Mission concluded that AML offences are
not effectively investigated, prosecuted and
convicted. There were no ML convictions yp
to date of the on site visit.

Fast track the

strengthen the application of the POCA.

Introduce the Financial  Obligation

Regulations to strengthen their AML regime.

Proceeds of Crime®
(Amendment) Bill 2005, which will seek tp

The Proceeds of Crime (Amendment) Act 2009

came into effect on"®October, 2009

The Financial Obligation Regulations were mg
by the Minister of Finance in January 2010.Th
is dissuasive criminal or administrative sanctid
for money laundering against a company direc

The corresponding underlying  deficien
identified by the examiners in respect of a lack
dissuasive criminal or administrative sanctig
for money laundering against a company direg
has been addressed.

Section 68(3) of the Interpretation Act provid
that where in any written law more than o
penalty linked by the word “and” is prescribe
the penalties can be imposed alternatively
cumulatively. This provision therefore allows f
the imposition of the stipulated fines in tk
penalties in POCA separately on companies.
penalties applicable under the POCAA throy
amendment of section 53(1) are for offeng
under sections 43, 44, 45 and 46 of POCA
conviction on indictment to a fine of twenty-fi
million TT dollars approximately US$3,950,00
and imprisonment for fifteen years and f}

offences under section 51 on summary convictj

to a fine of five million TT dollars approximatel
US$790,000 and imprisonment for five years g
offences under section 52 to a fine
TT$250,000 approximately US$39,500 al
imprisonment for three years.
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3. Confiscation and
measures

provision

alPC

Confiscation is limited to persons convicted |of
predicate offence. Therefore, the courts cannot

expanding/widening the scope of offences that

T&T authorities should considg

re

are

The definition of “a specified offence” in sectid

2 of POCA has been amended to include as n

pted
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make a confiscation order where the prope
in question is found to be the proceeds

rty
of

crime unless there is a conviction with respect

to such property (s. 3 of POCA).

Provision for confiscation under the POCA
not widely used/implemented. There has b
no confiscation of assets under POCA for N
offences.

Law enforcement agencies are limited in th|
powers to obtain production orders and seg
warrants under POCA in order to identify a
trace property that may become subject

is
ben
L

eir
rch
nd
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confiscation. Such orders can only be obtained

for offences under the Dangerous Drug Act
Part 2 of POCA (ML offences) [pursuant

the definition of “specified offence” containeg
in section 2 of the POCA].

Q0 o
Q

subject to production orders and search warrant
expanding the definition of a “specified offenc
contained in section 2(1) of the POCA.

23

"

The ICRG has accepted the legal opinion in respe:
this matter and is no longer a deficiency.

the range of offences subject to production &
search orders.

The scope of offenses that are subject
production orders and search warrants has &
widened by expanding

the definition of

5 by above, an indictable offence thereby extending

nd

to
een

“specified offense” under section 2 POCA nob5

2000.

“Specified offence” now

summarily; No. 10 Proceeds of Crin
(Amendment) 2009
(b) any &t committed or omitted to be dor

outside of Trinidad and Tobago, which wou

means:

(a) an indictable offence committed in Trinidad

and Tobago whether or not the offence is trled
e
b

constitute an indictable offence in Trinidad and

Tobago; or
(c) or an offence specified in the Secd
Schedule.”;

It is submitted that under this recommendati

confiscation without conviction is an additionpl
element. At this point in time there is no civi
in Trinidad and Tobago.

forfeiture regime
However the utility of implementing a civi
forfeiture regime in Trinidad and Tobago
actively being researched by the Complia
Unit of the Ministry of National Security.

Preventive measures

4. Secrecy laws consiste
with the Recommendations

PC

While most of the competent authorities hg

access to information, there are no meaSLr/res

allowing for the sharing of information locall
and internationally.

There are no measures for the sharing
information between financial institutions
required by Recommendations 7 and 9
Special Recommendation VII.

ve
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nd

The mission recommends that the relev
competent authorities in Trinidad and Toba
be given the ability to share locally al
internationally, information they require t
properly perform their functions.

arr
go

o

Section 8 of the Financial Intelligence Unit
Trinidad and Tobago Act No. 11 of 200
facilitates efficient execution of informatiol
sharing duties on the part of the compet
authorities of Trinidad and Tobago. The shar
of information is achieved at the domestic g
international level. This will be elaborated upo

Section 8 (3) (e) of Act no. 11 2009, empow:
the FIU to engage in the exchange of finang

of
B,
S
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intelligence with members of the Egmont Grou

p
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Section 8 (3) (f) of Act no. 11 2009, empows
the FIU to disseminate at regular intervg
financial intelligence and information to loc
and foreign authorities and affiliates within tf
intelligence community, including statistics g
recent money laundering practices and offence

Sec 26. of the FIU Act 2009 stat
‘Notwithstanding any other law pertaining to t
disclosure of personal information, the power
the FIU to collect, disseminate or exchan
information under this Act, shall prevail. This

effect overrides any existing law regarding

disclosure of information and ensures that
FATF recommendations can be implemen
without inhibition

Section 8(2) of the Financial Institutions A
empowers Central Bank of Trinidad and Tobg

ge
n
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to engage in information sharing practices wjth

international regulatory bodies as well as
designated authority i.e. the FIU under Proce|
of Crime Act No 55 of 2000. Similar sharing
information provisions have been included in {
new Insurance Bill and the draft Credit Uni
Bill.

Section 6 of the Insurance Act 1980 w
amended by the Insurance Amendment Act
2009 to facilitate sharing of information with ar
local or foreign regulatory agency or body th

regulates financial institutions for purposg

related to that regulation.

Trinidad and Tobago Securities and Exchange|

Commission (TTSEC) is currently awaiting the

enactment of the Securities Bill. This Bill wa
being considered in the Parliament of Trinid
and Tobago; however the Bill lapsed wh
Parliament was prorogued. It is presently un
the consideration of the Legislation Revig
Committee and will also provide for the shari
of information.
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¢ It is recommended to amend the legislation|

specifically require that no financia
institution secrecy law will inhibit the
implementation of the FATH

Recommendations (or a similar requiremen

).

In order to comply with the IOSCO standards
becoming full MOU signatories, the Bill wal
comprehensively reviewed internally a

upgrades were made by external consultantg.
re-drafted Bill is now before a Technicgl

Committee of the Ministry of Finance for revie

5.Customer due diligence

NC

None of the CDD requirements are included
legislation, regulations or other enforcea
means and existing requirements are o
applicable to financial institutions supervis
by the CENTRAL BANK OF T&T.

i
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The T&T authorities may wish to consider to set
measures in laws or implementing regulations
sanctions for non-compliance for the following:

Financial institutions should not be permitted

keep anonymous accounts or accounts in fictiti

name

but
ith

to
Dus

Regulation 19 (1) of the Financial Obligatig
Regulations, 2010, prohibits the keeping
anonymous accounts or accounts in fictitig

[
a®e

of
us

names by financial institutions. Such institutions
are compelled to identify and record the identity

of customers.
Regulation 11 (1) of the Financial Obligation
Regulations, 2010, requires financial institution|

S

to apply customer due diligence procedures in the

following instances:
(a) pursuant to an agreement to form a busines
relationship;

(b) as a one-off or occasional transaction of
ninety thousand dollars or more;

(c) as two or more one-off transactions, each
which is less than ninety thousand dollars but
together the total value is ninety thousand dollg
or more and it appears, whether at the outset g
each transaction or subsequently that the
transactions are linked; or

(d) as a one-off or occasional wire transfer of |
thousand dollars or more or two or more one-0
transactions, each of which is less than six
thousand dollars, but together the total value i
six thousand dollars or more and it appears,
whether at the outset of each transaction or
subsequently that the transactions are linked,

==
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Financial institutions should be required
undertake customer due diligence measures
establishing business relations, carrying

to
hen
but

occasional or linked transactions above US 15,000,

carrying out occasional wire transfers as covene
Special  Recommendation VII, when there
suspicion of ML or FT regardless of exemptions

i
is
or

amounts, and when there is doubt about the veracity
or adequacy of previously obtained customer

identification data.

Financial institutions should be required to idnt
the customer (whether permanent or occasional,
whether natural or legal persons or le
arrangements) and verifthat customer’s identity
using reliable, independent source documents,

or information.

Financial institutions should be required to ver
that any person purporting to act on behalf ofgallg
person or legal arrangement is so authorised,

identify and verify the identity of that person.
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Additionally sub regulation (11)(2) specifies tha
whenever a financial institution or listed busingss
has reasonable grounds to suspect that the funds
used for a transaction are or may be the proceeds
of money laundering or any other specified
offence, procedures and policies identified in the
regulation should be applied. The procedures
and policies referred to are requirements for
customer due diligence as detailed in Part Ill| of
the FOR.

Regulation 11(2) does not deal explicitly wi
terrorist financing as required by E.C. 5
however the term specified offence with
definition in POCA including an indictablg¢
offence would incorporate terrorist financing.

NE

The threshold of TT$90,000 for occasiorjal
transactions and TT$6,000 for occasional wire
transfers are equivalent to US$14,285 and
US$950 respectively. The stipulated threshqlds
are within the Methodology limits of US$15,000
and US$1,000.

With  regard to the remaining
requirement for customer due diligence wheneyver
financial institutions have doubts about the
veracity or adequacy of previously obtained
customer identification data, regulation 18(1) [of
the FOR which requires financial institutions aphd
listed businesses to perform due diligerce
procedures when there is doubt about the vergcity
of any information previously given by p
customer, complies with the requirement.

The recommendation for financial institutions to
identify the customer and verify that customef’s
identity using reliable, independent source
documents is incorporated in regulation 11(3)
which requires evidence of the identity of the
customer in accordance with the compliarjce
program established under regulation 7(a). T’his

regulation requires that procedures governjng

customer identification, documentation ¢
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verification of customer information and oth

er

customer due diligence measures form part of a

financial institution and listed busines
compliance program. Specific information a

documentation requirements for individuals

P

nd

corporate entities and trust fiduciaries are
detailed in regulations 15, 16 and 17. Regulation

15 requires full name, address and proof ther

eof,

date and place of birth, nationality, nature gnd

place of business/occupation where applical

ble,

occupational income, purpose of propoded

business relationship or transaction and sourc
funds and any other appropriate information.

valid photo identification document is also

e of
A

required as well as a bank reference for foreign

customers. Only certified copies of unavaila
original documents are acceptable.

Regulation 16 outlines the requirements

ble

or

business customers. It is noted that regulation 16
states that the requirements in regulation 15 shall
also be applicable to a business customer.

Additionally, the regulation requires financi

al

institutions and listed businesses to verify the

identity of the directors and other officers of
company, partners of a partnership, acco|

a
unt

signatories, beneficial owners and sole traders by
means of documentary evidence. Thus, Financial

institutions and listed businesses are also redy

to obtain;

- Certificates of Incorporation or Certificatg
of Continuance

- Atrticles of Incorporation

- Copy of the by-laws, where applicable

- Management accounts for the last th
years for self-employed persons a
businesses in operation for more than th
years

- Information on the identity of shareholde|
holding more than ten per centum of ft
paid up share capital

- Where management accounts are
available, other forms of proof of th

integrity of the source of funds to be usg

for transactions can be requested.
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With regard to trustees, nominees or fiducig
customers, regulation 17 stipulates in addition
the requirements outlined in regulation 1
financial institutions or listed businesses m

obtain evidence of the appointment of the
trustees by means of a certified copy of the Deed

of Trust, information on the nature and purpg
of the trust and verification of the identity ofeth
trustee. Trustee in this regulation is defined

include the settlor, protector, person providing

the trust funds, controller or any person holdi
power to appoint or remove the trustee.

The criterion for financial institutions to verif

ng

that any person purporting to act on behalf of a

legal person or legal arrangement is

authorized, and identify and verify the identity pf

that person forms part of the customer d

ue

diligence (CDD) procedures for customers who
are legal persons or legal arrangements. This

criterion is addressed in regulation 12(2), wh

ch

states that where a beneficial owner or customer
is a legal person or where there is a lepal

arrangement, the financial institution or listed

business shall:

verify that any person purporting to act on beh
of the legal person or legal arrangement is
authorized and identify and verify the identity
that person;

verify the legal status of the legal person or le
arrangement;

understand the ownership and control struc]
of the legal person or legal arrangement; and

determine who are the natural persons who h
effective control over a legal person or leg
arrangement.

Legal arrangement has been defined for
regulation to include an express trust
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accordance with the Methodology.

In relation to the examiners’ recommendatipn

concerning the identification of beneficial

owners, regulation 12(1) states that a finangial

institution or listed business should record {
identity of the beneficial owner of any accou
held at the financial institution or listed busisg

he
nt
s

or potential account and shall request origipal

identification documents, data or other

information from an applicant for busineg
Additionally, regulation 19(2) requires where
new account is opened or a new service|
provided by a financial institution and th
customer purports to be acting on his own bel
but the financial institution suspects otherwi
the institution shall verify the true identity dfet
beneficial owner and if not satisfied with th
response, it should terminate relations with
customer. Beneficial owner is defined as
person who ultimately owns and controls
account or who exercises ultimate control ove
legal person or arrangement.

The Compliance Unit has noted that regulat
19(2) refers only to financial institution and do
not include listed businesses which would co
DNFBPs. This is a drafting error and

submission will be made to the Office of tf
Attorney General to correct this.

The examiners’ recommendation that finand
institutions should be required to determine
natural persons who ultimately own or cont
customers that are legal persons or le
arrangements is met by regulation 12(2)(
(above).

With regard to the examiners’ recommendat!
for financial institutions to conduct due diligen
on business relationships regulation 12
requires a financial institution to conduct

n

on
es
er

[¢]

ial
he
ol

gal
d).

ce
3)

going due diligence on or continuous review
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Financial institutions should be required to idnt
the beneficial owner, and take reasonable meag
to verify the identity of the beneficial owner ugi
relevant information or data.

Financial institutions should be required
determine the natural persons who ultimately owrj
control customers that are legal persons or g
arrangements.

ures

the business relationship and  monif
transactions undertaken during the course of
relationship, to maintain up to date records
information and ensure consistency with th
business and risk profile and where necessar
source of funds..

Regulation 11 (5) specifies measures that shg
be taken when there is doubt about the vera
or adequacy of previously obtained custon
identification data. In such cases the Finan
Institution or listed business is compelled

discontinue the transaction and report same tq
Compliance Officer in accordance
Regulation 7 (1) (b), (c) and (d).

Regulation 7 speaks of the followin
(a) procedures governing customer identificati
documentation and verification of custom
information, and other customer due diligen
measures.

(b) methods for the identification of suspiciol
transactions  and suspicious  activiti
(c) guidelines for internal reporting of suspicio
transaction and suspicious activiti
(d) guidelines for adopting the risk-bas
approach to monitoring financial activity. Th
includes categories of activities or business f
are considered to be of a high risk.

Regulation 12 (2) considers that where {
beneficial owner of an account is a legal per
or a person acting pursuant to a le
arrangement, the Financial Institution or list
business shall:

(a) verify that any person purporting to act ondiebf
the legal person or legal arrangement is so autbr
and identify and verify the identity of that person

(b) verify the legal status of the legal personewal
tcarrangement;

@c) understand the ownership and control structdirg
gtile legal person or legal arrangement; and

(d) Determine who are natural persons who h

effective control

over a legal person or leg

arrangement.
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Financial institutions should be required to cortd
due diligence on the business relationship.

measures in laws, regulations or
guidelines with sanctions for non-compliance:

Financial institutions should be required to impégrthe
other criteria of Recommendation 5 concerning remgi
CDD measures, risk, timing of verification, failute
satisfactorily complete CDD and existing customers

The T&T authorities may set out the followir
enforced

Note that for the purpose of this Regulatig
“beneficial owner” means the person who ultimat
owns and controls an account, or who exerc
uciltimate control over a legal person or arrangement
Regulation 15 of the Financial Obligation Regulatip
2010, states that relevant identification recotdsde
obtained by the Financial Institution or listed iness
upon the initiation of a business relationship. The
detailed information to be recorded are as follows:
(a) full name of the applicant(s)

(b) permanent address and proof thereof

(c) date and place of birth

(d) nationality

(e) nature and place of business/ occupation where
applicable, occupational income

g(f) signature

blg) purpose of the proposed business relationship o
transaction or source of funds

(h) any other information deemed appropriate by the
Financial Institution or listed business.

£

The following points are noteworthy: - a val
photo bearing identification shall be subject
scrutiny. For this purpose, identificatiq
documents may include a passport, a natig
identification card or a license to drive a mot
vehicle.

- where the above documents are not availabl
its original form, copies shall be acceptable o
where they are certified. Further identificati
documents, which are easily obtainable (exam
birth certificates) shall not be accepted as a
means of identification
- where there is foreign customer involvemg
reference shall be sought from the forei
customer’s bank.
Section 10 of the FIA 2008 allows the Cent
Bank to issue guidelines to aid compliance
POCA, Anti Terrorism Act 2005 and the FO
2010. Section 12 of the FIA allows the Cent|
Bank to take action, for example, issue
compliance directions, for contravention of a
guidelines issued under Section 10. N
compliance with a compliance direction is
offence.

Section 65 of the Insurance Act 1980 as amen|
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These penalties are provided for by virtue of $ecti
57 (1) of the Proceeds of Crime Act No.55 of 20
and carries the effect of imposing sanctions on
person who knowingly contravenes or fails to com
with the provisions.

by the Insurance Amendment Act of 2009 allows
the Central Bank to issue compliance directions
to an insurer, intermediary, controller, officgr
employee or agent for inter alia that has violated
or is about to violate any of the provisions of any
law or Regulations made thereunder; if it Has
failed to comply with any measure imposed py
the Central Bank in accordance with the Act|or
Regulations; or if committing or pursuing unsdfe
and unsound practices. Consequently, the
Central Bank can issue compliance directiong to
an insurer or intermediary for non-compliance
with AML/ CFT requirements. A person who

s

5

-

fails to comply with a compliance direction
liable on summary conviction to a fine of $
million.
Part VII of the Financial Obligation Regulations
2010, addresses the issue of penalties. Regulation
42 states that where a financial institution |or

listed business fails to comply with specific
mandatory obligations (as outlined below), |it
shall be subject to penalties.

DO,
any
ply

o0 These mandatory obligations are as folloys:
Regulation 3 makes the designation of a
compliance officer mandatory. Detailgd
guidance regarding associated procedure is
provided by the various sub-regulations.

0 Regulation 7 makes the establishment of a
compliance programme mandatory.
Detailed guidance regarding measures an
guidelines to be included in such |a
compliance programme is provided in the
sub-regulations.

o] Regulation 8 makes internal reporting
mandatory. Detailed guidance regarding the
precise rules which should underpin this
exercise is provided in the sub-regulations
that follow.

o Part Il of the Financial Obligatior]
Regulations, 2010, makes customer due
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diligence practice mandatory.
o] Part IV of the Financial Obligation
Regulations, 2010, provides for custorrjer
due diligence provisions that are applicable
to the insurance sector.
o Part V of the Financial Obligatior
Regulations, 2010, makes sound gnd
reliable record-keeping practice mandatory.
0 Regulation 8 (2) of the Financial Obligatign
Regulations, 2010, states that the Financial
Institution or listed business shall also
ensure that the compliance officer and other
employees, have timely access to customer
identification data and other records ahd
relevant information, to enable them fo
produce reports in a timely manner.
o Part Il of the Financial Obligation
Regulations, 2009, addresses  the
application of customer due diligence in all

ascertainable customer categories
encompassed within the overall spectrum of
customers.

6.Politically exposed persons NC *+ None of the requirements are included |in  Financial institutions should be required to put|im  Regulation 20 of the Financial Obligatign

legislation, regulations or other enforceable place appropriate risk management systems| to Regulations, 2010, 20. (1) defines “politically
means and existing requirements are only determine whether a potential customer, a customer exposed person” as a person who is or ywas
applicable to financial institutions supervised or the beneficial owner is a PEP. entrusted with important public functions in|a
by the CENTRAL BANK OF T&T. foreign country such as —

(a) a current or former senior official in the exte,
legislative, administrative or judicial branch of |a
foreign government, whether elected or not;
(b) a senior official of a major political party;
(c) a senior executive of a foreign government-aivne
commercial enterprise;

(d) a senior military official;
(e) an immediate family member of a perspn
mentioned in paragraphs (a) to (d) meaning thesspg
parents, siblings or children of that person and |th
parents, siblings and additional children of thespa’s
spouse; and

(f) any individual publicly known or actually known
the relevant financial institution to be a closespeal
or professional associate of the person mentioned i
paragraphs (a) to (d).

=

. In particular, the following sections are
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Financial institutions should be required to obt:
senior management approval for establishing
continuing business relationships with a PEP.

Financial institutions should be required to tg
reasonable measures to establish the sourc
wealth and funds of PEPs

.
ain

or

of

noteworthy:

0 Regulation 20(2) of the Financig
Obligation Regulations, 2010 ensures
appropriate measures shall be put in pl
on the part of the financial institution ¢
listed business to ascertain whether
applicant is in fact a Politically Expose
Person.

0 Regulation 20(3) of the Financig
Obligation Regulations, 2010 impos
mandatory obligation to impose Enhanc

nat
nce

an

BS
ed

Due Diligence Procedures when dealihg

with a politically exposed person.

The sub-regulations provide detailed guidar
regarding the various groups of persons that
be deemed high-risk and may warrant {
application of customer due diligeng
procedures.

In addition, Section 12.3.2 of the Central Ban
Guideline on Anti-Money Laundering and th
Combating of Terrorist Financing suggests
financial institutions should consider extendi
enhanced due diligence to persons considg
local PEPs in addition to foreign PEPs. S
Appendix | for the Central Bank of Trinidad ar
Tobago Guidelines on AML/CFT

Regulation 20 (4) of the Financial Obligatid
Regulations, 2010, stipulates that before ente
into a business relationship with a political
exposed person, a financial institution or list
business must obtain the permission of a se
management official within the said institution.

Regulation 20 (5) of the Financial Obligatid
Regulations, 2010, stipulates that where
institution or business has entered into a busir
relationship with the politically exposed persa
reasonable measures should be taken to asce
the source of wealth.

Regulation 20 (5) of the Financial Obligatig

nay
he
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Regulations, 2010, stipulates that where
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Financial institutions should be required to cortd
enhanced ongoing monitoring of busing
relationships with PEPs.

institution or business has entered into a business
relationship with the politically exposed persadn,
it shall conduct enhanced on-going monitoring|of
that relationship.

7.Correspondent banking

NC

« None of the requirements are included
legislation, regulations or other enforceal
means and existing requirements are o
applicable to financial institutions supervis
by the CENTRAL BANK OF T&T.

in
le

nly
ed

Financial institutions should be required to gat
sufficient information about a respondent instdnti
to understand fully the nature of the respondel
business and to determine the reputation of
institution and the quality of the supervision,

including whether it has been subject to a ML or
investigation or regulatory action.

Financial institutions should assess the respon
institution’s AML/CFT controls, and ascertain th
they are adequate and effective.

Financial institutions should obtain approval frg
senior management for establishing n
correspondent relationships.

Financial should document the respect|
AML/CFT responsibilities of each institution in th
correspondent relationship.

ner

nt's
the

TF

ent

at

m
=

Regulation 21 (2) (a) of the Financial Obligation
Regulations, 2010, imposes  mandatory
obligations upon a correspondent bank to collect
sufficient information about its respondent bank
to understand fully the nature of the busingss
which it is required to undertake and shall only
establish correspondent accounts with a forgign
bank, after determining that it is effectively
supervised by the competent authorities in its

Regulation 21 (4) states that A correspondent
bank shall also ascertain whether the responglent
bank has been the subject of money laundefing
investigations or other regulatory action in the

country in which it is incorporated or in any other
country. It is to be noted that this provision dges
not include terrorist financing investigations;
however this will be addresses in Anti-Terrorism
Regulations. The policy in respect of the Anti-
Terrorism Regulations is to be presented|to
Cabinet and when approved thereafter they will
be drafted.

Regulation 21 (2) (b) of the Financial Obligation
Regulations, 2010, imposes  mandatory
obligations obligation upon a correspondent bank
to collect sufficient information about its
respondent bank to assess the anti-money
laundering controls of the respondent bank.

Regulation 21 (3a) of the Financial Obligation
Regulations, 2010, imposes  mandatory
obligations on a correspondent bank to obtgin
approval from senior management before
establishing new correspondent relationships.
Regulation 21 (3b) of the Financial Obligation
Regulations, 2010, imposes mandatory obligation
on a correspondent bank to record the respective
responsibilities of the correspondent ahd

respondent banks.
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In the case of “payable-through accounts”, finah

i

institutions should be satisfied that the respohden

institution has performed all the normal CDD

measures set out in Rec. 5 on customers using

the

accounts of the correspondent and the respondent
institution is able to provide relevant customer

identification  data

correspondent.

upon request to

e

Regulation 21 (3d) of the Financial Obligatig

n

Regulations, 2010, imposes mandatory obligation
on a correspondent bank to satisfy itself that the

respondent bank has verified the identity of 3

performed on-going due diligence on the
“payable-through

customer with

accounts”.

respect to

Section 12.4 of the Central
Guideline on Anti- Money Laundering and tf
Combatting of Terrorist
correspondent banking and payable throy

Financing lists

nd

Bank’s revised

e

gh

accounts as high-risk activities and recommends

that financial institutions conduct enhanced d
diligence on such activities.

8.New technologies & non face-tg
face business

NC

None of the requirements are included
legislation, regulations or othg
enforceable means and
requirements are only applicable
financial institutions supervised by th
CENTRAL BANK OF T&T.

in
r

existing

o
e

Financial institutions should be required to have

policies in place or take such measures to pre'
the misuse of technological developments in ML|
TF schemes.

Financial institutions should be required to hg

ent
or

ve

policies and procedures in place to address spegcifi
risks associated with non-face to face business

relationships or transactions. These policies

and

procedures should apply when establishing customer
relationships and conducting ongoing due diligence.

Financial institutions should be required to hg
measures for managing risks including specific
effective CDD procedures that apply to non-face
face customers.

ve

and

to

Regulation 23 (1) of the Financial Obligatid

ue

n

Regulations, 2010, imposes mandatory obligation

on a financial institution or listed business ty pa
special attention to any money laundering
patterns that may arise with respect [to
technological developments in the following
respects:

(a) new or developing technology that might
favor anonymity

(b) use of such technology in money launder
offences, and shall take appropriate measure
treat such patterns.

Regulation 23 (2) of the FOR 2010 states tha|
financial institution or listed business shall p
special know-your-customer policies in place
address the specific concerns associated

non-face-to-face  business relationships
transactions.
The Financial Obligations (financing d

terrorism) Regulations 2011 have been made
the Honourable Minister of National Security a
have been laid in Parliament. These Regulati
prescribe the policies that financial institutio!
must require to have in place to pay attention
any TF patterns that may arise as a result of
technological advancements.
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Regulations are attached
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Section 12.3.2 (v) of the Central Bank
Guideline on AML/ CTF requires financig

—wn

institutions to have policies and procedures| in
place to prevent the misuse of technology for
money laundering or terrorist financing schemes.
Institutions  offering internet based and/pr
telephone products and services are required to
ensure that reliable and secure methods to verify
the identity of customers are instituted. Further
financial institutions are required to ensure that
their policies and procedures address non face to
face transactions which have an inherent risk of
fraud or forgery.
9.Third parties and introducers NC The requirements in place are not mandatorihe T&T authorities may set out the following me@su| Regulation 13 and 14 of the Financial

and are applicable only to the financiain laws, regulations or enforceable guidelines with  Obligations Regulations were drafted to meet

institutions supervised by the Central Bank. | sanctions for non-compliance: Recommendation 9 of the FATF.

. Financial institutions relying upon a third partys However, it has been recognized that the scope of
should be required to immediately obtain from the  these regulations are unclear and as such they are
third party the necessary information concernirgy th being reviewed by the Compliance Unit of the
elements of the CDD process in criteria 5.3 to 5.6, Ministry of National Security.

. Financial institutions should be required to tgke
adequate steps to satisfy themselves that copigs of
identification data and other relevant documentatio
relating to CDD requirements will be made
available from the third party upon request without
delay.

. Financial institutions should be required to sstisf
themselves that the third party is regulated and
supervised and had measures in place to comply
with the CDD requirements set out |n
Recommendations 5 and 10.

. Competent authorities should determine in whjch
countries third parties meet the conditions byrtgk]
into account information available on whether these
countries adequately apply  the FATF
Recommendations.

. The ultimate responsibility for  customer
identification and verification should remain with
the financial institution relying on the third part

10.Record keeping NC = The requirements in place are noe The T&T authorities may wish to introduce the
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mandatory and are applicable only to the

financial institutions supervised by th
Central Bank.

0]

proposed Financial Obligation Regulations as s
as possible and include the following;

Financial institutions should be required to mamta
pSti
and international, for at least five years follogin

all necessary records on transactions, both dotn

the completion of the transaction (or longer
requested by a competent authority in specific £4
and upon proper authority). This requireme
applies regardless of whether the account
business relationship is ongoing or has b
terminated.

Transaction records should be sufficient to per
reconstruction of individual transactions so as
provide, if necessary, evidence for prosecution
criminal activity.

Financial institutions should be required to mamt
records of the identification data, account filesl g
business correspondence for at least five y¢
following the termination of an account or busing
relationship ( or longer if requested by a compet
authority in specific cases upon proper authority).

poN

if
se
nt

mit
to
of

pars
SS
en

dthese records shall be maintained in either elpictrp
eeiormat or in written form for a period of six yeaifihis
enables the financial institution or listed busmés
immediately and efficiently action lawful reque$ts
information from auditors, other competent authesit|
and law enforcement authorities that request these
records. These records may be used for the pufose
criminal investigations or the prosecution of pes
charged with criminal offences.

Regulation 31 (1) of the Financial Obligatign
Regulations, 2010, imposes a mandatpry
obligation on a Financial Institution or listed
business to retain records af-
(a) all domestic and international transactions;
(b) identification data updated through the
customer due diligence process.

Regulation 32(1) specifies the contents
transaction and identification records to pe

maintained including original documents and

details of a transaction such as amount and type
of currency and copies of evidence of identity|as
required under regulations 15 to 17. The abpve
records are to be maintained to allow finangial

institutions and listed businesses to comply wjith

requests for information from auditors, other
competent authorites and law enforcement
authorities.
Regulation 32 (2) of the Financial Obligatign
Regulations, 2010, requires that records |be
retained for a period of six years. The six year
period is calculated as follows:
(@) In the case where a financial institution |or

listed business and an applicant for business have
formed a business relationship, at least six years
from the date on which relationship ended.

(b) in the case of a one-off transaction, or aeseri
of such transactions, at least six years from [the
date of the completion of the one-off transaction

or, as the case may be, the last of the series of
such transactions.
Regulation 31 (3) of the Financial Obligatig
Regulations, 2010, states that all transaction
records shall be
(a) kept in the format specified by the FIU, anhd
with sufficient detail to permit reconstruction

=}
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Financial institutions should be required to enspre

that all customer and transaction records

information are available on a timely basis
domestic competent authorities upon appropr
authority.

nd
to
ate

individual transactions.

Regulation 31 (3) (b) of the Financial Obligatic
Regulations, 2010, imposes obligations on| a
financial institution or listed business to make
transaction records available to the FIU upon|its
request.
This capability to ensure availability and efficien
transfer of records to the FIU upon request is
achieved by virtue of Regulation 8 (2) of the
Financial Obligation Regulation, 2009, whi¢h
ensures that the Compliance Officer and other
employees of the financial institution or listed
business have timely access to customer
identification data and other records and releviant
information. This enables them to produce
reports in a timely manner.

=}

11.Unusual transactions

PC

=  There is no requirement for financial®
institutions to examine the background
and purpose of all complex, unusual
large transactions or unusual patterns| of
transactions that have no apparent|or
visible economic or lawful purpose, f
set forth their findings in writing, and tp
keep such findings for competen
authorities and auditors for at least fiye
years.

(=]

=3

The POCA should be amended to require finan
institutions to examine and record their findings
writing on the background and purpose of
complex, unusual large transactions, or unus
patterns of transactions, that have no apparen
visible economic or lawful purpose, and to ke
such findings available for competent authorit
and auditors for at least five years.

cial

all
ual
t or
ep
es

The Proceeds of Crime (Amendment) Act 10|of
2009, amends Section 55 of the Proceedqy of
Crime Act No 55 of 2000. By virtue of Sectign
30 (2)(a) (i) every financial institution or liste
business shall pay special attention to |all
complex, unusual, or large transactions, whether
completed or not, to, all unusual patterns |of
transactions and to insignificant but periodic
transactions which have no apparent economit or
visible lawful purpose.
Further, Section 30 (2)(b) states that all complex,
unusual or large transactions shall be reported to
the FIU.

There is a requirement under section 55(2)(c)|for
the examination of the background and purppse
of all transactions which have no economic |or
visible legal purpose.

However a drafting error occurred as this section
refers to transactions covered in (a)(i) rathentha
(a)(ii) which deals with complex, unusual large
transactions .

This drafting error is presently being reviewed py
the Compliance Unit of the Ministry of National
Security, with a view to addressing this error.

12.DNFBP - R.5, 6, 8-11

NC

. The DNFBP’s are not supervised pr®

=,

Lawyers, notaries, other independent le

pal

professions, accountants and trust and comg

any

The first schedule of the Proceeds of Crime Act
No 55 of 2000 provided a limited list df
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regulated for AML compliance.

Lawyers, notaries, other independe
legal professionals, accountants and tr
and company service providers are 1
subject to AML/CFT obligations.

Casino’s, real estate agents, 4
jewellers have been designated under
law, but none of the requirements set
in Recommendations 5 — 10 have be
implemented.

No requirement to examine th
background and purpose of
transactions and no requirement to ke
the findings for DNFBP’s.

No requirement to pay special attenti
to complex — unusual large transactiq
or unusual patterns of transactions
DNFBP’s.

nt
ust
ot

nd
the
ut

service providers should be subject to AML/CIF

FATF requirements.

DNFBPs and persons engaged in relevant busi

compliance

The requirements of Recommendations 5 to

should be imposed on all DNFBPs as stipulateg

hess
activities should be supervised for AML/CHT

n

businesses which conduct
activity to be subject to AML/CFT FATH
requirements.

This list was later revised, by virtue of th
Proceeds of Crime (Amendment) Act 10 of 20

relevant business

to include a wider spectrum of listed businesses

to be subject to AML/CFT FATF compliance.

Accordingly, The relevant business activity g
now ascertained as follows:

Real Estate Business

Motor Vehicle Sales

Gaming Houses

Jewelers

Pool Betting

National Lottery On-line betting games
Money or Value Transfer Services

A Private Members’ Club

An Accountant, an Attorney-at-Law or other
independent legal professional

An Art Dealer

Trust and Company Service Provider

Section 34 of The Proceeds of crin
(Amendment) Actl0 of 2009 states that un
regulations are made under section 56 for
selection of the Supervisory Authority, the Fl
shall be the supervisory authority for financ
institutions (only Co-operative Societies; Ca
Remittance Services and Postal Service)
listed businesses.

The FIU Regulations, 2011 came into force
February 2011 and was made under Section 2

the FIU Act. Part VIII of the FIU Regulationg;

Regulation 28 is a requirement for supervig
entities to register with the FIU. The total numhi
of registrants for the review period Oct. 2010
Jan. 31st, 2012 is 1,527 (see Appendix Il
details).

Currently, the overall threshold value of ninet
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five thousand dollars and over is extrapolated

in
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the circumstances detailed in Recommendation 1

Government should put more effort in educating

informing the DNFBPs and persons engaged
about th
responsibilities under the legislation and abobent

relevant business activities

relevant AML/CFT issues and developments.

nd
in

eir

the context of pool betting, National Lottery Op
line betting games and Private Members’ Clubs.

The FATF requirement that casinos should

be

subject to above Recommendations when their

customers engage in financial transactions e
to or above USD3000 has not been included
the enacted legislation and at present

applicable transaction threshold for

ual
in
the

gaminhg

houses, pool betting, national lotteries on-line

betting games and private members’ clubs is
same as all financial institutions and list
businesses i.e. TTS95,000 and over
US$14,285 for one-off transactions.

This is presently under review and poli
direction in this respect is expected from f{
AML/CFT Compliance Unit of the Ministry of
National Security in November 2010.

The FIU is tasked with the education and train
of DNFBP’s. A training session was conductj
with the Association of Real Estate Agents
April 2010 by the FIU in collaboration with th
Compliance Unit of the Ministry of Nationd
Security. In May 2010 and June 2010 the H
conducted training with a money remittan

company and real estate company respectively.

Post the passage of the legislation the FIU
trained 1816 participants which includes
insurance companies, 1 Bank, 3 Investm
companies, 2 Real Estate Agencies, 1 Remittg
Company

Post the passage of the legislation the H
(February 2011 to August 2011) has trair
1933 participants which includes 5 insuran
companies, 1 Bank, 5 Investment companieg
Real Estate Agencies, 1 Remittance Compan
Motor Vehicles Sales and 1 Private Memb
Club.

With regards to outreach to the Listed Busin

the
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(DNFBPs) the FIU had newspapers ad§ &
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The requirements of Recommendations 11 and
should be imposed on all DNFBPs as stipulateg
the circumstances detailed in Recommendations
and 16.

21
in

and 16 of May 2010) informing them of thei
obligations under the POCA and FOR concern
Compliance and STR/SAR reporting.

The Ministry of National Security hosted th
International Governance and Risk Institd
(GovRisk) Regional Symposium from 12th
16th August, 2010. This symposium was aim
at building institutional capacity and knowled
in the field of money laundering.

Technical assistance was sought by the Minis
of National Security fromthe United Nations
Office on Drugs and Crime (UNODC) and a
specialized workshop on the Prevention and fi
against Terrorism Financing was held from 24
27 August 2010. This workshop targeted lisf
businesses, financial institutions, prosecutors
judges in Trinidad and Tobago.

On September 14, 2010 the FIU hosted
AML/CFT training seminar specifically geared
Private Members’ Clubs (PMCs).

The FIUTT has undergone an outrea
awareness and training drive to make design
non-financial businesses and professionals

other listed entities that they regulate aware|
their responsibilities under the various AML/CH
legislation that currently exists in Trinidad a
Tobago. Attached at Appendix Ill is th
AML/CFT Outreach and training conducted

the FIUTT for the period February to Augu
2011.

Please see Appendix V for updated informat
on awareness training conducted by the FIU
DNFBP’s are defined as ‘“listed business” g

rng
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have been subjected to the same AML/CFT

requirements as financial institutions in POCA,
the FIUTTA, the FOR, FIU Regulations and the

ATAA Thus, the requirements

f

Recommendations 5, 6 and 8-11 are applicable to

all the listed businesses

The FIU has published on its website a list
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countries which do not or insufficiently comp
with FATF Recommendations.

13.Suspicious transaction reporting

NC

. The reporting agency is the designat
authority rather than the FIU an
suspicion is based on illicit activitie
rather than all predicate offences

. No requirement to report suspicio
transactions related to terrorist financin

No requirement to report suspicio
transactions regardless of whether they invg
tax matters.

Ilve

The POCA should be amended to require repor
to the FIU rather than the designated authority
suspicious transactions related to the proceead g
ML predicate offences as defined in FAT
Recommendationl.

The requirement to report should be appl
regardless of the amount of the transaction aiitd
involves tax matters.

ing
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ed

The recommendation for suspicious transact
reporting to the FIU is set out in section 55(3)
POCA as amended in POCAA arid section
22C (3) of the ATA as amended in ATAA
requires financial institutions and listg
businesses on knowing or having reasong
grounds to suspect that funds being used for
purpose of a transaction to which subsection
refers are the proceeds of a specified offence
make a suspicious transaction or suspici
activity report to the FIU. Specified offence
defined under the POCAA as an indictal
offence committed in Trinidad and Toba
whether or not the offence is tried summarily.

The enactment of the ATAA criminalized tt
financing of terrorism making it an indictab
offence and therefore a predicate offence
money laundering. As noted with regard to {
examiners’  recommended  action und
Recommendation 1, piracy has also be
criminalized as an indictable offence.

The Proceeds of Crime (Amendment) Act No
of 2009, deletes the words “Designat
Authority” as mentioned under POCA No 55
2000 wherever they occur and substitutes it
the word “FIU".

Sec 55 (3D) of the POCA Amendment state:
report shall be made irrespective of the type
specified offence from which the funds may
generated including offences under the inco|
Tax Act, the Corporation Tax Act and the Val
Added Tax Act.

In reviewing the above, we recognize that {
legislative requirement in respect of Suspicid
transaction reporting does not include one-
transactions. This is presently under the review
the AML/CFT Compliance Unit of the Ministry
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of National Security and recommendations wi

be made to address this discrepancy.

14.Protection & no tipping-off

PC

No prohibition of disclosure of the

reporting of a suspicious transaction
the designated authority/FIU.

to

The POCA should be amended to prohibit
disclosure of reporting to the designaf
authority/FIU as stipulated in Section 55 (3) oé ]
POCA.

he
ed

(a) the information to any person; or

(b) the fact that an analysis has been recommebyegd
the FIU, is liable on summary conviction to a fiok
two hundred and fifty thousand dollars and
imprisonment for three years.

The recommendation for POCA to be amende

prohibit the disclosure of reporting to the

designated authority/FIU as stipulated in sect
55(3) of POCA has been enacted in POCAA
inserting section 55(3A) which makes tl
disclosure by the director or staff of a financ|
institution or listed business of the submission
a suspicious transaction or suspicious acti

i to

on
by
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ity

report to the FIU an offence liable on summary

convicton to a fine of TT$250,00
approximately US$39,500 and imprisonment
three years.

The Financial Intelligence Unit of Trinidad arld

Tobago Act No 11 of 2009 addresses

ramifications of disclosure of information in twpo

D
or

key respects:- on the part of any person and-on

the part of an FIU officer. These will b
elaborated upon.

With respect to the disclosure of information

pn

the part of any person other than an FIU officer,

Section 23 (1) of Act NO 11 of 2009 states tl

nat

any person other than an FIU officer, who, in the

course of his business obtains or recei
information from the FIU about the commissi

of an offence, commits an offence if he

knowingly discloses—

With respect to the disclosure of information
the part of a FIU officer, Section 24 of Act No ]
of 2009 states that a FIU officer or other pers
who discloses the fact that an investigation in
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. The POCA should be amended to ensure that|
confidentiality requirement in Subsections 55(8) g
(9) also applies to the personnel of the FIU.

the

=}

suspicious transaction or suspicious actiity

report has been recommended by the FIU or that
an investigation has commenced, otherwise than
in the proper exercise of his duties, is guiltyaaf
offence, and is liable on summary conviction, |to
a fine of two hundred and fifty thousand dolldrs
($ 250,000) and to imprisonment for three (3)
years.

Section 22 (1) of the Financial Intelligence Unit
of Trinidad and Tobago Act No 11 of 2009 stafes
that a FIU Officer who discloses information that
has come into his possession as a result of| his
employment in the FIU to a person otherwise
than in the proper exercise of his duties, commits
an offence and is liable on summary conviction
to a fine of two hundred and fifty thousand
dollars and imprisonment for three years.

15.Internal controls, compliance
audit

& PC

Internal controls requirements are t
general and do not include FT.

No requirement for the designation of
compliance officer at management leve

No requirement for  AML/CFT
compliance officer and other approprig
staff to have access to relevq
information

Employee training is limited to th
identification of suspicious transactions

No requirement for financial institution|
to place screening procedures wh
hiring employees.

)OThe T&T authorities may wish to amend legislati
provisions for internal controls and other measuies

include the following:
a

Internal procedures, policies and controls to pnéwiL
teand FT covering inter alia CDD, record retenti
heetection of unusual and suspicious transactiodstlaa
reporting obligation.

. Appropriate compliance management arrangem
should be develop to include at a minimum
designation of an AML/CFT compliance officer
management level.

D

o

en

. The AML/CFT compliance officer and othg
appropriate staff should have timely access
customer identification data and other CO
information, transaction records, and other relé
information.

ve
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These recommendations have been addressed in
regulations 3 to 8 of the FOR.

Regulation 7 provides for the establishment of a
compliance programme to include procedures,
methods and guidelines covering CDD, record
retention, identification of suspicious transacsign
and suspicious activities and internal reporting
obligations.

Regulation 3(1) requires financig
institutions and listed businesses to designaie a
manager or official at managerial level as
Compliance Officer. Regulation 4 details the
functions of the Compliance Officer.

Regulation 8(2) requires financig
institutions and listed businesses to ensure that
the Compliance Officer and other employges
have timely access to customer identificatipn
data and other records and relevant information
to enable them to produce reports in a timely
manner. Regulation 6 requires training for
directors and all members of staff. Training|is
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specified for obligations under the POCA, the
FIUTTA, the FOR, the ATA and guidelines gn
the subject of money laundering issued |in
accordance with the FOR and understanding|the
techniques for identifying suspicious activity.
Information on new developments in methads
and trends in money laundering and financing of
terrorism is not included.

Regulation 5(1) requires financial
institutions and listed businesses to utilize the
industry best practices in determining their staff
recruitment policy in order to hire and retain staf
of the highest level of integrity and competence.
The above provisions comply with a substantial
number of the examiners’ recommendatiops.
However, as noted the training obligation dges
not cover new developments in method gnd
trends in money laundering and terrorjst
financing.

]

Regulation 4 (1) of the Financial Obligatior
Regulations 2010 imposes obligations on the
designated compliance officer to ensure that [the
necessary compliance programme procedures|and
controls required by these regulations are in place
with the financial institution or listed business.

Regulation 3 (1) of the Financial Obligations
Regulations 2010, addresses the setting up pf a
sound compliance programme within an
organization. Accordingly, a financial institution
or listed business shall for the purpose |of
securing AML/CFT compliance, designate |a
manager or official employed at managerial level
as the Compliance Officer of that institution pr
business.

- With respect to the designation of the
compliance officer, the following criteria
must be satisfied.

- Where the financial institution or listed
business employs five persons or less, the
employee who occupies the most senior
position, shall be the Compliance Officer.
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Employee training should include information
new developments including current ML and
techniques, methods and trends, clear explana
of all aspects of AML/CFT laws and obligations a
requirements concerning CDD and suspici
transaction reporting.

- Where the financial institution or listed
business is an individual who neither
employs nor acts in association with
another person, that individual shall be th
Compliance Officer.

The Compliance Officer shall be trained by
the financial institution or listed business.

Regulation 4 (4) of the Financial Obligatiq
Regulations, 2010, requires that guidelines
financial institutions be issued. The guidelin
shall indicate the circumstances that may
considered, in determining whether a transac
or activity is suspicious.

the Financial

Regulation 6 of Obligatio

n Regulations, 2010, provides guidance on speg
FT training issues to be adequately covered

ions directors and by extension all members of st
nd These are as follows:

us - the Proceeds of Crime Act No 55 of 200

the Proceeds of Crime (Amendment) A
No 10 of 2009

- the Financial Intelligence Unit of Trinida
and Tobago Act, 2009;

- these regulations; and

- guidelines on the subject
laundering

of mong

In addition to this, Regulation 6 (1) (b) ensuratt
subsequent to the training staff should develop
overall understanding of the techniques for idgmtd
any suspicious transactions or suspicious actvitie

Regulation 6 (2) outlines the envisaged effect
training. The essential idea here is that emplogeed
levels of the financial institution or listed busss
would become capable of detecting suspici
transactions and other suspicious activities.
Regulation 6 (3) requires that records of the ingjn|
programmes administered to its employees shall
kept.
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Financial institutions should be required to put
place screening procedures to ensure high stand
when hiring employees

The AML/CFT compliance officer and othg
appropriate staff should have timely access
customer identification data and other CO
information, transaction records, and other relé
information.

N
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Regulation 5 (1) of the Financial Obligation
Regulations, 2010, requires that the best practijces
of industry to be utilized with a view of
determining its staff recruitment policy. It is
intended that this approach ensures that staff af
the highest levels of integrity and competence
shall be hired and retained.

In an attempt to achieve high standards regarding
screening procedures of staff to be potentially
hired, Regulation 5 (2) requires the following
specific information to be maintained for a peripd
of six years and made available to the Central
Bank, the FIU and any Supervisory Authority
when necessary:

- the name

- addresses

- position titles and

- other official information pertaining to staff
appointed or recruited by the financial institution
or listed business.

Regulation 8 (2) of FOR 2010 states that The
financial institution or listed business shall also
ensure that the Compliance Officer and other
employees have timely access to customer
identification data and other records and releviant
information to enable them to produce reportq in
a timely manner.

The Financial Obligations (financing of
terrorism) Regulations have been made by th
Honourable Minister of National Security a
have been laid in Parliament.

The Financial Obligations (financing of
terrorism) Regulations applies mutatis mutandis
to the Financial Obligations Regulations and|as
such the requirements for internal controls and
other measures under the FOR now extend tg the
financing of terrorism.

o ®

16.DNFBP — R.13-15 & 21

NC

No SAR’s from DNFBP’s have bee|
submitted to the Designate
Authority/FIU.

No evidence that the DNFBP’s al

[eN=]

The requirements of Recommendations 13 and 1
detailed in section 3.7.2 of this report should
imposed on all DNFBPs as stipulated in t
circumstances detailed in Recommendation 16.

4 as
be
he

The first schedule of the Proceeds of Crime Act
No 55 of 2000 provides a limited list af
businesses which conduct relevant business
activity to be subject to AML/CFT FATH

57



complying with legislated requiremen
of Rec. 15.

See section 3.7.3 for factors relevant
Recs. 13 and 14.

See section 3.8.3 for factors relevant
Rec. 15.

to

to

The requirements of Recommendations 15
detailed in section 3.8.2 of this report should
imposed on all DNFBPs as stipulated in t

circumstances detailed in Recommendation 16

requirements. The relevant business activity
ascertained as follows:

as
be
he
- Real Estate Business

-Motor Vehicle Sales

-Courier Services

-Gaming Houses

-Jewellers

-Pool Betting

-National Lottery On-line betting games

. This list was later revised, by virtue of the

Proceeds of Crime (Amendment) Act 10 of 20
to include a wider spectrum of listed busines:
to be subject to AML/CFT FATF complianc

Accordingly, the following listed businesses |i

included for the purposes of compliance w
AML/CFT FATF requirements:

= - Money or Value Transfer Services

= - A Private Members’ Club

= -An Accountant, an Attorney-at-Law or oth
independent legal professional

= -An Art Dealer

= -Trust and Company Service Provider

As previously stated listed businesses are sutnjebe

are

5€S

D

th

er

same AML requirements as financial institutions and

as such the requirements detailed in Recommenda
13, 14 and 15 apply equally to DNFBP’s

. Number of SAR’s submitted post passage of
FIU Act 2009:- 94 200
Breakdown of Submission
. 99 Banks
. 13 Mortgage Companies
3 Credit Union
26 Investment Companies
1 Securities
49 Money Remitters
7 Insurance Companies

Listed businesses will be mandated to register thigh
FIU. See regulations attached

The FIU Regulations, 2011 came into force
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February 2011 and was made under Section 27 0
FIU Act. Non-regulated financial institutions arn

the

o

Listed businesses (Supervised Entities) are masdate

to register with the FIU in accordance with regolat
28 of the FIU Regulations, 2011.

POCA Chap. 11:27 : Section 55 (5) states :

“Every financial institution or listed business Bha

develop and implement a written compliance

programme approved by the FIU.”

FIU Regulations 2011 : Part IX

Reg. 31 (1)requires both financial institution and

listed business to submit a compliance progran
with the FIU.

2011: covers the period Oct. 2010 to Sept. 30, 2011

2012 : covers the period Oct. 2011 to Dec. 31, 2011

and includes Jan. 2012

me

159 compliance programmes were received by the

FIU. 96 were received fronFinancial institutions
and 63 from Listed Businesses.

Number of SAR’s submitted for the FIUs for th
reviewed period for financial institutions and didt
businesses, is shown in the table below.

Note: 2011 refers to the period: Oct ¥, 2010 to
Sept. 3¢" 2011. _2012 refers to the period: Oct. 01
2011 to Jan. 31 2012.

Financial Institutions : Breakdown of Submission

Financial Institutions No. of | No. of
STR/S | STR/ISAR
ARs s
2011 2012
Banks 151 54
Insurance Companies | 9 6
Investment Companies| 28 7
Mortgage Companies | 14 5
Securities Dealers 0 0
Total 202 72

Listed Businesses : Breakdown of Submission
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Supervised Entities No. of | No. of
STR/S | STR/SAR
ARs
2011 2012
Attorneys-at Law 2 0
Co-operative Societies | 5 3
Money/Value Transf 90 22
Motor Vehicle Sales 1 3
Real Estate 3 0
Total 101 28
17.Sanctions NC . No provisions in legislation to withdraw ¢ The authorities should consider amending the
restrict or suspend the license of the provisions for sanctions in the POCA to allow fore The recommendation for considering the
financial institution for non-compliance penalties to be applied jointly or separately. amendment of the provisions for sanctions in the
with AML/CFT requirements. POCA to allow for penalties to be applied jointly
. The requirements set out in Rec. 17 are or separately was due to the examiners’ congern
included in the POCA 2000, but there dre that all penalties in the POCA include both| a
no provisions in the legislation tp term of imprisonment and a fine with o
withdraw, restrict or suspend the license indication that the penalties could be applied
of the DNFBP. separately. This raised questions as to [the

applicability of the penalties to legal personss |A
noted before, section 68(3) of the Interpretatjon
Act provides that where in any written law more
than one penalty linked by the word “and” |is
prescribed, the penalties can be imposed
alternatively or cumulatively. This provision
therefore allows for the imposition of the
stipulated fines in the penalties in POGA
separately on companies.
. The authorities should consider increasing theeang The Financial Obligation Regulations, 2010, ensyres

of sanctions for AML/CFT non-compliance 1o that any financial institution or listed business
include disciplinary sanctions and the power |to which does not comply with any of its

withdraw, restrict or suspend the financjal obligations under these regulations commits|an
institution’s license, where applicable. offence and is liable on summary conviction |or

on conviction on indictment, to the penalty
prescribed in section 57 of the Proceeds of Crime
Act No 55 of 2000.

* Regulation 40 of the Financial Obligatio
Regulations allows the Supervisory Authority pbe
it the Central Bank, the TTSEC or the FIU to yse
the regulatory measures as outlined in the
legislation that governs the supervised entities to
bring about compliance with AML/ CF1
requirements. Therefore the FIA enhances |the
powers of the Central Bank to enfor¢e

7]

—
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compliance with AML/ CFT legislation by
allowing for the issuance of compliang
directions. Non-compliance with the complian
direction can be enforced by court order g
restraining order or other injunctive or equital
relief.

Section 86 of the FIA gives the Inspector
Financial Institutions power to issue complian
directions or seek restraining orders for actid
violating any provision of the FIA and associg
regulations, measures imposed by the Cern
Bank or unsafe or unsound practice
conducting the business of banking. Unsafe
unsound practice is defined to include withg
limitation any action or lack of action that
contrary to generally accepted standards
prudent operation and behaviour. This definiti
allows for the Inspector of Financial Institutior
to exercise the above power with regard
AML/CFT breaches.

In addition, section 10 of the FIA gives th
Central Bank the power to issues Guidelineg
inter alia aid compliance with the POCA, AT
or any other written law relating to th
prevention of money laundering and combat
the financing of terrorism. Section 12 of the F
also allows the Central Bank to issue
compliance direction or take any other acti
under section 86 for contravention of a guidel
referred to in section 10.

Section 23 of the FIA mentions the restriction g

revocation of a license.

(1) The Board may revoke a license where—
(g) the licensee fails to comply with a directid
under section 24 or 27 or with a complian|
direction issued by the Central Bank und
section 86.

Section 65 of the Insurance Act was amended
section 8 of the Insurance Amendment Act 20
The amendment allows the Central Bank to is
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compliance directions to a registrant, controIIEr,
tc

officer, other employee, agent of a registrant
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¢ Under the FIU (Amendment) (No. 2), 2011, Sect
15, creates Part llIA — “The Supervisory Authotity.

under the Insurance Act where they have:-

0 committed, is committing, or is about
commit an act, or is pursuing or is about
pursue any course of conduct, that is an un
and unsound practice;

0 committed, is committing, or is about
commit, an act, or is pursuing or is about
pursue a course of conduct, that may directly
indirectly be prejudicial to the interest
policyholders;

0 violated or is about to violate any of tf

provisions of any law or Regulations mage

thereunder;

to
afe

o

to
or

e

0 breaches any requirement or failed to comply

with any measure imposed by the Central Bg
in accordance with the Act or Regulations mg
thereunder.

¢ In addition to issuing compliance directioh

the Central Bank may seek a restraining orde,
other injunctive relief.

Disciplinary sanctions for AML\CFT non
compliance have been included in the Securi
Bill 2010.

The re-drafted Securities Bill provides that t
Commission may refuse to register, renew
reinstate the registration of an applicant wh
such registration is not in the public interest.

Section 18G creates administrative sanctions
compliance. It states:

18G. (1) Notwithstanding any other action
remedy available under this Act, if in the opinioh
the FIU, a non-regulated financial institution
listed business has violated or is about to violage
provisions of the Act, the Financial Obligatio

the Financial Intelligence Unit of Trinidad ar
Tobago Act, 2009, the Financial Intelligence Udit
Trinidad and Tobago Regulations, 2011 and

other guidelines issued by the FIU, it may issu

ns
Regulations, 2010, the Anti-Terrorism Act, 2005,
d
0

nk
de

or

ies

any
e a

directive to such non-regulated financial instiuti

62



or listed business to—
(a) cease or refrain from committing the act (or
violation, or pursuing the course of conduct; or

(b) perform such duties as in the opinion
of the FIU are necessary to remedy the situation or
minimize the prejudice.

18G (9) Where a non-regulated financial institutipn
or listed business to whom a directive is issudd fa
to comply with the said directive, the FIU may, in
addition to any other action that may be taken urjde
this Act, apply to the High Court for an Order
requiring the non-regulated financial institution |0
listed business to comply with the directive, tase
the contravention or do anything that is required t
be done.”.

The FIU in January 2012 issued written warning
letters to Private Members Clubs, Accountants and
Jewelers registered with the FIU, concerning their
non-compliance with respect to Regulation 31 of the
FIU Regulations 2011.

18.Shell banks

PC

There are no provisions to preve
financial institutions to enter, o
continue, correspondent bankin
relationships with shell banks.

There are no provisions to require th
financial institutions should satisf]
themselves thatrespondent financial
institutions in a foreign country do n
permit their accounts to be used by sh
banks.

Shell banks should be prohibited by law.

Financial institutions should not be permitted

to

enter into, or continue, correspondent bankjng

relationships with shell banks;

Financial institutions should be required to sgti
themselves that respondent financial institutiona
foreign country do not permit their accounts to
used by shell banks.

5f

be

Trinidad and Tobago acknowledges that there is
no express prohibition in the Financigl
Institutions Act 2008 against shell banks.
However, The Basel Committee on Banking

Supervision defines shell banks as banks that
have no physical presence (i.e. meaningful mind
and management) in the country where they |are
incorporated and licensed and are not affiliated to
any financial services group that is subject|to

effective consolidated supervision. Trinidad and
Tobago therefore contends that the provisions in
the FIA 2008 relating to the process of licensing
and supervision of banks, whether locally
incorporated or branches of foreign internatiopal
banks implicitly prohibit shell banks. In this
regard, we draw attention to the following:-
All licensed banks must have a physical presence
in Trinidad and Tobago as a locally incorporated

bank or subsidiary or as a foreign branch. Far a
foreign branch the principal representative must
be ordinarily resident in Trinidad and Tobago and

must be the branch of an international bank that
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is subject to effective supervision in its hon
country.

. All licensed banks are subject to the sa
prudential requirements. A foreign branch m

ne

me
st

satisfy the same capital and other requirements as

a locally incorporated bank or subsidiary.

. The locally incorporated bank or foreign bran
must maintain at its offices all records and bo
pertaining to its operations and must be ablg
immediately provide same to the Inspector uf
his request.

. All subsidiaries or foreign branches of ban
must be subject to supervision of both ho
regulators in other jurisdictions and Trinidad al
Tobago as host regulator.

. Locally incorporated banks and foreign branc|

ch
ks

me
nd

es

must submit all returns and annual audited

financial statements to the Central Bank.
. Where a licensee is part of a financial group
financial group must be so structured 4

he
nd

managed that it may be supervised by the Central

Bank or by an equivalent supervisor in its ho
jurisdiction.

. Persons are prohibited from conducting bank
business or business of a financial nature with
a licence being issued in accordance with
FIA.

It is therefore our view that these provisions setw

prohibit shell banks in Trinidad and Tobago.

. Further regulation 22. (1) of the FOR states {
a bank shall not enter or continue a correspon
banking relationship with a bank—

(a) incorporated in a jurisdiction in which it has
physical presence; or

(b) Which is unaffiliated with a financial grou
regulated by a supervisory authority in a counthere
the Recommendations of the Financial Action T
Force are applicable.

. Regulation 22 (2) of the Financial Obligatign

me
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ask

Regulations, 2010, states that a finangial

institution or listed business shall ensure that

th

respondent financial institution or business i
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foreign country, does not permit a shell bank|to
use its accounts.

19.0ther forms of reporting

PC

No indication that the authoritie
considered implementing a system whe¢
financial  institutions  report  al
transactions in currency above a fix
threshold to a national central agen
with a computerized database.

No indication that when the Custon
Division discovers an unusug
international shipment of currenc
monetary instruments, precious metals|
gems etc, it considers notifying, &
appropriate, the Customs Service
other competent authorities of th
countries from which the shipme
originated and/or to which it is destinge
and co-operates with a view towal
establishing the source, destination, g
purpose of such shipment and toward
taking of appropriate action.

S e
ere

ed
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The authorities should consider the feasibility 4

utility of implementing a system where financial

institutions report all transactions in currencyed
a fixed threshold to a national agency with
computerized data base.

When the Customs Division discovers an unus
international shipment of currency, monetg
instruments, precious metals or gems etc, it sh
consider notifying, as appropriate, the Custo|
Division or other competent authorities of tl
countries from which the shipment originated and
to which it is destined, and should co-operate \aif
view toward establishing the source, destinati
and purpose of such shipment and toward the tal
of appropriate action.
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Regulation 31 and 32 of the FOR states that
financial institutions and listed businesses retain
records of all domestic and international
transactions in electronic or written form.

The FIU is presently considering a regime for
the systematic reporting of;

- Foreign exchange transactions
- Cash transactions
- Money transactions

The imposition of such a regime is outside the
FIUs’ statutory remit. The spirit and intention of
the AML/CFT law in this jurisdiction is or]
reporting onsuspicion regardless of the amou
of money involved in the transaction. Any
requirement to report otherwise will require
legislative amendment.

-

The Customs and Excise Division is a member
of the World Customs Organization which hjas
developed a global system for gathering data gnd
information for intelligence purposes called the
Customs Enforcement Network. As an active
member of this network we regularly post
information concerning unusual international
shipment of currency and precious gems, et¢ to
this database as the means of notifying the
Customs service from which the shipmant
originated and/or is destined with a view o
taking appropriate action in accordance with each
country international obligations.

Additionally as members of the Caribbean
Customs Law Enforcement Council (CCLEC)
we regularly update the CCLEC's seizure
intelligence  database  (SID) for the
aforementioned purposes, including establishing
the source destination and purpose of such
shipments. Both databases rely on encryption
technology to protect communications and data
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The Customs Division’s computerized database
subjeg

Customs Declaration Forms should be
strict safeguards to ensure proper use of
information that is recorded.

t to
the

transfers.

All payment of duties and taxes to th
Comptroller of Customs and Excise on any g
day by any one consignee in excess
TT$5,000.00 can only be made by a certifi
Manager's cheque.

The Customs and Excise database also relie

encryption technology to protect communicati
and data transfer and access is limited to d
specific Officers

e
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20.0ther NFBP & secure transacti
techniques

n.C

The only measure taken by the Governmen
Trinidad and Tobago to encourage fj
development and use of modern and seq
techniques for conducting financi
transactions that are less vulnerable to ML
been not issuing large denominati
banknotes.

of
he
ure

nas
bn

Authorities should consider applying the releva
FATF Recommendation to non-financial busines
and professions (other than DBFBP’s) that are &

risk of being misused for ML or TF.

Measures should be taken to encourage

nt
ses
th

the

The AML/CFT regime in Trinidad and Tobago
applicable to financial institutions and listg
business. Listed business is defined in

POCAA to mean a business or profession lis|
in the First Schedule. Section 35 of the POC
has amended the First Schedule to include
only DNFBPs but also motor vehicle sales g
the business of an art dealer which are n
subject to AML obligations. This provisio

satisfies the examiners’ recommended act
above.
To further strengthen this system, t

Government of Trinidad and Tobago h
requested technical assistance from
International Monetary Fund to undertake a r
assessment of its relevant sectors to asce
their risk of being misused for ML or TF.

This was to be conducted in tandem with f{
Fourth Round Mutual Evaluation which has bg
postponed.

The AML/CFT Compliance Unit of the Ministry

of National Security is currently conducting tl
national risk assessment of the SIP framewq
The aim of this exercise is to measure the risk
non-financial businesses and professions bg
used for ML & TF.
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development and use of modern and sed

techniques for conducting financial transactioret th

are less vulnerable to ML

ure

21.Special attention for higher rig
countries

kNC

Financial institutions are not required to g
special attention to business relationships
transactions with persons (including le:
persons and other financial institutions) from
in countries, which do not or insufficient
apply the FATF Recommendations.

There is no legal requirement for
background and purpose of transactions ha
no apparent economic or visible lawful purp
with persons from or in countries which do
or insufficiently  apply  the FATH
Recommendations to be examined and wr
findings made available to assist compe
authorities and auditors.

Only the Central Bank circulates the NC(
list to the financial institutions it supervises.
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The POCA should be amended to require finanial

institutions to give special attention to busing
relationships and transactions with pers
(including legal persons and other financ|

institutions) from or in countries which do not or

insufficiently apply the FATF Recommendations

Effective measures should be put in place to en
that financial institutions are advised of conce
about weaknesses in the AML/CFT systems of of
countries.

The background and purpose of transactions ha
no apparent economic or visible lawful purpose w
persons from or in countries which do not
insufficiently apply the FATF Recommendatiol

should be examined and written findings mg
available to assist competent authorities
auditors.

That the Government Trinidad and Tobago have
place arrangements to take the neces
countermeasures where a country continues ng
apply or insufficiently applies the FAT
Recommendations.
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Section 55 of POCA has been amended | by
POCAA by substituting section 55(2) (a) (i)
which requires financial institutions and listed
businesses to pay special attention to all business
transactions with persons and financjal
institutions in or from other countries which do
not or insufficiently comply with the
recommendations of the FATF

Section 17(1)(a) of the FIUTTA requires the F|lU
to publish as frequently as necessary, by notices
in the Gazette and in at least two newspapers in
daily circulation in Trinidad and Tobago, a list pf
countries identified by the FATF as nan
compliant or not sufficiently compliant with the|r
recommendations. Section 55(2) (c) requifes
financial institutions and listed businesses |to
examine the background and purpose of |all
transactions which have no economic or visible
legal purpose under paragraph (a)(i) and make
available to the Supervisory Authority, writtgn
findings after its examination where necessary

The FIU has published on its website, FATF
Public Statement dated 16 Feb, 2012.

Section 55 (2) C of POCA as amended states

55 (2) Every financial institution or listed
business shall-
(c) examine the background and purpose of|all
transactions which have no economic or visible
legal purpose

The Financial Obligation Regulations, 2010, gnd
the Financial Intelligence Unit of Trinidad an
Tobago Act No 11 of 2009 both address the issue
of special attention.

o
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Accordingly, special attention is afforded to bess
relationships and transactions with persons (inofd
legal persons and other financial institutions)yfror
in countries which do not or insufficiently appliyet

FATF Recommendations. These will be elaborated

upon.

Regulation 7 of the Financial Obligation Regulasip
2010, states that any ascertainable complig
programme shall contain measures which include
compilation of a listing of countries which are Rg
compliant, or do not sufficiently comply with th
recommendations of the Financial Action Task For|

Financial institutions have indicated that tranisest
from countries which are non-compliant, or do

sufficiently comply with the FATF Standards al
carefully scrutinized to ensure that the reasonsrg
for the transactions are valid before a decisictaken
to permit the transaction. In some instan
transactions are stopped. In addition enhanced
diligence is also applied when dealing wi
transactions involving severe risk territories.

Section 17 (1) of the Financial Intelligence Unit
Trinidad and Tobago Act No 11 of 2010, imposes
a) as frequently as is necessary, the obligat

of publishing notices in the Gazette and|i

at least two newspapers in daily circulati
in Trinidad and Tobago, a list of thi
countries identified by the Financial Actio
Task Force, as noncompliant or n
sufficiently ~ compliant  with its
recommendations; and

b)  periodically, information on trends an
typologies of money laundering, locally a
internationally, as well as appropria|
statistics and any other information th
would enhance public awareness 4
understanding of the nature of mon
laundering and its offences.

- In Section 17 (2) of Act No 11 of 2000, th
need for the FIU to set out measures t
may be utilized by a financial institution g
listed business, against such countrieg
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by Order.

The FIU website currently contains a list
jurisdictions that do not sufficiently comply witihe
FATF 40+9 Recommendation.

addressed. These measures may be set out

22.Foreign branches & subsidiaries|

NC

| The T&T authorities may wish to introduce legistatior
nenforceable regulations to include the requiremdots
vénancial institutions to:

institution to ensure that their foreig

AML/CFT measures consistent with FAT]

regulations that address this issue. However,

licensing procedures are being updated to reftast
Recommendation.

pay particular attention that their branches ansl branch is not a separate legal entity from trzlly

subsidiaries in countries which do not
insufficiently apply the FATF Recommendatio

Olincorporated financial institution and therefore thws
'Sof the home country would also apply to the brainc

observe the AML/CFT requirements consist¢nd foreign jurisdiction. To the extent that the th

with home country requirements and the FA
Recommendations;

apply the higher standard, to the extent that Ig

cqherefore if the home country has higher AML/ C

There is currently no specific requirement in law |0

Central Bank is currently revising its AML/ CFT
Guideline and this matter will be addressed thergin
Central Bank's AML/ CFT Guidelines are considered
other enforceable means. In addition, the Bank's

the

t

DS

Icountry also has laws with which the foreign brarjch
must comply the entity must also meet those staisdar

eT

(i.e. host country) laws and regulations permitstandards, the branch would be required to meef the

where the minimum AML/CFT requirements
the home and host countries differ;

inform their home country supervisor when
foreign branch or subsidiary is unable to obse|
appropriate AML/CFT measures because thi
prohibited by local (i.e. host country) law
regulations or other measures.

that the local (i.e host country laws) permit.

a

WY/ith respect to foreign subsidiaries, there is ently
10 specific requirement in law or regulations tl
5,address this issue.

CFT Guideline and the requirements of Rec 22
addressed in section 4.4 of the draft Guidelinéhe
draft Guideline is published on the Bank’s webaitel
is due to be finalized by end September 2011.

These guidelines have been revised and reissigedf

website.

bfhigher standard in the host jurisdiction to theeexkt]

The Central Bank has issued a revised draft ANML/

are

[

October 2011 and can be found on the Central Bank

23.Regulation,  supervision andNC
monitoring

Relevant supervisory agencies have
been designated as

Authorities should formally designate the releva
supervisory agencies with the responsibility
ensuring compliance by their
AML/CFT obligations.

supervised financial institutions wi

businesses with requirements to combat mo

nt In POCAA, supervisory authority has beg¢
or defined as the competent authority for ensuring
licensees wlith compliance by financial institutions and listed

hey




AML/CFT requirements.

The TTSEC does not apply th
requirements of the I0SCO Principl¢
for the supervision of the securitig
sector with regard to AML/CFT.

Only the financial institutions supervise
by the CENTRAL BANK OF T&T are
subject to AML/CFT regulation an
supervision.

Only financial institutions under the FIA
are subject to all measures necessary|
prevent criminals and their associate
from gaining control or significant
ownership of financial institutions.

The securities sector, credit union
money transfer companies and ca
couriers are not subject to AML/CFT]|
supervision.
Money transfer companies and cag
couriers are not licensed, registered
appropriately regulated

[+
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laundering.

Regulation 2(1) of the FOR specifies
supervisory authority for different types
financial institutions as follows;

a) Central Bank - financial institution
licensed under the FIA, insuran
companies and intermediaries under
Insurance  Act, authorized deale]
(cambios and bureaus de change) un
the Exchange Control Act, or a pers
who is registered to carry on ca
remitting services under the Central Ba|
Act

b) TTSEC - persons licensed as a deale
investment advisor under the Securiti
Industries Act.

c) FIU — other financial institutions an
listed business.

d) The Commissioner of Co-operati
Development has the powers of geneg
supervision of the affairs of societies a
shall perform the duties of registrar
societies (including credit union societies

(Cooperative Societies Act 1971).

With respect to (a) above the ambit of the CerBealk
is to supervise money transmission or remitta
business generally and is not limited to cash temit
services. This is a drafting error in the Finahg
Obligations Regulations and is in need of amendme|

We have recognized that the above definition das
include the combating of terrorism, but this wikk
addressed in the Anti-Terrorism Regulations. T
policy to guide the Anti-Terrorism Regulations
currently being drafted by the Compliance Unit loé {
Ministry of the National Security and will b
submitted to Parliament.

Trinidad and Tobago Securities and Exchange
Commission (TTSEC) is the supervisory body for th
securities sector. For the purposes of AML/CFT
compliance in the securities sector, the Procegds o
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Crime (Amendment) Act No 10 of 2009, provides a
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definition of “security” as including the followin
- any document,

- instrument or

- writing evidencing ownership of, or

- any interest in the capital,

- debt property,

-profits,

- earnings or

-royalties of any person or

- enterprise and

- without limiting the generality of the foregoing,
includes any—

- bond, debenture, note or other

- evidence of indebtedness;

- share, stock, unit or unit certificate,

- participation, certificate, certificate of sha
or interest;

- document, instrument or writing

- commonly known as a securitgocument,
instrument or writing evidencing an optio
subscription or other interest in respect of

- a financial institution;

- a credit union within the meaning of th
Co-operative Societies Act; or

- an insurance company;

- investment contract;

- document, instrument  or writin
constituting evidence of any interest
participation in—

- a profit-sharing arrangement or

- agreement;

- a trust; or

- (i) an oil, natural gas or mining leas
claim or royalty or other mineral rights

The FIU is currently in the process of approvi
compliance programmes that are submitted by
listed businesses and entities that they super
Eighty-two (82) compliance programmes have alre
been submitted to the FIU.

In August 2011, the FIU completed its Compliar
Examination Manual and commenced Ong
examinations.
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The TTSEC should apply the requirements of

I0SCO Core Principles for the supervision of f

securities sector with regard to AML/CFT.

The measures in the FIA to prevent criminals

The FIU has targeted four (4) Listed BusinessessjL|
to conduct on-site examinations. The examinatior

2011 (2 LBs). The FIU's target is to conduct two
on-site examinations per month. Appendix IV progid
further information of the work plan of the FIUTT.

August 2011: 2 listed businesses (Attorneys at law)
October 2011: 2 (1 Motor Vehicles sales and 1 R
Estate)

December 2011: 2 Private member clubs

he
he

The I0SCO Core principles have been includ
before the Technical Committee of the Minist
of Finance. The TTSEC Bill has been revised|
further comply with IOSCO requirements and

Parliament and be debated in due course.

or Section 33(2) of the FIA state that;

The examinations completed by the FIU are as falow

in the Securities Industries Bill which is presgntl

is estimated that the revised Bill would be laid|i

their associates from gaining control or significan A person who—

ownership of financial institutions should be
duplicated in the relevant legislation governing tf

a) has been convicted by a court for an offer

involving fraud, dishonesty, a contraventi

supervision of other financial institutions undee t
POCA.

of the Proceeds of Crime Act or a
regulationsmade thereunder or such oth
statutory provision in relation to the|
prevention of money laundering and th
combating ofterrorist financing as may bg
in force fromtime to time;
is or was convicted of an offence under th
Act; or
is not a fit and proper person in accordan
with the criteria specified iretecond
Schedule, shall not act or continue to act |
a director or officer of, or be concerned in
any way in the management ofenised
Institution or financial holdirgpmpany.

b)

c)

. Insurance companies under the Insurance Acf
also required to notify the Central Bank of a|

w

carded for August 2011 (2 LBs) and in Septemper

)
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change to controllers (i.e. controllin

33 1/3% of more, CEO etc). Controllers

shareholders or significant shareholders owryng
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required to be fit and proper on an ongoing b4
and must satisfy Central Bank’s requirementq

sis
in

this regard. Section 20 of the Insurance Act

refers.

. Money or value transfer services are provided

as financial institutions and listed business i th

for

first schedule of the Proceeds of Crime

(Amendment) Act No 10 of 2009. The Centl
Bank was given the power to supervise

al
he

operations of money transmission and remittance
business via an amendment to the Central Bank

Act in 2008.

The Central Bank with assistance from

technical expert from the Office of Technicgal

Assistance, United Stated Department

a

of

Treasury is in the process of finalizing a draft
Regulations and a licensing regime it's for the

regulation and supervision of Money Remitters

in

Trinidad and Tobago. Further, since Decemper

2011 the Central Bank has commenced meeti
with money remitters to discuss their AML/ CT|

ngs
F

regimes and advise on the regulatory regime

being developed by the Central Bank.

In May 2011 the FIU (Amendment) (No. 2), 201
Section 15, created Part IIIA — “The Supervisd
Authority,” which gives the FIU the authority torca
out supervisory functions. This includes |
registration of all Listed Businesses and non-ragdl
financial institutions, the supervision of supeeds
entities for AML/CFT, and the authority to app
administrative sanctions for compliance.

As part of the implementation of its supervisq
regime, the FIU has registered 1,592 Listed Buse®
and non-regulated financial institutior{See appendix

1m).

The FIU has also conducted 24 sessions in AML/C
Awareness /Training during the period Feb. to Aag
2011, the total amount of participants was 1,2(Bee
appendix IlI).

ry

ne

Please see Appendix V for updated information
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The securities sector and credit unions should
subject to AML/CFT supervision. Money transfi
companies and cash couriers should be licen
registered, appropriately regulated and subjec
AML/CFT supervision.

awareness training conducted by the FIU

The FIU utilised ICT to inform and educate i

Supervised Entities on their requirement. Pubboat

made thus far includes:

. Reporting forms (STR/SAR, FIU Registratio
form, Quarterly Terrorist Property Report forms

. Typologies reports

. List of NCCTs

. Guide to developing an AML/CFT Compliang
Programme

. Notice to Supervised Entitites to register with ]
FIU

Further, the FIU reviewed 8 compliance programr
and approved 2. Reviews are ongoing.

One (1) on-site examination of a Listed Businessy(L
firm) was conducted on 22 Aug. 2011. A second
site examination of a listed business is schedided
26 August(See appendix 1V).

A feedback link has been established on the
website to encourage Supervised Entities and
public to  communicate  with  the FIU

(fiufeedback@gqov.tt).

be draft framework for the regulation of moneg

sl'rgmitters is at an advanced stage of development.
sed,

to
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24. DNFBP - regulation, supervisio
and monitoring

NnNC

There is no legal requirement to ensure
that the gaming houses (or private
member clubs), pool betting and the
national lottery on line betting games gre
subject to a comprehensive regulatgry

and supervisory regime that ensures they

are effectively implementing the
AML/CFT measures required under the
FATF Recommendations.

There are no legal or regulato
measures to prevent criminals or the

=<

Gaming houses (or private member clubs), pi
betting and the national lottery on line bettingngs
should be subject to a comprehensive regulatory
supervisory regime that ensures they are effegti
implementing the AML/CFT measures requir
under the FATF Recommendations

oel  Regulation 2(1) of the FOR specifies the FIU
the supervisory authority for other financi
and institutions and listed businesses. List
el businesses as defined in POCA include DNFB
ed The FIU is presently responsible for supervisi
DNFBPs but only for AML compliance

. FIU (Amendment) (No. 2), 2011, Section 1|
created Part IlIA — “The Supervisory Authority
Section 18E (1) states:

The FIU shall effectively monitor non-regulatg

o
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associates from holding or being t
beneficial owner of a significant @
controlling interest, holding E:
management function in, or being
operator of a Gaming House (or Privg
Member Club), Pool Betting and th
National Lottery on line Betting Games
There is no designated compete
authority or SRO responsible fg
monitoring and ensuring compliance
DNFBPs with AML/CFT requirements.

Legal or regulatory measures should be taker
prevent criminals or their associates from holding
being the beneficial owner of a significant
controlling interest, holding a management funct
in, or being an operator of a gaming house
private member club), pool betting and the natio
lottery on line betting games.

A competent authority or SRO should be designa
as responsible for
compliance of DNFBPs
requirements.

with  AML/CFT|

to

or
on
(or
nal

ted

monitoring and ensuring

financial institutions and listed businesses for
which it is the Supervisory Authority and shal
take the necessary measures to secure compliance
with this Act and the following written laws:

(a) the Proceeds of Crime Act;

(b) the Anti-Terrorism Act;

(c) the Financial Obligations Regulations, 2010
(d) the Financial Intelligence Unit of Trinidad arjd
Tobago Regulations, 2011;

(e) the regulations made under
Terrorism Act; and

(f) any other written laws by which the
recommendations of the Financial Action Task
Force are implemented as well as guidelines
issued in pursuance of this Act and the laws
identified in paragraph@&) to (e).

the Anti-

Section 2 of POCA has been amended |by
POCAA to include gaming houses (or private
member clubs), pool betting and the natiopal
lottery on line betting games as listed businesses
and thereby subject to AML requirements.

Under Section 34 of POCAA the FIU has been
named as the Supervisory Authority for listed
businesses until regulations for the selection of a
Supervisory Authority are made. The
Supervisory Authority has been defined in the
POCAA as the competent authority responsiple
for ensuring compliance by financial institutions
and listed business with AML obligations.

The process of identifying and registering listed

businesses has begun and is ongoing. The f(first
advertisement mandating registration of listed

businesses has been published in the local
newspapers. The Inland Revenue VAT

registration office and the Port of Spain High
Court is providing assistance in this process.
Once this has been completed an appropriate
supervisory and regulatory regimes will be

established and implemented.

Advertisement mandating registration of listed
businesses was published in the local newspapers
and placed on the FIU website. The total numper
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Competent authorities should establish guidelipes

that will assist DNFBP’s to implement and com
with their respective AML/CFT requirements

ly

‘Every financial institution or listed business gh
develop and implement a written compliance progrg
approved by the FIU.Therefore all DNFB's arg
required to submit a compliance programme to thé F
which they are to adhere and comply

of registrants for the period Jan to Aug 11, 20

11

is 1592. The FIU has so far received B2

compliance programmes and has begun or]
inspection of its Supervised Entities.

site

The Financial Intelligence Unit Regulations 2011
that have been enacted allows for the FIU to issue
guidelines accordingly. See FIU Regulations

attached.
Under Section 34 of POCAA the FIU has be

businesses until regulations for the selection
Supervisory  Authority are made. Th
Supervisory Authority has been defined in {
POCAA as the competent authority responsi
for ensuring compliance by financial institutio
and listed business with AML obligations.

Regulation 2(1) of the FOR specifies the FIU
the supervisory authority for other financi
institutions and listed businesses. List
businesses as defined in POCA include DNFB
The FIU is presently responsible for supervisi
DNFBPs but only for AML compliance. Iy
respect of Counter financing of terroris|
compliance this will be addressed in the Ar
Terrorism Regulations.

The FIU (Amendment) (No. 2), 2011, Section ]
created Part IlIA gives the FIU the responsibil
for  supervising  non-regulated financi
institutions and listed businesses for AML a
CFT compliance.

Further section 55 of POCA states that

en
named as the Supervisory Authority for listed
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The Financial Intelligence Unit Regulations 20
have been enacted. The Regulations mandate

11
the

registration of listed businesses with the HIU

within three (3) months of the coming into effect

of the Regulations. See FIU Regulatio
attached.

The Financial Obligations (financing qf

terrorism) Regulations have been made by
Honourable Minister of National Security a
have been laid in Parliament. These Regulati
prescribe the policies that financial institutio
must require to have in place to pay attention
any TF patterns that may arise as a result of
technological advancements.
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25. Guidelines & Feedback

NC

The Designated Authority/FIU does np
provide feedback to financial institutior|s
that are required to report suspicious
transactions.

The CENTRAL BANK OF T&T
AML/CFT Guidelines are applicable
only to banks and insurance companies.
There are no guidelines to assjst
DNFBPs to implement and comply with
their respective AML/CFT]
requirements”.

—

The designated authority/FIU should have

structure in place to provide financial institutio

that are required to report suspicious transacti
with adequate and appropriate feedback.

The CENTRAL BANK OF T&T AML/CFT
Guidelines should be enforceable and h

NS

ave

Section 10 of the Financial Intelligence Unit

pf

Trinidad and Tobago Act No 11 of 2009, impodes

a requirement on the FIU that feedback shall

provided in writing to the financial institution gr

listed business regarding suspicious transac|
or suspicious activity report received from t
same.

For the period October 1st, 2010 to Sept" 3
2011, and Oct. 01, 2011 to Jan 3012, the
FIU provided 403 feedback responses to finan

be
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he

o
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institutions and Listed businesses upon their

submission of STRs/SARs. From the to
number of feedback sent to FIs and LBs, 8 wj
related to specific issues arising out of STR/S
submissions.

Section 8(3)(d) of the FIU Act requires the F
to set reporting standards to be followed

financial institutions and listed businesses
furtherance of section 55(3) of the POCA. T,
FIU has drafted the required standards and
published same on their website for stakehold
comments which was received and is currel
making amendments to the reporting stand
before seeking further stakeholder comments.

Section 10 of the FIA states that the Central B
may issue guidelines on any matter it consid

77
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sanctions for non-compliance.

Guidelines similar to the CENTRAL BANK OF#

T&T AML/CFT Guidelines should be issued by t

[¢’]

necessary to, inter alia, aid compliance
POCA, the ATA, or any law
AML/CFT. Although contravention of 3
guideline referred to in section 10 does

constitute an offence, the Central Bank or

Inspector of Financial Institutions may tal
action under section 86 of the FIA. Section 86
the FIA gives the Inspector
Institutions power to issue compliance directig

relating tp

of Financigl

ith

ot
he
e

of

ns

or seek restraining orders for actions violating

any provision of
regulations, measures imposed by the Cer

the FIA and associdte

tral

Bank or unsafe or unsound practice in conducting
the business of banking. Unsafe and unsopnd

practice is defined to include without limitatig
any action or lack of action that is contrary
generally accepted standards of prudent operd
and behaviour. The Insurance Act also allows
compliance directions to be issued for unsafe
unsound practices.

While the above provisions create a legal bg
for the enforceability of the CENTRAL BANK
OF T&T AML/CFT Guidelines, effective
implementation of this enforceability still has
be demonstrated by the Central Bank.

n
to
tion
for
and

o

Further it should be noted that many of the

present requirements in the Central Bank’s 2
Guideline have been codified in law in the FQ

05
R

2010. As a consequence, the Central Bank is in

the process of revising its Guidelines from

a

principles based guideline (i.e based on FATF's

principles) to a more process based guideline

would provide clarification to banks, insurance

companies, insurance intermediaries, mo
remitters, bureau de change etc on what
required to fulfil the requirements of the FO
ATAA, POCAA and FIUATT etc.

The Central Bank guidelines have been revi
and reissued as of October 2011.

This Financial Intelligence Unit Regulation
2011 deals with this issue. See FIU Regulati
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relevant authorities for all financial institutiomsd
persons engaged in
stipulated in the POCA.

relevant business acti

Vity

attached.

Central Bank’s existing AML/ CFT Guideline
applies to licensed financial institutions undes
FIA, insurance companies and intermedia

s
h
ies

under the Insurance Act and bureau de change

under the Exchange Control Act.

The reviged

draft Guideline also includes money remittarjce

businesses.

The Board of Commissioners of the TTSEC ha

approved guidelines for the Securities Industry,|
and these will be issued shortly.

n

Institutional and other measures

26.The FIU

NC

C

There is no (legally established) FI
that receives, analyses and disseminates
financial information (FIU legislation no
introduced to clearly indicate the powers
of this entity).

The FIU lacks the legal authority
obtain and disseminate financial
information.

Operational independence and mare
autonomous structure (reconsider
“designated authority structure) of the
FIU is needed

The FIU does not prepare and publish
periodic  reports of  operations,
typologies, trends and its activities for
public scrutiny

Proceed quickly to enact FIU legislation. T

required Legislative framework  should

implemented with the view to gain membership

the Egmont Group of FIUs.

f

ne

to

The FIUTTA has been enacted. Part Il of t
FIUTTA provides for the functions and powe
of the FIU. These include the collection, analy,
and dissemination of financial intelligence a
information among local and foreign la
enforcement authorities, the ability to requ

necessary financial information from reporting

entities, the ability to share financial intelligeen
with local and foreign authorities, th
establishment of reporting standards and

publication of annual and periodic reports.

Concerning the Egmont membership proced
the FIU is at stage 7 having been invited as

Observer to the Egmont Group (LWG & OWG)

Meeting in Aruba 14-17 March 2011.

At the Egmont Plenary in March 2011 the FIUTT

was recommended by the Outreach Work

Group (LWG) did not have sufficient time f
fully review FIUTT response to the LWG initig

Group (OWG). However, the Legal Working
0
|

he
Is

bis
hd

pst

e
the

guestions as such the LWG deferred their

recommendation. Subsequently, the LWG h

requested additional information from FIUT|T

which is being prepared for Egmont Janu
2012 meeting.

Report from the FIUTT Sponsors indicates tf

the responses by the FIU on the outstandi
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Introduce Periodic reports prepared by the FIU| i

relation to its operation in order to test its gtiow
and effectiveness. This report should also sewv
show ML and TF trends.

Consider strengthening and restructuring the sfaf
the FIU so as to encourage self-sufficiency 4
operational independence.

5

if o
nd

issues submitted were duly clarified by the LW[G.
However, the LWG and OWG has further
indicated that two (2) issues remains outstandi
iie. (i) the permanent appointment of the
Director, FIU and (i) FIU measures to freeze

without delay terrorist property.

FIUTT is awaiting the LWG for the specifics ¢
the outstanding issue in order to respond.

Section 18(1) of the FIUTTA requires th
Director of the FIU to submit an annual report
the Minister of Finance on the performance of

FIU, including statistics on suspicious activity

e
to
he

reports, the results of any analyses of thpse
reports, trends and typologies of mongy

laundering activities or offences.

On January 27, 2012 the FIU annual reports
2010 and 2011 were laid in the parliament
Trinidad and Tobago in accordance with sect
18(2) of the FIU Act and made available to t
public. The reports are also published on the
website www.fiu.gov.tt

With regard to staffing, section 3(2) of th
FIUTTA states as follows:

- The FIU shall consist of such numb
of suitably qualified public officerg
including a Director and Deput
Director as may be necessary, for
performance of its functions and mg
include-

- public officers, appointed, assigne|
seconded or transferred from anoth

Ministry or statutory corporation to

the FIU; and

- Officers and other persons appoint
on contract by the Permane
Secretary of the Ministry of Finance.

In order to demonstrate its growth and effectivenes
checks and balances are installed at three (3)sle
Four levels
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a) Maintenance of Statistics

Section 9 of the Financial Intelligence Unit of fiidad

and Tobago Act No 11 of 2009, specifically requites

the FIU to implement a system for monitoring t|
effectiveness of its anti-money laundering polidigs
maintaining comprehensive statistics on—

(a) suspicious transaction or suspicious activegyorts
received and transmitted to law enforcement;

(b) money laundering investigations and convictjong
(c) property frozen, seized and confiscated; and

(d) International requests for mutual legal aseistaor
other co-operation
The above statistics will provide information redjag

ML and TF trends.

b) The Installation of a Reporting Mechanism
within the FIU

Section 18 (1) of the Financial Intelligence Unft
Trinidad and Tobago Act No 11 of 2009 requires t|
annual reports be prepared to capture the ak
information. Accordingly, the Director of the Flal
submit within sixty days of the end of the finarc
year an annual report to the Minister on f{
performance of the FIU. This includes statistics
suspicious transaction and suspicious activitipsrts,
the results of any analyses of these reports, srend
typologies of money laundering activities or offeac

c) Accountability to Parliament

Subsequently, Section 18 (2) imposes an obligatior

the Minister to lay the report in Parliament withj

thirty days of receipt of a report from the Diract

Section 17 (1) of the Financial Intelligence Unft
Trinidad and Tobago Act No 11 of 2009, imposes
obligation on the FIU to publish a list of the ctnigs

identified by the Financial Action Task Force,

noncompliant or not sufficiently compliant with it
recommendations.

This exercise shall be undertaken as frequentlis g

ne

hat
ove

he

in
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necessary, through the use of Notices placed in

the

Gazette and in at least two newspapers in daily

circulation in Trinidad and Tobago

d) Autonomy and Independence

Section 22A (1) states, “The Director shall 1

ot

disclose or cause to be disclosed to the Minigter

(Finance) or to any other person, except in accaela

with this Act, the personal or financial deta
pertaining to an individual or business.

The FIU budget is allocated by the Ministry of Fica
for the year October 2010 to September 20
Disbursement of funds is at the FIU’s discretion.

From the budget year 2011 to 2012 the FIU’s bud
will be reflected as a separate item in the Budgéte
Ministry of Finance. Disbursement of funds is fag

FIU's discretion. This will strengthen the FIU

independence and autonomy.

With regard to the strengthening and restructutirey
staff of the FIU, Permanent positions of Directod g

Is

get

Deputy Director have been advertised by the Public
Service Commission (PSC), an independent bpdy
which has completed interviews at the end of June

2011. The PSC selection of FIU Director was vet
and a Director has been seconded to the positio
Director of the FIU for the extended period frons8
October 2011 to April 30 2012. On November 8, 20
the PSC appointed a Deputy Director to FIUTT. T
FIU has now currently has 3 analysts.

Job descriptions for the new positions of Direc|
Analyst, Intelligence research specialist and Asia
have been approved by the Public Service Commis
(PSC).

Job description and job questionnaire for the Se
Legal Officer have been completed as well as the
descriptions of Director; Supervisor and Complian
Officers for the Compliance & Outreach divisiontoé
FIU has been completed and submitted to the Mini

82
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The FIU should consider publicizing period
reports for the wider public.

of Finance in January 2012.

In July and August, 2011 an Information Systems

Manager and the Network Administrator we
appointed to the FIU respectively.

In August 2011 a Compliance Assistant was conteca

to perform Supervisory Functions, bringing the itg
Cnumber of Compliance assistants to three (3)

. Section 17 (1) (b) enhances public awareness

and

understanding of the nature of money laundeljing

and its offences. This section imposes

obligation on the FIU to publish, periodicall
information on trends any typologies of mon
laundering, locally and internationally, as well

appropriate statistics and any other information.

The FIU published its 2010 and 2011 Anny
Report which was made available to the publid
January 2012 and is also available on the FI
website for the general public. The rep
contains trends and typologies and statistics
the operations of the FIU. In addition, there

trends and typologies of money laundering b
local and foreign are also on the FIUs’ websg
www.fiu.gov.tt

27.Law enforcement authorities

LC

The lack of resources is hampering t
ability of Law enforcement authorities 1
ML and FT

properly
offences.

investigate

he
o)

Pay more attention to pursuing Money-Launder,
offences based on received and analysed SAR’s.

ng The FIB post passage of POCAA in Octol
2009:

o Confiscation investigation (1)

0 Money laundering investigations (2)

o Production Orders obtained under PO(
(5)

0 Search Warrants obtained under POCA (

On-going Money laundering and confiscati
investigations 2010

an
24
As

al
in
s’
brt
on
are
oth
ite

er

1)

bn

On-Going ML | On-going
Investigations Confiscation Investigations
9 1
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The effectiveness of the system to com
AML(/CFT) offences should be improved.

December 2010

Production Search Warrants
Orders
18 Nil

On-going Money Laundering and Confiscation
Investigations 2011

On-going ML | On-going

Investigations Confiscation
Investigations
1 2

Production Orders, Search Warrants and
Confiscation orders obtained for 2011
Production Orders | Search
Warrants
16 3

See Appendix Il for statistical information frorhet
FIB.

money laundering offences and other offences fi

offence as defined in POCA. This can be accesse(
a direct online database by the Financial Invettiga
Branch.

. A formal administrative review of the law:
institutions and human resource needs of
security community is being undertaken to arri

should be deployed. This review taken
used to strengthen the resources needed by

enforcement.
. The AML/CFT Compliance Unit of the Ministry

84

Datyrther, a procedure has been established to fgenti

of National Security is currently conducting an

Production Orders, Search Warrants and Confiscdtion
orders obtained from 1st September 2010 td' 10

om

which proceeds are generated. To this end a manydato
template has been created to obtain finangial
information of all persons charged with a specified

\|

the
ve

at an assessment of where assets and perspnnel

in

conjunction with this Recommendation would be

law



Enact the Police Service Reform Bill quickly
order to reform the Police Service with the view
improve efficiency and restore public trust.

Increase involvement of the Customs and Ex
Division in combating money laundering a
terrorist financing

The Customs and Excise Division should consi
reviewing its policy in relation to the sharing
data.

=+ 3

(U]

ise
cb

der
Dfe

assessment of the AML/CFT architecture |of
Trinidad and Tobago by the use of the SIP
framework. The aim of this exercise is o
measure the risks of institutions being used [for
ML & TF as well as what crime types are mast
likely to lead to ML and TF threats.

The Financial Investigations Branch is the
designated Unit to investigate AML/CF[l
matters. The FIB is now established as a ynit
within the Trinidad and Tobago Police Service

The Police Service Act was amended in 2006
(Police Services (Amendment) Act, 2007). The
amended Act helps improve the efficiency within
the Police Service.

The enactment of the Police Complaints
Authority Act, 2006, establishes the Police
Complaints Authority to regulate the members| of
the police service against corruption ahd
misconduct and is an attempt to restore public
trust.

Throughout the year members of the Custgms
and Excise Division have been invited aphd
attending workshops, training and conferences to
understand their role in the AML/CFT regime
and also increase their involvement in combating
money laundering and terrorist financing.

- GovRisk Conference™13" August 2010

- UNODC Workshop 24-27August.

- Strategic Implementation Plannin
Framework Workshop held on 12-1
October 2010

In addition, the Comptroller of Customs and

Excise is currently a member of the National

AML/CFT Committee. This allows the Custon

and Excise Division to have a great input into the

structuring, organizing and implementation [of

Trinidad and Tobago’s AML/CFT Regime.

gQ

n

The policy of the Customs and Excise Divisipn
includes the sharing of information and
intelligence with approved law enforcement
agencies nationally, regionally a
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The DPP office should continue to implement
special project on ML prosecutions.

its

internationally. The sharing of data is governed
by existing laws and best practice, including
forwarding to the Financial Intelligence Unit for
analysis, all data collected from arriving
passengers who have declared currency [and
bearer-negotiable instruments in excess of [the
specified sum.

Under Law enforcement authorities The DPP
office has implemented its special project pn
Money Laundering prosecutions. The office |of
the DPP is engaged on an ongoing basis in|the
prosecution of money laundering matters.

Subsequent to the change in government in 2010
there has been a change in the policy of fthe
business plan for the DPP which included

Proceeds of Crime/ Money Laundering Unit.
However, having regard to the need to advahce
investigations and prosecutions related |to
financial crime /money laundering, the DPP is|in

the process of setting up a financial crime/money
laundering unit within the Office of the DPP.

This unit will inter alia, act as a point of conttac
and advice for the police in respect of financjal
investigations and will conduct applications
under POCA. The wunit will consist qf
approximately six officers and will be formed by
the end of the first quarter of 2012.

29.Supervisors

NC

The Credit Union Supervisory Unit dpe
not have the power to compel productipn
of or to obtain access to all record
documents or information relevant
monitoring compliance. .
The CUSU do not have the authority to
conduct inspections of relevant financial
institutions including on-site inspection
to ensure compliance.
Supervisors do not have adequate powers
of enforcement and sanction against
financial institutions and their directors
or senior management for failure fo
comply with AML/CFT requirements.

8o

The CUSU should have the power to com
production or to obtain access to all recor
documents or information relevant to monitori
compliance

The CUSU should have the authority to cond
inspections of relevant financial institutior

including on-site inspection to ensure compliance|.

hel
ds,
ng

uct

[

The decision has been made for the supervigion
of Credit Unions to fall under the remit of the
Central Bank of T&T. A Credit Union Bill ha
been drafted and is under review. It is envisaged
that once this has occurred the Central Bank of
T&T will have the power :
0  To compel production or to obtain accesg to

all records, documents or informatign

relevant to monitoring compliance.
0  To conduct inspections of relevant financ|al

institutions including on-site inspection to

ensure compliance.
Until the Credit Union Bill is passed, Credit
Unions fall under the purview of FIUTT.

The FIUTT has indicated that it has registefed
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approximately 175 entites  within  the
Cooperative Society which includes Credit
Unions and onsite visit is scheduled.

. Progress has also been made by the Securities &
Exchange Commission with the drafting of the
Securities Bill and will specifically address the
absence of adequate powers of enforcement|and
sanctions and an effective AML/CFT supervisgry
compliance regime of the TTSEC (This Bill was
previously scheduled for debate in Parliamgnt,
however given the change in government, the
Bill lapsed and was then revised and it is npw
before the Technical Committee of the Ministry
of Finance).

. Section 2(1) of the FOR, 2010 defines
Supervisory Authority as Central Bank of T&T
responsible for financial institutions and persans
licensed under the FIA, 1A, Exchange Contfol
Act and Central Bank Act; T&T Securities al
Exchange Commission for persons licensed
under the FIA and the FIU responsible for other
financial institutions (Credit Unions) and listgd
business. This is for AML/CFT compliance.

o

. Section 34 of POCAA identifies the FIU as the
supervisory authority for Credit Unions and ps
such, 175 Co-operatives has since registered Wwith
the FIU. Ten (10) Outreach sessions were
conducted. See table below.

. For Compliance programmes received by the
FIU from credit unions, see appendix IV. Since
the enactment of the FIU Regulations, 2011.
Compliance programmes are still being received
from credit unions. The FIU propose to conduict
two (2) onsite inspections of credit unions in Feb.
2012.

OUTREACH SESSIONS FOR CO-OPERATIVI
SOCIETIES

PERIOD | No. of No. of Sessions
Attendees
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All supervisors should have adequate powers|

enforcement

institutions and their directors or senior manageni

for failure
requirements.

and sanction

to comply with

against finan

the AML/CFT

2011 318 6

Jan. 2012 242 4

TOTAL 56( 10
'Qlf The FIU Amendment Act (FIU Act (No. 2) 8 qf
ial

e

2011) PART IIIA created a supervisory regime

for listed businesses and non-regulated financial

institutions (May 5, 2011). In July 2011, th

FIUTT began supervision of its supervised

e

entities by reviewing Compliance Programmes
and preparing for onsite examinations. The

FIUTT has issued guidelines to its supervig

ed

entites such as: Compliance programime

guidelines, CDD guidelines and proposed a d
STR/SAR reporting standards in the consultat
stage. In August 2011, the FIUTT completed
Compliance Examination Manual ar

aft
on
its

d

commenced onsite examinations. The FIUTT has

for the period August to December 2011

conducted six (6) onsite examinations of Listed
Businesses. Based on the on-site findings,

recommendations are issued to the Supervise

e to

address the deficiency found within the given

timeframe.

Regulation 40 of the Financial Obligation

S

Regulations allows Supervisory Authorities, (the

Central Bank, the TTSEC or the FIU) to use
regulatory measures as outlined in the legislaf
that governs the supervised entities to br

about compliance with AML/ CFT requirements.

he
ion
ng

Therefore the FIA enhances the powers of the

Central Bank to enforce compliance with AML/
CFT legislation by allowing for the issuance pf

compliance directions. Non-compliance with the

compliance direction can be enforced by co
order and restraining order or other injunctive
equitable relief.

Section 86 of the FIA gives the Inspector
Financial Institutions power to issue complian
directions or seek restraining orders for actig

88



violating any provision of the FIA and associg
regulations, measures imposed by the Cern
Bank or unsafe or unsound practice

conducting the business of banking. Unsafe
unsound practice is defined to include withg
limitation any action or lack of action that

contrary to generally accepted standards
prudent operation and behaviour. This definiti
allows for the Inspector of Financial Institutior
to exercise the above power with regard
AML/CFT breaches.

Regulation 10 (1) of the Financial Obligatio
Regulations inter alia requires an external aud,
to review the compliance programme and in
doing evaluate compliance with releva
legislation and guidelines. The Central Bank
issued six (6) warning notices and two
compliance directions for failure to submn
external audit reports.

The Central Bank has a range of sancti
available for ensuring AML/ CFT complianc
For example, the FIA enhances the powers of
Central Bank by providing for administrati
fines; the enforcement of directions by co
order and restraining order or other injunctive
equitable relief. Section 86 of the FIA gives t
Inspector of Financial Institutions power to iss|
compliance directions or seek restraining ord|
for actions violating any provision of the FI
and associate regulations, measures impose!
the Central Bank or unsafe or unsound prac
in conducting the business of banking. Uns
and unsound practice is defined to inclu
without limitation any action or lack of actio
that is contrary to generally accepted standard
prudent operation and behaviour. This definiti
allows for the Inspector of Financial Institution
to exercise the above power with regard
AML/CFT breaches. In addition, section 10
the FIA gives the Central Bank the power
issues Guidelines to inter alia aid compliar|
with the POCA, ATA or any other written la
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All supervisory authorities of financial institutie
need to have systems in place for combating

and FT and should review the effectiveness of th

systems.

ese

In addition to issuing compliance direction, then@al
may seek a restraining order or other injuecti

Bank
relief.

directions can also be

relating to the prevention of money launderi
and combating the financing of terroris
Section 12 of the FIA also allows the Cent
Bank to issue a compliance direction or take §
other action under section 86 for contravention
a guideline referred to in section 10.

Sections 23 and 24 of the FIA pertain to t
restriction and revocation of a license.

(1) The Board may revoke a license where—
(g) the licensee fails to comply with a directi
under section 24 or 27 or with a complian
direction issued by the Central Bank und
section 86.

Section 65 of the Insurance Act was amended
section 8 of the Insurance Amendment Act 20
The amendment allows the Central Bank to is

ng
n.
al
any
of

he

ce

by
Do.
sue

compliance directions to a registrant, controller,

officer, other employee, agent of a registrant
under the Insurance Act where they have:-

- committed, is committing, or is aboy
to commit an act, or is pursuing or
about to pursue any course
conduct, that is an unsafe a
unsound practice;

- committed, is committing, or is aboy

to commit, an act, or is pursuing or |

about to pursue a course of condu
that may directly or indirectly be
prejudicial to the interest o
policyholders;

- violated or is about to violate any ¢
the provisions of any law o
Regulations made thereunder;

- breaches any requirement or failed
comply with any measure imposed
the Central Bank in accordance wi
the Act or Regulations mad
thereunder.

It should also be noted that complian

etc

wn —~+

o<

1]

issued to directors

or
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shareholders of the banking institution or insuea
company or insurance intermediary. Alternativéte
Central Bank can take action through the Court.

The Central Bank conducts on-site examinat|

of licensed financial institutions under the FIA

and insurance companies under the IA to ve
inter alia their compliance with AML/ CF]

nc

on

ify

requirements as mandated in law (ie. FOR and
POCA) and Central Bank’s guidelines. Since

2008 the Central Bank has increased its focug
AML/ CFT compliance of

licensed and
registered financial institutions and an AML/

on

CFT scope exam has been included in all on-gite

examinations.
recommendations are issued to the fi
institution to address the deficiency found. T|
Central Bank is of the view that a penalti
regime should be instituted for AML/ CF
compliance and is working through the Natio
AML/ CFT Committee to determine where su
a regime should be placed in law.

30.Resources, integrity and training

PC

Resources of the FIU, DPP, Customs and
Police Service are not sufficient for the
agencies to perform their respective functio
More and continuous training is needed
these entities,
service.

The strength and structure of the FIU
inadequate to meet its needs.

including the Immigratiq

Staff resources of the TTSEC and CUS
are insufficient for their task.

AML/CFT training available for
supervisory staff is insufficient.

Ongoing training is necessary.

3¢

is

Introduce provisions for continuous training foetl
Designated Authority, the Training Officer ar
other staff within the FIU.

Consider establishing a training program for steff
the FIU. Coordinating of workshops/ seminars.

o -
.

The FIU has a training policy (document) whi
was created in December 2010. Additional
financial provisions were made in the FIU
budget estimate for 2010 to 2011 for st
training, conferences and seminars.

Since the establishment of the FIU on Februar
2010 members of staff have attended train
workshop and training seminars:
()Market Oversight in the Caribbean K
CARTAC, US SEC and T&T SEC
March 2010.
(i)  IMF-CFATF Pre Assessment Worksho
July 2010.
(i)  Governance, Regulation and Financ]
Crime Prevention Forum for th
Caribbean Region August 2010.
(iv) Catastrophic Computer Fraud and Busin
Technology, August 2010.

(v) Specialized Training Workshop  0f
Prevention and Fight Against Terroris
Financing, August 2010.

Based on the on-site findings,
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(vi) In April 2011 4 staff members attended| a
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Forensic and Fraud Seminar
(vi)In May 2011 the Director attended
Tactical Analysis Course sponsored py
Egmont.
(viii) In July 2011 training commenced for FIU staff
in Ownership and Control of business
structures.
(ix) In August 2011, the IT Manager attended a
National Cyber Security Assessment
Workshop hosted by CICTE and the
Ministry of National Security.
(X) In August 2011 an Analyst attended |a
Financial  Investigations  Course  at
REDTRAC, Jamaica
(xi) Commonwealth  Regulatory ~ Workshap
Caribbean Countries and Global Financial
Regulation forum, August 2011, Trinidgd
and Tobago.

@

Scheduled Training: In September 2011, seven (})
FIU officers will attend a Financial Crimes traigir)
course in T&T to be hosted by the Federal
Investigation Bureau.

[

Additionally, in September 2011, four (4) office
participated in training hosted by Trinidad and dgb
Securities and Exchange Commission in collaboration
with  United States Securites and Exchange
Commission.

In November 2011, four (4) FIU officers were paft|o
an awareness session on the Anti-Gang and Data
Protections Acts, held by the Law Association |of

Trinidad and Tobago. Further, two (2) officers
participated in Symantec Endpoint awareness sessipn

In December 2011, two (2) FIU personnel were
exposed to awareness sessions relating to Infaymati
Technology.

In January 2012, seven (7) FIU officers were pérf o
the 7th Annual CFATF Conference session.

Autonomy




Improve  budgetary, staffing and
accommodation of the FIU in order to improve
capabilities.

physig

aiThe FIU budget is reflected as a separate itenmen
t2011/2012 budget of the Ministry of Finance whi
establishes its autonomy.

A Director has been seconded to the position
Director of the FIU on February13, 2011 until Octol
30, 2011 in the first instant, and was extendethéur
until April 30, 2012 by the PSC after which

permanent appointment would be made by the PSC.

In July and August, 2011 an Information Syste
Manager and Network Administrator was appoint

—

of

@

ms
ed.

Also three (3) Compliance Assistant have been

contracted.

Pending :

An estimated cost for renovation works has been
obtained and a Cabinet Note will be prepared for
consideration and allocation for the next budgét29
2012. Approval for the renovation
(compartmentalising) of the office space of the HU
expected to begin second quarter of 2012.

. The FIU is located at the Level 25, Tower
International Financial Centre (IFC), 1
Wrightson Road, Port-of-Spain. Cabinet appro|
is presently being sought for the organisatio

structure and staffing compliment of FIU (May

2010).

. There has been a change in government
consequently the organizational structure g
staffing complement of the FIU
reviewed. It is estimated that the structure
be approved by November 2010. On
November 2010, Cabinet approved
organizational structure and staffing complem
of the FIU.

. In August 2011 Cabinet approved the
strengthening of staffing complement of the FI
with the creation of a Compliance and Outreac
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More resources (law enforcement staff) should
dedicated to investigation of ML offences.

Immigration should also be included in AML/CH
training or awareness programs.

Provide training to specific Customs Officers f
future attachment to the FIU.

or,

Division which has a staff complement of seve
(7). The Analyst division of the FIU has an
approved structure of six (6) analysts.

The Financial Investigations Branch of tl
Special Anti-Crime Unit of Trinidad and Tobag
has a current complement of seven investiga
and one manager dedicated to the investigatio|
money laundering offences. Administratively, t
FIB is an integral part of the Special Anti-Crin
Unit of Trinidad and Tobago (SAUTT). SAUT]
is a highly specialized and technologica
advanced organization tasked with investigat|
crimes of National Significance which includ
money laundering and terrorist financing.

This strategic administrative arrangement allg
the FIB to have access to the technical
financial resources that it requires for tl
effective discharge of its functions.

There has been a change in Government
consequently the organizational structure g
staffing complement of the FIB is bein
reviewed. It is estimated that the structure

be approved by November 2010.

The Financial Investigations Branch has bg
now transferred to the Trinidad and Tobal
Police Service. The FIB is currently housed at
old SAUTT Headquarters and the resources
the former unit are now being used by the
established FIB.

There is currently 20 staff members within t
FIB, 10 are regular serving officers with th
highest rank being Superintendent, there ar
special reserve officers and 2 civilians (1 anal
and 1 clerk).

At present, staff members at the Customs
Excise Division have access to Certified Frg
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. Address quickly the current shortage of staff @&
Customs Division to enhance efficiency.

. Provide further training to Prosecutors, Magissa
and Judges to broaden their understating of
relevant legislations.

. Give considerable attention to Staffing constrai

faced by the Magistracy and the Office of the DPP.

. The TTSEC and CUSU should review their staffi
requirements and consider appropriate AML/C

th

te,
the

.
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he

training in the event of being designated

Detection and Investigations training and a|so

training on financial investigating.

The Customs and Excise Division currently has
the adequate training and internal capacity| to

carry out their functions.

A specialized workshop on the Prevention gnd

fight against Terrorism Financing hosted te
United Nations Office on Drugs and Crime
(UNODC) was held from 24 to 27 August 2010
this was attended by prosecutors and judges.

During March 2008, a business plan for reform in
the DPP’s office which contemplated the setting
up of a specialist Proceeds of Crime/Mongey

laundering Unit. This was submitted to the

Attorney General and is receiving favourahle

consideration.

In May 2010 there was a change in government

and there is now a review of the staffing
requirements and appropriate training needed.
is expected to be completed by December 2010.

=3

The DPP's office has been invited to participa

It

e

in training to be conducted by the US Department

of Treasury, OTA. Training of the prosecutors

S

expected to take place during the court vacation.

The DPP has agreed that prosecutors who have

been selected to form the financial crimes unit

will be assigned to participate in this training
course.

The DPP's office has also been in contact with

representative from the DPP, Jamaica and (has

a

offered assistance to the DPP's office, Trinidad.

Permission from the DPP Jamaica has bgen

granted to invite two prosecutors from Trinidad

to attend a Financial Crime/Proceeds of Crime

training course in Jamaica in March 2012.

The TTSEC is currently reviewing its

organizational structure. A staffing assessment

and training recommendations will flow from thjs

exercise and will take into account the duties| of
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AML/CFT authority for their licensees.

the Commission as a Supervisory Authority

Some of the members of staff of the TTSEC h
been trained to perform on-site inspections.

ave

31.National co-operation

PC

NAMLC is not yet fully operational.

No MOU's for cooperation

which affects the level of cooperation.

betwee
supervisors and other competent authoriti

es,

The T&T authorities should consider instituting t
legal framework necessary to formalise the Natio
Anti- Money Laundering Committee. Thi

Committee should be given legal responsibility

gather competent authorities regularly in order
develop and implement policies and strategieg
combat ML and FT. The Committee should also
given responsibility for sensitising the gene
public about T&T ML measures and encourg

compliance with the relevant legislations.
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Since its inauguration in May 2006 the
AML/CFT committee has been reportirg

periodically to Cabinet on steps being taken

during intercessional meetings to implement

he

Recommendations made in Trinidad ahd

Tobago’s Mutual Evaluation Report.

During 2007 the focus of the Committee was

the area of legislative drafting with support frgm
the Chief Parliamentary Office. Additionally, the
FIU reported to the Committee on a regular bas|

in

S

on its outreach initiatives with banks, insurarlce
companies and other members of the regulated

sectors.

In 2008 the Chair presented to the Committee

adoption and subsequent ratification by Cabinet:

i. A suggested text for a Nation
AML/CFT Policy
i. A suggested text for a Nation

AML/CFT Strategy comprising the
elements of public outreach, national

for

Al

Al

awareness and training, risk base

approach, strengthening of la

enforcement, promoting relationships

with the CFATF and regional an
international affiliates etc.

. Canvassing with the relevan
Ministerial Team for Government policy an
legislative enactment.

. Advocating on the committee’s behalf

with the Prime Minister and Prime Contact f
expediency in recommendation implementation.

. Making representations to Cabinet f
the full staffing of the Prime Contact's Secreta
so that the Committee’s work could

appropriately buttressed by a full time team

96
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The policy was approved by Cabinet and has been
published.

o




Trinidad and Tobago should consider introduci
MOU'’s between the Central Bank Of T&T, th
TTSEC and the Designated Authority / FIU
Trinidad and Tobago, which would enable them
cooperate, and where appropriate, coordin
domestically with each other concerning f
development and implementation of policies g
activities to combat money laundering and terro
financing

ng
e
pf
to
ate
he
nd
rist

The AML/CFT Committee have been reconstituted
which includes a broader cross-section of stakedusl
within the AML/CFT community. The Committee’
terms of reference have been revised. This is feth
for consideration.

legal research experts.

. Making appropriate representations

with line Ministries for the strengthening ¢
representation on the AML/CFT Committee.

. Negotiating with the CFATF assistance frg
international bodies such as the IMF/Wo
Bank and CARTAC.

. Engagement of a full time legs
drafting expert to promote the committeg
legislative agenda in accordance with the Strat
priorities.

Section 8(2) of the Financial Institutions A|
2008 allows the Central Bank Of T&T to sha
information with the designated authorities un
the POCA, as part of the fight against mor
laundering and terrorist financing. This w
address the recommended action of setting
MOU'’s among the designated authorities.

Section 8(3) of the FIA also stipulates that {
Central Bank may enter into a Memorandum

Understanding (MOU) with the Deposit

Insurance Corporation, other regulatory bod
and the designated authority (FIU) with respec
information sharing. The Central Bank alrea
has in place a multilateral MOU in order to shg
information with other regional regulators. T
Central Bank is also currently considering a d
MOU between the Central Bank and the FIU.

The proposed Securities Bill provides f
information sharing between the TTSEC a
Central Bank or any other agency whi
exercises regulatory authority under law. It a
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Co-operation amongst law enforcement and o
competent authorites could be improve
Competent authorities need to be more proactiv
their approach as contact is presently maintaine
a haphazard manner, in particular when a n|
arises.

her
d.
e in
o]
eed

NB.
Law

permits information sharing with specified
foreign entities.

With the enactment of FIU (Amendment) (N
2), 2011, the definition of “law enforceme
authority” has been expanded to include:
Comptroller of Customs and Excise

Chairman of the Board of Inland Revenue (BIR)
Chief Immigration Officer

o

nt

The Commissioner of Police was identified
Enforcement Authority in the FIU Act of 2009.
Consultations have been held with the
Comptroller of Customs and Excise, Chairman
BIR and Financial Investigations Branch (FIB)
with a view to holding regular monthly meeting
The first of such meetings was held in August
2011, with the FIB. The last Wednesday of every
month has been set aside for this meeting. At|the
last meeting of the LEAs in January 2012| a
decision was taken to have the monthly meetings
on the first Wednesday of every month.
Arrangements are being made to meet with the
Chief Immigration Officer.

as

MOU'’s/Letters of Exchange between Ia

enforcement authorities, have been drafted.

=

The FIU and the Central Bank held its first
meeting in August 2011 to discuss the appraval
of compliance programme of Financial
Institutions and proposed to have quarterly
meeting of Supervisory Authorities.

In May 2010 the FIU signed an MOU with th
Criminal Tax Investigation (CTIU). In April
2011 one (1) request for information was
received from CTIU and the request was satisfied
In  January 2012 the FIU received
correspondence from the Chairman of the BIR
outlining the standard operating procedures |[for
the receipt of analysed reports from the FIU gnd
the investigation and subsequent feedback by the
BIR.

[¢)
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The composition of the FIU could be expanded
include personnel from different relevant entitig
which would not only strengthen cooperation f
also enhance the human resource capability of
FIU.

b
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In October 2010 the Permanent Secretary of
Ministry of Finance approved the Exchange
Letter whereby the Customs & Excise Divisi
will exchange relevant data with the FIU ¢

the
of
n

n

cross-border currency declaration and cash

seizures in accordance with the laws of Trinid
and Tobago. The structure and format

receiving the information is currently bein
addressed. In November 2010 the FIU under
agreement made a request for data on all ¢
seizures at Customs and Excise for 2010 and
request is currently being processed.

An MOU was drafted with a view to allowing th

e
FIU to obtain access to information held at the

Registrar General's Department.

An MOU was established between the FIU g
Registrar Generals Department (RGD)

February 2011. As a consequence the FIU
direct access to information on all busing

entities, property ownership and personal hi

data.

Section 15 of FIU Act requires the Director pf

ad
of
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FIU to submit a report to the CoP after analysis
of STR/SARSs. A policy directive was established

by the CoP via departmental order being iss
in November 2010 for the investigation of 3
reports sent to the CoP from the FIU. A breg

ed
Il
ch

of the Departmental Order is an offence ungder

the Police Service Act and the Financ
Intelligence Unit Act.

Section 3(2)(a) and (b) of the FIU Act identifi¢

the staff composition of the FIU as publ
officers, appointed, assigned, seconded
transferred from another Ministry or statuto
corporation to the FIU; and officers and oth
persons appointed on contract by the Permal
Secretary of the Ministry of Finance.

Members of the Counter Drug and Crime T3
Force have been transferred to the FIU and H
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At present the FIU is carrying out the
administrative role (collection, analysis and
dissemination of intelligence and information)
and  supervising non-regulated financ|al
institutions and listed business for compliarice
with ML/FT while the FIB is currently dedicatef
to the investigation of all financial crimes, in
particular, money laundering and terror|st
financing.

32.Statistics

PC

There is no Review of effectiveness
AML/CFT systems on a regular basis.

of®

Review of the effectiveness of the FIU systems
combat ML and FT should be more thorough 4
should produce more tangible results also
regard to other relevant stakeholders involved.
Measures should be instituted to review
effectiveness of T&T's money laundering a
terrorist financing systems.

Once all other supervisory authorities of finang
institutions have implemented AML/CF
supervision, they should maintain compreheng
statistics on on-site examinations and requests|
assistance.

o
nd
ith

he
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Section 9 of the FIUTTA for the FIU to
implement a system for monitoring the
effectiveness of its anti-money laundering
policies by maintaining comprehensive statistics
on suspicious transaction or suspicious actiyity
reports received and transmitted, money
laundering investigations and convictions
property frozen, seized and confiscated and
international requests for mutual legal assistance
or other cooperation

Central Bank has developed a statistics report on
its on-site visits during the period May f{o
November 2008.

The FIU Act (amendment No. 2) established a
supervisory powers and sanctions to be exerc|sed
by the FIU in May 2011. The FIU developed
procedures for examinations for AML/CFT
compliance and began onsite examination off its
Supervised Entities in August 2011. For the
period August 2011 to February 2012 the HIU
has conducted six (6) onsite examinations (for
AML/CFT compliance. An onsite examination ¢f
a listed business is scheduled for March 2, 2012.

STR/SARSs received: For the period Oct 1st, 2010
to Sept. 30th 2011: 303 were received. For the
period: Oct. 01, 2011 to Jan. 31st 2012: 100
STRs/SARs were received, making a total of 403
STRs/SARs received.

Jan. to July 2011 a total of 403 STRS/SARs wgre
received, 274 were from Financial Institutions
(FI) and 129 from Listed Businesses (Supervised
Entities). Of the 171 received, all STRs/SARs
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T&T should also review the effectiveness of
system with regard to AML (CFT) extradition casf
based on statistics and on a regular basis.

ts
es

were subject to preliminary analysis, 19 wg
passed to Law Enforcement for investigatig
and 104 Closed. Comprehensive analysis is bg
done on STRs/SARs presently.

re
ns
2ing

33.Legal persons — beneficial ownefs  PC Competent authorities have access |[to It is recommended that Trinidad and Tobage  Under Legal persons — beneficial owners, Input
information stored by the Registrar of authorities undertake a comprehensive review to  from the registrar of companies is being sought in
Companies, however it could not be determine ways in which it can ensure itself that  considering the way forward.
ascertained if adequate, accurate and current adequate and accurate information on beneficial
information on beneficial ownership and ownership may be available on a timely basis. . The FIU and the Registrar General's Office have
control of legal persons is maintained [in entered into an MOU making the exchange| of
Trinidad and Tobago. information in respect of beneficial owners eagier
and accessible on a timely basis. Furthermore | the
Registrar General's has computerised their
information system thereby making access| to
information easier.
34.Legal arrangements — beneficlaNC There is no mechanism to prevent the unlawful ~ The T&T authorities should take steps to implement  In the Financial Obligations Regulations 20[0
owners use of legal arrangements in relation to moey  a mechanism to prevent the unlawful use of legal “beneficial owner” means the person who
laundering and terrorist financing by ensuring arrangements in relation to money laundering and ultimately owns and controls an account, or who
that its commercial, trust and other laws terrorist financing by ensuring that its commercial exercises ultimate control over a legal persor| or
require adequate transparency concerning|the trust and other laws require adequate transparg¢ncy legal arrangement; and “legal arrangement”
beneficial ownership and control of trusts and concerning the beneficial ownership and controlf of  includes an express trust.
other legal arrangements. trusts and other legal arrangements.
. Section 12 (1), (2), (3) & (4) of the Financial
Obligations Regulations set out a mechanism in
order to capture information on beneficial
owners, maintain records and a reporting function
to the FIU in the case of suspicious activity
International Co-operation
35.Conventions NC . The relevant international conventions The T&T authorities may wish to continue taking The UN Convention against lllicit Traffic i
have not been implemented extensively. steps towards enacting an Anti-Terrorism Bill ahd Narcotic Drugs and Psychotropic Substances as
sign and ratify the United Nations Internatiorjal Ratified on 17 February 1995
Convention for the Suppression of the Financing of
Terrorism. . The United Nations International Convention for
the Suppression of the Financing of Terrorism
has been acceded on the 3 September 2009.

The Ant-Terrorism (Amendment) Act,2010 w
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assented to on the 21st January 2010 and effelct of
criminalizing the financing of terrorism

36.Mutual legal assistance (MLA)

LC

There are no mechanisms currently in place  T&T Should introduce legislation that deals with* ~ The concern of the examiner in respect of dual
that deals with conflicts of jurisdiction. conflicts of jurisdiction. Also, dual criminalitis crm&mahtytls tlhlat dlual c_n{‘mnallty 'Z reqwrer? 'toth
IR —_ required in order to render mutual legal assistance render mutual legal assistance and as such in the
Also, dual criminality is required in order to g g absence of the criminalization of the financing|of
render mutual legal assistance. This woild terrorism this is impossible. This concern is now
make mutual legal assistance on TF almost addressed given the fact that the financing| of
impossible terrorism is an offence by virtue of the Anfi
Terrorism Amendment Act 2010.

37.Dual criminality LC Mutual legal assistance is not generallly Dual criminality is required in order to rendpr®  This concem is now addressed given the fact that
rendered in the absence dual criminality.  mutual legal assistance (TF not available). the financing of terrorism is an offence by virtye
However the authorities try and assist if they of the Anti-Terrorism Amendment Act 2010.
are able to obtain a voluntary statement.

38.MLA on confiscation and LC Financing of terrorism is not an offence ahd Trinidad & Tobago should strongly consider Terrorist Financing is an indictable offence and

freezing 9 implementing legislation that would give greafter the powers of seizing and freezing sets out ur|der

therefore not a predicate offencel.

effect to confiscation, seizing and freezing apil
with regard to requests for assistance from forg
countries.

The asset forfeiture fund should be cleal
established and utilized in T&T.

t
ign

ly

POCA amendment 2009 will apply

See Appendix VI for legal opinion on UNSC
resolution 1373which deals with the freezing of
Terrorist Assets

A Seized Assets fund is prescribed in POCA.
This Fund is already in existence and |is
maintained by the Comptroller of Accounts. The
outstanding implementation aspect is that of the
administration of the Fund by the Seized Assets
Committee.

In accordance with the provisions of POCA, the
Minister with responsibility for Finance is
engaged in the process of making regulations|for
the appointment of a seized assets commiftee
which will administer the seized asset fund |in

accordance with POCA.

—h

The policy to guide the Seized Assets Committee
regulations has been approved by Cabinet. [The
Attorney General's Office is scheduled to begin

1 Idem note 1
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drafting soon.

39.Extradition

LC

. T&T would be unable to extradite
fugitive for an offence relating to terrori
financing and piracy as such offenc
don't exist in T&T legislation.

— D
.

es

Dual criminality is required in order to affe
extradition (TF not available).

As previously indicated, piracy is a common law
offence and the financing of terrorism is an
offence by virtue of the Anti-Terrorism
Amendment Act 2010.

40.0ther forms of co-operation

PC

. The FIU has not established any effect
gateways to facilitate the prompt an
constructive exchange of informatiqg
directly with its foreign counterparts.

. T&T has not established any MOU'’s
other mechanism to allow financi
supervisory bodies to cooperate with th
foreign counterparts.

D=
=

The T&T authorites may wish to impleme
Legislations to enable Law Enforcement Agenc
and other competent authorities to provide
widest range of international cooperation to th
foreign counterparts in a timely and effecti
manner.

nte
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he
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Section 8 of the Financial Intelligence Unit pf
Trinidad and Tobago Act No. 11 of 20Q9
empowers the FIU to provide the widest rangg of
international cooperation to their foreign
counterparts in a timely and effective manner.

Section 8 (3) (e) of the Financial Intelligence
Unit of Trinidad and Tobago Act No. 11 of 2009
empowers the FIU to engage in the exchangg of
financial intelligence with members of the
Egmont Group

On the 4th March 2010, the Trinidad and Tobago
FIU applied for membership with the Egmont
Group. The application is being processed and
will follow its due course.

[¢]

Section 8 (3) (f) of the Financial Intelligeng
Unit of Trinidad and Tobago Act No. 11 of 200
allows the FIU to disseminate at regular intervals,
financial intelligence and information to local
and foreign authorities and affiliates within the
intelligence community.  This includes the
dissemination of statistics on recent morey
laundering practices and offences

o

In August 2011 the FIU and the FID of Jamaica
commenced the process of entering into an MDU
agreement for the exchange of information. This
MOU is expected to be signed soon.

The FIU is at the final stages of entering into |its
first MOU, with the Jamaica FID. In the nekt
reporting year the FIUTT intends to sign MOU's
with two (2) other regional FIUs.

Nine Special Recommendations

Summary of factors underlying rating

SR.I Implement UN instruments

NC

« The essential criteria have not been adhere)

d 4o

The T&T authorities may wish to continue takingTrinidad and Tobago acceded to the 1999 United
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as Trinidad & Tobago do not have t
relevant legislation in place in order
comply with SR.1.

oo

steps towards enacting an Anti-Terrorism Bill a
sign and ratify the United Nations Internatior]
Convention for the Suppression of the Financing
Terrorism.

nd Nations International Convention for th

of  September 03, 2009.

. Implementation of UN Security Counc]
Resolutions: S/RES/1267 (1999), S/RES/14
the Anti-Terrorism (Amendment) Act, 2010 (It
majority) in Section 22 C (1) which states that:

Where a financial institution or listed busine
knows or has reasonable grounds to suspect

business belong to an individual or legal ent
who —

(a)commits terrorist acts or participates in
facilitates the commission of terrorist ag
or the financing of terrorism; or

(b)is a person or entity designated by the Uni
Nations Security Council

The financial institution or listed business shefport
the existence of such funds to the FIU”.

SR.II
financing

Criminalise

terrorist

NC

There is no legislation in T&T criminalisin
terrorist financing

J e

Introduce diligently the proposed legislatig
criminalising the financing of terrorism, terrori
acts and terrorist organizations and make S|
offences money laundering predicate offences.

ne To capture the financing of terrorism Secti

5t 22A. (1-4) has been added to the Anti-Terrori

uch  (Amendment) Act,2010 at section 5(c)
follows:

22A. (1) Any person who by any means, directly
indirectly, willfully provides or collects fundsrqg
attempts to do so, with the intention that th
should be used or in the knowledge that they
to be used in whole or in part-

(a) inorder to carry out a terrorist act; or

(b) by a terrorist; or

(c ) by a terrorist organisation, commits the offerof
financing of terrorism.

(2) An offence under subsection (1)
committed
irrespective of whether -

104

funds within the financial institution or listef

al Suppression of the Financing of Terrorism pn

|
69

(1999), S/RES/1333 (2000), S/RES/1373 (2001)
and S/RES/1390 (2001) has been captured under

S

to be noted that the Act was passed with 3/5
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(a) the funds are actually used to commit or atteimp
commit a terrorist act;

(b) the funds are linked to a terrorist act ; and

(c) the person alleged to have committed the offésq
in the same country or a different country frg
the one in which the terrorist or terrori
organisation is located or the terrorist g
occurred or will occur.

(3) A person who contravenes this section comanit
offence and is liable on conviction on indictme

(a)in the case of an individual, to imprisonment
twenty five years; or

(b) in the case of a legal entity, to a fine of tmdlion
dollars.

(4) Adirector or person in charge of a legalgntiho
commits an offence under this section is liable
conviction on indictment be to imprisonment fi
twenty-five years.

It is to be noted that the financing of terrorissnain
indictable offence and as such it is a predig
offence for the purpose of money laundering.

. Section 2 of the Anti-Terrorism Act 2005 h
been amended in Anti-Terrorism (Amendme
Act,2010 to define funds as follows:

“property” or “funds” means assets of any kin
whether tangible or intangible, moveable
immovable, [whether from legitimate d
illegitimate sources or] however acquired [an
legal documents or instruments in any for
including electronic or digital, evidencing title,t
or interest in, such assets, including but
limited to bank credits, travellers cheques, ba
cheques, money orders, shares, securities, bd
drafts, letters of credit whether situated
Trinidad and Tobago or elsewhere, and inclu
a legal or equitable interest, whether full
partial, in any such property”;
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Freeze and confisca

NC

There is no legislation that deals w

Introduce diligently

the proposed

legislati

. Trinidad and Tobago through Section 9 of
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terrorist assets

freezing or confiscating terrorists’ funds
accordance with the relevant Unitg
Nations Resolutions

n

criminalising the financing of terrorism, terrori
acts, terrorist organizations and make such offe
money laundering predicate offences.

Anti-Terrorism (Amendment) Act 2010 (ATA
has included a new Section 22 B to address
Essential Criteria of SRIll: These laws al
procedures:

o]

Freeze terrorist funds or other ass
designated by the United Nations Talib
Sanction Committee (S/RES/1267/199
22B(1)

Freeze terrorist funds or other assets
persons designated in the context
S/RES/1373/2001 (Section 34(1) ATA)

Ensure that freezing mechanisms extend
funds or assets wholly or jointly owned

other assets derived or generated from
other assets owned or controlled directly
indirectly by designated persons; Sectio
(c) and 22B(1)

Communicate actions taken under
freezing mechanisms to the financial sec
and the public upon taking such acti
(22B(5) ATA)

Provide clear guidance to financi
institutions and other persons or entities tl
may be holding targeted funds other asg
concerning their obligations in taking actic
under freezing mechanisms;(22B(5)ATA)

The Anti-terrorism Act Amendment 201
Section 22AA and 22AB sets out th
procedure for the distribution of the loc
list and the UNSC consolidated list

designated entities. Please see Apper]
VII for further details.

Ensure that there are legal procedures
considering de-listing requests and f
unfreezing the funds or other assets of
listed persons or entities in a timely man
consistent with internationg
obligations;(22B(6) ATA)
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o0 Ensure that a legal procedure exists
unfreezing, in a timely manner, the funds
other assets of persons or entit

inadvertently affected by a freezing
mechanism upon verification that the
person or entity is not a designate

person;(22B(6) ATA; 22 B(9) ATA)

o Ensure that a legislative procedure exi

sts

for authorising access to funds or other

assets that were frozen pursuant

to

S/RES/1267(1999) and that have begen

determined to be necessary for bal

expenses; (22B(4) ATA)

sic

o Ensure that there is an appropriate
procedure through which a person or enfity

whose funds or other assets have b

een

frozen can challenge that measure with a

view to having it reviewed by a

court.(22B(6)ATA; 22B(9) ATA)

As a compliment to this process, Section 14 of

Financial Intelligence Unit Act allows th

Director of the FIU the power to suspend f

processing of a transaction for a period

exceeding three working days pending 1

completion of the analysis of a SAR.

Section 22E(1) of the ATAA 2 of 2010 states:

The FIU may instruct a financial institution ortésl

business in writing, to suspend the processing
a transaction for a period not exceeding th
working days, pending the completion of

evaluation and analysis of a suspicig
transaction or suspicious activity report.

(2) Where those instructions are given, a finan

institution, listed business or any other aggrie
person may apply to a judge to discharge

instructions of the FIU and shall serve notice
the FIU, to join in the proceedings, save howe\
that the instructions shall remain in force urité t
Judge determines otherwise.
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Sign and ratify the Terrorist Financing Convention.

activity report, and where the Director of the F
is of the view that the circumstances warr
investigation, a report shall be submitted to
Commissioner of Police for investigation

determine whether an offence of financing
terrorism has been committed and whether
funds are located in Trinidad and Tobago
elsewhere.

The definition of “terrorist act” in section 2 ohe

section 35(1) of the Act which makes provisi
for forfeiture.

Although there is no explicit
“confiscation”, It is to be noted the commissi
of a terrorist act is an indictable offence and
such the confiscation process as outlined
POCA applies mutatis mutandis to t

the Anti-Terrorism Act.

Itis also to be noted that by virtue of the Intetption
Act Chapter 3:01 the attempt to commit
terrorist act is also included in the offence
committing a terrorist act and as such althoug
is not stated in the text of section 22B (b) it

(Terrorist Financing Convention was ratified
September 3,2009

Trinidad and Tobago ratified the Inter-Americ
Convention against Terrorism on December
2005

Anti-Terrorist Act, 2005 (the Act) refers also

provision far

included by virtue of the application of our laws.

1999 United Nations International Convention foe th
Suppression of the Financing of Terrorigm

(3) After the FIU has concluded its evaluation and
analysis of a suspicious transaction or suspicipus

U
ant
he
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bn

commission of a terrorist act or any other
indictable offence in respect of terrorism under

bn

an
02,

SR.IV
reporting

Suspicious

transactio|

nNC

There are no requirements for financ|ab
institutions to report to the designated
authority/FIU when they suspect or haye
reasonable grounds to suspect that fupds

The Anti Terrorism Bill should be enacted as sq

as possible to require financial institutions tpag

to the designated authority/FIU when they susq
or have reasonable grounds to suspect that fured

business to report STR's/SAR’s which relate
ect terrorist financing, terrorism acts or by terror|

5 ar organisations or those who finance terrorism

on  The obligation of financial Institution and listed

to

S
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are linked or related to, or to be used
terrorism, terrorist acts or by terrori
organisations, regardless of the amount
the transaction and including attempt

transactions or if tax matters are involved.

or
5t
of
ed

linked or related to, or to be used for terroris

terrorist acts or by terrorist organisations, relgss
of the amount of the transaction and includ
attempted transactions or if tax matters are ireal

captured in section 22 C (3) in Anti-Terrorism

(Amendment) Act,2010 as follows:

Where a financial institution or listed busine
knows or has reasonable grounds to suspect
funds are linked or related to, or to be used
terrorism, terrorist acts or by
organizations or those who finance terrorism,
financial institution or listed business shall ma|
a suspicious transactions or a suspicious acti
report to the FIU in the forms as set out in {
Third Schedule to the Proceeds of Crime Act.

To date no STR/SAR have been reported by
or LBs on the financing of terrorism.

SR.V

International co-operation

NC

Financing of Terrorism is not an offence
T&T and therefore not an extraditab
offence 2.

in
e

Terrorist-Financing
implemented.

legislation

should ¢

Part VII Sections 32-33 of the Anti-Terrorism A

The Anti-Terrorism (Amendment) 2010, criminalises
the financing of terrorismPart 1l1IA Section 22A (1)
states:

(a) in order to carry out a terrorist act;
(b) by a terrorist; or
(c) by a terrorist organization, commits the offence

Part VI (Section 28 to 31) of the Anti-Terrorism
Information Sharing,

Act 2005 deals with
Extradition And Mutual Assistance

Disclosure and Sharing Information.

2005

Any person who by any means, directly
indirectly, wilfully provides or collects funds, g
attempts to do so, with the intention or in f
knowledge that such funds are to be used
whole or in part—

financing of terrorism.

The Anti-Torrorism Act s amended by Adg
16/2011), Part VII Section 33 (1), directs thg
every person shall forthwith disclose to tl
authority, and has a duty to disclose informat
relating to property used for the commission
offences under the Anti-Terrorism Act.

2 Idem note 1
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Financing of terrorism and Piracy should be made

an offence in T&T and therefore an extradital
offence.

ble
.

Part VII Section 33 (3) directs that evefy

financial institution shall report, every thre
months, to the FIU,:

(a) if it is not in possession or control pf

terrorsit property, that it is not in possession
control of such property; or

(b) if it is in possession or contol of taisd
property, that it is in possession or control
such property, and the particulars relating to
persons, accounts and transactions involved
the total value of the property

Part VII 33 (6) states: “Every person who fails
comply with subsection 1 or 3, commits
offence....”

With regard to piracy, section 2 of the Crimin
Offences Act Chapter 11:01 states that ev
offence which if done or committed in Englan
would amount to an offence in common |Ig
shall, if done or committed in Trinidad ar
Tobago, be taken to be an indictable offence
shall be punished in the same manner as it w
be in England, under or by virtue of any sped
or general statute providing for the punishmen
such offence, or if there be no such statute,
common law. In the UK, piracy is criminalize
as the common law offence of piracy ju
gentium and under section 2 of the Piracy A
1837 as noted in the UK MER. In accordan
with section 2 of the Criminal Offences Ad
these provisions make piracy an indicta
offence in Trinidad and Tobago. Additionall
section 6 of the Civil Aviation (Tokyd
Convention) Act Chapter 11:21 provides for t|
jurisdiction of a Court in Trinidad and Tobad
with respect to piracy committed on the high s
to be extended to piracy committed by or agai
an aircraft.
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SR VI AML requirements fo
money/value transfer services

NC

None of the requirements are included

legislation, regulations
enforceable means.

or

othg

in
r

A competent authority should be designated
register and/or licence money transfer compat
and maintain a current list of their names g
addresses and be responsible for ensu

ot

)
ies
nd

ring

compliance with licensing and/or registrati

Money value transfer services are, pursuant to|
POCA 2000 as amended in 2009, listed busin
As listed business they are subject to all

requirements of the FIU Act 2009, POCA and {

the
ess.
he
he

FOR 2010.
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requirements.

All MVT service operators should be subject to
applicable FATF Forty Recommendations &
FATF Eight Special Recommendations.

A system for monitoring money transfer compan|
and ensuring that they comply with the FAT
Recommendations should be implemented.
mission also recommends that the CENTR
BANK OF T&T issue the AML/CFT Guidelines t
the cambios and test compliance during on
inspections.

Money transfer companies should be required
maintain a current list of its agents, which must
made available to the designated compe
authority.

The measures set out in the Best Practices Pape
SR.VI should be implemented and Trinidad 4
Tobago authorities should take FATF R. 17 i
account when introducing system for monitori
money transfer companies.
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In addition, the Central Bank currently licens
money changers such as cambios or burea
change. Compliance with  AML/ CTH
requirements is one of the conditions of t
license.

Moreover, the Central Bank revised its guidelin
on AML/ CFT to include sector specific guidan
to cambios. The Central Bank was given
power to regulate and supervise money remit
via an amendment to the Central Bank Act
2008.

The Central Bank has acquired the services
technical expert from the Office of the Techniq
Assistance, United States Department of
Treasury to assist with the finalizing arn
implementation of a regulatory framework f
money remitters and a supervisory framework
insurance brokers, cambios and money remittg

The Central Bank conducts AML/ CFT on-sit
examinations on cambios. The Central Bank
revising its guidelines on AML/ CFT and th
revised Guidelines will also be issued to camb
and money remitters.

The Central Bank licenses cambios and burea

changes under the Exchange Control Act. T

licensing and regulatory framework for mon
remitters is not yet in place. However, mon
remitters are currently registered with the FIU
the POCA names remittance business ur
financial institutions and listed business.

An amendment to the Central Bank Act 20
gave the Central Bank the ability to superv|
money remitters and an appropriate regulat
and supervisory framework has been drafted.

This initiative is at an advanced stage
development.

The AML/CFT Committee and the Complian
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presently reviewing these provisions and will
making for an amendment shortly. (on-going)

be

SR VII

Wire transfer rules

NC

The requirements in place are n
mandatory and are applicable only to t
financial institutions supervised by th
Central Bank.

o®
he
e

The T&T authorities may wish to impose mandatory
requirements on financial institutions dealing with
the measures of SR VIl covering domestic, crgss-

and beneficial financial institutions handling wi
transfers and the monitoring of compliance
stipulated requirements.

border and non-routine wire transfers, interme(iir

€,
t

The Financial Obligations Regulations 20

sections 33-35 deal with wire transfers whi
states:

ry

@3. (1) The information listed in regulation 3

concerning the originator and recipient of
funds transferred, shall be included on
domestic and cross border wire transfers.

(2) A financial institution or listed business th
participates in a business transaction via W
transfer shall relay the identification data ab
the originator and recipient of the fun
transferred, to any other financial institutig
participating in the transaction.

(3) Where the originator of the wire transfer does
supply the transfer identification data reques
by the financial institution or listed businesse {
transaction shall not be effected and a suspic
activity report shall be submitted to the FIU.

34. (1) Domestic and cross-border wire transfeedl §
be accompanied by accurate and meanin

identification data on the originator of th
transfer, which shall be kept in a form,
determined by

the FIU.

(2) Information accompanying a cross-border tran
shall consist of—

(a) the name and address of the originator of
transfer;

(b) a national identification number or a passp
number where the address of the originator of
transfer is not available

(c) the financial institution where the accountséi

(d) the number of the account and in the absenea (
account, a unique reference number; and

(3) Information accompanying a domestic wire trang
shall be kept in a format which enables it to
produced immediately, to the FIU.

(4) The financial institution or listed businessiput
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provisions in place to identify wire transfe
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35. A wire transfer from one financial institutidn

lacking complete originator information so th|
the lack of complete originator information sh
be considered as a factor in assessing wheth
wire transfer is or related transactions g
suspicious and thus required to be reported to|
FIU.

another, is exempted from the provisions of t|
Part, where both the originator and benefici
are financial institutions acting on their ow
behalf.

This requirement has been satisfied
amendments contained in the Proceeds of C
(Amendment) Act No. 10 of 2009. Section 5C
the amendment defines listed business a|
business listed in the First Schedule. Under
First Schedule, a listed business is defined|
include money remittance entities. The list
businesses are therefore now subject to
Financial Obligations Regulations 2010.
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SR.VIII Non-profit organisations

NC

There are no requirements in legislatid
regulations or other enforceable means
comply with this recommendation.

ns

Authorities should review the adequacy of laws &
regulations that relate to non-profit organizatig
that can be abused for the financing of terrorism.
Measures should be put in place to ensure
terrorist organizations cannot pose as legitim
non-profit organizations.

or other assets collected by or transferred thro|
non-profit organizations are not diverted to supg
the activities of terrorists or terrorist organieas.

nd
ns

or

thadC. (1) A police officer above the rank
aef sergeant may apply, ex parte to a judge
for a monitoring order directing a financial
Measures should be put in place to ensure thasfiingstitution, listed business or non-profit
ugiiganization to provide certain information.
(3) A monitoring order shall—
(a) direct a financial institution, listed businessnon-
it obtained relating to transactions conducted ugho

person with the financial institution, listed busss or

Special Societies act will be amended to incorjeata

The Anti-Terrorism (Amendment) Act, 2010 wi
address Non-Profit Organisations as follows :

profit organization to disclose information
an account held by a particular

non-profit organization;

the provisions for non-profit organisations.
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SR.IX Cross Border Declaration
Disclosure

. NA

i. The Customs Act, Chapter 78:01, requires

arriving and departing passengers to make a

declaration to Customs with respect to curre
and bearer-negotiable instruments above

specified sum of US$5,000.00 or its equivalent in
any other foreign currency and any sum in excess

of TT$20,000.00

ii. In addition to the powers under the Custom Act

Chapter 78:01 to stop or restrain currency or bre
negotiable instruments, The Anti-Terroris|
(Amendment) Act,2010 deals with the issue

are

seizing and detention of cash or other bedrer

negotiable instruments under subsection 38A
which states;

Any customs officer or officer above the rank
sergeant may seize and detain part of or

(€

of
the

whole amount of any cash or other bearer

negotiable instruments where there
reasonable grounds for suspecting that it is —

(a) intended for use in the commission of an affe
under this Act; or
(b) is terrorist property

. The following definitions of cash and bear
negotiable instrument under section 38A (10)
Anti-Terrorism (Amendment) Act,2010 are
follows:

(a) “cash” includes coins, notes and other be
negotiable instruments in any currency;

(b) “bearer negotiable instrument” includes monget
instruments in bearer form such as travel
cheques, negotiable instruments (includ
cheques, promissory notes and money ord
that are either in bearer form, endorsed with
restriction made out to a fictitious payee,
otherwise in such form that title thereto pas
upon delivery; incomplete instruments includi
(cheques, promissory notes and money ord
signed, but with the payee’s hame omitted.
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The Customs and Excise Division has always
applied effective, proportionate and dissuasive
sanction in every instance where the arriving and
departing passenger makes false declaratior
disclosure of cash or bearer-negotialh
instruments.

e

Notwithstanding the fact that we have never
identified cases of false declarations or disclese!
linked to terrorist financing, the penalty
includes confiscation of the subject currency of
instrument without the need of a criminal
conviction

=

115



